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@SAFETY PRECAUTIONS@®

(Read these precautions before using this product.)

Before using this product, please read this manual and the relevant manuals carefully and pay full attention
to safety to handle the product correctly.

In this manual, the safety precautions are classified into two levels: A WARNING" and A CAUTION".

A WARNING Indica_tes_that incorrect hand_ling may cause hazardous conditions,
resulting in death or severe injury.

f Indicates that incorrect handling may cause hazardous conditions,
CAUTION resulting in minor or moderate injury or property damage.
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Under some circumstances, failure to observe the precautions given under A CAUTION" may lead to
serious consequences.

Make sure that the end users read this manual and then keep the manual in a safe place for future
reference.

[Design Precautions]

/\WARNING

@ When a safety programmable controller detects an error in an external power supply or a failure in
programmable controller, it turns off all the outputs.
Create an external circuit to securely stop the power of hazard by turning off the outputs. Incorrect
configuration may result in an accident.

@ Create short current protection for a safety relay, and a protection circuit such as a fuse, and breaker,
outside a safety programmable controller.

@® When data/program change, or status control is performed from a personal computer to a running
safety programmable controller, create an interlock circuit outside the sequence program and safety
programmable controller to ensure that the whole system always operates safely.

For the operations to a safety programmable controller, pay full attention to safety by reading the
relevant manuals carefully, and establishing the operating procedure.

Furthermore, for the online operations performed from a personal computer to a safety CPU module,
the corrective actions against a communication error due to a cable connection fault, etc. should be
predetermined as a system.




[Design Precautions]

/\WARNING

@ All output signals from a safety CPU module to the CC-Link Safety master module are prohibited to
use.
These signals can be found in the CC-Link Safety System Master Module User's Manual.
Do not turn ON or OFF these signals by sequence program, since turning ON/OFF these output
signals of the programmable controller system may cause malfunctions and safety operation cannot
be guaranteed.

@ All output signals from a safety CPU module to the CC-Link IE Field Network master/local module
(with safety functions) are prohibited to use.
These signals can be found in the MELSEC QS CC-Link |IE Field Network Master/Local User's
Manual.
Do not turn ON or OFF these signals by sequence program, since turning ON/OFF these output
signals of the programmable controller system may cause malfunctions and safety operation cannot
be guaranteed.

@® When a safety remote I/0O module has detected a CC-Link Safety error, it turns off all the outputs.
Note that the outputs in a sequence program are not automatically turned off.
If a CC-Link Safety or CC-Link IE Field Network error has been detected, create a sequence
program that turns off the outputs in the program.
If the CC-Link Safety or CC-Link IE Field Network is restored with the outputs on, it may suddenly
operate and result in an accident.

@ To inhibit restart without manual operation after safety functions was performed and outputs were
turned OFF, create an interlock program which uses a reset button for restart.

@ To prevent an illegal operation and malfunction, do not connect a safety programmable controller to
the Internet or to a wireless LAN.

[Design Precautions]

/\CAUTION

@® Do not bunch the wires of external devices or communication cables together with the main circuit or
power lines, or install them close to each other. They should be installed 100mm or more from each
other. Not doing so could result in noise that would cause erroneous operation.

@® Time from when the CPU module is powered on or is reset to when it enters in RUN status depends
on the system configuration, parameter settings, and program size.
Design the program so that the entire system will always operate safely, regardless of the time.




[Installation Precautions]

/\CAUTION

@ Use a safety programmable controller in the environment that meets the general specifications
described in this manual.
Using this programmable controller in an environment outside the range of the general specifications
could result in electric shock, fire, erroneous operation, and damage to or deterioration of the
product.

@ While pressing the installation lever located at the bottom of module, insert the module fixing tab into
the fixing hole in the base unit until it stops. Then, securely mount the module with the fixing hole as
a supporting point.
Incorrect loading of the module can cause a failure or drop.
Secure the module to the base unit with screws.
Tighten the screw in the specified torque range.
If the screws are too loose, it may cause a drop of the screw or module.
Overtightening may cause a drop due to the damage of the screw or module.

@® Completely turn off the externally supplied power used in the system before mounting or removing
the module.
Not doing so could result in damage to the product.

@® Do not directly touch the module's conductive parts or electronic components.
Doing so may cause malfunctions or a failure.

[Wiring Precautions]

/\WARNING

@ Be sure to shut off all phases of the external supply power used by the system before wiring.
Not completely turning off all power could result in electric shock or damage to the product.

@® When energizing or operating the module after installation or wiring, be sure to close the attached
terminal cover.
Not doing so may result in electric shock.




[Wiring Precautions]

/\CAUTION

@ Individually ground the FG and LG terminals of the programmable controller with a ground
resistance of 100 Q or less.
Failure to do so may result in electric shock or malfunction.

@ Use a solderless terminal with insulation sleeve for wiring of a terminal block.
Use up to two solderless terminals for a single terminal.

@ Use applicable solderless terminals and tighten them with the specified torque.
If any solderless spade terminal is used, it may be disconnected when the terminal screw comes
loose, resulting in failure.

@ Wire the module correctly after confirming the rated voltage and terminal layout.
Connecting a power supply of a different rated voltage or incorrect wiring may cause a fire or failure.

@ Tighten a terminal block mounting screw, terminal screw, and module mounting screw within the
specified torque range.
If the terminal block mounting screw or terminal screw is too loose, it may cause a short circuit, fire,
or malfunctions.
If too tight, it may damage the screw and/or the module, resulting in a drop of the screw or module, a
short circuit or malfunctions.
If the module mounting screw is too loose, it may cause a drop of the screw or module.
Overtightening the screw may cause a drop due to the damage of the screw or module.

@ Be sure there are no foreign substances such as sawdust or wiring debris inside the module.
Such debris could cause a fire, failure, or erroneous operation.

@® The module has an ingress prevention label on its top to prevent foreign matter, such as wire offcuts,
from entering the module during wiring.
Do not peel this label during wiring. Before starting system operation, be sure to peel this label
because of heat dissipation.




[Wiring Precautions]

/\CAUTION

@ Install our programmable controller in a control panel for use.
Wire the main power supply to the power supply module installed in a control panel through a
distribution terminal block.
Furthermore, the wiring and replacement of a power supply module have to be performed by a
maintenance worker who acquainted with shock protection.
(For the wiring methods, refer to the QSCPU User's Manual (Hardware Design, Maintenance and
Inspection))

[Startup and Maintenance precautions]

/\WARNING

@® Do not touch the terminals while power is on.
Doing so could cause shock or erroneous operation.

@ Correctly connect the battery. Also, do not charge, disassemble, heat, place in fire, short circuit, or
solder the battery.
Mishandling of battery can cause overheating or cracks which could result in injury and fires.

@ Turn off all phases of the external supply power used in the system when cleaning the module or
retightening the terminal block mounting screws, terminal screws, or module mounting screws.
Not doing so could result in electric shock. Tighten a terminal block mounting screw, terminal screw,
and module mounting screw within the specified torque range.
If the terminal block mounting screw or terminal screw is too loose, it may cause a short circuit, fire,
or malfunctions.
If too tight, it may damage the screw and/or the module, resulting in a drop of the screw or module, a
short circuit or malfunctions.
If the module mounting screw is too loose, it may cause a drop of the screw or module.
Overtightening the screw may cause a drop due to the damage of the screw or module.




[Startup and Maintenance precautions]

/\CAUTION

@® The online operations performed from a personal computer to a running safety programmable
controller (Program change when a safety CPU module is RUN, device test, and operating status
change such as RUN-STOP switching) have to be executed after the manual has been carefully
read and the safety has been ensured.

Following the operating procedure predetermined at designing, the operation has to be performed by
an instructed person.

When changing a program while a safety CPU module is RUN (Write during RUN), it may cause a
program breakdown in some operating conditions.

Fully understand the precautions described in the GX Developer's manual before use.

@® Do not disassemble or modify the modules.
Doing so could cause a failure, erroneous operation, injury, or fire.
If the product is repaired or remodeled by other than the specified FA centers or us, the warranty is
not covered.

@ Use any radio communication device such as a cellular phone or a PHS phone more than 25cm
away in all directions of the programmable controller.
Not doing so can cause a malfunction.

@® Completely turn off the externally supplied power used in the system before mounting or removing
the module.
Not doing so could result in damage to the product.

@ Restrict the mounting/removal of a module, base unit, and terminal block up to 50 times (IEC61131-2
compliant), after the first use of the product.
Failure to do so may cause the module to malfunction due to poor contact of connector.

@® Do not drop or give an impact to the battery mounted to the module.
Doing so may damage the battery, causing the battery fluid to leak inside the battery.
If the battery is dropped or given an impact, dispose of it without using.

@ Before touching the module, always touch grounded metal, etc. to discharge static electricity from
human body, etc.
Not doing so can cause the module to fail or malfunction.




[Disposal Precautions]

/\CAUTION

@® When disposing of this product, treat it as industrial waste.

When disposing of batteries, separate them from other wastes according to the local regulations.
(For details of the battery directive in EU member states, refer to QSCPU User's Manual (Hardware

Design, Maintenance and Inspection).

[Transportation Precautions]

/\CAUTION

@® When transporting lithium batteries, make sure to treat them based on the transport regulations.
(For details of the controlled models, refer to QSCPU User's Manual (Hardware Design,

Maintenance and Inspection).




@CONDITIONS OF USE FOR THE PRODUCT@®

(1)

Although MELCO has obtained the certification for Product's compliance to the international safety
standards IEC61508, ISO13849-1 from TUV Rheinland, this fact does not guarantee that Product
will be free from any malfunction or failure. The user of this Product shall comply with any and all
applicable safety standard, regulation or law and take appropriate safety measures for the system
in which the Product is installed or used and shall take the second or third safety measures other
than the Product. MELCO is not liable for damages that could have been prevented by compliance
with any applicable safety standard, regulation or law.

MELCO prohibits the use of Products with or in any application involving, and MELCO shall not be
liable for a default, a liability for defect warranty, a quality assurance, negligence or other tort and a
product liability in these applications.
(a) power plants,
(b) trains, railway systems, airplanes, airline operations, other transportation systems,
(c) hospitals, medical care, dialysis and life support facilities or equipment,
(d) amusement equipments,
(e) incineration and fuel devices,
(f) handling of nuclear or hazardous materials or chemicals,
(g) mining and drilling,
(h) and other applications where the level of risk to human life, health or property are elevated.
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INTRODUCTION

Thank you for choosing the Mitsubishi Electric MELSEC-QS series of Safety Programmable Controllers.
Before using the equipment, please read this manual carefully to develop full familiarity with the functions
and performance of the QS series programmable controller you have purchased, so as to ensure correct
use.
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ABOUT MANUALS

| Introduction Manual |

Read the following manual before designing and constructing a safety system.

Manual Name

Safety Application Guide
Explains the overview, construction method, laying and wiring examples, and application programs of the
safety-related system.
(Sold separately)

Manual No.
(Model Code)

SH-080613ENG
(13JR90)

The manuals related to this product are listed below.
Please place an order as needed.

| Related Manuals |

Manual Name

QSCPU User's Manual (Hardware Design, Maintenance and Inspection)
Explains the specifications of the QSCPU, safety power supply modules, and safety base unit.
(Sold separately)

Manual Number

(Model Code)

SH-080626ENG
(13JR92)

QSCPU Programming Manual (Common Instructions)
Explains how to use the sequence instructions, basic instructions, application instructions, and QSCPU
dedicated instructions.
(Sold separately)

SH-080628ENG
(13JW01)

CC-Link Safety System Master Module User's Manual
Explains the specifications, procedures and settings before operation, parameter settings, and troubleshooting
of the QS0J61BT12 CC-Link Safety system master module.
(Sold separately)

SH-080600ENG
(13JR88)

CC-Link Safety System Remote I/0O Module User's Manual
Explains the specifications, procedures and settings before operation, parameter settings, and troubleshooting
of the CC-Link Safety system remote 1/0O modules.
(Sold separately)

SH-080612ENG
(13JR89)

MELSEC-QS CC-Link IE Field Network Master/Local Module User's Manual
Explains the specifications, procedures and settings before operation, parameter settings, and troubleshooting
of the CC-Link IE Field Network master/local module (with safety functions).
(Sold separately)

SH-080969ENG
(13JZ53)

CC-Link IE Controller Network Reference Manual
Explains the system configuration, performance specifications, functions, handling, wiring, and troubleshooting

SH-080668ENG

of CC-Link IE Controller Network. (13JV16)
(Sold separately)
Q Corresponding MELSECNET/H Network System Reference Manual (PLC to PLC network)
Explains the specifications, procedures and settings before operation, parameter settings, programming, and SH-080049
troubleshooting of CC-Link |IE Controller Network. (13JF92)
(Sold separately)
Q Corresponding Ethernet Interface Module User's Manual (Basic)
Explains the specifications, procedures for data communication with external devices, line connection (open/ SH-080009
close), fixed buffer communication, random access buffer communication, and troubleshooting of the Ethernet (13JL88)

module.
(Sold separately)




Manual Number
Manual Name

(Model Code)

Q Corresponding Ethernet Interface Module User's Manual (Application)
Explains the e-mail function, programmable controller CPU status monitoring function, communication function SH-080010
via CC-Link IE Controller Network, MELSECNET/H or MELSECNET/10, communication function using the data (13JL89)
link instructions, file transfer function (FTP server) of the Ethernet module.

(Sold separately)

MELSEC-Q/L MELSEC Communication Protocol Reference Manual

Explains the communication methods and control procedures using the MC protocol, which is used by external SH-080008
devices to read and write data of the programmable controller CPU via the serial communication module or (13JF89)
Ethernet module.

(Sold separately)

@...........Q.C..............Q.Q..............C.Q.Q

Printed materials are separately available for single item purchase. Order the
manual by quoting the manual number on the table above (Model code).




HOW TO SEE THIS MANUAL IS ORGANIZED

Reference destination Chapter heading
A reference destination or The index on the right side of the page
reference manual is marked shows the chapter of the open page at a

=" glance.

5 MEMORIES AND FILES HANDLED BY CPUMODULE
[VELISEE] Qs 1.

5.1.3 Standard ROM

The standard ROM is used to execute boot run by the CPU module.
The standard ROM s used to save programs and parameters without battery backup.
The program stof§8 in the standard ROM is booted (read) to the program memory

(7 Section 5.1.2) to perform operation,)
(2) Storable data
‘The standard ROM can store parameters, prograrms and device comments.

(1) Definition of standard ROM ‘
Refer to Section 5.1.1 (2) for the list of data that can be stored into each memory. ‘

Socheaon

{
H

(3) Checking the memory capacity ‘
To check the memory capacity, choose [Online] — [Read from PLC] on GX.
Developer. ‘
1) Select "Standard ROM" as the target memory on the Read from PLC screen. ‘

2) Click the button

3) The memory capacity appears in the Total free space volume field

Conturaton and

|

1) Select target memory.

|

o ckmmuL 5 Memry capaciy is dislayed

Diagram 5.5 Memory capacity checking procedure

cimmncaon

§
H
B
i

=

TS TMeres b CPU Tl
 5.1.3 Standard ROM, ‘\5 7\

Section title

The section of the open page is shown at a
glance.

In addition, this manual provides the following explanations.

EIPOINT

Explains the matters to be especially noted, the functions and others related to the
description.

@OO0.0...OCOCOC.COOO0.0...OCOCOC.COOO0.0....COCOC.C

Provides the reference destination related to the description on that page and the
convenient information.
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HOW TO USE THIS MANUAL

A-20

This manual is prepared for users to understand memory map, functions, programs and
devices of the CPU module when you use QS Series programmable controllers.

The manual is classified roughly into three sections as shown below.

1) Chapters 1 Describe the outline of the CPU module.

2) Chapters 2to 5 Describe the performance specifications, executable program, 1/0
No. and memory of the CPU module.

3) Chapter 6 Describes the functions of the CPU modules.

4) Chapter 7 Describes communication with intelligent function modules.
5) Chapters 8and 9  Describe parameters and devices used in the CPU modules.
6) Chapter 10 Describes the CPU module processing time.

7) Chapter 11 Describes the procedure for writing parameters and programs
created at the GX Developer to the CPU module.

@l0l0‘0‘C.COCOC0'OCO‘O‘Q‘C.COCOCOCOCOCO‘Q‘Q.C.COCOC

This manual does not explain the functions of power supply modules, base units,
extension cables, memory cards and batteries of CPU module.
For these details, refer to the manual shown below.

[Z5~ QSCPU User's Manual (Hardware Design, Maintenance and Inspection)

© 0 0000000000000 000000000000 0OOCOEOIOGEOIOIEOEOIEOGOEOEOSOIEOEPOIEOEOEONOEOEOEOIOEOPEOEOTITOTTOTITS



GENERIC TERMS AND ABBREVIATIONS

Unless otherwise specified, this manual uses the following generic terms and
abbreviations to explain the QS series CPU modules.

Generic Term/Abbreviation Description

Safety programmable controller

Generic term for safety CPU module, safety power supply module, safety main base
unit, CC-Link safety master module, CC-Link safety remote 1/O module and CC-Link IE
Field Network master/local module (with safety functions).

Standard programmable controller

Generic term of each module for MELSEC-Q series, MELSEC-L series, MELSEC-QnA
series, MELSEC-A series and MELSEC-FX series (Used for distinction from safety
programmable controller.)

QS series Abbreviation for Mitsubishi Electric safety programmable controller MELSEC-QS series
QS001CPU Abbreviation for the QS001CPU type safety CPU module
CPU module Other name for the QS001CPU

GX Developer

General product name for the models SW8D5C-GPPW-E, SW8D5C-GPPW-EA,
SW8D5C-GPPW-EV and SW8D5C-GPPW-EVA

GX Works2 Another product name for the MELSEC programmable controller software package
Programming tool Generic term for GX Developer and GX Works2

QS034B Abbreviation for the QS034B type safety main base unit

Base unit Other name for the QS034B

QS061P Abbreviation for the QS061P-A1 and QS061P-A2 type safety power supply modules
Power supply module Other name for the QS061P

QS0J61BT12 Abbreviation for the QS0J61BT12 type CC-Link Safety system master module

CC-Link Safety

Abbreviation for the CC-Link Safety system

CC-Link Safety master module

Other name for the QS061BT12

QS0J65BTS2-8D

Abbreviation for the QS0J65BTS2-8D CC-Link Safety system remote 1/0 module

QS0J65BTS2-4T

Abbreviation for the QS0J65BTS2-4T CC-Link Safety system remote 1/0 module

QS0J65BTB2-12DT

Abbreviation for the QS0J65BTB2-12DT type CC-Link Safety system remote 1/0O module

CC-Link Safety remote 1/10
module

Generic term for the QS0J65BTS2-8D, QS0J65BTS2-4T, QS0J65BTB2-12DT

CC-Link IE Field Network master/
local module (with safety
functions)

Abbreviation for the MELSEC-QS series CC-Link IE Field Network master/local module

CC-Link IE Controller Network
module

Abbreviation for the QJ71GP21-SX and QJ71GP21S-SX CC-Link IE Controller Network
module

MELSECNET/H

Abbreviation for the MELSECNET/H network system

MELSECNET/H module

Abbreviation for the QJ71LP21-25, QJ71LP21S-25, QJ71LP21G, QJ71BR11
MELSECNET/H network module

Ethernet

Abbreviation for the Ethernet network system

Ethernet module

Abbreviation for the QJ71E71-100, QJ71E71-B5, QJ71E71-B2 Ethernet interface
module

Intelligent function module

Generic term for the CC-Link Safety master module, CC-Link IE Field Network master/
local module (with safety functions), CC-Link IE Controller Network module,
MELSECNET/H module, and Ethernet module

Network module

Generic term for the CC-Link IE Field Network master/local module (with safety
functions), CC-Link IE Controller Network module, MELSECNET/H module, and
Ethernet module

Battery

Abbreviation for the Q6BAT type battery

Blank cover

Abbreviation for the QG60 type blank cover
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Generic Term/Abbreviation Description

GOT Generic term for the Mitsubishi Electric Graphic Operation Terminal GOT-A*** series,
GOT-F*** series and GOT1000 series
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1 OVERVIEW

CHAPTER1 OVERVIEW

IEISEG QS W

This manual describes the programs, /O number assignment method, functions and

devices of the QS Series CPU Modules (QS001CPU).

Overview

For the power supply modules, base units and batteries, refer to the manual below.

[L7~ QSCPU User's Manual (Hardware Design, Maintenance and Inspection)
(1) List of QS Series CPU Module manuals gg
The QS series CPU module manuals are as shown below. §§
1 . . O
For details such as manual numbers, refer to "ABOUT MANUALS" in this manual. ()
Table1.1 List of manuals of QS Series CPU module @
o
r S 252
€563
. (ol =
Maintenance Program Common 250
and Fundamentals Instructions $23
Inspection g5 2
B S i
QscPu Users.ManuaI QSCPU User's Manual QSCPU Programming
(Hardware Design, . .
Purpose K (Function Explanation, Manual (Common 2
Maintenance and . 5]
. . Program Fundamentals) Instruction) £
inspection) 5
173
——— %
Confirmation of part names and é
specifications of the CPU module Details , 2
Outline o
e R =
Confirmation of connection methods ——
for the power supply module and base Details %
unit 22
e -
L2
Construction of the single CPU < — E %
system (confirmation of start-up é B
procedure and I/O number Details é g
I
assignment) —
Confirmation of the sequence program
configuration and memory Details
e
Confirmation of the functions, g
parameters, and devices of the CPU Details g
module frd
R
S
Confirmation of the troubleshooting
and error codes Details £s
5§¢
=
Confirmation of usage of sequence g §g
. . . . . . E = =]
|nstr.uct|.ons‘, basic |.nstruct|ons, Details g2 g
application instructions, etc.
®
g
Q
£
g
&
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1.1 Features

The QS series CPU module has the following new features:

(1) Safety programmable controller system can be constructed
The QS series CPU module has acquired certification of the highest safety level (SIL3
of IEC 61508, Category 4 of EN 654-1, and Category 4 performance level "e" of EN
ISO 13849-1) applicable to programmable controllers.

@ Power supply/CPU/CC-Link Safety master module/ @ Power supply/CPU/CC-Link Safety master module/
CC-Link IE Field Network master/local module CC-Link IE Field Network master/local module
- (with safety functions)*2 (with safety functions)*2

CC-Link IE field network

@ GX Developer
(Version 8.408 or later)*1

CC-Link Safety

CC-Link Safety

jal

@ Emergency stop @ Light curtain @ Emergency stop @ Light curtain
switch switch

@ Standard remote

@ CC-Link Safety @ CC-Link Safety
remote I/O station remote I/O station

@ Standard remote /0 device station
station

@ Emergency stop @ Safety relay
switch

Figure 1.1 Safety programmable controller system

* 1 : The available functions vary depending on the versions. For details, refer to Appendix 9.
* 2 : For details on the CC-Link IE Field Network master/local module (with safety functions), refer to
the following manual.

[ MELSEC-QS CC-Link IE Field Network Master/Local Module User's Manual

1 -2 1.1 Features
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(2)

©)

IEISEG QS W

The safety CPU operation mode is equipped for safe system operation

The CPU module is equipped with two safety CPU operation modes. "SAFETY
MODE" for safe system operation and "TEST MODE" for system construction and
maintenance.

These two modes prevent the user's erroneous operations for safe system operation.

(a) SAFETY MODE
SAFETY MODE is a mode for safe system operation. This mode prohibits the
write operation from a programming tool and the device test operation during the
system operation.

(b) TEST MODE
TEST MODE is a mode for maintenance. This mode enables the write operation
from a programming tool and the device test operation to debug or maintain the
sequence program.

Enriched operation history and error history

The CPU module can record a total of 3000 details of the CPU module operation by
the user and errors occurred in the CPU module, CC-Link Safety or CC-Link IE Field
Network as operation/error history data.

Recording the details of the CPU module operation by the user into the operation/
error history clarifies the occurrence order of operations and errors. Troubleshooting
becomes easier by confirming the operation/error history.

The contents recorded in the operation/error history are shown in Table1.2.

Table1.2 Recorded contents of operation/error history

Information Contents History Information per Entry

. * Operation code
User's operations for the CPU module are

Operation . * Operation message
. stored as a history. . )
history i ) * Operation execution date
. . (Operations which change the CPU module
information * Result code

status are recorded.
) * Operation attached information

Error history | « Hardware error
information * Error detected by CC-Link Safety

. . * Error code
The following errors are stored as a history.
. ] . * Error message
» Error/failure detected by self-diagnostics
* Occurrence date

* Error information category (common

. . information/individual information)
* Error detected by CC-Link IE Field

* Error information (common
Network

information/individual information)

1.1 Features 1 -3
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(4) Enhanced RAS

(a) Enhanced memory diagnostics
The memory diagnostics equipped with the CPU module are enhanced.

(b) Redundant CPU
The CPU module has two CPUs (CPU A and CPU B). The operation results of
CPU A/CPU B are compared, and output only when the results are matched so
that incorrect outputs can be prevented. (When the compared results are
mismatched, the system stops.)

CPU module
CPU CPU
A B
Operation Operation
result Compare result
‘ Output when matched

!

Figure 1.2 Redundant CPU

(c) Enhanced hardware diagnostics by hardware circuit
The diagnostic functions of the Table1.3 prevents incorrect outputs when a
hardware error which cannot be detected by the OS occurs.

Table1.3 Hardware diagnostics function added to the QS series CPU module

Diagnostics Diagnosis Contents

Overvoltage/ Overvoltage or undervoltage is detected for the power supply voltage
undervoltage detection | provided from the power supply module to the CPU module.
Clock stop detection The input clock stop to the CPU module internal circuit is detected.

1.1 Features
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(5) USB interface is equipped
The CPU module is equipped with the USB interface to communicate with a
programming tool.

Overview

O c
2
©
55
Personal computer @
ESS
Figure 1.3 Connection to a personal computer using USB %g §
€563
. 8¢5
(6) Connectable with personal computers and standard programmable 5§53
oc o
*q 338
controllers
The CPU module can read data from the MELSOFT products installed in the personal
computer and also can communicate data between safety programmable controller E
. . . . . . £
and standard programmable controller using dedicated instructions via CC-Link IE &
Controller Network, MELSECNET/H, and/or Ethernet ™. p
Besides, the data of ladder monitor, device monitor, and operation/error history in the §
safety programmable controller can be read using GOT. g
@
s
g=
T >
83
g5
S8
Personal computer @
i)
Figure 1.4 Connection with personal computer and standard programmable controller §
w
*1: For an access range from GX Developer and a GOT to a safety CPU module, refer to Appendix 8.
* 2: An access to the CPU module can be restricted by using the remote password function.
§¢e
8C
ET T
SES
Q
5
&
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(7) Safety communication is enabled in the CC-Link IE Field Network
A CC-Link IE Field Network master/local module (with safety functions) enables
safety communication between safety CPUs. In addition, safety communication and
standard communication can be used on the same network. Therefore, a safety
programmable controller to be added on a system constructed in the existing CC-Link
IE Field Network.

CC-Link IE Field Network
master/local module

CC-Link IE Field Network master/local
module (with safety functions)

Standard
communication

= : Standard communication

= Safety communication

Diagram 1.5 Safety communication using the CC-Link IE Field Network
master/local module (with safety functions)

(8) Safety Standards
Use the product according to the following safety standards.

Table1.4 Safety Standards

Region Safety Standards

IEC61508 Parts 1-7:1998-2000, 1SO13849-1:2015,
International IEC61131-2:2007, IEC61000-6-2:2005, IEC61000-6-4:2006,
IEC61784-3:2010, IEC60204-1:2009

EN 1SO13849-1:2015, EN61131-2:2007,
EN61000-6-2:2005, EN61000-6-4:2007

North America UL508, NFPA79:2015

Europe

1.1 Features
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1.2 Program Storage and Operation

(1) Program storage

Overview

(a) Storage of program created by GX Developer
The program created by GX Developer can be stored into the program memory or

standard ROM of the CPU module.
E&
4 N\ .g 'g
~— Program memory ————— &&
g2
gLg
£58
\ g 3
~— Standard ROM "1 —————~ eou
- CPU module
5
£
4
5
;
2
G J o
AN J =
* 1 : The standard ROM is used to ROM the program memory. %
83
Diagram 1.6 Memory configuration and storage destinations 5 g
53
83
(b) Program execution 2o
O ©
The CPU module operates the program stored in the program memory. ==
Program memory T Execution of program
! in program memor
‘ Parameter ‘ prog y
| Program |
‘ Device comments ®
i i~ For program comment display S
‘ ‘ by GX Developer §
L _ e
e § §
Diagram 1.7 Execution of stored program § §
@
EoS
©
g
Q
£
g
&
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(c) Execution of program stored in standard ROM
Programs and data can also be stored into the standard ROM.

The programs stored in the standard ROM can be booted (read) to the program
memory and executed when the programmable controller is powered ON or the

CPU module is reset.

Execution of program booted from the
standard ROM to the program memory.

@ Program

/

memory
»
st %
00
G >
-
N _ . 3
NS Device
@ Standard ROM comment

Diagram 1.8 Boot run

1.2 Program Storage and Operation
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1.3 Devices and Instructions Convenient for Programming

The CPU module has devices and instructions convenient for program creation.
The main devices and instructions are outlined below.

Overview

(1) Flexible device designation

CPU modules allow devices to be specified flexibly.
(a) Word device bits are handled as contacts/coils o
g9
By specifying the bit of the word device, each bit of the word device can be 23
handled as a contact/coil. E:E"
Word device bit designation (Turns ON
X100 ¥ (1) Bit 5 (b5) of DO.)
— ———— sET D05 |
fof
Word device bit designation (Turns ON/OFF § gé
depending on 1/0 of Bit 5 (b5) in DO.) 885
D05
————{ser Y10 H
Diagram 1.9 Designation of word device bit
(b) Input need not be pulsed by use of differential contact £
2
An input need not be pulsed by use of a differential contact(‘|*|—/‘|+|’ ). <
53
»~——— Differential contact §
X100 X102 X100 5
I 4 Y100 — H| [ PLS MO [ -
Y100 MO X102 °
°
: Y100 ) PE
ON at leading Y100 53
dge of X100 23
edge o _{ 5 %
S8
Diagram 1.10 Use of differential contact
i
§¢8
8C
Q
5
&

1.3 Devices and Instructions Convenient for Programming 1 -9



1 OVERVIEW
IEISER Qs

1.4 How to Check the Serial No. and Function Version

The serial No. and function version of the CPU module can be checked on the rating plate
or in the system monitor of GX Developer.

(1) Checking on rating plate
The rating plate is on the side face of the CPU module.

MELSEC-QS

MODEL

VA

Serial No. (first 5 digits)

/ /1 function version
SERIAL[080910000000000cA
!_ ............................. -i
! <—i—— Standard symbol for
= | conformance is described.

* o o . e ¢ o ¢ G ¢ G ¢ E=— ¢ G- ¢ = G- ¢ = = w=o

MADE IN JAPAN
Diagram 1.11 Rating plate

(2) Checking on the front of the module
The serial number written on the rating plate is displayed on the front (at the bottom)

of the module.

— | —
QS001CPU
ALIVE TEST
RUN USER
ERR. BAT.
PULL
v

Diagram 1.12 CPU module front display

1 -10 1.4 How to Check the Serial No. and Function Version
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(3) Confirming the serial No. on the system monitor (Product Information
List)
To display the screen for checking the serial number and function version, select
[Diagnostics] — [System monitor] and click the Product Inf. List button in GX
Developer.
On the system monitor, the serial No. and function version of the intelligent function

module can also be confirmed.

Serial number function version

Product Information List E|
Slotl Type |Series| Model name | Foints |I,-’D No. |Haster PLCl derial No |Ver. -
PLC (PLC ik - - - 050210000000000 A |
a-o Intelli. 0% Jept) 0000 - 050110000000000 A
0-1 |Intelli. 0 Jdpt| 0020 - 060120000000000 D
n-2 - - - - - - -

0-3 - - - - - - -

! ' ! ! 1 [ | | |

CSY file creating

Close

EIPOINT

The serial number displayed on the Product information list screen of GX Developer
may differ from that on the rating plate and on the front of the module.
» The serial No. on the rated plate describes the management information

Diagram 1.13 System monitor

of the product.

» The serial No. displayed on the product information of GX Developer
describes the function information of the product.

The function information of the product is updated when adding functions.

1.4 How to Check the Serial No. and Function Version
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2 PERFORMANCE SPECIFICATION
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CHAPTER2 PERFORMANCE SPECIFICATION

Table2.1 shows the performance specifications of the CPU module.

Table2.1 Performance Specifications

Item QS001CPU Remarks
Control method Repetitive operation of stored program -
I/O control mode Refresh mode™
Program Sequence control
< g Relay symbol language, function block. -
language language
Processing speed | LD X0 0.10us
sequence
(seq MOV DO D1 0.354s

instruction)

Constant scan
1 to 2000ms

Function for keeping regular scan Setting by parameters.
( ping reg (Setting available in 1ms unit.) 9oy P

time)
14K steps [ 7 Section5.1.1
L+ — .
AL (56K bytes) Section 5.1.2
Program memory .
Memory (drive 0) 128K bytes [LF Section5.1.2
capacity ' Standard ROM ]
128K bytes = i
(drive 4) y [Z 5 Section5.1.3
Max. number of | Program memory 372 [5 Section5.1.2
files stored Standard ROM 32 [T Section5.1.3

No. of times of writing data into the
standard ROM

Max.100000 times —-

No. of points usable on

No. of I/O device points 6144 points(X/Y0 to 17FF)
program

No. of points accessible

No. of | int 1024 points(X/Y0 to 3FF
0. of I/O points points( 0 ) to the actual I/O module

*1 : The maximum number of executable sequence steps is as shown below.
(Program capacity) - (File header size (default: 34 steps))

[T 5 Refer to CHAPTER 5 for details of the program capacity and file.

*2 : Each of parameter, sequence program and device comment files can be stored.
*3 : The refresh mode batch-accesses I/0 modules before start of sequence program operation.
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Item
Internal relay [M]

Table2.1 Performance Specifications (Continue)

QS001CPU
6144 points by default (M0-6143) (changeable)

Link relay [B] 2048 points by default (BO to 7FF) (changeable)
512 points by default (TO to 511) (changeable)
(Sharing of low- and high-speed timers)
The low- and high-speed timers are specified by the instructions.
Timer [T] The measurement unit of the low- and high-speed timers is set up by

parameters.
(Low-speed timer: 1 to 1000ms, 1ms unit, 100ms by default)
(High-speed timer: 0.1 to 100ms, 0.1ms unit, 10ms by default)

0 point by default (sharing of the low- and high-speed retentive timers)

IEISEG QS W

Remarks

Overview

The number of points

O c
o
==
£S
5
2
52
Q@

2] can be changed within
£ (changeable) .
9] ) o » ) . the setting range.
g Retentive timer [ST] The low- and high-speed retentive timers are specified by the instructions. . )
§ The measurement unit of the low- and high-speed retentive timers is set [~5 Section 9.2
()]
9 up by parameters. "
g (Low-speed retentive timer: 1 to 1000ms, 1ms unit, 100ms by default) ggé
z (High-speed retentive timer: 0.1 to 100ms, 0.1ms unit, 10ms by default) § gg
Counter [C] * Normal counter: 512 points by default (CO to 511) (changeable) §'§5
Data register [D] 6144 points by default (DO to 6143) (changeable) %‘% g
Link register [W] 2048 points by default (W0 to 7FF) (changeable) Pou
Annunciator [F] 1024 points by default (FO to 1023) (changeable)
Edge relay [V] 1024 points by default (VO to 1023) (changeable) -
Link special relay [SB] 1536 points (SBO to 5FF) g
Link special register [SW] 1536 points (SWO to 5FF) The number of device §
Special relay [SM] 5120 points (SMO to 5119) points is fixed. 8
Special register [SD] 5120 points (SDO to 5119) §
One contact can be set up in X0 to 17FF for each of RUN. No PAUSE . Q
RUN/PAUSE contact Setting by parameters.
contact.
Year, month, date, hour, minute, second and day-of-week
(o}
(leap year automatically identified) g
: i . o — . 3=
Timer function Accuracy: -3.18 to +5.25s (TYP. +2.14s) / d at 0°C [ Section 6.11 2 >
Accuracy: -3.18 to +2.59s (TYP. +2.07s) / d at 25°C ?u(i
Accuracy: -12.97 to +3.63s (TYP. -3.16s) / d at 55°C §§
Allowable instantaneous power failure . . § 2
. Varies depending on the power supply module - s£
period
5VDC internal current consumption 0.58A™ —
H 98mm -
External dimensions w 55.2mm -
D 114mm -
Weight 0.29kg - ®
Protection of degree 1P2X - §
*4 : The value for the CPU module with a serial number (first four digits) of "1207" or earlier is as follows. =
5VDC internal current consumption: 0.43A
w‘00000000000QCOCOCOCO00000000000COCOCOCOCOCOQOQOOC gg
, N §¢
Refer to the following manual for the general specifications. g2
5~ QSCPU User's Manual (Hardware Design, Maintenance and Inspection) §§>§
2
© 00 000000000000 00000000000 OCOOEOEOEOEOCSEPOCOPOEOEOEOEOEOIEOEPOEOSOETOEPOEOEOEOSOETOEEPOSETOETOSEOTPONLS 85§
Q
€
[
&
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CHAPTER3 SEQUENCE PROGRAM EXECUTION

The CPU module executes a program in the following order

‘ Initial processing I

»
g

A 4

‘ 1/0 refresh I

I

‘ Program operation processing

v

‘ END processing I

Diagram 3.1 Program execution order
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3.1 Sequence Program

A sequence program is created using the sequence instructions, basic instructions, 3
C . 2
application instructions, etc. E
Sequence
/ instruction
X100 MO K100

— T >
—{T? Y100 >

Basic instruction

Performance
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X140
| [
— | [BIN Kax120 DO |
Application 3
X141 instruction

—H—[W',/AND DO D1 D2 H

Diagram 3.2 Sequence program

@.0COC000000000000COCOC000000000000.000000000000000

Refer to the following manual for the sequence instructions, basic instructions and
application instructions.

2
E_ o
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9B/ c
o

c 5.8
s D>5
223
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nouw

. . I
[ 5~ QSCPU Programming Manual (Common Instructions) g
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3.1 Sequence Program 3 )
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3.1.1 Sequence program description method

The sequence program is created with the ladder mode of GX Developer.

The ladder mode is based on the concept of a sequence circuit of relay control. It
enables programming in representation close to a sequence circuit.

In the ladder mode, programming is performed in ladder block units.

A ladder block is the minimum unit for performing sequence program operation, which
starts from the left side vertical bus bar and ends at the right side vertical bus bar.

Left side vertical bus bar N/O contact N/C contact Coil (output)
\\;’X"V 7777777777777777777777777777777777 - . .
! . , l.— Right side
/0 ' (Y1201, vertical bus bar
. |x101x102X103 / I
Step number | 2 (H—— ——H=— (Y1213
= (Y122 Ladder block
s —— (Y1231,
| | x104 X105 I
(8 HI eix (Y124 |
| Y@ |
CH i
L ]

X100 to 105 indicate inputs.
Y120 to 124 indicates outputs.

Diagram 3.3 Ladder mode

3.1 Sequence Program
3.1.1 Sequence program description method
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3.1.2 Sequence program operation

(1) Calculation order of the ladder block
The CPU module calculates in order from the left to the right side vertical bus and
from top to bottom.

Overview

[Ladder mode]
From left to right
_
1) 2 7) 8 9

X100 X101 X105 X106 X107 10)
— Y110

Performance
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From top
to bottom

w

11)
10] {END

*1) to 11) indicate operation order of
sequence program.

Diagram 3.4 Calculation order of the ladder block
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(2) Execution operation of sequence program

The sequence program is executed from Step 0 to the END instruction, where é
END processing is performed. 5
After the END processing, the program restarts operation from Step 0. p
£
Step 0 <o Z
: Indicates execution of program. €]
Sequence /

program : o
A i
o =
5
T >
END 83
——{ =0 |
END ; S8

processing {.______:

Diagram 3.5 Sequence program
=
§2
i

Q
=
[
&

3.1 Sequence Program 3 -4
3.1.2 Sequence program operation
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3.2 Concept of Scan Time

(1) Scan time

Scan time is a period from the time when the CPU module starts the sequence
program operation from Step O until it executes Step 0 of the same sequence program
again.

The scan time consists of the sequence program execution time and the END
processing time.

(a) Scan time storage location
The CPU module measures the current value and minimum and maximum values
of the scan time and stores them into the special registers (SD520, SD521,
SD524 to 527).
The scan time can be checked by monitoring SD520, SD521 and SD524 to 527.

Current value | SD520 | SD521 |
Minimum value | SD524 | SD525 |
Maximum value| SD526 SD527 |

\—’ Stores scan time of 1ms or less (unit us).

> Stores scan time in 1ms units.

Diagram 3.6 Scan time storage location
When SD520 is 3 and SD521 is 400, the scan time is 3.4ms.

(b) Accuracy and measurement of scan time
The accuracy of each scan time stored into the special registers is +0.1ms.

(c) Scan time watch
The CPU module has scan time watch timers (watchdog timers). (=~ (2) in this
section)

3.2 Concept of Scan Time
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(2) WDT (Watchdog timer)
The watchdog timer (hereafter abbreviated to the WDT) watches the scan time.
The default value is 200ms.

Overview

(a) WDT error
A WDT error is 10ms.
When the WDT (t) is set to 10ms, a "WDT ERROR" occurs within a scan time
range of 10ms<t<20ms.

(b) WDT Setting
The WDT setting can be changed within a range of 10ms to 2000ms in the PLC
RAS of the PLC parameter dialog box. (Setting unit: 10ms)

Performance
Specification

3

QS Parameter g|
(2]
FLC name ] PLC system E]Device ] Eoot file ] 140 assignment ] Safety zetting ] % k<] é
553
e§3
WDT [watchdog timer] setting Ermor check 3 § 5
. - c 35
WOT Setting 200 s (10ms-2000ms) 523
Initial execution r g65¢
rnonitaring tme mz [10ms-2000ms] - » O uw
Ié?:;zﬁs:d ms [10ms-2000ms) Conztant szanning
i [ ms (1ms-2000ms)
Diagram 3.7 PLC RAS (WDT Setting) g
(3) Function that repeats program at fixed intervals i
Qo
The constant scan function ([_=~ Section 6.9) allows a program to be executed §
repeatedly at fixed intervals. Q
When the constant scan is set, a program is executed at intervals of the preset
constant scan time. B
=3
g2
T >
n o
2 3
=T
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S
g
i
=
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3.2 Concept of Scan Time 3 -6
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3.3 Operation Processing

This section explains the operation processing of the CPU module.

3.3.1 Initial processing

Initial processing is a preprocessing for execution of the sequence program operation.
When the programmable controller is power-on or the CPU module reset is canceled, the
following processing is executed only once.

» System setting

* Boot from the standard ROM*

« Safety CPU operation mode setting

« Self-diagnostics

» CC-Link Safety network information setting

* CC-Link IE Field Network information setting

* CC-Link IE Controller Network information setting

* MELSECNET/H information setting

* Ethernet information setting

» CPU operation status determination

When the initial processing is completed, the CPU module is placed in the operation status

set by the RUN/STOP/RESET switch. (= Section 3.4)

*: In SAFETY MODE, booting is executed from the standard ROM regardless of the PLC
parameter boot file settings.
In TEST MODE, booting is executed from the standard ROM if booting from the
standard ROM is set at the PLC parameter boot file setting.

EIPOINT

1. The CPU module’s RUN/STOP/RESET switch is shown in the figure below.

RUN/STOP/RESET switch
STOP

RESET RUN

2. When a parameter or program has been changed in the STOP status, reset
the CPU with the RUN/STOP/RESET switch.

3.3 Operation Processing
3.3.1 Initial processing
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3.3.2 /O refresh

I/0 data between Intelligent function module are refreshed by I/O refresh.
The /O refresh is executed before the sequence program operation starts.

3.3.3 END processing

This is a post-processing to return the sequence program execution to step 0 after
completing the whole sequence program operation processing once.

The END processing includes the following.

+ Self-diagnostic processing (I_5~ Section 6.7)

» Communication with external device such as GX Developer

* Processing of instructions dedicated to intelligent function modules

» CC-Link IE Field Network refresh processing

* CC-Link IE Controller Network refresh processing

« MELSECNET/H refresh processing

» CC-Link Safety refresh processing

+ Constant wait processing

» Watchdog timer reset processing (=~ Section 6.15)

« Setting values in the special relays/special registers in the set timing END processing.

(I Appendix 1, [ Appendix 2)

EIPOINT

When the constant scan function ((_=— Section 6.9) is set, the result of END
processing is retained during the waiting time after the END processing or before
the next scan.

3.3 Operation Processing 3 -8
3.3.2 I/O refresh

Overview
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3.4 RUN, STOP Operation Processing

CPU module has two types of operation status; RUN and STOP status.
CPU module operation processing is explained below:

(1)

()

RUN Status Operation Processing
RUN status indicate that the sequence program operation is performed from step 0 to
END instruction to step 0 repeatedly.

(a) Output status when changing into RUN status
When changing into the RUN status, the CPU module either outputs the output
(Y) status saved in the STOP status or outputs the operation result after one scan
depending on the STOP — RUN-time output mode setting of the parameter dialog
box. ((_ Section 6.10)

(b) Processing time before operation start
The processing time taken from switching STOP to RUN until the operation start
of the sequence program varies with the system configuration and parameter
settings. (Normally 0.1 s)

STOP Status Operation Processing

The STOP status means that the sequence program operation is stopped by the
RUN/STOP/RESET switch or the remote STOP function. ((Z 5 Section 6.12.1)
The CPU module is also placed in the STOP status when a stop error occurs.

(a) Output status when changing into STOP status
When changing into the STOP status, the CPU module saves the output (Y)
status and turns all output points OFF.
The device memory of other than the output (Y) is retained.

3.4 RUN, STOP Operation Processing
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(3) CPU module operation processing at switch operation

Table3.1 Operation processing at switch operation

CPU module operation processing

Sequence
RUN/STOP

program
status . External output
operation Y
processing
Saves the output (Y) . Saves the output (Y)
Executes up to . . Saves the device memory . .
status immediately . . status immediately
the END L status immediately before L
RUN—STOP |. . before switching to the o before switching to
instruction and switching to the STOP
STOP status, and turns the STOP status, and
stops. . status. .
all points OFF. turns all points OFF.

Determined by the
"STOP—RUN-time
output mode" in the

Determined by the
"STOP—RUN-time Uses the device memory
STOP—RUN | Starts at step 0. | output mode" in the status when the CPU module

PLC parameter
PLC parameter dialog | had been set to STOP status.

dialog box.
(LZ Section 6.10)

box.

EIPOINT

The CPU module performs the following in any of RUN and STOP status:
* 1/O refresh processing
 Refresh processing of network modules
« Self-diagnostic processing
» Communication processing with external devices, such as GX Developer
* Intelligent function module dedicated instruction processing (only
completion processing)
Even in the STOP status, the CPU module can perform the following operations:
* I/0O monitor and test operation with GX Developer
» Reading data from external devices using the MC protocol
» Communication with CC-Link IE Field Network
» Communication with other stations via CC-Link IE Controller Network and
MELSECNET/H

3.4 RUN, STOP Operation Processing 3 -10
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3.5 Operation Processing during Momentary Power Failure

When the input voltage supplied to the power supply module drops below the specified
range, the CPU module detects a momentary power failure and performs the following
operation.

(1) When momentary power failure occurs for a period shorter than the
permitted power failure time
The output is maintained when the momentary power failure occurs, and error history
are logged. Then the system interrupts the operation processing.
(The timer clock continues.)

(a) When recovered from momentary power failure
When a momentary power failure ends, the operation processing is resumed.

(b) Watchdog timer (WDT) measurement during momentary power failure
Even if the operation is interrupted due to momentary power failure, the watchdog
timer (WDT) measurement continues. For example, if the GX Developer PLC
parameter mode WDT setting is set at 200 ms, when a momentary power failure
of 15 ms occurs at scan time 190 ms, the watchdog timer error is set.

Momentary power
failure occurrence Power recovery

| ENDO \ /ENDO END
| | | |
| 1 || |

CPU module interrupts
the operation.

Diagram 3.8 Operation during momentary power failure

(2) When momentary power failure occurs for a period longer than the
permitted power failure time
CPU module starts initially.

The same operation processing as that after the following operation occurs.
* Power ON

* Resetting using RUN/STOP/RESET switch.
* Remote setting using GX Developer

3 -11 3.5 Operation Processing during Momentary Power Failure
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3.6 Data Clear Processing

This section explains how to clear CPU module data

Overview

(1) Data clear methods
There are the following six ways to clear CPU module data.

(a) Reset with the RUN/STOP/RESET switch, GX Developer.
(b) Restarting the programmable controller System

(c) PLC memory clear using GX Developer

Performance
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(d) PLC memory format using GX Developer

3

(e) PLC memory initialization using GX Developer

(f) History clear using GX Developer (operation and error history clear)

£o 8
Bit
= Cc O
(2) Data That Can and Cannot Be Cleared with Each Data Clearing Method. Ak
Table3.2 shows which data can and cannot be cleared by the methods shown in (1) 2€3
$8d
(a) to (f).
Table3.2 That Can and Cannot Be Cleared with Each Data Clearing Method <
£
Data clear methods ?
Data item . =
Rese_t Power restart PLC memory | PLC memory PLC memory | clear history g
operation clear format initialization £
Program memory =
o
data % % x O O x =
Standard ROM y 9 » » o «
data*1 .
Device data e @) @) x e x 3
Safety CPU N % =
operation mode % % x x 0”2 x 2%
CPU access 83
password x X x x o % 83
O ©
Clock data X X X X O X =T
Operation and error . .
history % % % x o3 O™
ROM write count X X X X X X
O : Data cleared x : Data not cleared
* 1 : When the program memory is copied into ROM using GX Developer, the standard ROM data is
first cleared, then the program memory is written into standard ROM é
* 2 : When PLC memory initialization is executed, the safety CPU operation mode becomes TEST MODE. S
* 3 : After the history is erased, the following PLC memory initialization operation and error history is i
recorded.
* OPO005 : SYSTEM INITIALIZE PLC MEMORY
+ OP100 : POWER ON
* 2200 : MISSING PARAMETER s .
* 4 : After the operation and error history is erased, the following operation history is recorded. i%
* OP200 : CLEAR OPERATION/ERROR LOG %ug_
L=
@...0.........0.0..0...........0.0....0...........O ggg
For details on GX Developer operation methods, refer to the following manual.
[~ GX Developer Version 8 Operating Manual
[Z5 GX Developer Version 8 Operating manual (Safety Programmable Con-
troller) Y
© 0 000000000000 0000000000 OOEOSEOSEOSEOSEOSEOSEOSEOEOEOSEVOENVOINIOP é

3.6 Data Clear Processing 3 -12
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3.7 Numeric Values which can be Used in Sequence Programs

DEC (Decimal)

0

1
2
3

32766
32767
-32768
-32767

Numeric and alphabetic data are expressed by "0" (OFF) and "1" (ON) numerals in the

CPU module.

This expression form is called "binary code" (BIN).
The hexadecimal (HEX) expression form in which BIN data are expressed in 4-bit units,
and the BCD (binary coded decimal) expression form are applicable to the CPU module.
Table3.3 shows the numeric expressions of BIN, HEX, BCD and DEC (decimal).

Table3.3 BIN, HEX, BCD, and Decimal Numeric Expressions

HEX (Hexadecimal)

0

1
2
3

MmMmoOO W > © .

_
- O

2F

7FFE
TFFF
8000
8001

FFFE
FFFF

0111
0111
1000
1000

1111
1111

BIN (Binary)
1

1

10

1M1 1M1
1M1 1M1
0000 0000
0000 0000
1111 1111
1M1 1M

10
11

1001
1010
1011
1100
1101
1110
111
0000
0001

1111

1110
11
0000
0001

1110
11

1000 | 0000
1000 | 0000

[ G (I UL UL U U U N

100

0000
0000

BCD(Binary Coded Decimal)

0
1
10
11

1001
0000
0001
0010
0011
0100
0101
0110
0111

0111

0000
0001

3-13

3.7 Numeric Values which can be Used in Sequence Programs
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(1) Numeric value input from outside to CPU module
When setting a numeric value from an external digital switch or similar device to the
CPU module, BCD (binary coded decimal) can be used as the same setting in DEC
(decimal) by the method given in (b).

(a)

(b)

Numeric values handled in CPU module

The CPU module performs operation in BIN (binary).

If the value set in BCD is used as-is, the CPU module recognizes the set value as
a BIN and performs operation.

Hence, operation is performed using the value different from the set value.

(=" (b) below)

How to enter numeric value without taking into account BIN notation

Use the BIN instruction to convert the data set in BCD into BIN used in the CPU
module.

Using the BIN instruction allows users to set numeric value data from the outside
without taking into account BIN notation.

CPU module

[Numeric data designation]

Digital switch — ———BINP K4X{00 DoH
||||| BCD input \

X10F  to X100 8

— ——[BcD D5K4Y130 H

— BIN data

Diagram 3.9 Import of data from digital switch to CPU module

@lO‘Q‘0QOQ.Q.OCOCOCO‘Q‘0OOO.Q.QCOCO‘O‘Q‘QOO0.0.0.0C

Refer to the following manual for details of the BIN instruction.
[5~ QSCPU Programming Manual (Common Instructions)

3.7 Numeric Values which can be Used in Sequence Programs 3 -14
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(2) Numeric value output from CPU module to outside
A digital display or similar device is available to externally display the numeric value
operated by the CPU module.

(a) How to output numeric value
The CPU module performs operation in BIN.
If binary values used in the CPU module are output as they are to a digital display,
they will not be displayed correctly.
Therefore, the BCD instruction is used to convert the data operated in BIN into
BCD used by the external display or similar device.
Using the BCD instruction allows the same display as in DEC (decimal) to be
provided on the external display or similar device.

CPU module

[Numeric data designation]

— F————{BINP K4x100 DO H Digital display
HEEIN

/ YI3F  to Y130
—f F———{Bcp D5K4AY130 H | Bep qutput I
Y
BIN data

Diagram 3.10 Display of CPU module operation data by digital display

Refer to the following manual for details of the BCD instruction.
[ 5~ QSCPU Programming Manual (Common Instructions)

3 -15 3.7 Numeric Values which can be Used in Sequence Programs
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3.7.1 BIN (Binary Code)

(1) Binary code
Binary date is represented by 0 (OFF) and 1 (ON).
Decimal notation uses the numerals 0 through 9. When counting beyond 9, a 1 is
placed in the 10s column and a 0 is placed in the 1s column to make the number 10.
In binary notation, the numerals 0 and 1 are used. A carry occurs after 1 and the
number becomes 10 (decimal 2).
Table3.4 shows the numerical notation by BIN and DEC.

Overview
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Table3.4 Comparison between Binary and Decimal Notations

DEC (Decimal) BIN (Binary)

3

0 0000
1 0001 — 2
Carr Eo$
2 0010 .o 583
oocoO
3 0011 — 8% <
Ca €52
4 0100 | camy 2£3
5 0101 e
6 0110
7 0111 — =
8 1000 ] cam £
9 1001 3
10 1010 £
11 1011 5
(2) Binary numeric expression
(a) Bit configuration in BIN notation used in CPU module é
Each CPU module register (data registers, link registers, etc.) consists of 16 bits. E§
(b) Numeric data available for CPU module §§
Each CPU module register can store numeric values of -32768 to 32767. §§
Diagram 3.11 shows the numeric notation for CPU module registers.
[ Most significant bit (for positive/negative discrimination)
Bit name —>b15b14 b13 b12 b11 b10 b9 b8 b7 b6 b5 b4 b3 b2 b1 b0
215 214 213 212 211 210 29 28 27 26 25 24 23 22 21 20 L%
I Il Il Il Il Il Il Il Il Il Il Il Il Il Il Il
Decimal value -32768 16384 8192 4096 2048 1024 512 256 128 64 32 16 8 4 2 1
Negative value" when most significant bit is "1".
Diagram 3.11 Numeric Expressions for CPU module Registers §<§
EIPOINT
o = [}
To each bit of each register, a 2" value is assigned. o==
Note that the most significant bit is used for distinction of sign (positive or
negative).
1) When most significant bit is "0"...Positive
2) When most significant bit is "1"...Negative ”
ko
£
&

3.7 Numeric Values which can be Used in Sequence Programs 3 -16
3.7.1 BIN (Binary Code)
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3.7.2 HEX (Hexadecimal)

(1) Hexadecimal notation
In hexadecimal notation, 4 binary bits are expressed in 1 digit.
If 4 binary bits are used in binary notation, 16 different values from 0 to 15 can be
represented.
Since hexadecimal notation represents 0 to 15 in 1 digit, letters AH to FH are used to
represent the numbers 10 to 15.
Then, a carry occurs after FH.
Table3.5 shows the numeric expressions of BIN, HEX and DEC (decimal).

Table3.5 Comparison of BIN, HEX, and DEC Numeric Expressions

DEC (Decimal) HEX (Hexadecimal) BIN (Binary)
0 0 0
1 1 1
2 2 10
3 3 11
9 9 1001
10 A 1010
11 B 1011
12 C 1100
13 D 1101
14 E 1110
15 F 1111 —
C
16 10 10000 . cam
17 11 10001
47 2F 10| 1111

(2) Hexadecimal numeric expression
CPU module registers (data registers, link registers, etc.) consist of 16 bits.
For 16 bits, 0 to FFFFH can be specified in hexadecimal.

POINT
The CPU module regards data stored in HEX as BIN.
For example, if FFFFH is stored into a register in HEX, the CPU module performs
operation, regarding the value of a register as -1.

3 -17 3.7 Numeric Values which can be Used in Sequence Programs
3.7.2 HEX (Hexadecimal)
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3.7.3 BCD (Binary Coded Decimal)

(1) BCD notation
BCD (binary coded decimal) is a numbering system in which one digit of DEC
(decimal) is expressed in BIN (binary).
Though it uses 4-bit representation like hexadecimal notation, it does not use letters
Ay to Fp.
Table3.6 shows the numeric expressions of BIN, BCD and DEC.

Overview
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Table3.6 Comparison of BIN, BCD, and DEC Numeric Expressions

3

DEC (Decimal) BIN (Binary) . BCD .
(Binary Coded Decimal) ”
E_S
0 0000 0 g 55
1 0001 1 558
2 0010 10 385
3 0011 11
4 0100 100
5 0101 101 5
6 0110 110 2
7 0111 111 3
8 1000 1000 5
9 1001 1001 - g
10 1010 10000 | camy
11 1011 10001 a
12 1100 10010 o2
(2) BCD numeric expression 83
CPU module registers (data registers, link registers, etc.) consist of 16 bits. E%
In case of 16 bits, 0 to 9999 can be specified in BCD.
POINT
The CPU module regards value stored in BCD as BIN. "
For example, if 8000 is stored in BCD, the CPU module performs operation, é
regarding the value as -32768. 2
When performing arithmetic operation between values stored in BCD and any
values in the CPU module, use the operation instruction of the BCD.
82
&
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CHAPTER4 1/0 NUMBER ASSIGNMENT

This chapter explains the I/O number assignment required for the CPU module to
communicate data with /0O modules and/or intelligent function modules.

4.1 Definition of I/0 Number

I/0 numbers indicate the addresses used in a sequence program to input or output ON/
OFF data between the CPU module and other modules.

(1) Input and output of ON/OFF data
Input (X) is used to input ON/OFF data to the CPU module, and output (Y) is used to
output ON/OFF data from the CPU module.

(2) /O number expressions
I/O numbers are expressed as hexadecimal.

4 -1 4.1 Definition of I/O Number
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4.2 Concept of I/O Number Assignment

4.2.1 1/0O numbers of base unit

Overview

The CPU module assigns 1/0 numbers when the programmable controller is powered ON
or the reset operation of the CPU module is performed.

I/0 numbers are assigned automatically from the right side of the CPU module of the main
base unit.

Performance
Specification

When two CC-Link Safety master modules and one CC-Link IE controller module are
mounted on the main base unit, the I/O numbers are assigned as shown in Figure 4.1.

Base unit

[ cpu [ o [T 1 ] 2 [ 3 ]~ Slot number

|®)
|

CC-Link Safety
master module
CC-Link Safety
master module
CC-Link IE Controller
Network module
Empty

M
- 32 | 32

00H 20H 40H
S § § 1/0 number

1FH 3FH 5FH
Diagram 4.1 /0 number assignment example

Execution Conditions

Sequence Program
Configuration and

wW
N

~~~~~~ 1/0 point

For the empty slot where no CC-Link Safety master module or CC-Link IE Controller
Network module is mounted on the main base unit, the points set on the PLC system
setting tab of PLC parameter in GX Developer are assigned. (Default: 16 points)

€
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@O0OCO000000000000OCOCO0000000000000000000000000000 §§
g}
=28

The start I/O number can be changed for each slot on the I/O assignment setting tab gg
of PLC parameter in GX Developer. E%
=T

4.2.2 1/0 numbers of remote station

It is possible to assign input (X) and output (Y) of the CPU module to the remote station I/ o
O modules and control the modules in the CC-Link Safety. g
(1) CPU module I/O numbers that can be used at remote stations
When two CC-Link Safety master modules and one CC-Link IE controller module are
mounted on the main base unit, the CPU module uses X/Y0 to X/Y5F. ‘%_5
When using CPU module input (X) and output (Y) for remote station I/0O numbers, use égg
X/Y60 or later. §2%

4.2 Concept of I/O Number Assignment 4 )
4.2.1 I/O numbers of base unit
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[Example of system configuration]

3o
2ol22|535
E3|1L€2|28
se|lde|SE .
= E = E wx| g
i EH G
OE|CE|B2
O
32 32 32
o CC-Link Safety CC-Link Safety
[ Remote station ] [ Remote station ] [ Remote station ] [ Remote station ]
[Example of I/O number assignment]
Input/output(X/Y)
XIYO 1/0 numbers assigned to the CC-Link
Safety master modules and
J CC-Link IE Controller Network
module
XIY5F E
mpt
X/Y100 Pty
Refresh destination for
the first CC-Link Safety
master module
Refresh destination for
the second CC-Link 1/0 numbers which can be assigned to
: Safety master module \_ remote stations
Refresh destination for the There are no restrictions on the
link 1/0 (LX, LY) of CC-Link assignment order of /0O numbers
|E Controller Network module specified to the refresh destination of
CC-Link Safety master modules and
CC-Link IE Controller Network
module.
XIY17FF <

Diagram 4.2 Example of /O number assignment for remote stations

The following areas can be set to "Empty":
* Area between the first and the second CC-Link Safety master module

refreshes
» Area between the second CC-Link Safety master module refresh and the

CC-Link IE Controller Network module refresh

4 -3 4.2 Concept of I/O Number Assignment
4.2.2 I/0 numbers of remote station
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EIPOINT

1. Input (X) and output (Y) can be used as a refresh destination (devices on the
CPU module side) for the CC-Link IE Field Network master/local module (with
safety functions) link I/0 (RX, RY).

2. Input (X) and output (Y) can be used as a refresh destination (devices on the
CPU module side) for the CC-Link IE Controller Network module link 1/O (LX,
LY).

3. When using CC-Link Safety master modules, CC-Link IE Field Network mas-
ter/local modules (with safety functions), and CC-Link IE Controller Network
modules together, do not overlap refresh destination 1/0 numbers (including
refresh destination I/O numbers assigned to remote stations).

4. When using the input (X) and output (Y) of the CPU module as the /O num-
bers for a network module refresh destination or a remote station, assign the
I/0 numbers after those assigned to the I/O module and the intelligent func-
tion module on the CPU module side.

Overview

Performance
Specification

Sequence Program
Configuration and
Execution Conditions

€
[}
£
c
2
7]
71
<
I}
o
[S
5
P4
Q

Handled by CPU Module

Memories and Files

Functions

Communication with
Intelligent Function

Module

Parameters

4.2 Concept of I/O Number Assignment 4 -4
4.2.2 I/0O numbers of remote station



4 /O NUMBER ASSIGNMENT

IEISEG QS W

4.3 1/0 Assignment by GX Developer

This section describes the I/O assignment using GX Developer.

4.3.1 Purpose of /0 assignment by GX Developer

Perform I/O assignment setting by GX Developer in the following cases.

(1) Preventing I/0O numbers from changing when converting modules
You can avoid the change in the intelligent function module is removed due to a
malfunction.

(2) Changing the I/O numbers to those used in the program
When the designed program's 1/O numbers are different from the actual system 1/O
numbers, each module's I/O number of base units can be set to program-I/O number.

EIPOINT

1. The I/O assignment setting becomes valid when the programmable controller
is powered OFF and then ON or the CPU module is reset.

2. If an intelligent function module breaks down without making I/O assignment
settings using GX Developer, it may lead to malfunction of the module,
changing I/O numbers of the modules after the broken one.

Therefore, it is recommended to make 1/0 assignment setting using GX
Developer.

4.5

4.3 I/O Assignment by GX Developer
4.3.1 Purpose of I/0 assignment by GX Developer
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4.3.2 Concept of I1/0O assignment using GX Developer

In I/O assignment, the "Type (module type)", "Points (I/O points)" and "Start XY" (starting I/
O number) can be set for each slot of the base units.

For example, to change the number of occupied I/O points of the designated slot, only the
number of occupied I/O points can be designated.

The items other than designated are set to the status where the base unit is installed.

(1) /O assignment
The 1/0 assignment is conducted at the "I/O assignment" tab screen in the "(PLC)
Parameter" dialog box.

(a) (b) () d (e

QS Parameter

PLLC name ] PLC spstem | PLC RAS ]Device ] Boot filz [1/0 assignment |Safety setting
140 Assigr’nent
Slat Tupe todel name Paints Startdy’
0 |PLC PLC - hd Switch setting
1|00 = =
2 1) = S |
3 _|2~2) - -
4 13~3) - -
Aazigning the /0 address is not neceszamy as the CPU does it autormatically.
Leaving thiz zetting blank will not cause an emor to occur.
Baze setting
Base mode
Biase model name | Power model name|  Extension cable | Slots a
Auto
M ain - " Detail
Ext.Basel hd
ExtBased hd
ExtBased hd
ExtBased hd
| ReadPLC data |
Acknowledge XY azzignment | | Diefault | Check. | End | Cancel |

Diagram 4.3 1/0 assignment

(a) Slot
The slot number and what number of the main base unit the slot is are displayed.
What number of the main base unit the slot is means the number of slots from 0
slot of the main base unit.

(b) Type
Select "Intelli." for a slot where the Intelligent function module is mounted.
Select "Empty" for an empty slot.
If the type is not selected, the type of the module actually mounted is used.

4.3 I/0 Assignment by GX Developer 4 -6
4.3.2 Concept of I/0 assignment using GX Developer
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(c)

(d)

(e)

(a)

IEISEG QS W

Model name

Set the mounted module model name within 16 characters.

The specified model name is not used for the CPU module. (It is used as a user's
memo.)

Points
To change the number of occupied I/O points of each slot, select it from the
followings:

* 0 point * 16 points * 32 points
* 48 points * 64 points * 128 points
* 256 points * 512 points * 1024 points

If the number of occupied I/O points is not designated for a slot, the one of the
actually mounted module is used.

Start XY

When the I/O number of each slot is changed, you should designate the head 1/0
number according to the change.

If Start XY is not designated for a slot, the /O number continuing from the last
number of the currently designated slot is assigned.

(2) Precautions for I/O assignment

Slot status after 1/0 assignment
When 1/O assignment setting has been made to a slot, that setting has
precedence over the mounted module.

1) When the preset number of points is less than the number of mounted
intelligent function module points
"MODULE LAYOUT ERROR" occurs.

2) Mounted module and I/O assigned module type
The mounted module type and the set type in the I/O assignment setting must
be the same.
If not, normal operation will not be performed.
For the intelligent function module, make sure that the numbers of I/O points
are the same.
Table4.1 describes the operations performed when the mounted module type
differs from the one in the I/O assignment setting.

Table4.1 List of operations performed when mounted module differs from 1/0 assignment

1/0 assignment
Mounted module ) Result
setting

Empty slot Intelli. Empty slot

All modules Empty Empty slot

4.7

4.3 I/O Assignment by GX Developer
4.3.2 Concept of I/0 assignment using GX Developer
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3) Last /O number
In I/O assignment, set the last I/O number not to exceed the maximum value
(=" CHAPTER 2) of the I/O points.
An error ("MODULE LAYOUT ERROR") will occur if the last I/O number
exceeds the maximum value of the I/O points. (System monitor of GX
Developer shows "***" as an I/0O address.)

Overview

(b) Precautions for automatic start XY assignment by CPU module
When the start XY is not yet entered, the CPU module automatically assigns it. In
the case of 1) or 2) below, therefore, the start XY setting of each slot may overlap
the one assigned by the CPU module.

Performance
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1) Settings of /O numbers were exchanged in the start XY

2) There are slots with start XY setting and those without start XY setting
(automatically assigned slot)

The following example Diagram 4.4 shows overlapping start XY.

Sequence Program
Configuration and
Execution Conditions

QS Parameter !J

PLC name ]PLC system WF'LE R4S lDewce WBUUI file 140 assignment lSafely setting I

|40 Aszignment
Slat Tvpe Model name Puints Startv
PLC

Inteli.
Inteli.
Inteli

]
2

Switch setfing
0040

020 |

32points
32paints
Szpoints

C
-0
-
Z
53

e [cafra|= |=
a4 fa |4

O fafafq

(0]
-1
(2]
[-3)

wlm=l=
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Aszsigning the /0 address is not necessary az the CPU does it automatically
Leaving thiz setting blank will not cause an erar to oocur.

o
=3
°
Diagram 4.4 1/0 assignment with overlapping start XY & S
>
=28
T >
5
Automatically 52
assigned slot 5 S
Base unit ST
[ cpu LT ol 1T 2 T3 Jo Slot number
& zo|ze 2o
o3|23|£3
a2|ae|SE|l 2
x < wx| &
£3|E8|T5]| E
5 S|l alsz| W
. . 1 |GE|cE|a2
(6] (7]
5 32 (32|32 |- Number of /O points §
40H 20H 40H =
S § ¢ e 1/0 number e
SFH 3FH 5FH
Start XY overlaps!
£
B
§ ¢
Diagram 4.5 Start XY set by above 1/0 assignment =
E2
Be extremely careful not to overlap the start XY of each slot. Ses
Overlapping start XY will result in an error ("MODULE LAYOUT ERROR").
2
g
Q
£
©
&

4.3 I/0 Assignment by GX Developer 4 -8
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4.3.3 Examples of I/O Number Assignment

This section shows an I/O number assignment example when I/O assignment is set in GX
Developer.

(1) When setting the number of I/0 points for mounted modules
Set 32 points for the slots where CC-Link Safety master module or CC-Link IE
Controller Network module is mounted so that the I/O numbers do not change even
when the module is removed due to the breakdown of CC-Link Safety master module

or CC-Link IE Controller Network module.

(a) System configuration and I/O number assignment

Base unit

2 [ 3 | Slot number

o

[ cpu

CC-Link Safety
master module
CC-Link Safety
master module
(CC-Link |E Controller;
Network module
Empty

w
N

32 | 32 | 32 | [ 1/0 point

00H 20H 40H
S § § 1/0 number

1FH 3FH 5FH
Diagram 4.6 System configuration and /O number assignment

(b) /0 assignment setting with GX Developer
Set "32points" to the slot No.0 to 2 on the I/O assignment setting tab of PLC

parameter in GX Developer.

(X

Q5 Parameter

PLC name ]PLC system IPLC FAS IDewce ]Eool file /0 assignment ISalety setting }
Select 32 points. (When
the type is not selected, L fuslz et :
. Slot Tupe todel name Foints Starty’
the type of the installed T FLC S S Sitch setling
module will be selected.) IL|ItP) ] points v
2 [1r) 5 > g0t~ |
bl 2] - JZpoints -
4 |33 = =
Azzigning the /0 address iz not necessary as the CPU does it automatically
Leaving this setting blank will not cause an enor bo occur,
Base setting
Base mode
Base model name | Power model name|  Estension cable | Slots & duto
Main - " Detai
ExtBasel hd
ExtBases hd
ExtBased hd
ExtBased hd
| ReadPLC st |
Acknowledge 5y assignment| | Default | Check. | End ‘ Cancel |

Diagram 4.7 1/0 assignment

4.3 I/O Assignment by GX Developer
4.3.3 Examples of I/O Number Assignment
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4.4 Checking the I/O Numbers

The modules mounted on the main base unit and their I/O numbers can be checked using
the GX Developer system monitor. ((_>~ Section 6.17)
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CHAPTERS MEMORIES AND FILES HANDLED BY CPU
MODULE

5.1 Memories by CPU Module

5.1.1 Memory configuration and storable data

This section explains the memories handled by the CPU module and the data that can be
stored into the memories.

(1) Memory configuration

4 N\
~— Program memory ———~

Parameter

Program

Device comment \

\ J ;

~—Standard ROM ——————

- CPU module
Parameter

Program

Device comment

- J/
& J

Diagram 5.1 Data handled by CPU module

(a) Program memory ([~ Section 5.1.2)
The program memory stores the program used by the CPU module to perform
operation.

(b) Standard ROM ([_>— Section 5.1.3)
The standard ROM is used to execute boot run by the CPU module.

5.1 5.1 Memories by CPU Module
5.1.1 Memory configuration and storable data
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(2) Data that can be stored into memories
Table5.1 indicates the data that can be stored into the program memory and standard
ROM and the corresponding drive Nos.

Table5.1 Storable data and storage locations

CPU module built-in memories .
File name and

Drive No. Standard ROM _
I A S o
© @)
© @)

@) @)
O X

Parameter PARAM.QPA
Sequence program MAIN.QPG
Device comment MAIN.QCD

User setting system
1

area

© : Necessary data, O : Storable data, x : Unstorable data

* 1 : Set the area used by the system. ([__ 5 Section 5.1.2(3) (b))

(3) Memory capacities and formatting necessities
Table5.2 indicates the memory capacity and formatting necessity of each memory.

Table5.2 Formatting necessity

QS001CPU Formatting

Program memory 128K byte Necessary !
Standard ROM 128K byte Unnecessary

* 1 : Before use, be sure to format the memory using GX Developer.

5.1 Memories by CPU Module 5 -2
5.1.1 Memory configuration and storable data
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5.1.2 Program memory

(1) Definition of program memory
The program memory stores the program used by the CPU module to perform

operation.
The program stored in the standard ROM is booted (read) to the program memory to

perform operation.

(2) Storable data
The program memory can store parameters, programs, device comments, and user
setting system area data.
Refer to Section 5.1.1 (2) for the list of data that can be stored into program memory.

POINT
If the total volume of the data to be stored into the program memory exceeds its
capacity, examine reducing the user setting system area data.

(3) Before using the program memory
Before using the program memory, be sure to format it by GX Developer.

(a) Formatting
When formatting, display the PLC memory format screen with GX Developer
[Online] — [Format PLC memory]. This is done selecting "Program memory/
Device memory" as the target memory on the PLC memory format screen.

Format PLC memory g|
Connection target information
Connection interface |U5B FaRS |FLE module
Target PLC Stationno,  |Host PLC type (QS001

T arget memary Program memary/D evice memary
Farmat Type
+ Do not create a user setting system area [the necessany system area only]

" Create a user setting system arsa

—
o =
|

Execute | Cloze

Diagram 5.2 Program memory formatting

5.1 Memories by CPU Module
5.1.2 Program memory
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(b) Create a user setting system area
When formatting the program memory, set the user setting system area capacity.

1) Do not create a user setting system area
The program memory is formatted without the user setting system area being
created.

Overview

2) Create a user setting system area
The user setting system area is created during formatting.
There are the following user setting system areas (Table5.3).

Performance
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Table5.3 User setting system area type

System area type Description

Online change area of Setting this area enables multiple blocks of data to be changed online.

multiple blocks Refer to the following manual for the number of blocks to which online §§§
(Online change area of change can be made in this area setting. %éé
SES
FB definition) [~ GX Developer Operating Manual 823
33

POINT

When the user setting system area is created, the available area decreases by
the number of created area steps.

The memory capacity can be checked from the Read from PLC screen of GX
Developer. (5~ (3) (c) in this section)

1/0 Number Assignment
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(c) Checking the memory capacity after formatting
To check the memory capacity, choose [Online] — [Read from PLC] on GX

Developer.

1) Select "Program memory/Device memory" as the target memory on the Read
from PLC screen.

2) Click the | Free space volume ‘ button.

3) The memory capacity appears in the Total free space volume field.

Read from PLC

1) Select target memory.

(X

Connecting interface |U5

FLLC Connection

Station Ma. |Host

e ‘PLE module

PLC type |0S001

EvICE data

Param+Frag

Target memory |P|ogram memony/D evice memary j

Togram

Cancel all selections

OO

Tite ||

ocal ]

Execute |

= Prograrm
[ Main
2 @ Parameter

OE/D4/2516:2254 21

Close

Related functions

Transfer setup..
Remote operation.
Clear PLC memony...

Farrmat PLC rmemary..
Amange PLC memary...
Create litle..

[] PLCMetwork. 0E/D4/25 16:22.50
= Device memary
[ Device data
< >
O
Refresh view c
G Total free space
iFree space volumE) (mume 127588 Byleg)

\— 2) Click | Free space volume | button.\— 3) Memory capacity is displayed.
Diagram 5.3 Memory capacity checking procedure

5.1 Memories by CPU Module
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(4) Write to program memory
When writing data to program memory, display the writing to PLC screen with GX
Developer [Online] — [Write to PLC].
Select "Program memory/Device memory" as the target memory on the Write to PLC
screen and write data to the programmable controller.

Overview

Write to PLC ®
Connecting interface |USB [ ‘PLC module
FLC Connection Station Mo, [Host  PLC ype [35001

Target mamnry |Prugram memony/D evice memorny j Title ‘
File selection ] Device dala} F'rogram] Cammonl Local I
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e | Select al | Cemeale] selectiuns|
Close
r | i
= P
|jroghr41n|1N Related functions
= @ Dievice comment Transfer setup... g
[ maiN ESS
- @ Parameter X ‘E
; g
[ PLEMetwark Remate operation a 5 8
(Ol
252
D5
Clear PLC mernary... 2E 3
® O X
Format PLC memaory. nou
& Arrange PLC
e memory..
© N -
Create litle..
Totdl free space §
i Free space volume | e 127988 Bytes g
2
. . 7]
Diagram 5.4 Write to PLC screen 2
I}
o
E
5
POINT z
o

The file size has the minimum unit. ((Z5~ Section 5.3.4)
The occupied memory capacity may be greater than the actual file size.
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5.1.3 Standard ROM

(1) Definition of standard ROM

The standard ROM is used to execute boot run by the CPU module.

The standard ROM is used to save programs and parameters without battery backup.
The program stored in the standard ROM is booted (read) to the program memory

("—_5— Section 5.1.2) to perform operation.

(2) Storable data

The standard ROM can store parameters, programs and device comments.
Refer to Section 5.1.1 (2) for the list of data that can be stored into each memory.

(3) Checking the memory capacity

To check the memory capacity, choose [Online] — [Read from PLC] on GX

Developer.

1) Select "Standard ROM" as the target memory on the Read from PLC screen.

2) Click the | Free space volume | button.

3) The memory capacity appears in the Total free space volume field.

1) Select target memory.

Read from PLC ]
Connecting interface |USB o3 |F'LEI module
FLC Connection Station Mo, |Host  PLC type 105001
Target memom [Standard ROM =) rite ||
T setechon | Device data | Frogram | Comman | Local ] E
#ecule
Param+Frag Cancel all selections
Cloze
= Program
] MaIN DB/04/25 16:2354 21 =St RS
= @ Parameter Transfer setup...
[ PLCM etk 06/04/25 16:23:50
Femate operation...
< > Clear PLC memary..
Format PLC memaory...
o Anrange PLC
. ae mEmary.
Refresh view ~
Create tile. . |
Fie shacs volline ) G;‘jﬁee space 127988 Em;

\— 2) Click|Free space volume|button.

Diagram 5.5 Memory capacity checking procedure

3) Memory capacity is displayed.

5.1 Memories by CPU Module
5.1.3 Standard ROM
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(4) Write to standard ROM
For details on writing to the standard ROM, refer to Section 5.1.4 (3).

EIPOINT

The file size has the minimum unit. ((Z 5~ Section 5.3.4)
The occupied memory capacity may be greater than the actual file size.

Overview

(5) How to use the program stored in the standard ROM
Since operation cannot be executed by the program stored in the standard ROM, use
that program by booting (reading) it to the program memory. ((_=— Section 5.1.4)

Performance
Specification

Sequence Program
Configuration and
Execution Conditions

1/0 Number Assignment

O

2
=
o
S
=
=]
o
O
>
el
o
2
°
=
©
T

[%]
Q@
T
©

c

©

[%]
2

[}

£

7}
=

Functions

Communication with
Intelligent Function

Module

Parameters

5.1 Memories by CPU Module 5 -8
5.1.3 Standard ROM



5 MEMORIES AND FILES HANDLED BY CPU MODULE
ME&SE@@SeﬂES

5.1.4 Standard ROM program execution (boot run) and writing

(1) Standard ROM program execution (boot run)

(a) Standard ROM program execution
The CPU module performs operation of the program stored in the program
memory.
It does not operate the program stored in the standard ROM.

The program stored in the standard ROM is booted (read) to the program memory
to perform operation.

@ Program
memory

R |

e,
L4
"'Il“

Boot

> 5

@ Standard
ROM

Diagram 5.6 Boot run

1) SAFETY MODE
In SAFETY MODE, boot run is executed regardless of the boot settings made
by GX Developer.

2) TEST MODE

Boot run can be executed by setting "Execute boot run" in the boot settings
made by GX Developer and writing to the standard ROM.

EIPOINT

In TEST MODE, when debugging was executed with the program memory
parameters and program, write to the standard ROM at the time of switching from
the TEST MODE to the SAFETY MODE.

5.9 5.1 Memories by CPU Module
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(2) Procedure up to boot run and stopping boot run (in TEST MODE)

(a) Procedure for boot run
The following provides the procedure for boot run.

Overview

1) Program creation by GX Developer
Create a program for executing boot run.

2) Boot file by GX Developer
Set "Do boot from Standard ROM" in the Boot file of the PLC parameter dialog

85
box. &R
ES
- 23
QS Parameter g| S
PLC narme ]PLC aystem ]F‘LE R&S ]Device ll.-"D aszignment ]Safety zetting ]
[ Do boot from standard ROM. I3 §
T =
Thiz zatting iz walid anly for ket made. % S| '-E
Safety mode zettings uzes standard ROM boot. '?_ s 8
8Ls
523
g6 2
®nouw
=
5]
=
c
=y
[
<
5]
Qo
€
=]
=z
Qo
Acknowledge #v' aszignment | Drefault | Check. | Erd | Cancel |

Diagram 5.7 Boot file

@
=
°
<]
=
2
o
]
>
a
°
2
°
c
<]
I

[%]
Q@
T
©

c

©

[%]
2

[}

£

7}
=

Functions

Communication with
Intelligent Function

Module

Parameters

5.1 Memories by CPU Module 5 -10
5.1.4 Standard ROM program execution (boot run) and writing



5 MEMORIES AND FILES HANDLED BY CPU MODULE
ME&SE@@SeﬂES

3) Write to standard ROM by GX Developer
* Choose [Online] — [Write to PLC] on GX Developer and write the files to
the program memory.
* Choose [Online] — [Write to PLC (Flash ROM)] — [Write the program
memory to ROM...] on GX Developer, and write to the standard ROM the
files written to the program memory. ([~ (3) in this section)

4) Program execution
When you carry out the following operations, the system boots from the
standard ROM.
* Restarting the programmable controller power
* Reset end with the CPU module RUN/STOP/RESET switches.
» Remote reset using GX Developer.

5) Check for normal boot completion
Whether the boot is normally completed or not can be checked by the special
relay (SM660) status.
Refer to Appendix 1 for the special relay.

(b) Operation to stop boot run
Perform the following operation using GX Developer to stop boot run and execute
operation by the parameter program written to the program memory.

1) Remove the checkmark from "Boot from standard ROM" in the PLC parameter
boot file settings.

2) Write parameters and sequence program data to the program memory.

3) Choose [Online] — [Write to PLC (Flash ROM)] — [Write the program memory
to ROM...].
(The standard ROM parameter and the sequence program are deleted.)

(c) Precautions for standard ROM program execution

1) Files stored into standard ROM
Before executing boot run, store the following files into the standard ROM.

« Parameter

* Program 2
* Device comment

* 1 : Must be stored into the standard ROM.

* 2 : A sequence program is required.

2) Online change during boot run
If online change is made to a program in the program memory during boot run
from the standard ROM, the change is not updated on the program in the boot
source standard ROM.
Hence, write the program to the standard ROM ([Z=" (3) in this section) when
the CPU module is put in a STOP status.

3) When program memory contents change at power OFF — ON or reset
When you write the sequence program into program memory and switch the
programmable controller power OFF — ON or end the CPU module reset, if
the contents of the program memory change, it is possible that boot operations
are being used.

Refer to "(2)(b) Operation to stop boot run" in this section, and stop the boot
run.

5.11 5.1 Memories by CPU Module
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(3) Write to standard ROM
The program memory files are written to the standard ROM by batch-copying them to
the standard ROM.

(a) Before write
Check the following points before writing the files to the standard ROM.
1) Saving the standard ROM files
When files are written to the standard ROM, all files previously stored in the
standard ROM are automatically deleted.
Before writing files to the standard ROM, choose [Online] — [Read from PLC]
on GX Developer and save the stored files using GX Developer in advance.

2) Preparation of files to be written
Since all files stored in the standard ROM are automatically deleted when files
are to be written to the standard ROM, prepare all files to be stored in
advance.

(b) Write procedure
The procedure to write files to the standard ROM will be explained.

1) Choose [Online] — [Write to PLC (Flash ROM)] — [Copy program memory
data into ROM] on GX Developer.

2) The Write the program memory to ROM screen appears.

Copy program memory data into ROM !J

All data in program memory will be written into the target. Execute
Target Standard RO Cloze

The memory size of the target will be changed into

the zame =ize of program memory.

The data written into |C Card[ROM] can't be read
directly by Image data reading.

Diagram 5.8 Copy program memory data into ROM screen

3) Select the write destination and copy the program memory files to the standard
ROM.

5.1 Memories by CPU Module 5 -12
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(4) Additions/changes to standard ROM files (in TEST MODE)
Since all files stored in the standard ROM are automatically deleted when files are to
be written to the standard ROM, additions/changes to the stored files cannot be made
directly.
Observe the following steps.

1) Choose [Online] — [Read from PLC] on GX Developer and read all files from
the standard ROM.

2) Make necessary additions/changes to the read files.
3) Write the modified files to the program memory.

4) Choose [Online] — [Write to PLC (Flash ROM)] — [Write the program memory
to ROM...], and copy these files to the program memory.

(5) Precautions (in TEST MODE)

(a) Setting of check at communication time of GX Developer
When files are written to the standard ROM with the communication time check
time set to 180 seconds or less on GX Developer, they are checked 180 seconds.

5-13
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5.2 Program File Structure

A program file consists of a file header, execution program and allocate memory for online

Overview

change.
Program file structure
. 34 steps
File header }(default)
Execution program Area is secured in file size units.

(1= Section 5.3.4 )

Performance
Specification

for online program
change

500 steps
(default)

Allocate memory }

Diagram 5.9 Program file structure

Eo 8

(1) Structure details ge e
The capacity of the program stored in the program memory of the CPU module is the Eé%
total of the above three areas. 28
nouw

(a) File header
This area stores the file name, size, creation date, etc.
The file header size ranges from 26 to 34 steps (102 to 134 bytes) depending on
the device setting of the PLC parameter dialog box.
(Default: 34 steps)

1/0 Number Assignment

(b) Execution program
This area stores the created program.

O

(c) Allocate memory for online change
This area is used when online change that increases the number of steps is
performed by GX Developer.

1) Default number of allocate memory for online change
The default setting is 500 steps (2000 bytes).

2) Changing the number of allocate memory for online change
The number of allocate memory for online change can be changed by GX
Developer (by choosing [Online] — [Write to PLC] —-<Program>, tab).
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(2) Display of program capacity by GX Developer
During programming by GX Developer, the program capacity (sum of the file header
capacity and the numbers of steps in the created program) is displayed in terms of the
number of steps as shown in Diagram 5.10.
When a program is created, the capacity of the created program can be confirmed.

Program capacity display

= MELSOFT series GX Developer C:\MELSECYQS001CPU - [LD{Edit mode) MAIN 35 Step]

] Project  Edt FindjReplace Corwert View Online Diagnostics Tools ‘Window Help

D|=E S| &[5 Q@IE £ el =

|Proglam j| j |ﬁlmE= _LI J

-Il-'-II-'-Iz1—'-LJ1-'0|-[]-|— | -><—|>K AR RS T L ==
F5 |=F5| F& | sF6| F7 | F& | F2 |sFo | cFo |cFi0| sF7|sFe|aF7 | aFa| aF5 | caF5) cafio| F10| aFS

Diagram 5.10 Program capacity display
EIPOINT

1. The program capacity displayed during programming by GX Developer is the
capacity of the file header and execution program and does not include the
capacity of the allocate memory for online change (500 steps).

(Example) The capacity of the program having the execution program area of
491 steps is displayed on GX Developer as shown below. (The file header
default is 34 steps.)

File header }34 steps

Execution program }491 steps

Display on GX Developer:
34 steps + 491 steps = 525 steps.

Diagram 5.11 File status on GX Developer

2. Since afile is stored in file size units on the program memory, the program
capacity displayed during programming by GX Developer may differ from the
capacity of the program file on the CPU module. (>~ Section 5.3.4)

5.2 Program File Structure
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5.3 File Operation by GX Developer and Handling Precautions

5.3.1 File operation

Overview

The files stored in program memory and the standard ROM can be operated with GX
Developer online operations.

However, the file operations that can be executed depend on the safety CPU operation
mode and the CPU module RUN/STOP status.

(= Refer to Section 6.2.5)

Performance
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5.3.2 Precautions for handling files

(1) About power-off (including resets) during file operations

(2]

E_S

When the programmable controller is power-off or a CPU module is reset during file %? 5
= cC O

operations with GX Developer, the files in each memory become uncertain. E%%
c 35

During file operations with GX Developer, do not power-off the programmable §§§
Jo x

controller or reset a CPU module. ool
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5.3.3 Memory capacities of files

When using the program memory or standard ROM, calculate the rough size of each file
according to Table5.4.

Table5.4 Memory capacity calculation for files

Function Rough file capacity (unit: byte)

Drive heading 70
Default: 316 (increases depending on the parameter setting)

Reference
* Boot setting — 100
» CC-Link IE Field Network setting made —
(parameter size when “Master station [Safety]” or “Local station [Safety]” is set) +
(parameter size of the module) + (size of routing setting)
» Parameter size when “Master station [Safety]” is set: Max. 5562
» Parameter size when “Local station [Safety]” is set: Max. 2770
Parameter » Parameter size of the module: Max. 6058
« Size of routing setting: 6 + 8 x (number of routing settings)

» CC-Link IE Controller Network setting made — Max. 998 increased !

* MELSECNET/H setting made — Max. 226 increased

» Ethernet setting made — Max. 896 increased

* CC-Link Safety setting made — 22 + 606 x (number of safety master modules) + 76 x
(number of safety remote stations) + 4 x (number of safety remote station parameter settings)

* Remote password setting made — 70 + 20 + (number of target modules x 10), Max. 170
increased

Sequence program 1342+ (4 x ((number of steps) + (number of allocate memory for online change)))
80 + (sum of comment data sizes of devices)

. « Comment data size of one device =10 + 10210xa+40x b
Device comment . . .
* a: Quotient of ((device points)/256)

* b : Remainder of ((device points)/256)

Multi-block online .
Value set at formatting (0/1.25K/2.5K)

program change

*1: When the CC-Link IE Controller Network module with a serial number (first five digits) of "14051"
or earlier is set, the capacity can be increased up to 326.
*2: 134 is the default value (It can be increased or decreased by parameter setting.)

5 -17 5.3 File Operation by GX Developer and Handling Precautions
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5.3.4 File size units

(1) What is file size unit?
The minimum unit for writing a file to a memory area is called as a file size unit.
The CPU module file size unit is 4 bytes.

Overview

Program memory, Standard ROM

Parameter The area is secured in 4-byte unit.

Program The area is secured in 4-byte (1 step) units.

Performance
Specification

Diagram 5.12 Program memory, standard ROM file size units
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CHAPTERG6 FUNCTIONS

Function of CPU module is as follows:

6.1 Function List

Functions of CPU module are listed in Table6.1.
Table6.1 CPU module function list

Safety CPU operation

mode
Selects whether to normally operate the CPU module as

SAFETY TEST
MODE MODE
part of the safety device or to carry out maintenance on

Safety CPU operation mode ) ) O (@) Section 6.2
the CPU module using program changes and device

test functions.

Prevents incorrect operations from GX Developer .
CPU access password ) @] (@) Section 6.3
connected by mistake.

Erases user data written to the CPU module. When the
PLC memory initialization PLC memory is initialized, data is returned to its factory @] (@) Section 6.4
settings status.

Setting for preventing continuous RUN | Prevents the programmable controller system from

Reference

Description

X Section 6.5
in TEST MODE running continuously for long periods in TEST MODE. ©
ROM write count check Checks the number of writing to ROM. O (@] Section 6.6
Self-Diagnosis function Enables the CPU module to check for failures. O (@] Section 6.7

Records the operations that have been executed to the
Operation/error history CPU module from the outside and the self-diagnostics O (@) Section 6.8
errors that have occurred in the CPU module in the past.

Constant scan Executes the program at a constant frequency. O (@] Section 6.9
Output status selection function for Selects the output Y status (output before STOP/output Section
transition from STOP status to RUN after the calculation execution) when the CPU module is @] (@] 6.10
status set from STOP status to RUN status. ’
) ) Section
Clock function Executes the CPU module internal clock. @] (@] 6.11
) Section
Remote RUN/STOP Stops and starts operating the CPU module. @] (@] 6.12.1
Resets the CPU module when the CPU module is in a Section
Remote RESET @] (@]
STOP status. 6.12.2
o . Monitors the status of programs and devices on the Section
Monitoring function . O O
CPU module by operating from the GX Developer. 6.13
. Writes programs when the CPU module is in the RUN Section
Online change X (@]
status. 6.14
. Monitors operational delays caused by CPU module's Section
Watchdog timer (@) (@)
hardware and program errors. 6.15
) ) Section
Remote password Prevents an illegal access using the Ethernet module. (@) (@) 6.16
. Connects to the GX Developer and monitors system Section
System display ) ) @] (@]
configuration. 6.17
) Enables the front-mounted LEDs to indicate the Section
LED display . " O O
operating conditions of the CPU module. 6.18

O : Available x : N/A

6.1 Function List 6 -1
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6.2 Safety CPU Operation Mode

6.2.1 Safety CPU operation mode

The safety CPU operation mode has "SAFETY MODE" and "TEST MODE".
Switch the safety CPU operation mode by operations from GX Developer.

(1) SAFETY MODE
This mode is used for the main operation of the safety-related system.
In SAFETY MODE, to protect this system while it is operating, operations that change
safety programmable controller control, such as writing to PLC and device test, are
prohibited.

CPU module
(Execute the program operations)
CC-Link Safety master module

( Program
( PararAneter
( Device data

Program,
parameters, and

device data cannot
be changed.

N J
Y
Input from the Output the program
controlled system. operation results.
GX Developer

Controlled system

Diagram 6.1 SAFETY MODE operation

6-2
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(2) TEST MODE
This mode is used for system start-up and maintenance.
In this mode, all the GX Developer functions, such as PLC writing and device testing,

can be used.
CPU module
(Execute the program operations)
CC-Link Safety master module
7

Overview

Performance
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2
Program, g‘g 2
parameters, and gc 'g
device data can be Device d % % ‘é
changed. evice data 8%s
[Tl R=]
3E 8
Q Q X
» O Ui
J
v

Input from the Output the program -
controlled system. operation results. é
GX Developer 5
P < Controlled system ) ﬁ
Diagram 6.2 TEST MODE operation 3
5
=z
w.O....O.......0.0.0....O.......0.0.0....0.0.....O. g

For details on the GX Developer operations that can be executed in SAFETY
MODE and in TEST MODE, refer to the GX Developer Operating Manual (Safety 3
o
Programmable Controller). gg
© 0 0000000000000 0000000000000 00 0000000000000 90000090 090000 :-%%i
83
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ST

(o2}

7]
c
o
3]
c
=
s

Communication with
Intelligent Function

Module

Parameters

6.2 Safety CPU Operation Mode 6 -3
6.2.1 Safety CPU operation mode



6 FUNCTIONS
VEESEE QS M.

(3) Safety CPU operation mode switching
Diagram 6.3 shows the state when the safety CPU operation mode is switched.

- At the factory
*When safety CPU operation mode
becomes unstable due to low battery voltage.

SAFETY MODE

* programmable
controller power-on
» CPU module reset

SAFETY MODE cancel

- programmable
controller power-on

* CPU module reset
cancel

Safety CPU operation mode switching
(SAFETY MODE to TEST MODE)

TEST MODE

Safety CPU operation mode switching
(SAFETY MODE (wait-for-restart) to

TEST MODE
* programmable )

controller power-on
- CPU module reset
cancel

Safety CPU operation mode switching
(TEST MODE to SAFETY MODE) SAFETY MODE
(wait-for-

restart)

Diagram 6.3 State when the safety CPU operation mode is switched

POINT
1. Safety CPU operation mode information is retained by the CPU module
battery.
When using the CPU module, connect the battery included in the CPU
module.

2. Programs cannot be executed in "SAFETY MODE (wait-for-restart)".
(Even if the RUN/STOP/RESET switch is operated STOP — RUN or a remote
RUN is executed from GX Developer, the safety CPU module does not go into
the Run status.)
3. In the following cases, the unit starts up in TEST MODE
* The first power-on after the unit is purchased.
* When the safety CPU operation mode became unstable due to low
battery. (The operation contents "OP001:SYSTEM INITIALIZE
OPERATION MODE" are stored in the operation/error history.)

6 -4 6.2 Safety CPU Operation Mode
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6.2.2 Checking safety CPU operation mode

The safety CPU operation mode of the CPU module can be checked with the following
methods.

» Checking with the LEDs on the front of the CPU module

» Checking with the GX Developer online operation screen

» Checking with a special relay or a special register

Overview

(1) Checking with the LEDs on the front of the CPU module
The current safety CPU operation mode can be checked with the "ALIVE" LED and
"TEST" LED on the front of the CPU module.

Performance
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Table6.2 Checking safety CPU operation mode with the "ALIVE" LED and "TEST" LED

TEST MODE SAFETY MODE (wait-for-restart) SAFETY MODE - g
ON ON ON Flashing ON OFF ?g §
ALIVDi ﬂCEST ALIVDi :DG'EST ALIVDi GCEST 224
» O uw
RUN [ [] USER RUN [] [] USER RUN [ [] USER
ERR.[] [] BAT. ERR.[] [] BAT. ERR.[] [] BAT. 5
z
Q
PE
iL D
28
6
ES3
[SE==
6.2 Safety CPU Operation Mode 6 -5 £

6.2.2 Checking safety CPU operation mode
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(2) Checking with the GX Developer online operation screen
The current safety CPU operation mode of the CPU module is displayed on the GX
Developer online operation screen (PLC diagnostics, remote operation, etc.)
The safety CPU operation mode can be checked when executing remote operations

etc. with GX Developer.

Remote operation

Cannection target information

Connection interface ‘U SE

PLC status STOP

I

Operation during RLIN

Dievice memnarny Do not clear hd
Signal flow Save -

Execute

< [PLE module

Target PLC Station no.  |Host  PLC tppe (G5001

Claze |

f-="TTT°T°"°"°-°"°-°°ZZ-----°- ~
| Safety CPU operation mode W M
!

| The current safety CPU
operation mode is displayed.

Diagram 6.4 Safety CPU operation mode display using GX Developer

6-6
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(3) Checking with a special relay or a special register
The current safety CPU operation mode is stored in the special relay SM560 (TEST
MODE flag) and special register SD560 (safety CPU operation mode) in the CPU
module.
The safety CPU operation mode can be externally displayed using SM560 or SD560
in a program.
The safety CPU operation mode can be also checked by monitoring SM560 or SD560
with GX Developer.

Overview

Performance
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Table6.3 Special relay/special register for confirming safety CPU operation mode

Device name Name Description
Shows whether the current safety CPU operation
mode is TEST MODE or not.

SM560 TEST MODE flag * OFF: SAFETY MODE or SAFETY MODE (wait-for- ~ g&2
restart) 9&;% E

« ON: TEST MODE 323

A8

Shows the current safety CPU operation mode.
Safety CPU * 0: SAFETY MODE

operation mode *1: TEST MODE

» 2 : SAFETY MODE (wait-for-restart)

SD560

1/0 Number Assignment

Handled by CPU Module

Memories and Files
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6.2.3 Safety CPU operation mode switching

To switch the safety CPU operation mode, execute the GX Developer "safety CPU
operation mode switching" operation.

(1) Safety CPU operation mode switching conditions
The safety CPU operation mode can be switched in the states shown in Table6.4.

Table6.4 Conditions under which the safety CPU operation mode can be switched

. . . TEST MODE to SAFETY MODE to
Safety CPU operation mode switching conditions
SAFETY MODE TEST MODE
STOP status (which does STOP status (which
CPU operation status not include one due to stop includes one due to
error) stop error)

Program and parameters of GX Developer and program

Should be the same. -
memory:

Other GX Developer operations, such as PLC writing and

) i Should not be executed. -
device testing:

Other safety CPU operation mode switching operations Should not be
. Should not be executed.
using GX Developer: executed.

6-8
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(2) Safety CPU operation mode switching procedure
This explains the procedure for switching the safety CPU operation mode by
operating the GX Developer "safety CPU operation mode switching".

Overview

(a) TEST MODE to SAFETY MODE switching
Diagram 6.5 shows the procedure for TEST MODE to SAFETY MODE switching
using GX Developer.

(s )

Set the CPU module to STOP.

Set the CPU module RUN/STOP/RESET
switch to the STOP position.

l

Display safety CPU operation mode screen

Performance
Specification

Sequence Program
Configuration and
Execution Conditions

The safety CPU operation mode screen is displayed
with the following operations.
[Online] — [Safety CPU operation] —
[Switch operation mode]
v

Switch to safety CPU operation mode gl

Current operation mode

1/0 Number Assignment

Cloze |

v

Safety CPU operation mode switching execution
Click the switching |[Execute switch| button.

Handled by CPU Module

Memories and Files

MELSOFT series GX Developer

Switching o safety mode.
I\ Plesse ensure thak the program has been tested sufficiently in the application environment.

(o2}

Switch o cperation mode?

Select Safety CPU operation mode switching execution
Click the button.

7]
c
o
3]
c
=
s

v
1)

Continued to the next page
Diagram 6.5 TEST MODE to SAFETY MODE switching

Communication with
Intelligent Function

Module

Parameters
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Are the programs and
parameters of GX Developer the same
with those of program memory?

NO

MELSOFT series GX Developer

YES ) Ihefolowng project dat do ot match wth program memory.
Please execUte again after you match project data and program memory.

Frogram{maIn)

Y

Stopping switching TEST MODE to SAFETY MODE
Click the button.

Y

Switch to safety CPU operation mode E|

Current operation mods

Close |
Are the parameters and NO
programs of the program memory and
those of standard ROM the same? l
2)
YES Continued to the next page

MELSOFT series GX Developer

i) Suitch to safety mode completed.

Check the condition of connection device and restart or reset PLC,

!

Checking completion of the switch to SAFETY MODE
Click the button.

SAFETY MODE (wait-for-restart)

Switch to safety CPU operation mode  [B4) You can return to TEST MODE by switching the
safety CPU operation mode using GX Developer
enables to return to the TEST

Current operation mode MODE.

[ Eveciits sitd Close |

Restart-up

Reset the CPU module or restart-up the safety
programmable controller system power

!
< Completed >

Diagram 6.5 TEST MODE to SAFETY MODE switching (continued)
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le—N

MELSOFT series GX Developer

' Program memary and standard ROM data are different.
&l standard ROM data wil be deleted and program memery data will be saved.
Are you sure?

Select copying program memory data into ROM

Click the button.

MELSOFT series GX Developer

\]‘) Program memory data will be copied to ROM.

1F commuriication kime-out check is set up as under 180 seconds,
time-cut check is dane after 180 seconds,

1F an ervor occurs, extend the tine-out on Connection setup,

!

Execute copying program memory data into ROM
Click the button.

MELSOFT series GX Developer

\i) Switch to safety mode completed,

Check the condition of connection device and restart of reset PLC,

!

Checking completion of the switch to SAFETY MODE
Click the button.

SAFETY MODE (wait-for-restart)

: You can return to TEST MODE by switching the
Switch to safety CPU operation mode  [X] safety CPU operation mode using GX Developer
enables to return to the TEST

MODE.

Curient operation mode

Restart-up

Reset the CPU module or restart-up the safety
programmable controller system power

!
< Completed >

Diagram 6.5 TEST MODE to SAFETY MODE switching (continued)
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(b) SAFETY MODE to TEST MODE switching
Diagram 6.6 shows the procedure for SAFETY MODE to TEST MODE switching
using GX Developer.

(s )

Set the CPU module to STOP

Set the CPU module RUN/STOP/RESET switch
to the STOP position

v

Display safety CPU operation mode screen

The safety CPU operation mode screen is displayed
with the following operations.

[Online] — [Safety CPU operation] —

[Switch operation mode]

Switch to safety CPU operation mode g|

Current operation mode

{ Erecute zwitch | Close |

Safety CPU operation mode switching execution

Click the switching [ Execution switch | button.

l

MELSOFT series GX Developer |

&

Switching ko test mode.,

Swibch ko operation mode?

Select Safety CPU operation mode switching execution

Click the button.

1)

Continued to the next page

Diagram 6.6 SAFETY MODE to TEST MODE switching
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MELSOFT series GX Developer [X|

Overview

-
‘}f) Switch bo best mode completed.

l

Check the completion of the switch to TEST MODE
Click the button.

Switch to safety CPU operation mode §|

Performance
Specification

2
— 2
gseg
oS0
8Es
Current operation mode $23
oCc o
Q Q X
* O i
Cloze |
=
[
£
=
>
v g
<
< Completed > g
3
Figure 6.6 SAFETY MODE to TEST MODE switching (continued) o
o
=3
8
8=
T >
25
© >
n 8
2 3
3
=T

(o2}

7]
c
o
3]
c
=
s

Communication with
Intelligent Function

Module

Parameters
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6.2.4 Operation of each function in each safety CPU operation mode and
CPU operation status

Table6.5 shows whether each function can be executed or not in each safety CPU
operation mode and CPU operation status.

Table6.5 Whether each function can be executed or not in each safety CPU operation mode and CPU operation status

Safety CPU operation mode Test mode
Stop error D-l: rihn-g During
i switching L
CPU operation status * from STOP |n|t|a!
to RUN processing
1 Execution of program @) X X X X
. RY, RWw @) O *2 X X X
CPU — CC-Link refresh
SB, SW O (@] X X
RX, RWr x
CC-Link — CPU refresh O O
2 | CC-Link Safety SE S o o o x
RY to o
external X
Operation of CC-Link output o o (OFF output) o
remote 1/O station
external y
output to RX o o O o
Safety
CRl =3 communic Y MBT.C o) 0*3 X X X
cC-Link IE | °MMUMC IsT, D, W
Field A
Network Standard | RY, RWw @) 0*3 X X X
refresh communic
, | CC-LinkIE ation SE S o o x x X
Field Network ; Safety
C_C'L'nk IE | communic X,M, B, D, W o) O X X X
Field i
Network —
CPU Standard | RX, RWr @) (@) X X X
communic
refresh e SB, SW o o o < %
CPU — CC-Link IE B, W o o « < %
. Controller Network
CC-Link IE tresh SB, SW o o « % <
4 Controller
Network CC-Link IE Controller B,W @) 0) x x x
Network — CPU refresh SB, SW o o o % x
CPU — MELSECNET/ |B-W o o x x x
H refresh
- MELSECNET/ SB, SW O e x x x
H
MELSECNET/H — cpuU |B-W o o x x x
refresh SB, SW o o o < %
O: The function operates. x: The function does not operate. — : This combination does not exist.

*1: Indicates the stop error due to moderate errors or major errors.
For details on moderate errors and major errors, refer to the following manual.
[Z 5 QSCPU User’s Manual (Hardware Design, Maintenance and Inspection)
*2: Selecting [Case of CPU STOP setting] for the operation setting leads to the following operations:

* When [Clears compulsorily] is selected at [Case of CPU STOP setting]: OFF output
» When [Clears compulsorily] is not selected at [Case of CPU STOP setting]: RY status output

6 -14
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8
2
g
¢}
Safety mode (wait-for-restart) Safety mode
Durin i Durin i
STOP |Stoperror switchi?mg I?::IZ? STOP (Stoperror switchigrl'lg I?:;llr;lg 85
status *q from STOP . status *q from STOP . E K
to RUN processing to RUN processing &g
- X X — — @) x X X X <o
_ O x — — e o x x x
(OFF output) (OFF output)
— O X - - O O X @
— 0 x — — 0 0O x §g S
s 2
— o o — — O o o X £58
_ O _ _ © 523
O (OFF output) O O (OFF output) © 8 384
— @] O — — O O O O X
O O é
o (OFF output) X o - o (OFF output) X x . 7
<
— 0*3 x - — o) 0”3 x x X g
— O x - — O O X X X §
— o) % — — 'e) @) X X X
o
3
— e} « — — @) O X X X 83
>
o
— o o — — o) o) o x X £
e
— 0 y — — e 0 X x X 53
=8
— O X — — O (@) X X X
— @) X — — O @) X X x 6
— O O — — O O O X x
_ 0 y — — e) o) x X X
— o x — — 0 o X x x g
_ 0 x — — e) le) X X X 5
_ @) @) — — (@) O O X X
O: The function operates. x: The function does not operate. — : This combination does not exist.
*3: Selecting [Case of CPU STOP output setting] for the network operation setting leads to the follow- g s
ing operations: 5%
* When "Hold" is selected at [Case of CPU STOP output setting]: RY status output g@
* When "Clear (ALL OFF)" is selected at [Case of CPU STOP output setting]: OFF output gg%
ETT
8Es

Parameters
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6.2.5 Online operations that can be executed on the CPU module from GX
Developer

Table6.6 Online operations that can be executed on the CPU module from GX Developer

Safety CPU operation mode

CPU operation status

File operation

Write to PLC

STOP
status

O

Test mode

Stop error

*

During
switching
from STOP

to RUN

X

Table6.6 shows the online operations that can be executed on the CPU module from GX
Developer.

During
initial
processing

Read from PLC

Verify with PLC

Delete PLC data

Drive operation

Arrange PLC memory

Format PLC memory

Drive title registration

Drive title deletion

Write the program memory to ROM

X|X|O|x|x|x|O|O]|x

X | X|X|X|X|[X]|X]X

X[ X|X|X|X|X|X]|X]|X

PLC memory
operation

Clear PLC memory

X

O |O|O|O|0O|0O|0|0O|0O

O |O|O|O|0|O0|O|O|0O|0

X

X

Program change

Writing in Program during CPU
Module RUN

@)

o

o

Writing in T/C set value during CPU
Module RUN

X

X

Monitor

Ladder monitor

Device batch monitor

Entry data monitor

Buffer memory batch

Program monitor list

Device test

Remote operation

Remote RUN

Remote STOP

Remote RESET

Set clock

Reading Time Data

Changing the clock data

Diagnostics

PLC diagnostics

Operation . error history clear

MELSECNET(I1)/10/H diagnostics

CC-Link / CC-Link/LT diagnostics

System monitor

10

Safety CPU
operation

Test mode to safety mode switching

x|O|lO|O|O|O|O|O|x|O|O|O|O|O|O|O|O]| O

Oo|O0|O|O|O|O|O|O|O|O|O|O|O|O|O|O|O| O

Xx[O|O|O|O|0O|O0O|O|O|x|x|O|O|O|O|O|O| O

X|IX [ X|X|X|X[X[X[X|X|X|X|X|[X|[X|[X]|X

X[ X[ X|X|X[X[X[X|X|X|X|[X|[X|[X]|X]|X]|X

Safety mode to test mode switching

11

CPU Access
password

Registering a CPU access password

X

O

O

X

X

Changing a CPU access password

(@)

(@)

12

Safety CPU
Operation

PLC memory initialization

X

(©)

O

X

X

O: The function operates. x: The function does not operate. -: This combination does not exist.
*1: Indicates the stop error due to moderate error or severe error.

For details on moderate errors and severe errors, refer to the following manual.
[C 7 QSCPU User’s Manual (Hardware Design, Maintenance and Inspection)
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8
>
2
¢
Safety mode (wait-for-restart) Safety mode
Durin i Durin i
STOP |Stoperror switchi?mg I?::IZ? STOP |Stoperror switchigrl'l g I?::Izlg 85
status *1 from STOP . status * from STOP : g3
to RUN processing to RUN processing 5%
— X X — — X X X X X <o
— @) (@) — — @) O @) X X
— (@) (@] — — O O O X X
— X X — — X X X X X = g
®© T =
— X X — — X X X X X 252
= cC O
— X X — — X X X X X 959
258
— X X — — X X X X X $23
g6 2
— x X — — X X X X X @O M
— X X — — X X X X X
— X X — — X X X X X 2
£
5
— X X — — X X X X X 2
5
€
— X X — — X X X X X Z
Q
— ©) @) — — O O O X X
— ©) ©) — — O O O X X
— o 0 — — 0 o o x x 3
— o o — — o o o x x =
5 o
— O ©) — — ©) O O X X = %
— x x — — x x x X x 8o
gz
— X X — — 0] o) X X X 2 §
— X X — — @) @) X X X
— @) o) — — X O O X X 6
— O ©) — — ©) O O X X
— X X — — e) le) o) X X
— ©) @) — — O O O x x
— X X — — X X X X X é
- o o — — o o o x X 5
— O ©) — — ©) ©) ©) X X
— ©) ©) — — ©) O ©) X x
— — — — — — — — — X
— o o - — x o o x x =
— X X — — X X X X é §
S
— X X — — X X X X 5%
ED25
£33
X O (@) X x X O @) X X OE=

O: The function operates. x: The function does not operate. -: This combination does not exist.
*1: Indicates the stop error due to moderate error or severe error.
For details on moderate errors and severe errors, refer to the following manual.

[C 7 QSCPU User’'s Manual (Hardware Design, Maintenance and Inspection)

Parameters
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6.3 CPU access password

(1) What a CPU access password is
To prevent incorrect operations from a GX Developer connected by mistake, the CPU
module authenticates access using a password.
This password for authenticating access is called as the CPU access password.

The CPU access password must be set in both the GX Developer project and the
CPU module.

When an operation changing control (for example, a program change) is executed
from GX Developer, the CPU module compares the GX Developer project and CPU
module passwords.

The operation from GX Developer is permitted only when the passwords match.

CPU access password
"ABC123"

o

o755

Operation is possible because the Operation is not possible because the
CPU access password matches CPU access password does not match
[

CPU access password

; = ABC123
GX DevelopeN

CPU access password
"DEF123"

=

=
GX Developer\

Project A Project B

Diagram 6.7 CPU access password
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(2) CPU access password setting and characters that can be used

(a) CPU access password setting
The CPU access password is set on the CPU access password registration/
change screen of GX Developer.
The CPU access password set is registered in the project.
For details on CPU access password registration/change operations, refer to the
GX Developer Manual (Safety Programmable Controller).

Overview

Performance
Specification

CPU access password registrationf/change !I
Pagzsword settings
CPU access certification pazsword will be zet to praject. For,CPU access password
setting/change
2
§o
g&2
€563
855
] b 823
Register to PLC For registering CPU g6 ¢
®n O
The zame password as project CPU access pazsword iz registered access password on the
to PLC. QS001CPU
FLC reqizster §
£
k=
4
Cloze 5]
Qo
€
=}
z
Diagram 6.8 CPU access password registration/change screen S
o
3
g2
>
25
G >
w o
2 3
=T

(o2}

7]
c
o
3]
c
=
s

Communication with
Intelligent Function

Module

Parameters

6.3 CPU access password 6 -19



6 FUNCTIONS

IEISEG QS W

(b) Types and number of characters that can be used for CPU access
passwords
Set a CPU access password made up of 6 - 14 single-byte Latin letters, numbers,
and symbols (the shaded section of Table6.7).
(Uppercase and lowercase letters are differentiated.)

Table6.7 Characters that can be used for CPU access passwords

MSD 0 1 2 3 4 5 6 7
LSD 000 001 010 011 100 101 110 111
0 | 0000 NUL DLE (SP) 0 @ P : p
1 | 0001 SOH DCH1 ! 1 A Q a q
2 | o010 STX DC2 2 B R b r
3 | 0011 ETX DC3 # 3 © S c s
4 | 0100 EOT DC4 $ 4 D T d t
5 | 0101 ENQ NAK % 5 E u e u
6 | 0110 ACK SYN & 6 F v f v
7 | o111 BEL ETB ‘ 7 G w g w
8 | 1000 BS CAN ( 8 H X h X
9 | 1001 HT EM 9 [ Y i y
A | 1010 LF SuB * 5 J 2 j z
B | 10M VT ESC + : K [ k {
Cc | 1100 FF FS , < L ¥ [ |
D | 1101 CR GS - = M ] m }
E | 1110 SO RS . > N B n ~
Fl 1M Sl us / ? o) _ o DEL
POINT
1. Atthe factory setting, CPU access password is not set in the CPU module.
When using the CPU module, set the CPU access password with GX
Developer and register it in the CPU module.
(GX Developer online operation is not possible unless the CPU access
password is registered to the CPU module.)
2. The user must manage the CPU access password carefully.
If a CPU access password has already been set in the CPU module, writing data to
the programmable controller is not possible unless that same password is set in the
GX Developer project.
Also, the set password cannot be changed.
If you lose the CPU access password, it is necessary to initialize the CPU module
by initializing the PLC memory, then write the project to the programmable
controller again.
For details on how to initialize the PLC memory, refer to Section 6.4.
3. The CPU access password can be registered to the CPU module in the
following cases.
» CPU operation mode: TEST MODE
» CPU operation status: STOP status
4. Set a different CPU access password for each CPU module.

6 -20
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6.4 PLC memory initialization
(1) What PLC memory initialization is 5
. g . . . . E
PLC memory initialization erases user data written in the CPU module. g
When you initialize the PLC memory, data is returned to its factory settings.
After PLC memory initialization is executed, the system automatically resets —
cancels the reset, then the initialization processing is executed again.
g5
T T
This selects execution of PLC The QSCPU initializes the program memory, standard The QSCPU automatically Sa
memory initialization with GX ROM, CPU access password, the operation - error resets — and cancels the reset
Developer. history, and the clock data.
4 N\
Program = 2
memory Erase data e %
Execute PLC D — 2cs
) .
memory initialization OP100:POWER ON s E
Standard ROM| Erase data } 2200:MISSING PARAMETER 532
SR f.%é E
CPU access | Settono
password password
2 [ —
( Operation and‘ After initialization to 0 =
eprror history incidents, record the g
operation history* E
) &
Initialize to ; | <z
Clock data 2005/1/1 00.00.00 reset cance é
~—— S
J =z
o
*: OP005:SYSTEM INITIALIZE PLC MEMORY is recorded in the operation - error history. =
Diagram 6.9 PLC memory initialization operation overview
o
°
(2) Contents of PLC memory initialization processing g%
w
Table6.8 shows the contents of PLC memory initialization processing. §§
8
ee
Table6.8 Contents of PLC memory initialization processing =£

6

Item Contents of initialization processing

Program memory The data is erased. (State in which not even one file exists)
Standard ROM The data is erased. (State in which not even one file exists)
CPU access password Not registered
Safety CPU operation mode | Enters TEST MODE. g
Operation/error history Adter the history is erased, the following operation/error history is %
recorded. -
+ OP005: SYSTEM INITIALIZE PLC MEMORY
+ OP100: POWER ON
+ 2200: MISSING PARAMETER %g
Clock data Initializes to 2005/01/01 00:00:00. ‘§§
ROM write count 2 is added 55e
£33
[S=p=
5
&
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(3) PLC memory initialization execution possible/not possible
PLC memory initialization can be executed in the following cases.
SAFETY MODE

Safety CPU operation mode SAFETY MODE . TEST MODE
(wait-for-restart)

CPU operation satus | _RUN | ST0P | ___5T0p | RUN | S0P |

PLC memory initialization

execution possible/not X @) @) X O
possible

O: Can be executed, x : Cannot be executed

6-22
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(4) PLC memory initialization procedure
Diagram 6.10 shows the PLC memory initialization procedure with GX Developer.

( S )
!

Set the CPU module to the STOP status.

Set the CPU module RUN/STOP/RESET switch to
the STOP position.

Display PLC memory initialization screen.

The PLC memory initialization screen is
displayed with the following operations.
[Online] — [Safety CPU operation] —
[PLC memory initialization]

v

MELSOFT series GX Developer

g\ During current comection PLC memory il be ntiaeed
1\ After executing PLC memory initalization CPU condtion wil be 25 fallows.

<Outlne of PLC memory itialzation >
~Program memory : Data wil be deleted.
- Standard RN ; Data wil be deleted,
- CPU access passiword : Nt set
- Safity CPU operation mode : Change ko test mode.
- CPU errors/operation history ; History wilbe deleted, PLC memory inbiaization fistory wil be saved,
- ROM write cour: Daka il nck be deleted

For detaled information please refer to CPU manusl.

Executs PLC memory intiafization?

Execute PLC memory initialization.
Click the

Are the CPU access passwords of the NO
GX Developer and the CPU module l
the same?

MELSOFT series GX Developer

Currently connected PLC is not the PLC assigned For this project.

YES ' Could not verify CPU access password.
e

Perform forced execution of PLC memary initialization?

Before petforming & Farced intialization, check the currently connected PLC carefully.

YES Is PLC memory initialization

executed as mandatory?

NO

MELSOFT series GX Developer

\l':) PLC memory Initialization request was ssued,
PLE memory initialization may take several minckes.
fter PLC memary inlialization is completed, PLC ervor LED light will blink,

Untl PLE error LED light does ot go of, do nok turn off the PLC power
There is a possiility of damaging the PLC iF the power is burm off during the process.

v

1)
Continued to the next page < End >

Diagram 6.10 PLC memory initialization procedure
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1)

l

During PLC memory initialization

The "ALIVE" LED on the front of the CPU module
lights up and the other LEDs flash.

ON f Flashing

PLC memory initialization completed

The "ALIVE" LED on the front of the CPU module
lights up and "ERR." LED flashes.
(For a battery error, the "BAT." LED lights up.)

ON ON
ALIVDi lCEST
RUN [] [] user

ERR}L [ BAr.

Flashing
}

C )

Figure 6.10 PLC memory initialization procedure (continued)

(5) Precautions

(a) PLC memory initialization when the CPU module error occurs

If the PLC memory is initialized when the errors like [INTERNAL CPU
COMMUNICATION ERROR] (error code: 8070 to 8074) occur, the
communication error may occur at the time of writing from the GX Developer to
the CPU module. Initialize the PLC memory after confirming that the above-
mentioned error does not occur.

For how to deal with [INTERNAL CPU COMMUNICATION ERROR] (error code:
8070 to 8074), refer to the error code list described in the QSCPU User's Manual
(Hardware Design, Maintenance and Inspection).

(b) Communication with GX Developer during PLC memory initialization

Online operation from GX Developer to the CPU module cannot be executed
during the PLC memory initialization.

Execute online operation from GX Developer after the PLC memory initialization
is completed.
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6.5 Setting to prevent continuous RUN in TEST MODE

(1) What the setting to prevent continuous RUN in TEST MODE is
The setting to prevent continuous RUN in TEST MODE s for preventing a continuous
RUN for a long time in TEST MODE.
If the RUN state in TEST MODE exceeds the restriction time (continuous RUN
tolerance time in TEST MODE), the "TEST MODE TIME EXCEEDED" (error code:
8100) continuation error occurs.

Overview

(2) Measuring the continuous RUN operation time in TEST MODE

Performance
Specification

(a) Measurement start
When the CPU module goes into RUN status in TEST MODE, the measurement
of the RUN continuous time in TEST MODE starts.

(b) Measurement stop ?g )
When the CPU module goes into the state below, the measurement of the %gé
continuous RUN operation time in TEST MODE is stopped and the measurement ;:EE

value is cleared.
* When the CPU module is put into the STOP status

* When the programmable controller is power-off §
* When the CPU module is reset %
<
2
Power-on/ Power-off/ Power-on/ E
Reset cancel Reset Reset cancel g
STOP  RUN STOP  RUN RUN Measurement of
Operation —Si8lUs__, status _ status _ status r Y status t}_\t‘sr\(ﬁmgﬂgusﬁ

1 1 1 1 1 H H
status . . . . . Continuous RUN operation 2
! ! ! ! ! time in TEST MODE TES.T MODE "o
I I I I I < | continues 8=
| | | | | | I 52
1 1 1 1 e, 1 ¥ & =
Measurement 1 Xo to n1 X0 Ko to n2| 10 to n3,(n3+1)  to 83
value of h = m - E s =
the continuous T T T g §

RUN time Start Start Start
measurement a a "TEST MODE TIME EXCEEDED" 6
measurement measurement  of the continuation error

Stop Measurement
Clear measurement value

Diagram 6.11 Measurement period for continuous RUN operation time in TEST MODE

1. The continuous RUN operation time in TEST MODE is not measured during
operation in SAFETY MODE.

2. Measurement of the continuous RUN time in TEST MODE continues even if
the operating time in TEST MODE exceeds the set continuous RUN tolerance
time and the "TEST MODE TIME EXCEEDED" (error code: 8100)
continuation error occurs.
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(3) Setting the TEST MODE continuous RUN tolerance time
The continuous RUN tolerance time in TEST MODE is set with the PLC parameter
safety setting screen.

QS Parameter

I Setting the continuous RUN tolerance time in TEST MODE
Fortios FLUN infest modz - Settable range: 1 to 86400 (1 to 86,400 seconds)
— - Default: 10 (10 seconds)

Continuous RUN of talerance time<€T0

Dperatioin setligns during remate station emor

Acknowledge % assignment ‘ Dsfsu\l‘ Check ‘ End | Eam:s\‘

Diagram 6.12 PLC parameter safety setting screen

(4) Checking the continuous RUN operation time in TEST MODE
The continuous RUN operation time in TEST MODE is stored in special registers
SD561 and SD562.
The continuous RUN operation time in TEST MODE can be checked by monitoring
special registers SD561 and SD562.
Also, if the "TEST MODE TIME EXCEEDED" continuation error occurs, special relay
SM561 turns ON.

Table6.9 Special relay and special registers storing the results of measuring the TEST MODE continuous RUN time

Special relay,

special register Description Remark

number

» Turns ON when the continuous RUN operation | * Updated when changed.
SM561 time in TEST MODE exceeds the continuous * When the error is canceled, SM561 is
RUN tolerance time that has been set. turned OFF.
* The continuous RUN operation time in TEST » Updated in the processing for the end of
SD561 MODE is stored as a binary value. (in seconds) each scan
* The data is stored in the range 1 to + Continues storing of the measured
2147483647. values into memory even if the "TEST
* When the measured value is cleared, SD561 MODE TIME EXCEEDED" continuation
SD562 and SD562 are also cleared. error occurs.
» When the error is canceled, SD561 and
SD562 are cleared.
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6.6 Checking the ROM write count

The ROM write count is up to 100,000.

When the ROM write count exceeds 100,000, the continuation error "EXCEED MAX
FLASH ROM REWRIT. ERR." (error code: 1610) occurs.

When the [EXCEED MAX FLASH ROM REWRIT. ERR.] (error code: 1610) occurs, the
CPU may not write to the ROM, which needs to replace the CPU module.

Overview

(1) Method for checking the ROM write count
The ROM write count is stored in special registers SD232 and SD233.
The current ROM write count can be checked by monitoring special registers SD232
and SD233.
Also, if the ROM write count exceeds 100,000, special relay SM232 turns ON.

Performance
Specification

£ok
Table6.10 ROM write count check special relay and special registers gg E
Special relay, %é%
special register Description Remark 3 § i
number

SM232 Turns ON if the ROM write count exceeds _
100,000 ) 2
SD232 . . . The ROM write count continues to be %
The ROM write count is stored as a binary value. . =
SD233 stored even if it exceeds 100,000. é
5
(2) Operation counted as ROM writes -

Below are the operations counted as a ROM write.
(a) Writing parameters or program to the standard ROM gg
There are two types of writing parameters and programs to ROM %g
» Writing program memory to ROM using GX Developer EE
* Writing program memory to ROM when switching from TEST MODE to Eé
I

SAFETY MODE

(o2}

(b) Registering the CPU access password from GX Developer

(c) PLC memory initialization

EIPOINT

1. The following shows the count value at the time of writing to ROM.
» Writing the program memory to ROM:6
* Registration/change of the CPU access password from GX developer :2
* PLC memory initialization:2
2. At the factory, the OS etc. are written to the ROM of the safety CPU module.
Therefore, the ROM write count is increased by the number of ROM writes at
the factory.
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6.7 Self-diagnostics Function

(1)

()

()

(4)

(5)

What the self-diagnostics function is

The self-diagnostics function diagnoses presence or absence of an error in the CPU
module by itself.

The objectives of the self-diagnostics function are the prevention of malfunction of the
CPU module and preventive maintenance.

Self-diagnostics timing

If an error occurs when the CPU module is power on or while the CPU module is
running, the self-diagnostics function detects and displays the error, and executes the
CPU module operations stop etc.

Checking an error

(a) LED lit
When the CPU module detects an error, it lights up the "ERR." LED.

(b) The storage destination and checking of the error definition
If the CPU module detects an error, it turns ON special relays (SM0 and SM1) and
stores the error definition (error code)in a special register (SDO).
If the CPU module detects multiple errors, it stores the error code of the latest
error into SDO.
Use the special relay and the special register in a program to establish the
programmable controller or mechanical system interlock.

Checking the operation/error history

The CPU module records 3000 incidents of the operation/error history.

([ Section 6.8)

The operation/error history can be checked by using GX Developer [Diagnostics] —
[PLC diagnostics].

The operation/error history is backed up by battery even if the programmable
controller is power-off.

CPU module operation when an error is detected (Stop error/
continuation error)

When an error is detected by the self-diagnostics, the CPU module has the following
two types of operations.

(a) When an error that stops CPU module operations is detected
At the point when the CPU module detects the error, it stops operations and turns
all external output OFF. (Device memory output (Y) is held.)
The error which stops operation is referred to as a stop error.

(b) When an error that allows CPU module operations to continue is detected
Even when the CPU module detects the error, it continues to execute the
program.

The error which continues operation is referred to as a continuation error.

6-28
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(6) List of self-diagnostics
The error messages in the "Error message" column in the Table6.11 can be checked
on the screen displayed by selecting [Diagnostics] — [PLC Diagnostics] in GX

Detailed item/
Diagnostics subject

Developer.

Table6.11 List of self-diagnostics

Diagnostics description

Diagnostics
timing

Error occurring when error is detected

IEISEG QS W

Error code Error message

» At power ON 1131,1132,1133,
i « At t 1136,1137
1 RAM diagnostics f:hecks that the CPU module internal memory rese RAM ERROR
is not corrupted. Al 1141,1142,1143,
ways 1146
» At power ON
Checks that the firmware stored in the ROM is * Atreset
2 F/W diagnostics « During execution | 8060 INCORRECT FIRMWARE
not corrupted.
of the END
instruction
» At power ON
. L. Checks that the operation circuit, which * At reset
Operation circuit R X .
8 dingnostics performs sequence program operations, * During execution | 1210 OPERATION CIRCUIT ERROR
9 operates correctly. of the END
instruction
T [
4 | Program verify Checks that files stored in the program memory \—— or = INCORRECT FILE
are not corrupted.
of the END 8032
instruction
* Duri ti
5 | ouput data veriy Checks that the operation results output from Of“t:ngz‘gcu on 6050 SAFETY OUTPUT VERIFY
P the CPU A and B match. ) ) ERROR
instruction
» Always 8020
6 Time monitorin Checks that the CPU A and B have the same » During execution CPUA & B CAN'T BE
d 0S execution status. of the END 8021 SYNCHRONIZED
instruction
« At power ON 8000 INTERNAL REGISTER
- At t ERROR
. ’ . Checks that registers used in the CPU module rfese .
7 Microcomputer diagnostics operate correct « During execution
P v of the END 8010 INTERNAL BUS ERROR
instruction
P ly volt Checks that the CPU modul tes at
8 ower supply vollage ecks thal the LI module operates ata - Always 8080 POWER SUPPLY ERROR
monitoring voltage within the operation guaranteed range.
Power supply voltage « During execution
Checks that th ly volt VOLTAGE DIAGNOSIS
9 | monitoring circuit eCKs that ne power supply volage of the END 8090
. . monitoring circuit operates correctly. ) ) ERROR
diagnostics instruction
Checks that clock input to the CPU modul
10 | Clock stop detection ~hecks fhat clogkinput fo the LEL module - Always 8120 WDT CLOCK CHECK ERROR
internal circuit is not stopped.
Checks that th in CPU t Il
1 | cPU module 0S hecks that the main L7 operates normaly: | \jways 1000, 1006 MAIN CPU DOWN
without detecting runaway.
Checks that the following hardware of the CPU
modu.le operates correctly. 1001, 1002,
12 | CPU module hardware * Main CPU * Always MAIN CPU DOWN
1003, 1004
« Clock element
* RUN/STOP/RESET switch
13 | Power supply module Checks that the power supply module operates |, - ¢ 1009 MAIN CPU DOWN
normally.
« During execution
Checks that the END instruction i ted at
14 | Program ecks that fne ERD Instruction 1s execuied @l | of the END 1010 END NOT EXECUTE
the end of the user program. . .
instruction
Checks that no invalid interrupt occurs within
CPU module, b: it, + Atint t
15 ALSCB, LEED R the intelligent function module, base unit or interrup 1311 /0 INTERRUPT ERROR

intelligent function module

CPU module.

occurrence

(Continued to the next page)
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Table 6.11 Self-diagnostics list (continued)

Detailed item/

Diagnostics subject

Diagnostics Error occurring when error is detected

Error code Error message

Diagnostics description .
timing

« At power ON
« At reset
* When accessing | 1401
16 Module state during Checks that the CC-Link Safety master module to intelligent INTELLIGENT FUNCTION
operation and network module operate normally. function module MODULE DOWN
 During execution
of the END 1403
instruction
» At power ON 1411
« Checks that communication with the * Atreset
icati i intelli i i « Al 1413
17 'Comlmunlcatlor.n route with intelligent function module is performed W?ys . CONTROL-BUS ERROR
intelligent function module normally. * During execution
* Checks that the base unit operates normally. of the END 1414, 1415
instruction
« Checks that input power supply is supplied
18 Input power supply to normally to the power supply modulg. - Always 1500 AC/DC DOWN
power supply module » Checks that no momentary power failure
occurs in the input power supply.
Checks that the voltage of the battery installed
2 [ to the CPU module satisfies the standard value. Always 1600 BATTERY ERROR
Checks that the ROM writ t is within th * During execution EXCEED MAX FLASH ROM
. ecks that the write count is within the
A el i Qe guaranteed count (100,000). of the END 1610 REWRIT. ERR.
instruction
T Checks that the mounting status of the + During execution
21 X . 9 intelligent function module has not been of the END 2000 MODULE VERIFY ERROR
during operation . ) . .
changed since power-ON or reset operation. instruction
« Checks that the intelligent function module
are mounted according to the /O assignment
setting of PLC parameter.
« Checks that the number of mounted
* At power ON
intelligent function module are within the P 2100, 2106, MODULE LAYOUT ERROR
; * At reset 2107
setting range.
. . * Checks that the start /O numbers of
22 | Module configuration intelligent function module are not
overlapping.
Checks that dule i ted di « At ON
ecks é no module is mounted exceeding power 2124 MODULE LAYOUT ERROR
the 1/0 points can be used actually. * At reset
Checks that a module that can not be used
} ; - » At power ON
(such as 1/0 module, intelligent function 2125 MODULE LAYOUT ERROR
. * At reset
module, GOT) is mounted.
ist i « At ON
23 | Parameter configuration | C1SCks that parameters exist in the CPU power 2200 MISSING PARAMETER
module. * At reset
* At power ON
o « At reset 3000, 3001,
Checks that the setting in PLC parameter - When CC-Link | 3003, 3004, PARAMETER ERROR
meets the specifications.
Safety remote 3008
station returned.
Checks that the setting in Network parameter « At power ON 3100, 3101, NETWORK PARAMETER
for the network module meets the At ; 3102, 3103, ERROR
24 | Parameter setting specifications. rese 3104
Checks that the setting in CC-Link Safety * At power ON 3105, 3106, CC-LINK PARAMETER
parameter meets the specifications. « At reset 3107 ERROR
Checks that the setting in CC-Link IE Field NETWORK PARAMETER
Network master/local module (with safety 2: powTr ON 3100, 3101 ERROR
functions) parameter meets the specifications. rese 3150 DUPLICAT.NET.NO.
Checks that the setting of Remote password * At power ON 3400, 3401 REMOTE PASSWORD
meets the specifications. « At reset ' ERROR

(Continued to the next page)
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Detailed item/

Diagnostics subject

Table 6.11 Self-diagnostics list (continued)

Diagnostics description

Checks that the start I/O number or network

Diagnostics
timing

« During execution

Error occurring when error is detected

Error code Error message

IEISEG QS W

INTELLIGENT FUNCTION

number spelmﬁed t.>y the |r7te|||.gent function of the instruction 2112 MODULE ERR.
module dedicated instruction is correct.
« At power ON
Checks that the instruction code in the program * At reset
is correct (is not corrupted). * At status change | 4000 INSTRUCTION CODE ERROR
from STOP to
RUN
» At power ON
25 Sea Checks. that the extens'ion dedicated instruction 2: ;T:teuts change 4002, 4003, INSTRUCTION CODE ERROR
format in the program is correct. 4004
from STOP to
RUN
« At power ON
Checks that an END instruction exists in the " At reset
program. * At status change | 4010 MISSING END INSTRUCTION
from STOP to
RUN
During execution of an instruction, checks that . i
the input data handed over to the instruction | ~ DUring execution | 4100, 4101, OPERATION ERROR
) ) . of the instruction | 4102
meet the instruction specifications.
Che.cks that the scan time is within the WDT . Always 5001 WDT ERROR
setting range.
26 | Scan time When the constant scan time is set, checks that
one scan completes within the constant scan  Always 5010 PROGRAM SCAN TIME OVER
time.
,7 | Operation time in TEST | Checks that the continuous RUN time in TEST | Efut:r;gEe':;wm” 5100 TEST MODE TIME
MODE MODE is within the setting range. instruction EXCEEDED
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6.7.1 LED display for error

When an error occurs, the LEDs on the front of the CPU module light up and flash.
(> Section 6.18)

6.7.2 Cancel the error

The CPU module can carry out the operations canceling errors in programs as long as the
error allows the program operations to continue.

The occurring continuation error can be checked by the bit which is turned "1" of SD81
(error factor). Error factor/continuation error corresponding to the bit number of SD81 is
shown in Table6.12.

Table6.12 Error factor/error code corresponding to bit number of SD81

Bit number of SD81/error factor corresponding to Continuation error corresponding to bit number of
continuation error SD81
Bitnumber | Erorfactor | Erorcode | Erormossage |
0 Instantaneous power failure 1500 AC/DC DOWN
1 Battery low 1600 BATTERY ERROR
2 Standard ROM write count excess 1610 EXCEED MAX FLASH ROM REWRIT.ERR.
Test mode continuous RUN tolerance
3 . 8100 TEST MODE TIME EXCEEDED
timeout
4 Scan timeout 5010 PROGRAM SCAN TIME OVER
) F**** (**** indicates the annunciator
) Annunciator ON 9000
number.)
Safety remote station detection error 8300 CC-LINK REMOTE DETECTION ERROR
6 Safety communication target station
) 8400 CC IE ANOTHER MODULE DETECT ERR
detection error
Safety remote station product information
i 8310 CC-LINK PRODUCT INFO. MISMATCH
7 mismatch
Safety station product information mismatch 8410 CC IE PRODUCT INFO. MISMATCH
Initial monitoring timeout error 8320
Safety monitoring timeout error 8321 CC-LINK DATA RECEPTION TIMEOUT
Error monitoring timeout error 8322
8420
8 8421
Lo 8422
Safety monitoring timeout error 8423 CC IE DATA RECEPTION TIMEOUT
8424
8425
Safety remote station command error 8330
Safety remote station data split error 8331
Safety remote station link ID error 8332 CC-LINK RECEIVED DATA ERROR
Safety remote station running number error 8333
9 Safety remote station reception data error 8334
8430
Safety station reception data error 8431 CC |IE RECEIVED DATA ERROR
8432
Safety connection setting error 8440 CC IE CONNECTION SETTING ERROR
6 -32 6.7 Self-diagnostics Function
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(1) Error canceling procedure
Cancel an error with the following procedure.

Overview

1) Read out SD81 with GX Developer and check the cause of the current
continuation error occurring in the CPU module.

2
3) Store the canceling error code in special register SD50.
4) Turn special relay SM50 OFF — ON.

5) Again read out SD81 with GX Developer and check that the bit corresponding
to the current continuation error canceled is OFF.

6) Turn special relay SM50 OFF.

Eliminate the cause of the error.

)
)
)
)

Performance
Specification

(a) Error canceling procedure for multiple errors

e 5

Because the description of the error information special relays/registers (SMO, §’§§
20

SM1, SM5, SM16, SDO to 26) are cleared when the last error to occur (the error 8%s
stored in special register SDO) is canceled, the information on errors that have not §“§§
nouw

been canceled cannot be obtained from the special relays/registers.
Cancel errors that have not been canceled by obtaining errors that have occurred

in the past from the error history ({_5~ Section 6.8). §

(2) State after error canceled §

If the CPU module is recovered by canceling the error, the special relays, special §

registers, and LEDs related to errors return to the pre-error states. g
The error history does not change.

If the same error occurs again after it has been canceled, it is recorded into the e

operation/error history again. PE

(3) Canceling annunciator 5;3

When canceling multiple detected annunciators, only the F number first detected is EE

canceled.

(o2}
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(4) Canceling errors when multiple errors occur
When multiple continuation errors occur and an error is canceled, the CPU module
LED display and error information are as follows.

i 1 Error inf i
Error canceling state LED display rror information

(ERR. LED, BAT.LED, USER LED) (SM0, SM15, SM16, SDO - 26)

Before error canceled ON The error information for the continuation
error that occurred last is stored.

|

The continuation error that occurred | ON Returns to the no-error state.
last is canceled.

(There are continuation errors
remaining that have not been

canceled.)
A continuation error other than the ON No change
last one is canceled. (The error information for the continuation
(There are continuation errors error that occurred last is retained.)
remaining that have not been
canceled.)
!
All the continuation errors are OFF No error
canceled.

*1: (1) When error code: 1600("BATTERY ERROR") occurs, only the "BAT." LED lights up.
When error code: 1600 is canceled, the "BAT." LED goes out.
(2) When error code: 9000(F****) occurs, only the "USER" LED lights up.
When error code: 9000 is canceled, the "USER" LED goes out.

EIPOINT

1. When the error code for the error to be canceled is stored in SD50 and the

error is canceled, the bottom 1-digit code number is ignored.

(Example)

If error code 2100 or 2106 occurred, when error code 2100 is canceled, error
code 2106 is canceled too.

If error code 2100 or 2125 occurred, even when error code 2100 is canceled,
error code 2125 is not canceled.

2. If an error occurred due to a cause other than the CPU module, even if the
error is canceled using a special relay (SM50) and special register (SD50),
the cause of the error cannot be eliminated.

(Example)

For "INTELLIGENT FUNCTION MODULE DOWN?", because this error
occurred in the base unit, intelligent module, or the like, even if the error is
canceled using a special relay (SM50) and special register (SD50), the cause
of the error cannot be eliminated.

Refer to the error code list in the QSCPU User's Manual (Hardware Design,
Maintenance and Inspection) and eliminate the cause of the error.

6 -34 6.7 Self-diagnostics Function
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6.8 Recording the operation contents and self-diagnostics error
occurrence contents (operation/error history function)

Overview

(1) What the operation/error history function is
The operation/error history function records the operations that have been executed
to the CPU module from the outside and the self-diagnostics errors that have
occurred in the CPU module in the past. The objective of this function is to make
troubleshooting easier.

Performance
Specification

(2) Data stored in the operation/error history area
The CPU module stores the operations that have been executed to the CPU module
from the outside and the self-diagnostics errors in the operation/error history area.

CPU module

fof
s 2
Operation - error history s 3
Operation error g S8
occurred 4101:0PERATION ERROR $23
Record self- 5",—8 L%
diagnostics _15001:WDT ERROR Record

Operation
OP161:SWITCH TO STOP gﬁtr:ide -
WDT error occurred REMOTERY §
. k=)
: <
. Remote STOP g
/\_/ ‘g
2
Q
o
GX Developer 8 é
Diagram 6.13 Recording the operation/error history to the CPU module 5 g
T >
83
(a) Operations executed to the CPU module from the outside gg
O ©
ST

The following are stored as operations executed to the CPU module from the
outside.

* Online operations from GX Developer

» Operations with the CPU module RUN/STOP/RESET

* Input power supply ON/OFF
Table6.13 shows the operations stored in the operation/error history.

(o2}
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Classification

IEISEG QS W

Table6.13 Operations stored in the operation/error history

Operation code

Operation message

Operation description

Because the safety CPU operation mode is
OP001 SYSTEM INITIALIZE OPERATION not retained correctly, the CPU module
MODE initialized the safety CPU operation mode
in TEST MODE.
Because the program memory contents
OP002 SYSTEM INITIALIZE PROGRAM are not retained correctly, the CPU module
MEMORY
formatted the program memory.
Because the operation/error history
SYSTEM INITIALIZE OPE./ERROR contents are not retained correctly, the
OP003 . ) S )
System LOG operation/error history was initialized into 0
incidents.
Because the system clock data is not
OP004 SYSTEM INITIALIZE SYSTEM CLOCK | correct, the CPU module initialized the
system clock data.
OP005 SYSTEM INITIALIZE PLC MEMORY | 1@ CPU module executed the PLC
memory initialization function.
Because the write to ROM information is
OP006 SYSTEM INITIALIZE ROM WRITE INF. | not retained correctly, the CPU module
initialized the ROM information.
The CPU operation status of the CPU
System (CPU OP010 SYSTEM SWITCH TO RUN module switched to the RUN state.
operation status) The CPU operation status of the CPU
OPoT1 SYSTEM SWITCH TO STOP module switched to the STOP state.
Power suppl The programmable controller was power-
SUPPY OP100 POWER ON on.Or the CPU module reset was
operation
canceled.
Drive operation OP144 WRITE PRGRAM MEMORY TO ROM | 11"® Write to ROM of program memory data
— standard ROM was executed.
Remote OP160 SWITCH TO RUN REMOTELY The remote RUN operation was executed.
operation OP161  |SWITCH TO STOP REMOTELY The remote STOP operation was
executed.
Safety_CPU SWITCH SAFETY PC OPERATION The safety CPU operation mode was
operation mode OP180 .
. MODE switched.
operation
History operation OP200 CLEAR OPERATION/ERROR LOG The operation/error history in the CPU
module was cleared.
Clock operation OP210 ADJUST SYSTEM CLOCK The CPU module clock was set.
CPU access
password 0P220 MODIFY ACCESS PASSWORD In the CPU module, the CPU access pass-
. word was set.
operation
(b) Self-diagnostics error
The contents of the self-diagnostics error detected by the CPU module are stored.
For details on self-diagnostics errors, refer to the following manual.
[Z3~ QSCPU User’s Manual (Hardware Design - Maintenance and Inspection)
(3) Operation - history capacity
The contents of 3000 operations and errors can be stored in the operation/error
history of the CPU module.
When the total number of operations and errors exceeds 3000, the oldest content is
overwritten with the latest one in order.
6 -36 6.8 Recording the operation contents and self-diagnostics error occurrence contents (operation/error history
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(4) Displaying operation/error history using GX Developer
The contents of the operation/error history can be displayed on the GX Developer
PLC diagnostics screen.

Overview

(a) PLC diagnostics screen display
Table6.14 shows the display of the operation/error history on the GX Developer
PLC diagnostics screen.

Table6.14 Contents of the PLC diagnostics screen and the operation/error history item

Description of PLC diagnostics screen

 er [ Desopion |

PLC diagnostics screen

Performance
Specification

The history type is displayed.
Type Ope: Operation history
Err: Error history 2
No. The operation/error number is displayed. §§ %
The 4-digit code corresponding to the operation history and 9:3;% é
Detailed code the CC-Link Safety remote I/O unit error history is displayed. §§‘§
If there is no detailed code, ---- is displayed. §34
The operation content - error message recorded in the
Present error/Error operation/error history is displayed. -
Message If the history is damaged, "BROKEN OPERATION/ERROR §
LOG" is displayed. Z
(b) Operation/error history details screen §
When double-clicking a history in the history list or an error currently occurring on g
the PLC diagnostics screen, the detailed information in Diagram 6.14 can be
displayed. 2
Coersion g n [ R = I
O peration attached information CPU A Abort code 5E78 _% B
Nathing T g g
File name MAIN  OPG =T

SFC block: Nathing

(o2}

SFE step specfication  Nothing
SFE switching Hething
Block Mo, 0
Step Na./Switching 0

Sequence step Ne. 1
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Diagram 6.14 Operation history/Error history details screen
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(5) Operation/error history clear
The operation/error history of the CPU module can be cleared by pressing the "Clear
log" button on the GX Developer PLC Diagnostics screen.
The operation/error history clear operation is only valid when the CPU module safety
CPU operation mode is TEST MODE. When the operation/error history is cleared, the
CPU module stores the operation contents OP200 : "CLEAR OPERATION/ERROR
LOG" in the operation/error history.

EIPOINT

The operation/error history is retained by the CPU module battery.

At the power-on or the reset cancel, the CPU module checks if the operation/error
history has not been lost or damaged.

When the CPU module detects that the operation/error history has been lost or
damaged due to battery low etc., the CPU module initializes the operation/error
history.

When the CPU module initializes the operation/error history, operation contents
OPO003 : "SYSTEM INITIALIZE OPE./ERROR LOG" is stored in the operation/
error history.

6 -38 6.8 Recording the operation contents and self-diagnostics error occurrence contents (operation/error history
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6.9 Constant scan

(1) Definition of Constant Scan
The scan time differs because the processing time differs depending on whether the
instruction, which is used in the sequence program, is executed or not.
Constant scan is a function to execute the sequence program repeatedly while
maintaining the scan time at a constant time.

Overview

(2) Applications of constant scan
I/0 refresh is performed before sequence program execution.
Using the constant scan function, the I/O refresh intervals can be made constant if the
sequence program execution time varies.

Performance
Specification

Scan time when constant scan is not used E S
2572
Sequence program & §8
(ol =
— END processing g é%
END 0 ENDY 0 END 0 END 0 Zc 8
I 3 PR I @O W

F— F— — —

\ 5ms | 6ms L 5ms \

\ T T \
Scan time when constant scan setting is set to 7 ms s
5
Sequence program ﬁ
END processing 2
END 0 END 0 END 0 END 0 §
= =t =1 =t--— S

Waiting time—"
5ms Jst 6ms 1ms 5ms 2ms

o
\ \ 3
7ms 7ms 7ms 8 §
Diagram 6.15 Constant scan operation § 2
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(3) Setting the constant scanning time

INEESEF Qs M

The constant scanning time is set at the "PLC RAS" tab screen in the "(PLC)

Parameter" dialog box.

The constant scan time can be set in the range of 1 to 2000 ms (in units of 1 ms).

When executing constant scanning, set the constant scanning time.
When not executing a constant scanning, leave the constant scanning time blank.

QS Parameter

X

FLC name ]F'LC system PLC Ras ]Device ]Boot file ]IHD aszzignment ]Safet}l zetting ]

WOT [watchdog timer] setting Error check

WOT Setting 200 mg [10ms-2000ms)

Initial execution

monitoring trme iz [10re--2000ms] r

I;:Czpt::zzd ’_ ms [10ms-2000ms] Constant scanning

moritaring time 1 ms [Ims~2000ms)
Operating mode when there iz an enor

N

Fusze blown

10 module comparizon erar Bresakdowin history

. o
Inteligent module program ’—_|
execution ermor i
Memary card access emor Conesponding

Computation error Low speed program execution time

Expanded command eror mz  [1rg-2000ms)

Memary card operation erar me?]ol_l,l ,7
ile: name
External power supply OFF Histary No l— Item (16-100)

Acknowledge =Y azzignment | Drefault | Check. |

End | Cancel |

Setting the constant
scanning time

Diagram 6.16 When constant scanning time is set to 10ms
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(a) Setting time condition
As the constant scan time, set a value that satisfies the following relational
expression.

Overview

(WDT Set Time) > (Constant Scan Set Time)
> (Sequence Program maximum Scan Time)

If the sequence program scan time is longer than the constant scan setting time,
the CPU module detects "PROGRAM SCAN TIME OVER" (error code: 5010).
In this case, the constant scan setting is ignored and the sequence program is
executed based on its scan time.

Performance
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Constant scan setting

Constant0125§41234|5123412
scan ' '

3
0 END 0 END 0 END 0 END O
Sequence } — = =1 =t
1

program
3.5ms 0.5ms 3.5ms !; 3.4ms ! 0.6ms

Sequence Program
Configuration and
Execution Conditions

4ms 5.3ms 4ms 4ms

Scan where the constant scan is not normal
Diagram 6.17 Operation when the Scan Time is longer than the Constant Scan setting time

If the sequence program scan time is longer than the WDT setting time, the CPU
module detects a WDT error.
In this case, the program execution is stopped.

1/0 Number Assignment

(4) Waiting time from when END processing is executed until next scan
starts
Sequence program processing is stopped during the waiting time from when the END
processing of a sequence program is executed until the next scan starts.

Handled by CPU Module

Memories and Files

(5) Constant scan accuracy
Refer to CHAPTER 10 for the constant scan accuracy.
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6.10 Setting of Output (Y) Status when Changing between STOP and
RUN

(1) Definition
When changed from the RUN status to the STOP status, the CPU module stores the
output (Y) in the RUN status into the programmable controller and turns all outputs (Y)
OFF.
Status when changing from STOP to RUN can be selected from the following two
options with parameters in GX Developer.

» The output (Y) status prior to STOP is output.
» The output (Y) is cleared.

(2) Setting applications
Using a holding circuit or similar, it is possible to select whether the output is resumed
from the previous status or not when the STOP status is changed to the RUN status.

Start  Stop
button button
X100 X102

} —y2 (Y110
Y110

Diagram 6.18 Holding circuit

* When the output (Y) status prior to STOP is set to output
RUN—STOP STOPTRUN

ON
X100 OFF 1 :
X102 OFF : :
ON 1 1

Y110 OFF

Diagram 6.19 Timing chart when output (Y) status prior to STOP is set to output

* When output (Y) is set to clear
RUN—STOP STOP—RUN

ON : :
X100 OFF ! !
X102 OFF f f
ON | }

Y110 OFF ‘

Diagram 6.20 Timing chart when output (Y) is set to clear
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(3) Operation switching from STOP status to RUN status

(a) Output (Y) status prior to STOP is output (Default)
After the output (Y) status before the STOP status is output, the sequence
program calculations are performed.

(b) Output (Y) is cleared
The output becomes OFF status.
The output (Y) is output after the operation of sequence program.
Refer to (5) for the operation when performing forced ON of output(Y) at STOP

status.

( STOP status—RUN status )

l

Is "Previoussmtey

NO (Set "Recalculate".)

YES (Set "Previous state". (default))
A

before changing

Output the output (Y) status right

to STOP status.

A

A

Clear the outp

ut (Y) status. I

A

program calcul

Execute the sequence

ations.

Diagram 6.21 Processing when Change from STOP Status to RUN Status
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(4) Setting the Output (Y) Status when Changing from STOP Status to RUN
Status

Set the output (Y) status when changing from the STOP status to the RUN status in
the PLC system of the PLC parameter dialog box.

QS Parameter

PLC narne

FLC RAS ] Device ] Bont file ] 140 azzignment ] Safety zetting ]

Tirner limit zetting

Low 100 ms [1ms-1000ms) Common pointer Mo, P After

speed
High 100 0.1 ms-100
speed i ([0S ] Fointz occupied by empty slot 16 | Points
RUN-PAUSE contacts ; :
Spztem interrupt zettings
Output mode at RUN % [ o —
STOP to RUN Interpt counter start Mo, C [0--384)
PALISE [#0-17FF] Fixed scan interval
Fiemate reset 128 ms [2mz--1000ms)
v Allow
123 2rnz--1000)
Output mode at STOP to RUN D (s L)

+ Previous state 130 ms [2me--1000ms)
" Recalculats [ouput is 1 scan later] 171 me (2ms-1000ms)
Floating paint arithmetic processing Interrupt program ¢ Fixed scan program setting
- r
Inteligent function module setting WModule synchionization
[t o~ il
&FLC
-

Acknowledgeﬂassignment| | Drefault | Check | End | Canicel |

Diagram 6.22 PLC system screen

(5) Precaution
When performing forced ON at STOP status of the CPU module, the output at
switching from STOP status to RUN status is as shown in Table6.15.

Table6.15 Output at switching from STOP status to RUN status after performing forced ON to output (Y)

Output mode at switching

Output at switching from STOP status to RUN status
from STOP to RUN

Output (Y) status prior to Output the status before STOP

STORP is output If the output (Y) is OFF before STOP, ON status is not maintained
Outputs (Y) is cleared. Maintain ON status

0 - 44
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6.11 Clock Function

(1) Definition of Clock Function
The clock function reads the internal clock data of the CPU module to use it for time
management.
The clock data is used by the CPU module system to perform time management, e.g.
storage of date into the operation/error history.

Overview

(2) Clock operation at power OFF and momentary power failure
Clock operation is continued by the internal battery of the CPU module during power
OFF of the programmable controller or when a power failure longer than the
permissible momentary power failure time occurs.

Performance
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(3) Clock Data
Clock data is used in the CPU module and includes the data indicated in Table6.16.

Sequence Program
Configuration and
Execution Conditions

Table6.16 Clock data details

Data Name Contents

Year Four digits in AD (Countable from 1980 to 2079) E
Month 1Tto 12 £
Day 1 to 31 (Automatic leap year calculation) %
Hour 0 to 23 (24 hours) g
Minute 0to 59 5
Second 0to 59 -
0 Sunday
1 Monday %
2 Tuesday % E
Day of the week 3 Wednesday E §
4 Thursday %
5 Friday §§
6 Saturday
6
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(4) Changing and reading the clock data

(a) Changing clock data

The clock data can be changed by either GX Developer or the special relay and

special registers.

1) Changing data using GX Developer
Display the Set time screen by selecting [Online] — [Set clock] in GX
Developer and change the clock data of the CPU module.

Set time

Connection target information

X

Connection interface  |USE
Target FLC
Clock setup

v MM DD Hr Min Sec

oo Jo3 fa1 oo Joo - [Figey -]

¢--»  |PLC module

’_ Station no. ’ﬁ PLC type Q5001

Day

Setup | Close

Diagram 6.23 Clock data write from GX Developer

EIPOINT

When the CPU module clock data is changed using GX Developer, the CPU
module records OP210: "ADJUST SYSTEM CLOCK" in the operation/error

history.

2) Changing data using special relay and special registers
The clock data can be written using the special relay (SM210) and special

registers (SD210 to SD213).

For details on the special relay, refer to Appendix 1. For details on the special
registers, refer to Appendix 2.

(b) Reading clock data

The clock data can be read using the special relay (SM213) and special registers

(SD210 to 213).

For details on the special relay, refer to Appendix 1; for details on the special

registers, refer to Appendix 2.

6 - 46
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(5) Precautions

(a) Initial clock data setting
The clock data is not factory-set.
The clock data is used by the CPU module system for operation/error history, etc.
When using the CPU module for the first time, be sure to set the precise time.

Overview

(b) Clock data when battery is low
The CPU measures the time even if the power fails module, using a battery
mounted on the CPU module.
Therefore, if the CPU module's battery capacity falls, the clock data value may
become inaccurate.
When the programmable controller power-on or the CPU module reset is
canceled, the CPU module checks if the clock data value is within the range
shown in this Section (3).

Performance
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If the clock data value is incorrect, the clock data value is initialized to January 1, §§r§
2005, 00:00:00. 2§d
At this time, the CPU module records OP004: "SYSTEM INITIALIZE SYSTEM gg%
CLOCK" in the operation/error history. &34

(The time recorded in the operation/error history is the value of the clock data after
the clock data was initialized.)

:

(6) Accuracy of Clock Data Z
The accuracy of the clock function differs with the ambient temperature, as shown g
below: 2
Q

Table6.17 Accuracy of clock data °

Ambient Temperature (°C) Accuracy (Day difference, S) 8 §
0 -3.18 to +5.25(TYP.+ 2.14) =

+25 -3.18 to +5.29(TYP.+ 2.07) ;3

+55 -12.97 to +3.63(TYP.-3.16) T

=T

(o2}
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6.12 Remote Operation

6.12.1

Remote operation changes the operating status of the CPU module by the operation
performed from outside (e.g. GX Developer, remote contact).

The following two options are available for remote operations:
* Remote RUN/STOP : [ Section 6.12.1
* Remote RESET : [ 7 Section 6.12.2

Remote RUN/STOP

(1) Definition of Remote RUN/STOP
The remote RUN/STOP performs RUN/STOP of the CPU module externally with the
CPU module RUN/STOP/RESET switch at RUN.

(2) Applications of remote RUN/STOP
Using remote RUN/STOP for the following remote operations are useful:
* When the CPU module is at a position out of reach
* When performing RUN/STOP of the control board CPU module externally

(3) Calculations during Remote RUN/STOP
The program calculation that performs remote RUN/STOP is as follows:

(a) Remote STOP
Executes the program to the END instruction and enters the STOP status.

(b) Remote RUN
When remote RUN is performed while in the STOP status using remote STOP, the
status changes to RUN and executes the program from step 0.

6 -48
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(4) Method with Remote RUN/STOP
Remote RUN/STOP operation can be performed either by the RUN contact or by GX
Developer.

Overview

(a) Method with RUN contact
The RUN contact is set at the PLC system tab screen in the (PLC) Parameter
dialog box of GX Developer.
The range of devices that can be set is input X0 to 17FF.
By turning the set RUN contact ON/OFF, the remote RUN/STOP can be
performed.
* When the RUN contact is OFF, the CPU module enters the RUN status.
* When the RUN contact is ON, the CPU module enters the STOP status.

Performance
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Step0 —> END Step0 —> END
ON 0 EoS
o0
Remote RUN contact OFF §§5
STOP 855
""" &35
CPU module: RUN/STOP status RN
-
STOP status i
Diagram 6.24 Time Chart for RUN/STOP with RUN Contact é
(b) Method by GX Developer 3
RUN/STOP of the CPU module can be executed by performing remote RUN/ 5
STOP operation with GX Developer. =
Operate GX Developer by choosing [Online] — [Remote operation].
2
[}
Step 0 END Step 0 END E 2
ON 0 5%
Remote STOP |_| ——————— é %
GX Developer command OFF ON =£
Remote RUN OfFF | I_ 6
command sSTOP
RUN/STOP RUN
status
STOP status

Diagram 6.25 Remote RUN/STOP by GX Developer

7]
c
o
3]
c
=
s

Communication with
Intelligent Function

Module

Parameters

6.12 Remote Operation 6 -49
6.12.1 Remote RUN/STOP



FUNCTIONS
IEISEG QS W

(5) Precautions
Take note of the following, because STOP has priority in CPU module:

(a) Timing of changing to STOP status
The CPU module is put in the STOP status when remote STOP is executed from
any of the followings: RUN contact, GX Developer.

(b) To put CPU module in RUN status again after remote STOP
When placing the CPU module in the RUN status again after putting it in the
STOP status by remote STOP, perform remote RUN in the order that remote
STOP was executed first.

POINT
1. The RUN/STOP status is described below:

* RUN Status........ccoeeeeee. Status in which the calculations are repeatedly
executed from step 0 to the END/FEND
instruction in the sequence program.

* STOP Status.................. Status in which the sequence program
calculations are stopped and the output (Y) is all
OFF.

2 . After being reset, the CPU module is put to RUN/STOP status according to the
RUN/STOP/RESET switch setting.

6 -50

6.12 Remote Operation
6.12.1 Remote RUN/STOP



6 FUNCTIONS

IEISEG QS W

6.12.2 Remote RESET

(1)

(2)

()

(4)

Definition of Remote RESET

A remote reset is an operation that resets the CPU module using GX Developer when
the CPU module is in the STOP status.

Even if RUN/STOP/RESET switch is in RUN, the reset can be performed when the
CPU module is stopped and an error that can be detected by the self-diagnosis
function occurs.

Applications of remote RESET
A remote reset can reset the CPU module using GX Developer when an error that is
beyond the reach of the CPU module occurs.

Remote RESET method
Remote RESET operation can be performed by only GX Developer.
To perform the remote RESET, follow the following steps:
* When the CPU module is in RUN status, use remote STOP to arrange the STOP
status.
* Reset CPU module by the remote RESET operation.
For the GX Developer, this is performed by [Online] —[Remote operation.]

Precautions

(a) Remote RESET in RUN status
Remote RESET cannot be performed when the CPU module is in RUN status.
Perform remote RESET after placing the CPU module in the STOP status by
performing remote STOP or similar operation.

(b) Status after reset processing completion
After the reset processing is complete, the CPU module will enter operation status
set by the RUN/STOP/RESET switch.

» With the RUN/STOP/RESET switch in the STOP position, the CPU module
enters into the STOP status.

» With the RUN/STOP/RESET switch in the RUN position, the CPU module
enters into the RUN status.

(c) When error occurs due to noise
Take care that Remote RESET does not reset CPU module if an error occurs in
the CPU module due to noise.
When the CPU module cannot be reset by the remote reset, either reset with the
RUN/STOP/RESET switch or restart-up the programmable controller.
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EIPOINT

1. Ifremote RESET is performed with the CPU module stopping due to an error,
note that the CPU module is placed in the operation status set by the RUN/
STOP/RESET switch upon completion of the reset processing.

2. Remote processing in GX Developer can be completed without setting
Remote reset to "Allow" in the PLC system setting screen of PLC parameter.
However, the reset processing is not performed to the CPU module,
accordingly the CPU module will not be reset.

When the CPU module status does not change with Remote reset in GX
Developer, check if the Remote reset on the "PLC system" setting screen is
set to "Allow".
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6.12.3 Relationship of remote operation and CPU's RUN/STOP status

(1) Relationship of the Remote Operation and CPU module Switch
The CPU module operation status is as shown in Table6.18 with the combination of
remote operations to RUN/STOP switch.

Table6.18 Relation between RUN/STOP status and remote operation

Remote operation

RUN/STOP status

Cannot

RUN RUN STOP .
operate 2
STOP STOP STOP RESET "3

* 1 : When performing the operation with RUN contact, "RUN-PAUSE contact" must be set at the "PLC
system" tab screen in the "(PLC) Parameter" dialog box.

* 2 : RESET can be performed if the CPU module changed to the STOP status by a remote operation.

* 3 : This includes a situation where the CPU module is stopped due to error.

(2) Remote Operations from the Same GX Developers
When remote operations are performed from the same GX Developer, the status of
the remote operation that is executed last will be effective.

6.12 Remote Operation 6 -53
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6.13 Monitor Function

(1)

(2)

Definition of Monitoring Function
This is a function to read the program, device and intelligent function module status of
the CPU module by using GX Developer.
The monitor functions that can be executed are shown below.
» Ladder monitor
* Device/buffer memory batch monitor
* Device registration monitor
* Device test
* Program monitor list
+ Ladder registration monitor
For details on GX Developer monitor functions, refer to the following manual.
* GX Developer Operating Manual

Monitor request processing timing and displayed data

The CPU module performs the END processing to handle monitor requests from GX
Developer.

The results of CPU module END processing are displayed on the GX Developer side.

6 - 54
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6.14 Writing in Program during CPU Module RUN

With the CPU module, writing during RUN is possible in ladder mode.

Overview

6.14.1 Online change in ladder mode

(1) Writing data in the circuit mode during RUN Status
Writing data in the circuit mode during RUN is a function to write a program during the
CPU module RUN status.
Writing data in the circuit mode during RUN can be executed only at TEST MODE.
The program can be changed without stopping the process in CPU module program
by performing writing data in the circuit mode during RUN status.
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5o E
X100 X102 552
oS0
— 8Eg
D5
X104 TE 8
- 8 g8

e
| X106 X108 E
1 =
Im
1| X104 2
1 53
s :
P S 2
8 9

END
L ]_ GX Developer

N J o
! 3
Change by GX Developer and write in %i
CPU module at the conversion E S
>
Diagram 6.26 Outline of online change in ladder mode % é
E e
O ©
ST

(2) Precautions
Take a note of the following when online change is performed:

(o2}

(a) Memory enabled for online change
The memory that can be written during RUN is only program memory.

(b) Online change performed during boot run
When writing during RUN is executed, the boot source program is not changed.
Write the contents of program memory to standard ROM before the
programmable controller power-off or the CPU module reset after writing during
RUN.
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(c) Number of steps enabled for online change at once
The maximum of 512 steps can be written at once during RUN.
"Allocate Memory for 'Online Change™ cannot be changed.
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(d) Instructions do not operate normally at online change
When online change is performed, the following instructions do not operate
normally.
* Trailing edge instruction
» Leading edge instruction

1) Trailing edge instruction
The trailing edge instruction is executed when the instruction is in a writing
range even the execution condition(ON — OFF) is not established at the
completion of online change.

Completion of online change X100

F— PLF M0 H

END O AEND O A END 0

X100 status Trailing edge instruction is
L@’ """ ~ “executed even the execution
|

X100 / \ I condition is OFF— OFF.

OFF—OFF ON !
MO !

X100

ON—ON ON
MO

X100 ON_l

OFF Y
ON—OFF m
Mo

OFF

Diagram 6.27 Trailing edge instruction operation

The corresponding instructions are LDF,ANDF,ORF,MEF,PLF.
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2) Leading edge instruction
The leading edge instruction is not executed when the instruction is in a
writing range even the execution condition(OFF — ON) is established at the
completion of online.

Completion of online change X100

/—||—[ PLS MO ]

END 0 AEND O A END 0

' 1scan |

|
|

X100 status
X100

OFF—OFF

I
I
I
ON
|
I
MO I

ON
X100
OFF
ON—ON 1o ON
OFF

ON

X100 /
OFF

The leading edge instruction is not

| |

| k— - = = -l = - executed even the execution
OFF —ON \ | | condition is OFF— ON.

MO \ | |
OFF

Diagram 6.28 Leading edge instruction operation
The corresponding instructions are PLS,OIP.

|
ON ' |
|
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6.15 Watchdog Timer (WDT)

(1) Definition of Watchdog Timer (WDT)
The watchdog timer is an internal sequence timer to detect CPU module hardware
and sequence program error.

(2) Watchdog Timer Setting and Reset

(a) Watchdog timer setting
The watchdog timer setting can be changed at the "PLC RAS" tab screen in the
"(PLC) Parameter" dialog box.
The default value of the watchdog timer is 200 ms.
The setting range is 10 to 2000 ms (in 10ms units).

(b) Watchdog timer resetting
CPU module resets the watchdog timer during the END processing.

* When the END instruction is executed within the set value of the watchdog
timer in the sequence program and the CPU module is operating correctly,
the watchdog timer does not time out.

* When the scan time of a sequence program is extended due to the CPU
module hardware error, and END instruction cannot be executed within the
set watchdog timer value, the watchdog timer times out.

(3) When watchdog timer expires
When the watchdog timer expires, a watchdog timer error occurs.
The CPU module responds to the watchdog timer error as follows:

1) The CPU module turns off all outputs.
2) The front-mounted "RUN" LED turned off, and the "ERR." LED starts flicking.

3) SMO, SM1 turns ON and the error code 5001 ("WDT ERROR") is stored into
SDO.

6 -58
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(4) Precautions

(a) Watchdog timer error
An error of 0 to 10 ms occurs in the measurement time of the watchdog timer. Set
the watchdog timer for a desired value by taking such an error into account.

EIPOINT

1. The scan time is the time taken for the execution of the sequence program,
starting from step 0 and ending at step 0.
The scan time is not the same for each scan, which differs according to the
execution or non-execution of the instructions used in the program.

Overview
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2. To execute at the same scan time at every scan, use the constant scan
function. ([Z>~ Section 6.9)
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6.16 Remote password

(1)

()

Definition

Remote password is a function to prevent an illegal access to the CPU module by
users in remote locations.

If a remote password is set, a remote password check is performed when the CPU
module is accessed by users in remote locations.

Flow from remote password setting to reflection

Set a remote password using GX Developer and then write it to the CPU module.
(CZ= (B) in this section )

The remote password is transferred to the modules that accept remote password
setting (_= (3) in this section ) when the programmable controller is powered
OFF—ON (at power ON) or the reset operation of the CPU module is performed (at
reset).

=
GX Developer

Ethernet

Ethernet module

The remote password is checked.

The remote password is transferred to the
Ethernet module at power ON or reset.

GX Developer sets, changes or deletes the remote password
and then write the result to the CPU module.

Diagram 6.29 Overview of remote password
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(3) Modules that support remote password setting
The module that support remote password setting is Ethernet module only.

Overview

(4) Remote password lock/unlock processing
The remote password set for the Ethernet module can be unlocked via Ethernet.
When the remote password is matched, an access to the CPU module is enabled.
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GX Developer unlocks the remote password to enable
an access to the CPU module, and then locks the
remote password when the access line is closed.

Ethernet

Ethernet module

Sequence Program

Execution Conditions

Configuration and

The remote password is checked.

1/0 Number Assignment

The remote password is transferred to the
Ethernet module at power ON or reset.

Handled by CPU Module

Memories and Files

==
GX Developer

(o2}

Diagram 6.30 Outline of remote password lock/unlock processing performed for Ethernet module

(5) Number of remote password-set modules
The number of remote password-set modules is only one.
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(6) Remote password setting, changing, and deleting procedures

(a) Setting the remote password
* In the Project data list tree of GX Developer, select [Parameter] — [Remote
password] to display the Remote password setting screen.
Set the remote password.

Set the remote password.

/ Set the details.
==

Characters that can be used in password
4 characters. Numbers, -2 a-z,
Special characters.

Remote password settings
Fazzword settings

Pagsword

Paszsword active module settings

Model name Skarty Condition
GJFIET 0000 D etail

AfA A4 4]4|4[A

Mecessary setting] Mo setting / &eadysst ]

Clear Selting completion Cancel

Diagram 6.31 Remote password setting screen

Table6.19 Setting items on Remote password setting screen

Item Description Setting range
. Within 4 characters (alphabets,
Password settings Enter the remote password.
numerals, symbols)

Password active module Model name Select the module model. QJ71ET71
settings Start XY Set the start address of the module. | 0000y to 03EO04
Detail L e e

User connection No. Set the user connection number. Connection 1 to 16

Auto open UDP port
GX Developer transmission . .

. Specify the remote password valid
System connection port (TCP/IP) ot
GX Developer transmission port
port (UDP/IP)

» Connect GX Developer to the CPU module.
Write the set remote password to the CPU module.

* The remote password becomes valid for the module when the programmable
controller is powered OFF — ON (at power ON) or the reset operation of the
CPU module is performed (at reset).

6 -62 6.16 Remote password
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(b) Changing the remote password
* In the project data list of GX Developer, select [Parameter] — [Remote pass]
to display the remote password setting dialog box.
» Change the password and write it to the CPU module.

Overview

(c) Click the Clear button to delete the set password.
* In the project data list of GX Developer, select [Parameter] — [Remote pass]
to display the remote password setting dialog box.
* Click the Clear button to delete the set password.
» Write the remote password using GX Developer.

Performance
Specification

Sequence Program
Configuration and
Execution Conditions

1/0 Number Assignment

Handled by CPU Module

Memories and Files
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6.17 CPU Module System Display by GX Developer

After GX Developer is connected to the CPU module, the following items can be
checked in the system monitor.

* Installed status

* Parameter status

* Module's detailed information

* Product information

System Monitor !l
Hp-Tnstalled status Base «¢ (3)
i 7 3 3 Baze Madule
M asterPLC-> - O [ & Mairbase
Paowe 05 0| o | Unmal Unmol D D -
U G1BT[urti unt |unki D D J
pply 12 |ha [ng |ng o
QE00TCPU (|32pt D D
N u C
N N
|
N N C
> Parameter status Mode
1/0 Address 0 [ 20[40]80 f+ System monitar
0 1 2 3 0
Faowe Inteli | Mone (Mone (Mane P 7
reu | BSO01CPU |gent Eisenosi=y [+—()
pply 32pt |32pt 16pt (160t Module's Detailed Information. |<|— (5)
Base Ihformation.. |<|— (6)
Product Inf. List... |[4—(7)
Status
. Madule system error Madule error D Module warning Detailed inf. of power supply.. |
. Maodule chanee Stop monitar Close |

(1)

()

()

(4)

Diagram 6.32 System monitor screen

Installed status

The names and number of modules mounted on the base unit can be checked.
"Not mounted" is displayed for slots in which no module is mounted.

For slots for which "empty" is set in the PLC parameter I/O assignment, even if a
module is mounted, the module name is not displayed.

Parameter status

The I/O numbers, module type, and points for the each slot of the base unit can be
checked.

If an assignment error or empty 0 is displayed for the operation status, the PLC
parameter 1/0O assignment is different from the loading status.

Match the PLC parameter I/O assignments to the loading status.

Base

The state of the mounted modules and the base unit can be checked.

When even one error module exists, the module column becomes the state color for
that module.

Diagnostics
This function is used to confirm the status of the CPU module and errors.

0 - 64
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Module's detailed information

This is used to check detailed information on the selected module.

For detailed information on intelligent function modules, refer to the manual for each
intelligent function module.

Base information
Enables the "Overall Information" and "Base Information" to be confirmed.

(a) Overall information
Enables the number of base units in use and the number of modules mounted on
the base units to be confirmed.

(b) Base information
Enables the base name, the number of slots, the base type and the number of
modules mounted onto the base for the selected base unit to be confirmed.

Product Information List

Enables the individual information for mounted CPU modules and intelligent function
modules to be confirmed (type, series, model, number, head 1/O, control PLC, serial
No., function version.)

Serial number  Function version

Product Information List

Intelli. Q50J61ETLE 3Zpt, 0000
0-1 - - Hone - - - -
0-z - - Hone - - - - -
0-3 - - Hone - - - - -
-
CEV file creating Cloze

Diagram 6.33 Product information list

Refer to the following manual for details of the system monitor of GX Developer.
[ 5~ GX Developer Operating Manual

6.17 CPU Module System Display by GX Developer 6 -85
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6.18 LED Display

The LEDs on the front of the CPU module show the CPU module operation status.

C—
QS001CPU
ALIVEDO OTEST
RUN O OUSER
ERR. O OBAT.

Diagram 6.34 LED on CPU module front

Refer to the following manual for details of the LED indications.
[~ QSCPU User's Manual (Hardware Design, Maintenance and Inspection)

© 0 0000000000000 000000000000 0OOCOEOIOGEOIOIEOEOIEOGOEOEOSOIEOEPOIEOEOEONOEOEOEOIOEOPEOEOTITOTTOTITS

6.18.1 Method to turn off the LED

The LED that is on can be turned off by the following operation. (Except for the
reset operation.)

Table6.20 LED turning off method
Applicable LED

Method to Turn LED Off mm

After the cause of error is resolved, cancel the error by
operating the special relay SM50 and special register O O O

SD50. (Only for the operation continue errors.) i

O : Valid x : Invalid
* 1 : Special relay and special register contents
SM50¢+++When switch from OFF to ON, the error is canceled for the error code stored
in the SD50.
SD50+++The error code for the error to be canceled is stored.
Refer to the following manual for the error codes.

[Z 7 QSCPU User's Manual (Hardware Design/Maintenance and Inspection)

0 -66 6.18 LED Display
6.18.1 Method to turn off the LED
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CHAPTER7 COMMUNICATION WITH INTELLIGENT
FUNCTION MODULE

Overview

7.1 Communication with CC-Link Safety Master Module

Communication between a CPU module and the CC-Link Safety master module is
performed by auto refresh.

To execute link refresh, the refresh parameters need to be set on the Ethernet/CC IE/
MELSECNET setting of the network parameter in GX Developer.

For details on the Ethernet/CC IE/MELSECNET setting items, refer to Section 8.2.

@OCOCO'0'000000COCOCOCO‘0‘0000000000000000'00000000

For details on the Ethernet/CC IE/MELSECNET setting items of the network
parameter, refer to the following manual.
5~ CC-Link Safety System Master Module User's Manual

Performance
Specification

Sequence Program
Configuration and
Execution Conditions

7.2 Communication with CC-Link IE Field Network Master/Local
Module (With Safety Functions)

1/0 Number Assignment

Communication between a CPU module and the CC-Link |IE Field Network master/local
module (with safety functions) is performed by link refresh.

To execute link refresh, the refresh parameters need to be set on the Ethernet/CC IE/
MELSECNET setting of the network parameter in GX Developer.

For details on the Ethernet/CC IE/MELSECNET setting items, refer to Section 8.2.

For details on the Ethernet/CC IE/MELSECNET setting items of the network
parameter, refer to the following manual.
[~ MELSEC-QS CC-Link IE Field Network Master/Local Module User's Manual

© 0 0000000000000 000000000000 OCPOCOOEOGOOGEOGEOIEOIEOEOLEOEONOSIEOEONOEOIEOEOEOEOEOTIOETOTTOTTOEITS
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7.3 Communication with CC-Link IE Controller Network Module or
MELSECNET/H Module

Communication between the CPU module and the CC-Link IE Controller Network module
or MELSECNET/H module is performed by link refresh.

To execute link refresh, the refresh parameters need to be set on the *** of Network
parameter in GX Developer.

For details on the network parameter setting items, refer to Section 8.2.

POINT
When a CC-Link IE Controller Network module or MELSECNET/H module is used
with a safety CPU module, the functions that can be used are restricted.

For details on restrictions, refer to Appendix 4 and 5.

For details on the *** of Network parameter, refer to the following manuals.

[ CC-Link IE Controller Network Reference Manual

=" Q Corresponding MELSECNET/H Network System Reference Manual (PLC
to PLC Networks)

7.4 Communication with Ethernet Module

Communication between the CPU module and the Ethernet module is performed by
dedicated instructions. For details on the dedicated instructions, refer to Appendix 7.

POINT
When an Ethernet module is used with a safety CPU module, the functions that

can be used are restricted.
For details on the restrictions, refer to Appendix 6.

7.3 Communication with CC-Link IE Controller Network Module or MELSECNET/H Module
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7.5 Communication using intelligent function module dedicated
instructions

Overview

(1) Definition
Intelligent function module dedicated instruction is an instruction for realizing easy
programming to use the functions of intelligent function modules.

(2) Processing of intelligent function module dedicated instructions
Some intelligent function module dedicated instructions can specify a completion
device.

The completion device turns ON for one scan after the instruction execution is
completed.
If multiple intelligent function module dedicated instructions are used for the same

Performance
Specification

intelligent function module, create a program so that dedicated instructions are §§r§
executed one by one, following the completion device of each instruction tuning ON. é%é
(3) Precautions &35

(a) Changing the operation status before the completion device turns ON
f the operation status of the CPU module is switched from RUN to STOP before
the completion device turns ON after an intelligent function module dedicated
instruction execution, the completion device turns ON after the status is switched
to RUN again and the operation is performed for one scan.

1/0 Number Assignment

(b) Supported instructions
For instructions supported in the safety CPU module, refer to Appendix 7.

For details on intelligent function module dedicated instructions and completion
devices, refer to the manual of an intelligent function module used.

Handled by CPU Module
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CHAPTER8 PARAMETERS

This chapter explains the parameters need to be set when the programmable controller
system is configured.

(1) Parameter types
There are three types of parameters for the CPU module.

* PLC parameters ([_5~ Section 8.1)
This parameter is set when the programmable controller is used stand-alone.

» Network parameters ([~ 7~ Section 8.2)
This parameter is set when the intelligent function module is used in the
programmable controller system.

* Remote password
This parameter is set when the remote password function of the Ethernet module
is used.

(2) Parameter setting method
Set the parameters by GX Developer.
Refer to the following manual for the setting operation on GX Developer.
For details on basic operations using GX Developer, refer to the following manual.
[Z5~ GX Developer Operating Manual

EPOINT

In GX Developer, since the functions are not available to the CPU module being
used, it is not necessary to set the setting items displayed in gray (cannot be
selected) that are not explained in this section.

w.0.0C00000000000000.000C000000000000.0000000000000

* When an error occurs in the parameter setting, the corresponding
parameter No. indicated in the tables of this chapter is stored into the
special register (SD16 to 26).

Refer to Appendix 3 for the list of the parameter No.
» Refer to CHAPTER 11 for the parameter reflection procedure.
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8.1 PLC Parameters
This section shows the list of PLC parameters and explains the details of each parameter 3
. . <
setting item. E
(1) PLC name
Set the label and comment of the used CPU module.
Setting the label and comment in the PLC name does not affect the actual operation.
85
QS Parameter = .§
PLLC name IPLE system ]PLC Ras ]Devlce ]Boot file: ]I/EI assignment WSafetp zetting ] E §
O o
o)
Label
Commet |
2
Eos
BE:
£58
[ N=]
5
£
c
=
7]
<
2
£
=]
=
o
Acknowledge #Y assignment‘ ‘ Drefault | ‘ End ‘ Cancel ‘
Diagram 8.1 PLC name °
s
8=
o)
25
o B
.g B
T
Table8.1 PLC name list §5
ST
Parameter No. Description Setting range Default value Reference
Set the label (name, application) .
Label 0000+ of the CPU module. Max. 10 characters No setting -
Comment 0001H Set the comment of the CPU Max. 64 characters No setting -—--
module label.
12
S
g
I
£
B
§ ¢
=
é § .
ES 3
828

(o)

Parameters
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(2) PLC system
Make the settings necessary to use the CPU module.
The parameters may be the default values to perform control.

PLC name  PLC system ]PLE Ras ]Dewce }Bool file: ]I/El aszighment }Safety zetting }

Low 00 e (Ims-1000ms)
cpeed
v Alow

speed

Peints occupied by smpty slot 16 +] Points
RUN-PALISE contacts
Dutput mode at STOP to FRUN

Timer limit setting

Hih 100 e (01ms-100ms)

RUN X [H0-=17FF] ,_
Remote reset

= Previous state

RN

L

(" Fecaloulate [oulput s 1 scanlater] r
- r
__Inenipoitersetig_| .
‘sl ,7
~ Cl
T
Acknowledas ¥ sssignment | Defaut | Check | End | Concel |

Diagram 8.2 PLC system

Table8.2 PLC system setting list

Parameter No. Description Setting range Default value Reference
Timer limit | Low speed 1000 Set the time limit of the low 1ms to 1000ms (1ms unit) 100ms Section 9.2.8
setting High speed " speed timer/high speed timer. 0.1ms to 100.0ms (0.1ms unit) | 10.0ms Section 9.2.8

Set the contact that controls . .
RUN-PAUSE contact 1001H RUN of the CPU module. X0 to 17FF No setting Section 6.12.1

Set enable/disable of remote
Remote reset 1002+ reset operation from GX Enable/Disable Enable Section 6.12.2
Developer.

Set the output (Y) status when Provide output (Y) status before

tput mode at STOP t Provide output (Y
Output mode at STOP to 1003u the STOP status is switched to | STOP/Clear output (Y) (output rovide output (Y) Section 6.10
Run status before STOP

the RUN status. one scan later)

: . 0 points/16 points/32 points/64

Point d b t Set th ber of ty slot;
olnis occupled by empty 10074 et ihe number ot emply SI0ls ON | i16/128 points/256 points/512 | 16 points Section 4.2.1

slot the main base unit.

points/1024 points

(Continued on next page)

8 -3 8.1 PLC Parameters
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(3) PLC RAS
Make the various settings for the RAS function. .
2
Q5 Parameter E
PLC name ]PLC spstem  PLC RAS wDewca WBoot file II!D assignment ISalety setting ] ©
WOT [watchdog timer) setting
wDT Sefting 200 s {2000 F
|— -
l_ -
Constant scanning o c
29
’—_‘ ms  [1ms--2000ms) Eg
= 58
= || 56
| e
j r
= = £_E
© T =
= — B3
€53
BE 5
c 35S
5273
g6 2
nouw
Acknow\edgeWassignment| ‘ Default | Check. ‘ End | Cancel | =
Q
Diagram 8.3 PLC RAS €
K]
<
2
. E
Table8.3 PLC RAS list =2
o
Parameter No. Description Setting range Default value Reference =
WDT
tchd WDT Set th tchdog ti | f
(watchdog _ 3000k et the walchdog imer value of | 44ms t0 2000ms (10ms unity | 200ms Section 3.2 &
timer) setting the CPU module. 3
setting 8 §
Constant scanning 3003+ Set the constant scan time. 1ms to 2000ms (1ms unit) No setting Section 6.9 5 g
c
-y
2 3
3
=z
2
S
©
c
=]
w
£
B
8¢
g
5%
Eo2
ET T
SES

(o)

Parameters
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(4) Device
Set the number of used points and latch range for each device.

QS Parameter !J

PLC name ]PLC system ]F‘LC R&S  Device IEoot file: WI/D assighment }Safaty setting 1

S | B Dev. | Latch(1) | Lateh(1] | Latchi2] | Latch(2] | Local Local
poink shart end start end dey. start | dev. end
Input relay A ) 18 | BK
Outputrelay | ¥ | 16 | BK
Intemal elay | M | 10 || 6K
Latch relay L |10
Link refay B |16 ] 2K
Annunciator F [10] 1K
Link special | SB | 16 | 1538
Edae relay Voo 1K
Step relay S [ 10
Tirner T |10 52
Fietentive timer | 5T | 10 | OK
Counter C |10 52
Dataregister | D | 10 | &K
Link reqister | W [ 16 | 2K
Link special | S| 16 | 1536

The tatal number of device points is up to 12384 words:

Device total K words
‘word dewvice K wards
Bit device K bits

High speed area %0 - C511

| Dev. | Latch(2) [ Latchl2)
Sy 10| point | stan end
File reqister | ZA(R]) 10 ,7
Acknow\edge)ﬂ’assignmenl| | Default ‘ Check | End | Cancel |

Diagram 8.4 Device

Table8.4 Device list

Parameter No. Description Setting range Default value Reference
X 6K points
Y : 6K points
X (6K points), Y (6K points), '\B/' gi pg::z
1536, SB (1536 points) and SW E 1K points
(1536 points) are fixed. P )
. L SB : 1536 points
. . Set the number of used device Can be set within the range of ) .
Device points 2000+ . . . ; V 1K points Section 9.1
points according to the system. | total 12384 words, including the - 512 points
above number of points (2400 ) p.
ST : 0K points
words). .
1 device: Max. 32K points € :512points
' ' P D :6K points
W : 2K points
SW : 1536 points

8 -5 8.1 PLC Parameters
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(5) Boot file
Set whether a boot from the standard ROM will be executed or not.

QS Parameter

PLC name ]PLE system ]PLC RAS WDewce Boot file wlfD assignment }Safely setting 1

I”" Da boot from standard ROM

This setting is walid only for test mods
Salely mode seltings uses standard M boot

Acknowledge XY assignment | | " Hiefaul

Check | End | Cancel |

Diagram 8.5 Boot file

Table8.5 Boot file list

Parameter No. Description Setting range Default value Reference
At TEST MODE, set whether to Do not execute boot/Execute
- boot from the standard ROM or boot Do not execute boot | Section 5.1.4
not.

EIPOINT

In SAFETY MODE, boot operation is executed regardless of the boot file settings.

8.1 PLC Parameters 8 -6
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(6) /O assignment
Set the mounting status of each module in the system.

QS Parameter !J
PLC name | PLC system | PLCRAS | Device | Boatfle 140 assignment |Safety seting |
170 Assigrment
Slot Tipe Model name: Foinls | Sty

0 [PLC FLC - ~ Suwilch selting

1[0 - -

2 [T - ~ \

3 |22 - -

4 |33 - ~

Assigring the /0 address is nol necessary as the CPL does it automatically

Leaving this selting blank will ot cause an error to occur
Base setting

Base mode:
Base model name | Power madel name|  Extension cable | Slats & a
* Auto

Main 2 " Detal
ExtBasel -
Ext.Base! -
ExtB. -
Ext.Based -

| FieadPLC data |
Acknowledge X assignment | [oetaut | check | End | cercel |

Diagram 8.6 1/0 assignment

Table8.6 I/0 assignment list

Parameter No. Description Setting range Default value Reference
Type :—:(;Lr:lz.type of the mounted Empty/intelli. No setting
Model Set the model name of the
name mounted module. (User memo. | 16 characters No setting
Not used for the CPU module.)
/10 - 0400m 0 points/16 points/32 points/ Section 4.3
assignment i Set the number of points of each | 48 points/64 points/ No setting
slot. 128 points/256 points/
512 points/1024 points
(SSt?:rt)T/YO Set the start /O number of each Oh 10 3FOn No setting
No.) slot.
Base Set the model name of the used
model main base unit. (User memo. Not | 16 characters No setting
name used for the CPU module.)
Set the model name of the
Power power supply module mounted
model on the main base unit. (User 16 characters No setting
SRR 04014 memo. Not used for the CPU Section 4.4
setting module.)
. Set the extension cable model
Extension .
cable name. (User memo. Not used for | 16 characters No setting
the CPU module.)
Slots Set. the numbfer of slots of the 4 No setting
main base unit.
Switch setting 0407+ Unusable Unusable - -

8.1 PLC Parameters
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(7) X/Y assignment
Check the data set on the 1/0 assignment tab, Ethernet/CC IE/MELSECNET setting, .
. . ()
and CC-Link setting. H
5
#r Mo Type Slat Module type | Paints tadel name Duplication -
Netwark 170 Assign I
000
a0
020
00
0040
050 3s
0060 ==
0070 Eg
080 29
0050 S o
DOAD (5 &
]
00CD!
0000 -
2
. A . . E_ o
LVLISZT‘I\:QDD:STLQEnm::t setting. It is not possible to check carmectly, when thers is & slot of the T %g §
e £58
Diagram 8.7 X/Y assignment § g5
$23
g6 2
®n O
5
Table8.7 X/Y assignment list £
k=
Parameter No. Description Setting range Default value Reference ﬁ
The data set in the /O g
X/Y assignment assignment tab, Ethernet/CC IE/ E
9 MELSECNET setting, and CC- o
Link setting can be checked.
o
3
g2
>
25
T >
e
2 3
3
=z
2
S
©
c
=]
w
£
B
8¢
8c
550
ED25
ET T
SES

(o)

Parameters
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(8) Safety settings
Set the operation settings in continuous RUN in test mode and for remote station error
status.

QS Parameter El

PLE name | FLE system | FLC RAS | Device | Boot file | 140 assignment  [Safefy seiting ]

Continuous RUN in test mode:

Continuous RUM of tolerance time |10 s

Operation settings during CC-Link Safety remate station eror

Stop -

Acknowedge X assiarmen | | Defau | check | End | cancel |

Diagram 8.8 Safety settings

Table8.8 Safety settings

Parameter No. Description Setting range Default value Reference
Continuous RUN in test Set the continuous RUN .
mode tolerance time in TEST MODE. 1 second to 86400 seconds 10 seconds Section 6.5
Operation settings during 6000+ . ]
Set th t tt fi
CC-Link Safety remote ctihe opgra fon setlings for Stop/Continue Stop -
. remote station errors
station error

8 -9 8.1 PLC Parameters
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8.2 Network Parameters
This section shows the list of network parameters and explains the details of each 3
I 2
parameter setting item. E
H Definition of mn, M, N in the "Parameter No." column
mn, M, N in the "Parameter No." column in this section indicate the following.
mn : Indicates a "start I/O No. = 16" value. %%
N  :Indicates the module number. E%
M : Indicates the network type. &
= b
Table8.9 Network type for CC-Link IE Field Network, CC-Link IE Controller Network and gg %
MELSECNET/H setting ((_> (1) (2) (3) in this section) %—gg
M Network type %gé
CC IE Control (Normal station), CC IE Field (Master station[Safety]), CC IE Field eed
9 (Local station[Safety]), CC IE Field (Local station), MELSECNET/H mode (Normal
H
station), MELSECNET/10 mode (Normal station), MELSECNET/H. Extended mode €
(Normal station) %
<
g
2
Q
Table8.10 Network type for CC-Link setting ({5 (4) in this section)
M Network type °
O | Master station .3
F
25
SF
Z
§¢e
8=
5o
£33
[S=p=

4
<
2
5]
£
©
o
©
o

8.2 Network Parameters 8 -10
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(1) CC-Link IE Field Network setting
Set the network parameters for CC-Link IE Field Network .

M Network parameters Setting the number of Ethernet/CC IE/MELSECNET cards. FExK

Module 1 Moduls 2 Module 3 Moduls 4 -

etwork type CLIE Field[Master station [Salely]] - [[None - [Mone - ~|_|
Starting 1/0 Mo [
Metwark No. 1
Total stations 2|

Giraup No.
Station No [
Mode Onling [Marmal Mode] - - - =

Network Corfiguation Sstting

Network Operation Setting

Refresh parameters

Specily stalion No. by paiamete. -

Safely commurication selting

Nesessa setfingl Mossling / Aieadyset | Set i tisneeded]  Hosetiing 7 Ahsadysst |
Stant1/0 M. :
Plesss input thes stating 100 Mo of the moduls in HEX{1 & bi) fom
R e e —— ‘ e — ‘ [ — | | Check ‘ End | el |
ot | ;H

Diagram 8.9 Setting the number of Ethernet/CC IE/MELSECNET cards screen (for CC-Link IE Field
Network setting)

Table8.11 List of CC-Link IE Field Network setting items

Parameter No. Description Setting range Default value Reference

Network type A080H
Starting 1/0 No.
Network No.
Total stations
Group No. ANMO:
Station No. ™!
Mode Set the network parameters for | Refer to the manual for CC-Link
Network Configuration CC-Link IE Field Network IE Field Network

. ANM2+
Setting
Netv.vork Operation ANMSH
Setting
Refresh parameters ANM1H
Safc.aty communication 6043
setting

8 -11 8.2 Network Parameters
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(2) CC-Link IE Controller Network, MELSECNET/H setting
Set the network parameters for CC-Link IE Controller Network and MELSECNET/H. .
2
Ml Network parameters Setting the number of Ethernet/CC IE/MELSECNET cards. E
(¢}
Module 1 | Module 2 Maodule 3 Module 4 -
Hetwork type CC IE Contral[Marmal station) ~ [Nore - - ~ |
Network No. 1
Tokal stations
Group No. 1
Station Now 1
Mode Online. - ~ - - §§
ES
Refresh parameters O ©
= 58
Specify station No_ by parameter. an
|
|
< v
2
Eos$
Mecessaysetting] Moselfing 7 Meadysst | Setifitisnesded] Hosstling / Aleadysst ) X "E
Start 120 o [ = ng_ 58
Please input the starting 170 No. of the module in HEX(16 bit) form @ ‘g c
o5
Al A S EE | e EaeEae || | Aemmeriizs Hiza End ‘ ] ‘ 5 2=
€ 3
A8 d
ol | 1|
Diagram 8.10 Setting the number of Ethernet/CC IE/IMELSECNET cards screen (for CC-Link IE
Controller Network setting) £
£
c
i<
2
<
5
=
=]
=z
. . . . o
Table8.12 List of CC-Link IE Controller Network, MELSECNET/H setting items =
Parameter No. Description Setting range Default value Reference
Nunber of MELSECNET 5000+ o
=]
Starting 1/0 No. "o
5NMO~ o=
Network No. 2
Group No. 05mnn Set the network parameters for | Refer to the manuals of CC-Link z'é“ <i
- e SNMO CC-Link IE Controller Network IE Controller Network and - -—-- F=
S e " | and MELSECNET/H. MELSECNET/H. 53
Mode 5NMOx o
Refresh parameters 5NM1w
Routing parameters 5003H
* 1: Settable only for CC-Link IE Controller Network.
12
S
3
c
I
=
=5
8¢
g
5%
Eo2
ET T
SES

(o)

Parameters
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(3) Ethernet setting
Set the network parameters for the Ethernet.

M Network parameters Setting the number of Ethernet/CC IE/MELSECNET cards.

Moddle 1 Madule 2 Modde 3 Madule & <
MNetwark type Ethemet « [More = = -]
Starting 170 Ho [
Notwork Ho 7
Total stations
Graup Mo 1
Statior Mo 7
Mads Tnine - = = =
Operational setings
Initial settings
Open seitings
Router elay parameter
Station No.<->IP information
4 »
Necessay selingl Moseting ¢ dlieadysel ] Setifitis nesded] Mo seling / Allcady set )
Stait 140 N - [ =
Please input the starting 1/ Mo of the moduls in HEX[1 bi] o
Acknowledge 3 assighment ‘ Rlaulting parameters | Assignment image Check End ‘ Cancel ‘
< | 2

Diagram 8.11 Setting the number of Ethernet/CC IE/MELSECNET cards screen (for Ethernet setting)

Table8.13 List of Ethernet setting items

Parameter No. Description Setting range Default value Reference

Number of Ethernet 9000n
Starting 1/0 No.

9NOOH
Network No.
Group No. 09mnH
Station No.
Mode 9NOOH

Set the network parameters for

the Ethernet. Refer to the Ethernet manual. -—-- -—--

Operational settings

Initial settings ONO1H

Open settings 9INO2H

Router relay parameter 9NO3H
i <->

nformaion

Routing parameters 9NO4H

8 -13 8.2 Network Parameters
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(4) CC-Link setting
Set the CC-Link parameters.
8
I
[
>
¢}
Ml Network parameters Setting the CC-Link list.
Mo, of boards in moduls 1 x| Boards Elank: no setting.
1 2 3 4 -
Start 140 Mo anoo
DOperational setting Operational settings
Type S alety master station - - - -
Station Mo 0 O c
haster station data link type PLC parameter auta start - - - - 2 8
tode Salety remote netlVer. 1 mode] = - - - © 8
T ] THekbps ~ - = = Eg
5 afety refresh moritoring fime i 23
Safety data monitaring time: 40 & (%
Link 10
All connect count B4
Hemate input{Rx]
Remote output(RY]
FRiemote reqister Bl
Remote registerRwwl
Special ielay[SB] (7]
Special register 5w £E_§
Retry count 3 R :g
Automatic rsconnection station count 1 282
PLC down select Stop - - - - ﬂ‘: g 8
Scan mode setting Synchronous - - - - © -,g =
Delay infomation setting 0 8 50
Station information seting Stalion information o5
Flemate device stafion infial selting - €
O O X
nouw
Indispensable settings( Mo sefting /4 Alleadpset ) Setifitisneeded]  Moseftng / Aleadpset ]
Setting item details
=
Acknowledge XY azzignment | Clear | Check ‘ End ‘ Cancel | g
5
[
Diagram 8.12 Network parameters Setting the CC-Link list ;
o
€
=}
=z
o
Table8.14 Network parameters Setting the CC-Link list -
Parameter No. Description Setting range Default value Reference
Number of CC-Link CO000H 2
°
Starting 1/0 No. 3 2
Operational settings = g
c
Type By
3 Q9
Station No. 52
- - E e
Master station data link 28
type
Mode
— CNM24
Transmission speed
Safety refresh monitoring
time
Safety data monitoring
time g
Link ID Set the CC-Link safety Refer to the CC-Link safety B
—— _— c
parameters. Manual. T
All connect count
Remote input (RX)
Remote output (RY)
Remote register (RWr) -
- CNM1H = c
Remote register (RWw) z S
o
N o
Special relay (SB) B
o=
Special register (SW) 55 o
ESS
Retry count ES3
- - OE=
Automatic reconnection
station count
: CNM24
Scan mode setting
Station information
setting

Parameters
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8.3 Remote Password

This section shows the list of remote password-related parameters and explains the
details of each parameter setting item.

Remote password settings K| Remote password detail settings El
Usger connection Mo
Paszword settings X . .
Characters that can be used in password ¥ Connestion 1 I~ Connection 2 [~ Connection & [~ Connetion 4
Password | 4 characters. Humbers, -2 a-z, I™ Connestion 5 I™ Cannection & I Connection 7 I Connection 8
Special characters. I~ Connection 3 I Connection 10 I Connection 11 [ Connestion 12

" . [~ Connection 13 ™ Connection 14 I Connection 15 I Cannection 18
Paszword active module settings

Mote: Please enable the existence confimation function, in case of using the UDP/IP protocal.

Model name Staty Condition
Sustem connection

QJ7FIET ~ | 0000 D etail 7
- d
il [ G¥ Developer transmission port{TCPAP) [7)
& G Developer transmission port{LIDPAP] [0 edicated instruction, CC IE Contral, MNET/10H)

relay transmizzion part.

-
- In
d (I you enable the remote password, the dedicated instructions and the CC |E Control, MMETA10[H]
- telay transmission funclion can not be used

IF the remote password of the port [ i enabled, the existence confimation function will be
. ) enabled automaticaly.
Mecessary setting]  Mosetting / Aleadeset ]

“wihen making a remate passward enabled, wite parameters to the PLC.
and reset the PLE, or turm off the power and tum on the power again.

Clear Sefting completion Cancel
9 P Setting completion Cancel

Diagram 8.13 Remote password setting screens

The remote password for the Ethernet module is set.

Table8.15 List of remote password setting items

Parameter No. Description Setting range Default value Reference

Within 4 ch t Iphabets,
Password settings - Enter the remote password. ithin 4 characters (alphabets -
numerals, symbols)

Model name . Select the module model of the QITAETH .
remote password check target.
Set the start address of the

Start XY - module targeted for the remote 00004 to 03EO0y —

password check.

Password active
module settings

Set th t d detail

Remote password detail settings - . etinhe remote password detalls — —
in the QJ71E71.
Refer to the

User connection No. - Set the user connection number. | Connection 1 to 16 - Ethernet
Specify the remote password manual.
valid port.

« Auto open UDP port

Specify the remote password ) S:(rtl?'le'éelij)lze)r transmission

System connection - valid port of the system -
y P . y * GX Developer transmission
connection.

port (UDP/IP), Dedicated

instruction, CC IE Control,
MELSECNET/10(H) relay
transmission port

8 -15 8.3 Remote Password
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CHAPTER9 DEVICE EXPLANATION

This chapter describes all devices that can be used in the CPU module.

9.1 Device List

c
o
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w
®
2
S
[}
[a]

The names and data ranges of devices which can be used in the CPU module are shown é
in Table9.1. 5
Table9.1 Device List 2
oF
Default Values Parameter
) . Reference
Device Name Number of Designated .
. Range Used . Section ©
Points Setting Range o3
Input 6144 points | X0 to 17FF | Hexadecimal Section 9.2.1 §§
| oue =2
Output 6144 points | Y0 to 17FF | Hexadecimal Section 9.2.2 “Efé
Bit Internal relay 6144 points | MO to 6143 Decimal Section 9.2.3 % :
devi Annunciator 1024 points | FOto 1023 Decimal Section 9.2.4 e
evices —
Edge relay 1024 points | VO to 1023 Decimal Section 9.2.5
Link relay 2048 points | BOto 7FF | Hexadecimal Section 9.2.6
N Spedial link relay | 1536 points | SBO to 5FF | Hexadecimal| CNangeable  "geqion g7
Tefaee Timer! 512points | TOto511 | Decimal within _
" - - 12384 words *2 Section 9.2.8 @
Retentive timer "' 0 points - Decimal ' 2
Word Counter’ ! 512 points C0 to 511 Decimal Section 9.2.9 g
- <
devices |Data register 6144 points | DO to 6143 Decimal Section 9.2.10
Link register 2048 points | WO to 7FF | Hexadecimal Section 9.2.11
Link special . . .
) 1536 points | SWO to 5FF | Hexadecimal Section 9.2.12
register
Bit ) . . )
Internal devi Special relay 5120 points | SMO to 5119 Decimal Section 9.3.1
evices
system Word Unchangeable 3
devices . Special register 5120 points | SDO to 5119 Decimal Section 9.3.2 =
devices
Nesting -- Nesting 15 points NO to 14 Decimal Unchangeable Section 9.4
Decimal constants K-2147483648 to 2147483647 Section 9.5.1
Constants - Hexadecimal )
HO to FFFFFFFF Section 9.5.2
constants
* 1 : For the timers, retentive timers and counters, their contacts and coils are bit devices and their
current values are word devices.
* 2 : Can be changed in the PLC parameter dialog box of GX Developer. (Except the input, output, step
relay, link special relay and link special register.) ((__3  Section 9.2)

9.1 Device List 9 -1
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9.2 Internal User Devices

(1) Definition
Internal user devices can be used for various user applications.
The "number of usable points" setting is designated in advance (default value) for
internal user devices.
However, this setting can be changed at the "Device" tab screen in the "(PLC)
Parameter" dialog box.

QS Parameter !I

PLE name | PLE system | PLC FAS  [Bievice [Roo fie |140) assignment | Safety seting |

| Dew. | Latch(1
Dia- | poini | “siat
16 | BK
16 | EK
10 | EK
10
16 | 2K
10 | 1K
16 [ 1536
10 | 1K
10
10 | 512
10 | 0K
10 | 512
Data reaster 10 | EK Default value
Link redister 18 | 2K .
Link sucnlécia\ Sw | 16 | 1536 For device whose number of
Davice el [ 7T Kworgs  The ol mamberof devios pors i 12 12384 words points can be changed, number

waddevis [ T3 Kwarge  Hiohspeed area0-C5T1 of used points can be changed.
Bit device K. bits

V[ Catehit) [ Latchiz) [ Latehi2) | Lecal | Local
end | siat | end | dev start | dev. end

w
g
3

Input reday
Output relay
Intemal relay
Latch relay

Link refay
Annunciaton
Link special

Edge relay

Step relay

Timer
Retentive timer
Courter

BIE S EARYES

w
m

= ||

w
9

=|=|o

Acknuw\edgEKYass\gnmEnl‘ ‘ Delau\t| Check ‘ End | Cancel ‘

Diagram 9.1 Device in PLC parameter dialog box

(2) Internal user device setting range
The number of used points of internal user devices other than CPU module input (X),
output (Y), link special relay (SB), or link special register (SW) can be changed within
the range of 9.75K words with the PLC parameter device settings.
The following gives more information.

(a) Setting range
The number of device points is designated in 16-point units.
A maximum of 32K points can be designated for one device.
1 point is calculated as 2 points (1 for cail, 1 for contact) for the timer, retentive
timer, and counter.

9.2 Internal User Devices
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(3) Memory capacity
Use the following expression to obtain the memory capacity of an internal user device.
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(Bit device capacity) + (Word device capacity) + (Timer, retentive timer and
counter capacity) < 12384 words

(a) For bit devices:
For bit devices, 16 points are calculated as 1 word.

(Total number of points of X, Y, M, B, F, SB, V)

words
16 ( )

(Bit device capacity) =

CPU Module Processing

Time

(b) For timer (T) retentive timer (ST), and Counter (C):
For the timer, retentive timer, and counter, 16 points are calculated as 18 words.

(Total number of points of T, ST, C)
16

(Timer, retentive, counter capacity) = x18 (words)

Procedure for Writing
Program to CPU Module

(c) For word devices:
For data registers (D), link registers (W), and special register(SD), 16 points are
calculated as 16 words.

_ (Total number of points of D, W, SD)

(Word device capacity) = 16 x16 (words)

Appendices

EIPOINT

When the number of used points of internal user devices is changed with the PLC
parameters, any sequence program created with the pre-change parameters
cannot be used as it is.

When the number of used points of internal user devices is changed, write the
parameters and sequence program to the CPU module.

Index

9.2 Internal User Devices 9 -3
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(4) Device point assignment example
A device point assignment example is shown in Table9.2.

Table9.2 Device point assignment example

Number of device points ™12 Restriction check

Number of points m Capacity (Word)® | Number of bit points ™

Device Numeric

name notation

Inputrelay | X 16 6K (6144) points | X0000 to 17FF + 16 384 words | x 1 6144 points
Output relay |Y 16 6K (6144) points | Y0000 to 17FF + 16 384 words | x 1 6144 points
Internal . .
| M 10 8K (8192) points | MO to 8191 + 16 512 words | x 1 8192 points
relay
Link relay B 16 1K (1024) points | BO0O0O to 03FF + 16 64 words | x 1 1024 points
Annunciator |F 10 1K (1024) points | FO to 1023 + 16 64 words | x 1 1024 points
Link special . .
| SB 16 1.5K (1536) points | SBO00O to 05FF |+ 16 96 words | x 1 1536 points

relay
Edge relay |V 10 1K (1024) points | VO to 1023 + 16 64 words | x 1 1024 points
Timer T 10 1K (1024) points | TO to 1023 x % 1152 words | x 2 2048 points
Retentive ) 18 .
i ST 10 1K (1024) points | STO to 1023 T 1152 words | x 2 2048 points
imer
Counter C 10 1K (1024) points | CO to 1023 x % 1152 words | x 2 2048 points
Data .

) D 10 4K (4096) points | DO to 4095 x 1 4096 words --
register
Link register | W 16 1K (1024) points | W0000 to 03FF x 1 1024 words --
Link special .

) SW 16 1.5K (1536) points | SWO0000 to O5FF | x 1 1536 words --
register

. 11680 words .
Device total 31232 points

(12384 words or less)

1: [_]The hatched number of points is fixed. (Unchangeable)
* 2 : The maximum number of points of one device is 32K points.
* 3 : Enter the value that is obtained by multiplying (or dividing) the number of device points by the
numeral indicated in the capacity (Word) field.

9.2 Internal User Devices
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9.2.1 Input (X)

(1) Definition
Inputs transmit commands or data to the CPU module from an external device such
as push-button switches, selector switches, limit switches, digital switches.

- Push-button switch

O

* Selector switch Input (X)
: Sequence
operation
- Digital switch

Diagram 9.2 Commands from external devices to CPU module

(2) Concept of input (X)
If the input point is the Xn virtual relay inside the CPU module, the program uses the
Xn's N/O contact or N/C contact.

Virtual relay 55—
PB1 | X100 |
+—0O O —x100 — | O—« ‘
|  Programmable
LS2 ’ X102 controller
— O o 1 O
: | |
B8 | X108 |
—O O “ X108 | O—« ‘
- - ]
e e
Input ladder (external device) Program

Diagram 9.3 Inputs(X)

(3) Number of used N/O and N/C contacts
There are no restrictions on the number of Xn N/O contacts and N/C contacts used in
a program, provided the program capacity is not exceeded.

X100 X104
_|X=100 3I(IY1 02 X104 Y100
N tricti the <—p
o restrictions on the - A % Y101
quantity used. Y101
4
X100
= {Y102
Diagram 9.4 Input(X) Used in Program
9.2 Internal User Devices 9 -5

9.2.1 Input (X)
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CPU Module Processing

Time

Procedure for Writing
Program to CPU Module

Appendices

Index
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EIPOINT

1. When debugging a program, an input (X) can be turned ON/OFF by the
following methods.

» GX Developer test operation
* OUT Xn instruction

OuUTX100
‘ ON/OFF command I’ >—{
||

— X100

Diagram 9.5 Input(X) ON/OFF by the OUT Xn instruction

2. Input (X) can also be used as following devices:
+ Destination device (on the CPU module side) to where remote input (RX)
of CC-Link Safety and CC-Link IE Field Network is refreshed.
* Destination device (on the CPU module side) of CC-Link IE Controller
Network or MELSECNET/H refresh

9.2 Internal User Devices
9.2.1 Input (X)
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9.2.2 Output (Y)

(1) Definition
Outputs give out the program control results to the external devices such as solenoid,
electromagnetic switch, signal lamp and digital display.
Outputs give out the result equivalent to one N/O contact.

Signal lamp
N ! 7/
Q.
Output (Y) Digital display
Sequence ,’
operation
Contact

Diagram 9.6 Output from CPU module to external devices

(2) Number of used N/O and N/C contacts
There are no restrictions on the number of output Yn N/O contacts and N/C contacts
used in a program, provided the program capacity is not exceeded.

Programmable  No restrictions on the quantity used.
controller

c
‘ Load
i

M51

i
I

X102/ Y1
il { Y101

PR ( 102 )-

ey j {100 )1t |
(0

,
Program Out ladder (external device)

Diagram 9.7 Use of output (Y) in program

(3) Using outputs as internal relays (M)
An output (Y) corresponding to a region with no module mounted can be used in place
of an internal relay (M).

Empty slots

@) o =" o>
b =

|

Al

—ouryn
L— Equivalent to internal relay

Diagram 9.8 Substitute for internal relay

9.2 Internal User Devices 9 -7
9.2.2 Output (Y)
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9.2.3 Internal relay (M)

(1) Definition
Internal relays are auxiliary relays used in the CPU module.
All internal relays are switched OFF at the following times:
* When the programmable controller is powered OFF and then ON
* When the CPU module is reset

(2) Number of used N/O and N/C contacts
There are no restrictions on the number of contacts (N/O contacts, N/C contacts) used
in the program, provided the program capacity is not exceeded.

No restrictions on the quantity used.

MO switches ON at X100 OFF to ON.
X100 ¥

I [ SET MO ]— The internal relay (M0) ON can only be used for
/ internal CPU module processing, and cannot be
0 K20 output externally.

-l ™ >

Y100 >— MO ON/OFF information is output from the CC-Link
safety remote I/O unit to an external destination.

) wico -
/

X104 MO

| M2047 )

Diagram 9.9 Use of internal relays in program

(3) Procedure for external outputs
Outputs (Y) are used to output sequence program operation results to an external
destination.

9 -8 9.2 Internal User Devices
9.2.3 Internal relay (M)
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9.2.4 Annunciator (F)

(1) Definition
Annunciators are internal relays used for fault detection programs created by the user.

(2) Special relay and special registers at annunciator ON
When annunciators switch ON, a special relay (SM62) switches ON, and the Nos. and
quantity of the annunciators which switched ON are stored at the special registers
(SD62 to 79).
* Special relay : SM62 +-+-+  Switches ON if even one annunciator switches ON.
» Special register : SD62 <<+«  No. of first annunciator which switched ON is stored
here.
SD63 +ee+<+  The number (quantity) of annunciators which are
ON is stored here.
SD64to 79+«  Annunciator Nos. are stored in the order in which
they switched ON.
(The same annunciator No. is stored at SD62 and
SD64.)

Annunciator numbers stored in SD62 are also recorded in the operation « error history
storage area.

EIPOINT

Even if multiple annunciators are switched ON while the programmable
controller is power-on, only one annunciator number is stored in the operation «
error history storage area.

When an error is canceled on a CPU module, the other annunciator numbers
that are ON can be stored in the error history storage area.

(3) Applications of annunciators
Using annunciators for a fault detection program, an equipment fault or fault
presence/absence (annunciator number) can be checked by monitoring the special
register (SD62 to 79) when the special relay (SM62) switches ON.

Example
The program which outputs the No. of the ON annunciator (F5).

[Fault detection program]

X100 X102

SET F5 N
N|“ SM62| OFF to ON

D62 0to5
SM62 ]_‘ SD63 Oto1

———{BCDP sD62 K4x120 sbe4|  0to5 |
SD65 0
Output of annunciator | .

No. which switched ON soo[ o |

Annunciator ON detection

Diagram 9.10 Detection and storage of annunciator ON

9.2 Internal User Devices 9 -9
9.2.4 Annunciator (F)
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(4) Number of used N/O and N/C contacts
There are no restrictions on the number of contacts (N/O contacts, NC contacts) used
in the program, provided the program capacity is not exceeded.

(5) Annunciator ON procedure

(a) Annunciator ON procedure
The annunciator can be turned ON by either of the following instructions.

1)

2)

EIPOINT

SET Fi: instruction

The SET F: instruction turns ON the annunciator only on the leading edge
(OFF to ON) of the input condition.

If the input condition turns OFF, the annunciator is held ON.

The scan time can be reduced by using many annuciators, compared with the

OUT F£: instruction.

OUT F: instruction

The annunciator can be turned ON/OFF by the OUT F: instruction, but it
takes longer time than the SET F instruction since it performs processing
every scan.

If the annunciator is turned OFF by the OUT F instruction, the RST F
instruction must be executed. For these reasons, use the SET F instruction
to turn ON the annunciator.

If switched ON by any method other than the SET Fii and OUT F: instructions,
the annunciator functions in the same way as the internal relay.

Does not switch ON at SM62, and annunciator Nos. are not stored at SD62, SD64
to 79.

9-10

9.2 Internal User Devices
9.2.4 Annunciator (F)
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(b) Processing at annunciator ON

1) Data stored at special registers (SD62 to 79)
* Nos. of annunciators which switched ON are stored in order at SD64 to
79.
» The annunciator No. which was stored at SD64 is stored at SD62.
* "1"is added to the SD63 value.

SET F50 SET F25 SET F1023
7w 7 T T

SD62 0|—>| 50 50 50

SD63 o|—> 11— 21— 3

SD64 0|—>| 50 50 50

SD65 0 o|—>| 25 25

SD66 0 —> 11023 .

Up to 16 annunciator

SD67 0 0| | No. can be stored.
SD79| 0| | 0| | 0| | 0|

Diagram 9.11 Processing at annunciator ON

2) Processing at CPU
The "USER" LED on the module front turns ON.

9.2 Internal User Devices 9 - 11
9.2.4 Annunciator (F)
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(6) Annunciator OFF procedure and processing content

(a) Annunciator OFF procedure
The annunciator can be turned OFF by any of the following instructions.

1)

2)

RST Fi instruction

The RST Fi instruction turns OFF an annunciator at leading eggs (OFF to
ON) of the input condition.

If an annunciator is turned OFF by the RST F{ instruction, processing at
annunciator OFF shown in 9.2.4(6)(b) will be performed.

OUT F: instruction

Although an annunciator can be turned ON/OFF by OUT F instruction, it

takes time longer than when using the RST F instruction since every scan is
processed.

However, if an annunciator is switched OFF by the OUT F: instruction, the
"processing at annunciator OFF" ( (6)(b) in this section) is not performed.
Execute the RST F: instruction after the annunciator has been switched OFF
by the OUT F & instruction.

* When turning OFF annunciator 5 (F5)

Fault detection program
(Annunciator ON program)

Display reset input
{ [ RSTF5

Program that turns OFF
annunciator 5 (F5)

Diagram 9.12 Example of turning OFF the annunciators

Refer to the following manual for details of each instruction.
[~ =~ QSCPU Programming Manual (Common Instructions)

9-.12

9.2 Internal User Devices
9.2.4 Annunciator (F)
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(b) Processing at annunciator OFF

1) Special register (SD62 to 79) data operation when annunciator is turned
OFF by executing the RST F:: instruction

» The annunciator No. specified by the RST instruction is deleted, and the
stored annunciator Nos. after the deleted annunciator No. are shifted up.

« If the annunciator No. stored at SD64 was switched OFF, the new
annunciator No. which is stored at SD64 is stored at SD62.

* 1 is subtracted from the SD63 value.

 If the SD63 value is "0", SM62 is switched OFF.

SETF50 SET F25 SET F1023 RST F25
SN 7 N 7 T T

SD62 0|—=| 50 50 50|—>| 50
SD63 0f — 11— 2| —> 3| —> 2
SD64 0o|—| 50 50 50 50
SD65 0 0|—>| 25 25 1023
SD66 0 0| —> (1023 ? 0
SD67 0 0 0
oo o [o] [d [d [

Diagram 9.13 Processing at annunciator OFF (when RST F_ instruction is executed)

2) LED indication
When the annunciator Nos. in SD64 to 79 all turn OFF, the "USER" LED,
which was turned ON as the annunciator turned ON, turns OFF.

9.2 Internal User Devices 9 -13
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9.2.5 Edge relay (V)

(1) Definition
An edge relay is a device which stores the operation results (ON/OFF information)
from the beginning of the ladder block.
Edge relays can only be used at contacts, and cannot be used as coils.

X100 X102 X104 V1
A —
L.

Edge relay
Stores the X100, X102 and
X104 operation results

Diagram 9.14 Edge relay

(2) Precautions
The edge relay of the same No. cannot be set in multiple steps of a program.

Q.14
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9.2.5 Edge relay (V)



9 DEVICE EXPLANATION
IEISEG QS W

©

9.2.6 Link relay (B)

(1) Definition
Link relay is a CPU module side relay used when refreshing the link relay (LB) data of
the CC-Link IE Controller Network module or MELSECNET/H module to the CPU
module, or when refreshing the CPU module data to the link relays (LB) of the CC-

c
o
©
c
K]
o
3
w
®
2
S
[}
[a]

Link IE Controller Network module or MELSECNET/H module. g
g
CC-Link IE Controller g
CPU module Network module 2
o
Link relay Link relay =
=)
BO LBO _ 5E
Link refresh Lmk. refresh
setting range
7 o
238
=
=z
] (@]
oL
S £
Bge
g8
oo
8
£
g
Diagram 9.15 Link refresh <
(2) Number of used N/O and N/C contacts
There are no restrictions on the number of contacts (N/O contacts, N/C contacts) used
in the program.

No restrictions on the quantity used.
B0 switches ON at X100 OFF to ON.
X100 ¥
[ [ SET Bo H

[ L The link relay (BO) ON can only be used for

/ internal CPU module processing, and cannot be
B0 K20 output externally.

| T0

Y100 >_ B0 ON/OFF information is output from the CC-Link
/ Safety remote 1/O unit to an external destination.
X102 BO
sl 2100 )-

X104 BO

| B1FFF >

Diagram 9.16 Link Relay

9.2 Internal User Devices 9 -15
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(3) Using link relays in the network system
In order to use link relays in the network system, a network parameter setting is
required.
Link relays in the range where network parameters have not been set (not used in
each network) can be used as internal relays.

EIPOINT

To use the link device in each module with the number of device points for link
relays in the CPU module (default: 2048 points) or more, change the number of
device points for link relays on the Device setting tab of PLC parameter.

@l0l0‘0‘C.COCOC0'OCO‘O‘Q‘C.COCOCOCOCOCO‘Q‘Q.C.COCOC

For the network parameters, refer to the manual.
[~ The manual for each network module

9 -16 9.2 Internal User Devices
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9.2.7 Link special relay (SB)

(1) Definition
Link special relay is a relay used to indicate the communication status and error
detection of the CC-Link Safety master module, CC-Link IE Field Network master/
local module (with safety functions), CC-Link IE Controller Network module, and
MELSECNET/H module.
ON/OFF of the link special relays are controlled by various causes that occur during
data link.
By monitoring the link special relays, the communication status, error status and
others of data link can be grasped.

(2) Number of link special relay points
The number of link special relay points is as described in Table9.3.

Table9.3 Number of link special relay points of each CPU module

CPU module Number of link special relay points

1536 points (SBO to 5FF).

The number of device points for link special relays is 512 in
the CC-Link Safety master module, CC-Link IE Field Network
master/local module (with safety functions), CC-Link IE
Controller Network module, and MELSECNET/H module.
The link special relays can be assigned as shown below.

Safety CPU Link special relay
SBO
S For 1st network module 51'2t
SB1FF points
SB200
) For 2nd network module g;ﬁts ;giﬁs
SB3FF
SB400 512
S For 3rd network module ;
SB5EF points

For details on the link special relay, refer to the manual.
[—5~ The manual for each network module

9.2 Internal User Devices 9 -17
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9.2.8 Timer (T)

(1)

()

()

(4)

Definition

A timer (T) is a device that starts counting when its coil turns ON, and times-out and
turns ON its contact when the current value reaches or exceeds the set value.

The timer is of an up-counting type.

The current value matches the set value when a "time-out" occurs.

Timer types

There are two types of timers: a low/high speed that allows the current value to return
to "0" when a timer coil switches OFF, and a retentive timer that retains the current
value even when a timer coil switches OFF.

Timers Timers Low speed timers
I: High speed timers
Retentive —I: Low speed retentive timers

timers High speed retentive timers

Diagram 9.17 Timer types

How to use timers

With a timer setting (instruction format), a device is assigned for a low speed timer or
high speed timer. The OUT TO instruction is used to assign a device for a low -speed
timer. The OUTH TO instruction is used to assign a device for a high speed timer.
With a timer setting (instruction format), a device is assigned for a low speed retentive
timer or high speed retentive timer. The OUT TO instruction is used to assign a device
for a low speed retentive timer. The OUTH TO instruction is used to assign a device
for a high speed retentive timer.

Low-speed timers

(a) Definition
Low-speed timers perform counting in 1 to 1000ms units.
The timer is valid only while its coil is ON.
The time measurement begins when the timer's coil switches ON, and the contact
switches ON when a "time-out" occurs. When the timer's coil switches OFF, the
current value becomes "0", and the contact switches OFF.

[Ladder example]
X1(I)0 K10 >_‘ When X100 switches ON, the TO coil switches ON, and

| TO the contact switches ON 1 second later. (The low-speed
timer measures time in 100 ms units.)

[Time chart]
ON

X100 OFF

ON
TO coil OFF

‘ 1s N

f "I ON
TO contact OFF T i

Diagram 9.18 Ladder example and timing chart of low-speed timer
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(b) Measurement units
The default time measurement units setting for low speed timers is 100 ms.
The time measurement units setting can be designated in 1 ms units withina 1 ms
to 1000 ms range.
This setting is designated at the "PLC system" tab screen in the "(PLC)
Parameter" dialog box.
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w
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2
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[a]

2

(5) High-speed timers 8

K<)

(a) Definition 8
High-speed timers performs counting in 0.1 to 100ms units. 2 e
OF

The timer is valid only while its coil is ON, and has a symbol "H".
The time measurement begins when the timer's coil switches ON, and the contact
switches ON when the time elapses. When the timer's coil switches OFF, the -
c o
current value becomes "0", and the contact switches OFF. §§
o
50
[Ladder example] High-speed timer display % g
X100 H K50 When X100 switches ON, the T200 coil switches ON, é ?
} T200 and the contact switches ON 0.5 second later. (The e
high-speed timer measures time in 10 ms units.)
[Time chart]
ON
X100 OFF N @
@
ON £
T200 coil OFF g
<
‘ 0.5s .
T200 contact | i
OFF ) )

Diagram 9.19 Ladder example and timing chart of high-speed timer

(b) Measurement units
The default time measurement units setting for high speed timers is 10 ms.
The time measurement units setting can be designated in 0.1ms units within a 0.1
ms to 100 ms range.
This setting is designated at the "PLC system" tab screen in the "(PLC)
Parameter" dialog box.

Index
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(6) Retentive timers

(a) Definition
Retentive timers measure the "coil ON" time.
The measurement begins when the timer coil switches ON, and the contact
switches ON when a time-out (coil OFF) occurs.
Even when the timer coil is OFF, the current value and the contact ON/OFF status
are saved. When the coil is switched ON again, the time measurement resumes
from the current value which was saved.

(b) Retentive timer types
There are 2 retentive timer types: low speed retentive timer, and high speed
retentive timer.

(c) Retentive timer clear

The RST ST instruction is used to clear (reset) the current value and switch the
contact OFF.

[Ladder example]

X100 K200 X100 ON time is measured as 20 seconds
I STO when the timer measures time in 100 ms units.
X102 Retentive timer display
I ? [ RST STO When X102 switches ON, the STO contact is
reset, and the current value is cleared.
[Time chart]
ON
X100 OFF
ON
STO coil OFF

15s 5s

STO present value 0 X1 to 150 4 Xi51t0200 | X0

Present value is saved
when coil switches.

ON
STO contact OFF

)

Contact remains ON when coil switches. Instruction execution

RST STO instruction

ON

W

X102 OFF
Diagram 9.20 Ladder example and timing chart of retentive timer

(d) Measurement units
The measurement units settings for retentive timers are the same as those for low
speed timers and high speed timers.
* Low speed retentive timer : Same as low speed timer
* High speed retentive timer : Same as high speed timer

EIPOINT

In order to use retentive timers, a retentive timer "number of points used" setting
must be designated at the "Device" tab screen in the "(PLC) Parameter" dialog
box.

9.20
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(7) Timer Processing and accuracy

(a) Processing method
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2
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[}
[a]

When an OUT T instruction is executed, the following is processed: timer coil
ON/OFF, current value update and contact ON/OFF processing. Timer current
value update and contact ON/OFF processing are not performed at END

(2}
processing. 7
Q
[Ladder example] &
()
X100 K10 3
} T0 s
2 E
OF
[Processing at execution of OUT TO instruction]
END OUT TO END ©
Sequence | | oD
program e
. 27
——— > Processing content 50
Coil ON/OFF g g
Current value update 2 e
Contact ON/OFF e
Diagram 9.21 Processing at execution of OUT TO instruction
8
=
g
<
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(b) Accuracy
Measured value at END instruction is added to the current value when the

OUT T instruction is executed.

If the timer coil is OFF when the OUT T instruction is executed, the current value
is not updated.

[Program example]
X0 H Ke

[Current value update timing]
OuUT TO OuT TO OuT TO OUT TO OUT TO OuT TO

END ‘ END END END END END
proqessing prqcessing prgcessing prgcessing prgcessing prqcessing
Program i T i T i T i T i T T
ON | o o - o -
External input  |OFF | 3 3 3 3 3 3 E 3 3 3 E
to X0 b L L L L L
i ON | 1 | | | | | | | i
CPU module's Oiu b b Lo Lo Lo
X0 i | | 1 | | | | | | | i
o ON | L L L L
colotToJOFE - F
HNE T T N S -V B
Contact of TO OFF 3 L L L i i i
19 201 2 3 1121 2 3 1121 2 3
10ms counting H—t—"tF+—"F+—+——t+—1+—F+—F+t1+—+
N\ CoN N RN A
E o | 1y | N | 1y | Ny | 1y
Count with END 12 i+ Is | [2 i+ lsa + [2 |3
instruction i NG N v
' N Y L L .‘
Current value l 1 0+2=2 1 2+3=5 | 5+2=7 1 7+3=10,
of TO ?1 : ! : : :
! - i |
Accuracy from timer coil on to contact on
- (1 scan time + timer limit setting) to (1 scan time)
On timing for coil of the timer
Input reading timing
Diagram 9.22 Timer accuracy (For 10ms)
The timer response accuracy from when reading input (X), until when outputting it
is + (2-scan time + timer time limit setting).
9 -22 9.2 Internal User Devices
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(8) Precautions for using timers
The following are a few precautions regarding timer use:

(a) Use of the same timer

A given timer cannot be designated (by OUT T:i) more than once in a single
scan.
This designation results in measurement, since the timer current value is updated

at execution of each OUT T: instruction.

ouT ouT ouT ouT ouT
END T T T..END T.: T
Sequence 1 1 1 | ! 1 1
program ‘
Current value
‘ 1 scan is updated.

Diagram 9.23 When the same timer is used

(b) When set value is 0

If the timer set value is "0", the contact turns ON when the OUT T instruction is
executed.

(c) When the set value is 1
When the timer limit setting value is greater than the scan time value, the count
value of the timer becomes 1 at execution of the END instruction in a scan where
the count value reaches to the timer limit setting value.
When the coil of the timer turns on in the scan next to the one where the count
value becomes 1, the current timer value becomes 1. In this case, the timer times
up in the step and the contact turns on.
If the contact of the timer (setting value = 1) turns on in a short time, change the
timer with small timer limit setting value and set a greater value to the contact.

Scan time

END END END END END
Program + + + {6 + H

Measurement I i ‘;
of timer :

X0 K1 )_'
- T0
END ,/_| END

I

: |
CountwithEND 0 <1 X 0 i >< 0
instruction : H ¥ + T i H

Current value 0 1
of timer ’ on :
xo —OFF { $ :

{ ON
Coil of TO —OFF 5 f

i ON
Contact of T0 —OFF § ¢ f

Diagram 9.24 Operation when the set value is 1

(d) When set value is changed after time-out
If the set value changes to a value which is higher than the current value following
a timer "time-out", the "time-out" status will remain in effect, and timer operation
will not be performed.

9.2 Internal User Devices 9 -23
9.2.8 Timer (T)
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9.2.9 Counter (C)

(1) Definition
A counter is a device which counts the number of input condition leading edges in
sequence programs.

When the count value matches the set value, the counter counts up and its contact
turns ON.

The counter is of an up-counting type.

(2) Count processing

(a) When OUT C: instruction is executed

When and OUT Cti instruction is executed, the following counter processing
occurs: coil ON/OFF, current value update (count value + 1), and contact ON/OFF.
Counter current value update and contact ON/OFF processing are not performed
at END processing.

[Ladder example]

X100 K10
I Co

[Processing at OUT CO Instruction (X100: OFF to ON)]

END OUT CO END
Sequence L 1

program

—— > Processing content
Coil ON/OFF
{Current value update
Contact ON/OFF

Diagram 9.25 Execution and processing of OUT C! instruction

Q.24
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(b) Current value update (count value + 1)
The current value update (count value + 1) is performed at the leading edge (OFF

to ON) of the OUT C£ instruction.

The current value is not updated in the following OUT CI: instruction statuses:
OFF, ON to ON, ON to OFF

[Ladder example]
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2

X100 K10 7

: co 8

o

o

3
[Current value update timing] = 2
a E
END OUTCO  END OUTCO  END OUT CO or

Sequence | | | | | |
program !
ON 3 : i 2
I I | (o=}
X100 ofFf 4 ! v 1 1 ; £
: | : =2
| | | S0
i ON i | oL
CoilCO  OFF f 1 f 38
i i £&
Current value update Current value update
Diagram 9.26 Current value update timing

8
$
g
<
3
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(c) Resetting the counter

Counter current values are not cleared even if the OUT Ci instruction switches
OFF. Use the RST Ci instruction to clear the counter's current value and switch

the contact OFF.
The count value is cleared and the contact is switched OFF at execution of when

the RST Ci instruction.

[Ladder example]

X1 (I)O

}—{l [RSTCO:I—‘

[Counter reset timing]

END RST CO END RST CO END RST CO
Sequence | | | | | |
program | 1
ON 3
X100 ofFf | ‘ v f !
Execution : : :
RSTCO OFF \ﬂ : M
instruction T T
Count value cleared Count value cleared
& contact OFF & contact OFF

Diagram 9.27 Counter resetting
1) Precautions for resetting the counter
When the RST Ci instruction is executed, the coil of Ci also turns OFF.
If the execution condition of the OUT C instruction is still ON after execution
of the RST C instruction, the coil of Ci5 is turned ON at the execution of the
OUT C instruction to update the current value (increment the count value by
1).

[Ladder example]

MO K10
I Co
co
| [ RST CoO

Diagram 9.28 Counter resetting ladder example

In the above ladder example, when MO turns from OFF to ON, the coil of CO
turns ON, updating the current value. When CO reaches the preset value
finally, the contact of CO turns ON, and the execution of the RST CO instruction
clears the current value of CO. At this time, the coil of CO also turns OFF.
When MO is still ON in the next scan, the current value is updated since the
coil of CO turns from OFF to ON at the execution of the OUT CO instruction.
(The current value turns to 1.)

9.2
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)

Sequence El:lD OUTCO RSTCO END OUT CO RSTCO END 5
program g
ON &
MO OFF ' g
a
ON
Coil of CO OFF f } 1
X 2
Current value update Current value is updated %
& contact ON Coil of CO OFF since coil of CO turns 8
from OFF to ON. E
RSTCO OFF 3
=
3E
Count value cleared & contact OFF OF
Diagram 9.29 Current value update timing
To prevent the above, it is recommended to insert the N/C contact of the OUT ©
o T
CO0 instruction as the execution condition of the RST CO instruction so that the 22
. . . i =2
coil of CO does not turn OFF while the execution condition (M0O) of the OUT CO 56
o
instruction is ON. Se
O =
o D
[Modified ladder example] i
MO K10
} co
co MO
1+ [ RsT co
3
Diagram 9.30 Counter resetting ladder example (recommended example) g
Q
Q
(d) Maximum counting speed =
The counter can count only when the input condition ON/OFF time is longer than
the execution interval of the corresponding OUT C: instruction.
The maximum counting speed is calculated by the following expression:
n: Duty(%) !
Maximum counting _ _n_ L[times/s] y(%) %
speed (Cmax) 100 T T: Execution interval of the OUT Ct} instruction 2

(sec)

* 1 : The "duty" is the count input signal's ON-OFF time ratio expressed as a percentage value.

i)
. > = o
When T12T2, n= = x100%
- = T1 o,
When T1< T2, n= =" x100%
L T | T2 ‘
'ON ) ]
Count input signal OFF |

Diagram 9.31 Duty ratio

9.2 Internal User Devices 9 -27
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9.2.10 Data register (D)

(1) Definition
Data registers are memory devices which store numeric data (-32768 to 32767, or

0000H to FFFFH).

(2) Bit configuration of data register

(a) Bit configuration and read and write units
Data registers, which consist of 16 bits per point, read and write data in 16-bit

units.
b15 to b0
Dn| 000 oob oo
The most significant bit is sign bit.
Diagram 9.32 Bit configuration of data register
EIPOINT

Data register data are handled as signed data.
For HEX (hexadecimal), 0000H to FFFFH can be stored. However, since the most
significant bit is a sign bit, the range of a value that can be specified is -32768 to

32767.

(b) When data register is used for 32-bit instruction
If the data registers are used for 32-bit instructions, the data will be stored in
registers Dn and Dn + 1. The lower 16 bits of data are stored at the data register
No. (Dn) designated in the sequence program, and the higher 16 bits of data are
stored in the designated register No. + 1 (Dn + 1). For example, if register D12 is
designated in the DMOV instruction, the lower 16 bits are stored in D12, and the
upper 16 bits are stored in D13.

}—{ ————{ bmov k500000 pgg]—(

L’Processing object: D12, D13
D13 | D12

‘Upper 16 bits‘Lower 16 bits‘

Diagram 9.33 Data transfer by 32-bit instruction and storage destination

Two data registers can store a range of numeric data from -2147483648 to
2147483647 or from OH to FFFFFFFFH. (The most significant bit in a 32-bit
configuration is a sign bit.)

(3) Holding of stored data
The data stored in the data register is held until the other data is stored.
The data stored in the data register is initialized when the programmable controller is
powered OFF or the CPU module is reset.

9 -28 9.2 Internal User Devices
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9.2.11 Link register (W)

(1) Definition
Link register is a CPU module side memory used when refreshing the link register
(LW) data of the CC-Link IE Field Network master/local module (with safety functions),
CC-Link IE Controller Network module or MELSECNET/H module to the CPU

c
o
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c
K]
o
3
w
®
2
S
[}
[a]

module. g
3
CC-Link IE Controller g
CPU module Network module o
e
Link register Link register s o
2
WO LWO 5E
. Link refresh
Link refresh setting range
7 o
23
=
27
] (@]
oL
S £
3g
g8
oo
8
£
Diagram 9.34 Link refresh ;%
Link register can store numerical data (-32768 to 32767, or 0000H to FFFFH).
(2) Bit configuration of link register
(a) Bit configuration and read and write units
Link registers, which consist of 16 bits per point, read and write data in 16 bit %
el
units. 2
b15 to b0
Wn|1111111111:11:
The most significant bit is sign bit.
Diagram 9.35 Bit configuration of link register
POINT

Link register data are handled as signed data.

For HEX (hexadecimal), 0000H to FFFFH can be stored. However, since the most
significant bit is a sign bit, the range of a value that can be specified is

-32768 to 32767.
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(b) When link register is used for 32-bit instruction
If the link registers are used for 32-bit instructions, the data is stored in registers
Wn and Wn + 1. The lower 16 bits of data are stored in the link register No. (Wn)
designated in the sequence program, and the higher 16 bits of data are stored in
the designated register No. + 1 (Wn + 1).
For example, if link register W12 is designated in the DMOV instruction, the lower
16 bits are stored in W12, and the upper 16 bits are stored in W13.

}—{ ————{ bmov k500000 Wiz}{

Processing object: W12, W13
| wiz | w2 |

Upper 16 bits|Lower 16 bits

Diagram 9.36 Data transfer by 32-bit instruction and storage destination

Two link registers can store a range of numeric data from -2147483648 to
2147483647 or from OH to FFFFFFFFH. (The most significant bit in a 32-bit
configuration is a sign bit.)

(3) Holding of stored data
Data stored by the link register is maintained until another data is save.
The data stored in the link register is initialized when the programmable controller is
powered OFF or the CPU module is reset.

EIPOINT

To use the link device in each module with the number of device points for link
registers in the CPU module (default: 2048 points) or more, change the number of
device points for link registers on the Device setting tab of PLC parameter.

9-30
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(4) Using link registers in a network system
In order to use link registers in the network system, network parameter settings must
be made.
Link registers that have not been set in network parameters (not used in each
network) can be used as data registers.

For the network parameters, refer to the manual.
[_>~ The manual for each network module

© 0 0000000000000 000000000000 OCPOCOOEOGOOGEOGEOIEOIEOEOLEOEONOSIEOEONOEOIEOEOEOEOEOTIOETOTTOTTOEITS

9.2.12 Link special register (SW)

(1) Definition
Link special register is a register used to store the communication status and error
contents of the CC-Link Safety master module, CC-Link IE Field Network master/local
module (with safety functions), CC-Link IE Controller Network module, and
MELSECNET/H module. Since link special registers store the data link information as
numerical data, the error locations and error causes can be identified by monitoring
link special registers.

(2) Number of link special register points
The number of link special register points is as described in Table9.4.

Table9.4 Number of link special register points of each CPU module
1536 points (SWO to 5FF).
The number of device points for link special registers is 512 in the
CC-Link Safety master module, CC-Link IE Field Network master/
local module (with safety functions), CC-Link IE Controller Network
module, and MELSECNET/H module.
The link special registers can be assigned as shown below.

Safety CPU Link special register
SWo For the 1st network
) 512
module .
SW1FF points
SW200 For the 2nd network 512
) module oints 1536
SW3FF p points
SW400 For the 3rd network
) 512
module .
SWS5FF points

@lO‘Q‘0QOQ.Q.OCOCOCO‘Q‘0OOO.Q.QCOCO‘O‘Q‘QOO0.0.0.0C

For details on the link special register, refer to the manual.
[ The manual for each network module
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9.3 Internal System Devices

Internal system devices are used for system operations.
The allocations and sizes of internal system devices are fixed, and cannot be changed by
the user.

9.3.1 Special relay (SM)

(1) Definition
Special relay stores the CPU module states (error diagnostics, system information,
etc.).

(2) Special relay classifications
Special relays are classified according to their applications, as shown in Table9.5.

Table9.5 Special relay classification list

Classification Special relay

Diagnostics information SMO to SM99
System information SM200 to SM399
System clock/system counter | SM400 to SM499
Safety CPU SM560 to SM599
Boot SM600 to SM699
Instruction related SM700 to SM799
CC-Link Safety SM1000 to SM1299
CC-Link IE Field Network SM1400 to SM1799

(3) Special relay that can be used in the program that achieves the safety
function
In the program that achieves the safety function, only SM1000 to SM1799 can be
used.

@lOlO‘0‘OOOQ.0.0COCO‘O‘Q‘0OOQ.Q.QCOCO‘O‘Q‘QOO0.0.Q.

For details on special relays which can be used by the CPU module, refer to
Appendix 1.

9 -32 9.3 Internal System Devices
9.3.1 Special relay (SM)
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9.3.2 Special register (SD)

(1) Definition
A special register is used to store CPU module status data (error diagnostics and
system information).

c
o
©
c
K]
o
3
w
®
2
S
[}
[a]

(2) Special register classifications
Special registers are classified according to their applications, as shown in Table9.6.

Table9.6 Special register classification list

Classification Special register

Diagnostics information SDO to SD99
System information SD200 to SD399
System clock/system counter | SD400 to SD499
Scan information SD500 to SD559
Safety CPU SD560 to SD599
Memory SD600 to SD699
CC-Link Safety SD1000 to SD1299
CC-Link IE Field Network SD1400 to SD1799

CPU Module Processing

Time

Procedure for Writing
Program to CPU Module

(3) Special register that can be used in the program that achieves the safety
function
In the program that achieves the safety function, only SD1000 to SD1799 can be
used.

For details on special registers refer to Appendix 2.

Appendices

Index

9.3 Internal System Devices 9 -33
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9.4 Nesting (N)
(1) Definition
Nesting is a device used in the master control instruction (MC instruction, MCR
instruction) to program operation conditions in a nesting structure.
(2) Specifying method in master control instruction
The master control instruction opens/closes a common ladder bus to create a
sequence program of efficient ladder switching.
Specify nesting in ascending order (in order of NO to N14), starting from the outside of
the nesting structure.
Refer to the following manual for how to use nesting.
[~ 5~ QSCPU Programming Manual (Common Instructions)
Designated in
A / ascending No. order
[ |
| | MC | No | M15 |4
NO__M15
I I T ©—< Executed when
B | condition "A" is
I I 1 me | N1 ‘ M16 |_< satisfied.
N1”_M16
| | i O_< Executed when
o ICI | conditions "A" and
I ! "B" are satisfied.
Rl mc | N2 [ M17 H Designated in
NO nesting N1 nesting N2 nesting NZ__MW' I . descending No. order
control range| | control range| | control range [ : | Executed when
| J* condition "A", "B" and
. MCR "C" are satisfied.
B | | 1 Executed when
I Is conditions "A" and
~  "B" are satisfied.
MCR

Diagram 9.37 Program example using nesting

Executed when
condition "A" is
satisfied.

Executed regardless
of A, B, C condition
statuses.

Q.34

9.4 Nesting (N)
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9.5 Constants

9.5.1 Decimal constant (K)

c
o
©
c
K]
o
3
w
®
2
S
[}
[a]

(1) Definition
Decimal constants are devices that designate decimal data in sequence programs.

Specify it as K- (example: K1234) in a sequence program. g
It is stored in binary (BIN) into the CPU module. ((Z_5 Section 3.7.1) E
g

(2) Designation range 5 E

The designation ranges for decimal constants are as follows:
» For word data (16 bitS) ........ccccevveveiinienneenn. K-32768 to 32767 .
* For 2-word data (32 bits) ......cccccoeeevierernen. K-2147483648 to 2147483647 ?g
EIPOINT
The most significant bit is a sign bit. % g
9.5.2 Hexadecimal constant (H)

(1) Definition 2
Hexadecimal constants are devices which designate hexadecimal or BCD data in é
sequence programs. g
(For BCD data designations, 0 to 9 digit designations are used.)

Hexadecimal constants are designated as "H"-= " settings (e.g. H1234).
({5 Section 3.7.2)
(2) Designation range
The setting ranges for hexadecimal constants are as follows: ;‘2
« For word data (16 bits) ......oooooeeveeeeeseccrere... HO to FFFF B
(HO to 9999 for BCD)
* For 2-word data (32 bits) .......ccccooverieennenn. HO to FFFFFFFF

(HO to 99999999 for BCD)

9.5 Constants 9 -35
9.5.1 Decimal constant (K)
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CHAPTER10 CPU MODULE PROCESSING TIME

This chapter explains the CPU module processing time.

10.1 Scan Time

This section explains the scan time structures and CPU module processing time.

10.1.1 Structure and calculation of scan time

(1) Scan time structure

The CPU module scan time consists of the following processings.
The CPU module performs the following processings cyclically in the RUN status.

Processing in RUN status

1/O refresh time

(= Section10.1.2 (1))

| Program check I
1
v

| 1/O refresh I
¥

| Program execution I

Various function compatibility
processing *2
| Service processing I

CC-Link IE Field Network,
CC-Link IE Controller Network
or MELSECNET/H refresh

v

| CC-Link Safety refresh I

v

Constant wait processing
(No processing performed when not set)

| WDT reset scan time calculation I

Operation status identification

STOP status

RUN status
STOP processin
Hardware and system
information check (update)

*1 : Program end indicates the timing when the END, S.QS ABORT instruction is executed.

* 2 : Indicates a calendar update or error clear.

Instruction execution time
([~ = Section10.1.2 (2))

Execution time of various
functions processed at END

(I~ 5 Section10.1.2 (3))

Service processing time
(= Section10.1.2 (4))

Module refresh time

([Z= Section10.1.2 (5))

Common processing time

([~ Section10.1.2 (6))

Scan time

Diagram 10.1 Scan time structure Safety CPU

10 -1

10.1 Scan Time
10.1.1 Structure and calculation of scan time
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(2) Calculation of scan time
The scan time is calculated from the following formula.

SM = Tru + Tio + Tie + Tend + Ts + Tc (ms)

c Device Explanation

* SM : Scan time

e Tru : Module refresh time

* Tio :1/O refresh time

» Tie : Instruction execution time

+ Tend: Execution time for each function processed by the END
» Ts : Service processing time

* Tc : Common processing time

CPU Module Processing

)
€
£

Procedure for Writing
Program to CPU Module

Appendices

Index

10.1 Scan Time 1 0 )
10.1.1 Structure and calculation of scan time
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10.1.2 Time required for each processing included in scan time

This section explains how to calculate the processing and execution times shown in
Section 10.1.1.

(1) 1/O refresh time
I/O refresh time is the refresh time for /O data between the CC-Link Safety master
module, CC-Link IE Field Network master/local module (with safety functions), CC-
Link IE Controller Network module or MELSECNET/H module and the CPU module.
The I/O refresh time (Tio) will be calculated with the following formula:
Tio = (number 1/O points) x 0.224 + 310 (us)

(2) Instruction execution time
Instruction execution time is the total processing time of instructions used in the
program to be executed in the CPU module.
For the processing time of each instruction, refer to the following manual.

[T~ QSCPU Programming Manual (Common Instructions)

(3) Execution time of various functions processed at END
The execution time of various functions processed at END is the sum of times
required for calendar update, and error clear.

(a) Calendar update processing time
This indicates the time taken to change/read the clock data at END processing
when the clock data set request (SM210 changes from OFF to ON) or the clock
data read request (SM213 turns ON) is issued.

Table10.1 Calendar update processing time

END processing time

When clock data set request | When clock data read request
is issued is issued

QS001CPU | 0.10ms | 0.02ms

CPU module

(b) Error clear processing
This indicates the time taken to clear the continuation error stored in SD50 when
SM50 (error clear) rises (changes from OFF to ON).

Table10.2 Error clear processing time

CPU module Error clear processing time

QS001CPU | 0.13ms

10-3

10.1 Scan Time
10.1.2 Time required for each processing included in scan time
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(4) Service processing time
Service processing is the processing for communication with GX Developer and
external devices.
* Monitoring by GX Developer
Processing times required for monitoring by GX Developer are shown below.

c Device Explanation

Table10.3 Monitor processing time by GX Developer

Function QS001CPU

Read from PLC™" 5.6ms

CPU Module Processing

)
€
£

Device monitor 2 3.3ms

Online change™® 11.3ms

Operation/error history display * 6.1ms

* 1 : Time taken to read an 8K-step program from the program memory.
* 2 : Time taken when 32 points have been set in registration monitor.

* 3 : Time taken when a 100-step ladder is added.

* 4 : Time taken to update the display, specifying [All log].

Procedure for Writing
Program to CPU Module

* Communication with Ethernet module
For details of the time required for communication with the Ethernet module, refer
to the following manual.
[ Q Corresponding Ethernet Interface Module User's Manual (Basic)

Appendices

Index

10.1 Scan Time 1 0 -4
10.1.2 Time required for each processing included in scan time
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(5) Module refresh time
Module refresh time is the total time for the link refresh of CC-Link IE Field Network
master/local module (with safety functions), CC-Link IE Controller Network or
MELSECNET/H and the auto refresh of CC-Link Safety set in the network
parameters.

(a) CC-Link IE Field Network refresh time

This is the time required to refresh data between the link devices of the CC-Link
IE Field Network master/local module (with safety functions) and the devices of
the CPU module.
The CC-Link IE Field Network refresh time (Tmnet) will be calculated with the
following formula:

Tmnet = 1.85 x (number of words to be refreshed) + 1000 (us)
For the number of words to be refreshed, refer to the following manual.

[~ MELSEC-QS CC-Link IE Field Network Master/Local Module User's
Manual

(b) CC-Link IE Controller Network refresh time
This is the time required to refresh data between the link devices of the CC-Link
IE Controller Network module and the devices of the CPU module.
The CC-Link IE Controller Network refresh time (Tmnet) will be calculated with the
following formula:
Tmnet = 1.85 x (number of words to be refreshed) + 1000 (us)
For the number of words to be refreshed, refer to the following manual.
[~ CC-Link IE Controller Network Reference Manual

(c) MELSECNET/H refresh time
This is the time required to refresh data between the link devices of the
MELSECNET/H module and the devices of the CPU module.
The MELSECNET/H refresh time (Tmnet) will be calculated with the following
formula:
Tmnet = 1.85 x (number of words to be refreshed) + 1000 (us)
For the number of words to be refreshed, refer to the following manual.
>~ Q Corresponding MELSECNET/H Network System Reference Manual
(PLC to PLC network)

(d) CC-Link Safety auto refresh time
This is the time required to refresh data between the CC-Link Safety master
module and the CPU module.
For the CC-Link Safety auto refresh time, refer to the following manual.
[ CC-Link Safety System Master Module User's Manual

(6) Common processing time
This indicates the processing time common to the CPU modules.
Table10.4 shows the common processing time for each CPU module model.

Table10.4 Common processing time

CPU module Common processing time

QS001CPU | 6.2 to 10.0ms

10-5

10.1 Scan Time
10.1.2 Time required for each processing included in scan time
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10.1.3 Factors that increase the scan time

When the following functions or operations are performed, this will increase the scan time
of the CPU module.

When executing any of them, make sure to allow for the processing time (the value given
in this section to the value calculated in Section 10.1.2).

c Device Explanation

(1) Online change executed in ladder mode
The scan time increases by the value indicated in Table10.5 after online change.

CPU Module Processing

)
€
£

Table10.5 Increased time when online change is in ladder mode

Increase in scan time when the online change is

CPU module model name ©
executed o3
QS001CPU | Max. 13ms £3
55
(2) Functions that increase scan time 38
59
The scan time also increases by use of the following functions. oo
» System monitor
« Service processing
(3) CC-Link IE Field Network diagnostics
The scan time increases by the value indicated in Table 10.6 when the CC-Link IE $
Field Network diagnostics is executed. E%
Table10.6 Increased time when the CC-Link IE Field Network diagnostics is executed
Increase in scan time when the CC-Link IE Field Network
diagnostics is executed
CPU module model name - -
When "Network Event When other diagnostics
History" is executed items are executed
QS001CPU | 3.0 ms | 1.2 ms 2
10.1 Scan Time 1 0 -6

10.1.3 Factors that increase the scan time
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10.2 Other Processing Times

This section explains the processing times other than those described in Section 10.1.

(1) Constant scan accuracy
Table10.7 indicates the constant scan accuracy.

Table10.7 Constant scan accuracy

CPU module Constant scan accuracy

QS001CPU 2ms

With monitor : Indicates the status in which monitor is being executed with GX Developer
connected.
Without monitor : Indicates the status in which monitor is not executed by GX Developer.

1 O -7 10.2 Other Processing Times
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CHAPTER11 PROCEDURE FOR WRITING PROGRAM TO
CPU MODULE

Device Explanation

This chapter describes the procedure for writing program created at the GX Developer to
the CPU module.

The CPU module startup procedure is not described in this manual.

Refer to the following manuals for the CPU module startup procedure.

[~ QSCPU User's Manual (Hardware Design, Maintenance and Inspection)

11.1 Items to be examined for program creation

MY CPU Module Processing

Program to CPU Module 23 IIUE

To create a program with the CPU module, the program capacity, the number of device
points used, etc. must be determined in advance.

(1) Program size considerations
Consider whether a program can be stored within the program capacity that can be
executed with CPU modules (14 k steps) or not. ("= Section 5.3.3)

Procedure for Writing

(2) Applications of devices and setting of their numbers of points
Consider the applications of the devices used in a program and their number of
points. ((_z~ CHAPTER 9)

Appendices

(3) Boot operation considerations
When boot operation is executed in TEST MODE, set the PLC parameter boot file
settings.
(In SAFETY MODE, execute boot run regardless of the PLC parameter boot file
settings.)
(=" Section 5.1.4, "5 Section 11.3)

Index

11.1 Items to be examined for program creation 1 1 -1
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11.2 Procedure for writing program
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This section explains the procedure for writing the parameters and program created by GX

Developer to the CPU module.

This section explains the procedure for writing a program to the program memory ([Z5—

Section 5.1.2).

When storing a program in standard ROM and booting in TEST MODE, execute the
procedure in 11.3 after executing the procedure in this item.

Procedural steps shown in 3 boxes are performed at the GX Developer, and those

shown in = boxes are performed in the CPU module.

( Start )

| Start GX Developer.

I [ GX Developer Operating Manual

A 4

| Set the project.

Do you
change the number
of device points
used?

Change the number of device points in
device setting of PLC parameter.

[ = Section 9.2

Ladder (write) screen

Create a program to be executed in the

CPU module.

1)

11-2

11.2 Procedure for writing program
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1)

l

Connect the personal computer, which is
installed with GX Developer, to the CPU
module.

Set the RUN/STOP/RESET switch to the STOP
position, and power ON the programmable
controller (the "ERR". LED turns on).

l

Set the CPU access password in GX Developer
and register it in the CPU module.

I

Choose [Online] — [Format PLC memory] on
GX Developer, and format the program
memory.

Choose [Online] — [Write to PLClon GX | e
Developer, select "Program memory", and
write the parameters, created program to the
program memory.

Device Explanation

MY CPU Module Processing

Program to CPU Module 23 IIUE

Write to PLC screen

< [FETRE

(T —

=] |l
[

Procedure for Writing

=
O PLCtetvotk

ool

[P Toltoe s [,
v

Switch the programmable controller power E:? QSCPU User's Manual
OFF — ON or end the CPU module reset. (Hardware Design, Maintenance and Inspection)

v

Set the RUN/STOP/RESET switch to the RUN
position to place the CPU module in the RUN
status.

Appendices

Is the "ERR". LED
of the CPU module on
(flickering)?

NO

Index

[ QSCPU User's Manual

Choose [Diagnostics] — [System Monitor] on (Hardware Design, Maintenance and Inspection)

GX Developer or perform [PLC Diagnostics] to
check the error factor, and remove the error
factor.

Boot operation
in TEST MODE?

( End ) To Section 11.3

Diagram 11.1 Flowchart for writing program

11.2 Procedure for writing program 1 1 -3
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11.3 Boot run procedure

PROCEDURE FOR WRITING PROGRAM TO CPU
MODULE

IEISEG QS W

This section explains a boot run procedure.

(start (Continued from Section 11.2) )

\ 4

When the RUN/STOP/RESET switch is in
the RUN position, set the switch to the
STOP position.

A 4

In the boot file setting of the PLC parameter
dialog box, specify "Execute boot from
standard ROM".

Y

Choose [Online] — [Write to PLC] on GX
Developer, and write the parameters and
program to the program memory.

A 4

Choose [Online] — [Write to PLC (Flash
ROM)] — [Write the program memory to
ROM...] on GX Developer, and write the
program memory data to the standard ROM.

Y

Switch the programmable controller power
OFF — ON or end the CPU module reset.

Has the special
relay (SM660) turned ON?

( End )

In the following procedure, (3 indicates the operation on the GX Developer side, and
indicates that on the CPU module side.

[ = Section 5.1.4

[ 5 GX Developer Operating Manual

Diagram 11.2 Boot run flowchart

11-4

11.3 Boot run procedure
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Appendix 1 Special Relay List @
[=
Special relays, SM, are internal relays whose applications are fixed in the programmable
controller. o
. . £
For this reason, they cannot be used by sequence programs in the same way as the 2
. (5]
normal internal relays. 2
However, they can be turned ON or OFF as needed in order to control the CPU module 3
[}
and remote I/O modules. =P
. L . . . . . £
The heading descriptions in the following special relay lists are shown in TableApp.1. o=
TableApp.1 Descriptions of the special relay lists headings
:
Number * Indicates special register number gé
Name * Indicates name of special register % g
Meaning * Indicates contents of special register “; o
Explanation * Discusses contents of special register in more detail § E
[She]
* Indicates whether the relay is set by the system or user, and, if it is set by the system, when setting is performed. E E
<Set by>
S : Set by system
U : Set by user (sequence programs or test operations from GX Developer)
S/U : Set by both system and user
Set by <Wh.en set> .
(When set) Indicated only for registers set by system
Every END : Set during every END processing §
Initial : Set only during initial processing (when power supply is turned ON, or when going from STOP to RUN) g
Status change : Set only when there is a change in status §
Error : Set when error occurs
Instruction execution : Set when instruction is executed
Request : Set only when there is a user request (through SM, etc.)

For details on the following items, refer to the following manuals:
* Networks — Manuals of each network module

EIPOINT

In the program that achieves the safety function, only SM1000 to SM1299 can be
used.

Special relay other than SM1000 to SM1299 cannot be used in the program that
achieves the safety function.

Index

Appendix 1 Special Relay List App -1
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(1) Diagnostic Information

TableApp.2 Descriptions of the special relay headings

IEISEG QS W

Set by
Numb N M i Expl ti
umber ame eaning xplanation (When Set)
« Turns ON when an error is detected by
diagnostics
Diagnostic OFF : No error
SMO0 errogrs ON : Error (Includes when an annunciator is ON) S (Error)
’ « Remains ON if the condition is restored to
normal thereafter.
« Turns ON when an error is detected by self-
di ti
. . OFF : No self-diagnosis 1agnos |c§ . .
Self-diagnosis (Does not include when an annunciator is
SM1 errors S (Error)
error ON : Self-diagnosis ON)
' 9 » Remains ON if the condition is restored to
normal thereafter.
OFF : No error common
Error common information » When SMO is ON, ON if there is error
SM5 ; ) . ; S (Error)
information ON : Error common common information
information
OFF : No error individual
Error individual information * When SMO is ON, ON if there is error
SM16 ' S (E
information ON : Error individual individual information (Error)
information
SM50 Error reset OFF — ON: Error reset « Conducts error reset operation U
« ON if battery voltage at CPU module or
. memory card drops below rated value.
SM51 Battery low OFF : Normal * Remains ON if the battery voltage returns to S (Error)
latch ON : Battery low
normal thereafter.
* Synchronous with BAT. LED
OFF : Normal » Same as SM51, but goes OFF subsequently
S Battery low ON : Battery low when battery voltage returns to normal. S (Error)
OFF : AC DOWN not . TI:Jm‘S ONifan instantar?eous power failure of
within 20ms occurs during use of the AC
SM53 ACDOWN detected ower supply module S (Error)
detection ON :AC DOWN P PPy : o
detected Reset when the power supply is switched
OFF, then ON.
. OFF : Normal + ON when ope.ratlon erro.rlls glenerated
SM56 Operation error . » Remains ON if the condition is restored to S (Error)
ON : Operation error
normal thereafter.
* Turns ON if the I1/0O module differs from the
1/0 module OFF : Normal status registered at power on.
SM61 . ’ g . P e S (Error)
verify error ON : Error » Remains ON if the condition is restored to
normal thereafter.
A iat OFF : Not detected S (Instructi
SM62 nnun.C|a or ot detecte » Goes ON if even one annunciator F goes ON. (Ins rulc on
detection ON : Detected execution)

Corresponding
CPU

Qs

App -2
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(2) System information

TableApp.3 Special relay

IEISEG QS W

. . Set by
Number Name Meaning Explanation (When Set)
SM203 | STOP contact | STOP status « Turns ON when the CPU is in STOP status. | S (Status change)
» Writes clock data stored in SD210 to SD213
SM210 Clock data set | OFF : Ignored to the CPU module after the END instruction U
request ON : Set request of the scan where the relay changes OFF to
ON has been executed.
« Turns ON when an error is detected in the
OFF : No error
SM211 Clock data error ON : Error clock data (SD210 to SD213) and turns OFF S (Request)
if no error is detected.
SM213 Clock dataread | OFF : Ignored » Reads clock data to SD210 to SD213 in BCD U
request ON : Read request value when the relay is ON.
OFF : Within the number
SM232 Number of of writes * Turns ON when the number of writes to ROM S (Error)

writes to ROM

ON

: Over the number of

writes

exceeds 100,000.

Corresponding

CPU

Qs

Appendix 1 Special Relay List
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Device Explanation

CPU Module Processing

Time

Procedure for Writing
Program to CPU Module

Appendices
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(3) System clocks/counters

TableApp.4 Special relay

IEISEG QS W

Set b
Number Name Meaning Explanation (Wth get)
ON .
SM400 | Always ON OFF « Normally is ON S (Every END)
ON .
SM401 | Always OFF OFF « Normally is OFF S (Every END)
After RUN, ON
SM402 er ’ 8’:': 1 scan + After RUN, ON for 1 scan only. S (Every END)

for 1 scan only

After RUN, OFF

SM403 for 1 scan only SI:F 1 scan « After RUN, OFF for 1 scan only. S (Every END)
0.1 second 0.05s
SM410 clock M
0.2 second 04 * Repeatedly changes between ON and OFF at
SM411 clock 0.1s each designated time interval.
» When programmable controller power supply is | S (Status change)
SM412 | 1 second clock | 058 05s turned ON or a CPU module reset is performed,
goes from OFF to start.
SM413 | 2 second clock | '8 1s
* This relay alternates between ON and OFF at
intervals of the time (unit: s) specified in SD414.
(If the value of SD414 is changed, the time that
has passed after the previous ON/OFF interval
of SM414 is counted as the next interval, and
the ON/OFF status is changed at the next
interval that is newly specified.)
Example: When the value of SD414 is changed
) g from 3 to 10
n secon
Sl il clock ns_lns_‘_l_ - The time that has passed after the S (Status change)

previous ON/OFF interval of SM414
is counted as the next interval.

10
seconds

3 ON
seconds— ]

T3 v 10 L
SM414 OFF secondg-’f seconds

spata (3 >E 10
Change of the value

* When programmable controller power supply is
turned ON or a CPU module reset is performed,
goes from OFF to start.

Corresponding
CPU

Qs

App -4
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(4) Safety CPU

TableApp.5 Special relay

IEISEG QS W

Set b [of di
Number Name Meaning Explanation (Wth Syet) orre;;:t)’n ng
* Turns ON when operating on the TEST
TEST MODE OFF : Other than TEST MODE.
SM560 MODE » Turns OFF when operating on the other S (Status change)
flag ON :TEST MODE mode (SAFETY MODE, SAFETY MODE
(wait-for-restart)). as
Continuous OFF : Within the setti
RUN of tirr|1em ¢ seting * Turns ON when the continuous RUN of
SM561 tolerance time ON : Over the settin tolerance time set for the TEST MODE in the S (Error)
setting for the o 9 parameter is exceeded.
TEST MODE time
(5) Boot operation
TableApp.6 Special relay
Set b [of di
Number Name Meaning Explanation (Wh:n Syet) orre;;::’n ing
(On the TEST MODE)
* Turns ON during the boot operation from
OFF : P
rogram memory standard ROM.
. execution . -
SM660 | Boot operation ) * Turns OFF when the boot operation from S (Initial) Qs
ON : During boot .
operation standard ROM is not run.
P (On the SAFETY MODE)
» Always ON
(6) Instruction-Related Special Relays
TableApp.7 Special relay
Set b [of di
Number Name Meaning [S'GIEGETT (Wh:n Syet) orre;;::’n "9
BIN/DBIN OFF : Error detection .
. . performed * Turned ON when "OPERATION ERROR" is
SM722 | instruction error . ) . U Qs
. . ON : Error detection not suppressed for BIN or DBIN instruction.
disabling flag
performed
(7) CC-Link Safety
TableApp.8 Special relay
. . Set by Corresponding
N N M Expl
umber ame eaning xplanation (When Set) CPU
Safety refresh
communication
status of each | OFF : Normal The safety station refresh communication
SM1004 | safety remote ON : Communication status is stored. (The status of each station are | S (Status change)
station error stored in SD1004 to SD1007.)
(Safety master
module 1)
Qs
Safety refresh
communication
status of each | OFF : Normal The safety station refresh communication
SM1204 | safety remote ON : Communication status is stored. (The status of each station are | S (Status change)

station
(Safety master
module 2)

error

stored in SD1204 to SD1207.)

Appendix 1 Special Relay List
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(8) CC-Link IE Field Network

TableApp.9 Special relay

IEISEG QS W

Set by
Numb N M i Expl ti
umber ame eaning xplanation (When Set)
Setting status
f safet
ot sate y, . OFF : Not set The setting status of safety communication with »
SM1400 | communication o S (Initial)
. ON : Set the master station is stored.
with master
station
OFF : Normal (excluding

SM1420

Safety refresh
communication
status of each
safety station

safety refresh
communication
with the master
station)

The safety refresh communication status with
each safety station (excluding the master
station) is stored. (The status of each safety
station is stored in SD1420 to SD1427.)

ON : Communication
error
OFF : Normal or safety
communication
with master station | The safety refresh communication status with S (Status change)
Safety refresh ) L
communication on CC-Link IE the master station is stored.

SM1421 Field Network not | When safety communication with the master
status of safety Lo . Lo
master station set station is not set in parameter or own station is

ON : Safety refresh the master station, this bit turns OFF.
communication
error
Safety master . ) . .
e OFF : Not interlocked When an error is detected and an interlock is
SM1700 | station interlock . o
ON : Interlocked activated, this bit turns ON.
status
OFF : /O interlock of
safety station on
CC-Link IE Field
Saf.ety master Network not The safety station interlock status is released

SM1720 | station interlock released by changing this bit from OFF to ON U

release request | ON : I/O interlock of y 9ing ’

safety station on
CC-Link IE Field
Network released

Corresponding
CPU

as™

*1: This applies when the serial number (first five digits) of the CPU module is "13042" or later.

App-6
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Appendix 2 Special Register List

The special registers, SD, are internal registers with fixed applications in the programmable
controller.

For this reason, it is not possible to use these registers in sequence programs in the same
way that normal registers are used.

However, data can be written as needed in order to control the CPU modules and remote I/
O modules.

Data stored in the special registers are stored as BIN values if no special designation has
been made to the contrary.

Device Explanation

CPU Module Processing

Time

The heading descriptions in the following special register lists are shown in TableApp.9.

TableApp.9 Descriptions of the special register list headings

Item Function of Item

Number * Indicates special register number

Name * Indicates name of special register

Meaning « Indicates contents of special register

Explanation « Discusses contents of special register in more detail

Procedure for Writing
Program to CPU Module

« Indicates whether the relay is set by the system or user, and, if it is set by the system, when setting is performed.
<Set by>
S : Set by system
U : Set by user (sequence programs or test operations from GX Developer)
S/U : Set by both system and user
<When set>
Set by Indicated only for registers set by system
(When set) Every END : Set during every END processing
Initial : Set only during initial processing (when power supply is turned ON, or when going from STOP to RUN)
Status change : Set only when there is a change in status
Error : Set when error occurs
Instruction execution : Set when instruction is executed
Request : Set only when there is a user request (through SM, etc.)
Writing to ROM : Set when writing to ROM

Appendices

For details on the following items, refer to the following manuals:
* Networks — Manuals of each network module

EIPOINT

In the program that achieves the safety function, only SD1000 to SD1299 can be
used.

Special register other than SD1000 to SD1299 cannot be used in the program that
achieves the safety function.

Index
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(1) Diagnostic Information

TableApp.10 Special register

Set by Corresponding

Numb N M i Explanati
umber ame eaning Xplanation (When set) CPU

Diagnostic Diaanosis error | ° Error codes for errors detected by diagnostics are stored as

SDO o 9 BIN data. S (Error)

errors code
« Contents identical to latest error history information.

« Stores the year (last two digits) and month when SDO data
was updated as BCD 2-digit code.

Sb1 b15 to  b8b7 to b0 (Example) September, 2006

Year (0 to 99)[Month (1 to 12)| H0609

Clock time for « Stores the day and hour when SDO data was updated as BCD

Clock time fi -
diagnosis ock time tor 2-digit code.

SD2 error diagnosis error S (Error)
occurrence b15 to b8b7 to b0 (Example) 10 a.m. on 25th
occurrence Day (1 to 31) [Hour (0 to 23)] H2510

« Stores the minute and second when SDO data was updated
as BCD 2-digit code.

Sb3 b15 to b8 b7 to b0 (Example) 35 min. 48 sec.

Minutes (0 to 59) ‘Seconds (0 to 59) H3548

Category codes to identify what type of error information is
stored in the common information (SD5 to SD15) or in the
individual information (SD16 to SD26).

b15 to b8 b7 to b0
Individual information | Common information
category codes category codes Qs

« The common information category codes store the following
codes:
0 : No error
1: Module No./Base No.
2: File name/Drive name
3: Time (value set)
4: Program error location

SD4 !Erfror " !Erfror i 9: CC-Link Safety information S(E
in orma'lon information 10: Module No./Station No. (Error)
categories category code

11: CC-Link IE Field Network information
The individual information category codes store the following
codes:

0: No error

2: File name/Drive name

3: Time (value actually measured)

4: Program error location

5: Parameter number

6: Annunciator (F) number

9: Error information

10: CC-Link Safety information

11: Program abort information

12: File diagnostics information

13: CC-Link IE Field Network information

App -8 Appendix 2 Special Register List
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TableApp.10 Special register s
®
. . Set by Corresponding &
Numb \| M Expl t| o
umber ame eaning xplanation (When set) cPU L%
8
3
SD5 a
« Common information corresponding to the error codes (SDO)
is stored here.
S « The following seven types of information are stored here: =
IDiE 1) Module No./Base No. %
(5]
Number Meaning E
SD5 Slot No./Base No. *1 )
SD7 SDé6 1/0 No.*2 3
SD7 2
SD8 E g
SD9 OF
SD10
SD8 SD11 (Empty)
SD12
SD13 o
SD14 28
SD15 g2
SD9 >
*1: The storing value "255" in SD5 (Slot No.) indicates that the S &
slot number for a module specified by an instruction cannot “E °
Error be identified. When storing the base number to SD5, store 0 SE
Error common ) . &
SD10 common . ) (main base unit). S (Error) Qs S
information | Inormation *2: The storing value "FFFFH" in SD6 (I/O No.) indicates that the aa

1/0 number cannot be identified on the 1/0 assignment setting

tab of PLC parameter due to overlapping of I/O numbers or

SD11 that the 1/O number cannot be identified from the network
number specified by an instruction. In this case, the error
location can be identified in SD5.

2) File name/Drive name

SD12 , -
Number Meaning (Example) File name = 3
SD5 Dri MAIN.QPG k<]
e e b15 to b8 b7 to bO g
Sb7 File name ATH(A) | 4Dn(M) <&
SD13 SD8 | (ASCII code: 8 characters) AEH(N) | 43(1)
DS : 20H(SP) | 20H(SP)
SD10 |Extension *3] _ 2En(.) E?H((S_;) ;EH(SP)
SD11 | (ASCII code: 3 characters) H(Q) | 2BH()
SD14 D12 47r(G) | 50H(P)
SD13
Empt
SD14 (Empty)
SD15
sD15 "
[}
el
=

@lO‘l‘OQOQ.Q.0l0lOl“l‘OQO0.0.0'0'0'0""000.0.0.0'

*3 : Extensions are shown in TableApp.11.

TableApp.11 Extension name

SDn SDn+1 Extension .
- - - - - File type
Higher 8 bits | Lower 8 bits | Higher 8 bits name
51H 50H 41H QPA Parameters
51H 50H 47H QPG Sequence program
51H 43H 44H QCD Device comment

®© 0 0000 00000000000 000000000 OO0 OOOOODOODOEEOSOEOEOEEOSOEOEOEOEOEOEOEEOSEOEODOSOPIELS

Appendix 2 Special Register List App -9
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Number Name

SD5

SD6

Sb7

SD8

SD9

Error

common
information

SD10

SD11

SD12

SD13

SD14

SD15

Meaning

Error common
information

TableApp.10 Special register

Explanation

3)  Time (value set)

Number Meaning

SD5 Time : 1¢s units (0 to 999us)

SD6 Time : 1ms units (0 to 65535ms)
SD7
SD8
SD9
SD10
SD11 (Empty)
SD12
SD13
SD14
SD15

4)  Program error location

Number Meaning
SD5
SD6 File name
SD7 (ASCII code: 8 characters)
SD8
SD9 | Extension *3 2EH(.)
SD10 (ASCII code: 3 characters)
SD11 (Empty)
SD12 Block No.*4
SD13 Step No. x4
SD14 Sequence step No. (L)
SD15 Sequence step No. (H)

*4:"0" is stored to the block number and the step number.
9) CC-Link Safety information

Number Meaning
SD5 Error classification5
SD6 Error item*5
sSb7 Link ID
SD8 Station No.
SD9 System area 1
SD10 System area 2
SD11 System area 3
SD12 System area 4
SD13 System area 5
SD14 System area 6
SD15 System area 7

*5: For details on the error classification and error item, refer to
the manuals for the connected devices.
10) Module No./Station No.

Number Meaning
SD5 Slot No.
SD6 1/0 No.
SD7 Station No.
SD8
SD9
SD10
SD11 (Empty)
SD12
SD13
SD14
SD15

11) CC-Link IE Field Network information

Number Meaning
SD5 Error classification* 6
SD6 Error item * 6
SD7 Network No.
SD8 Station No.
SD9 System area 1
SD10 System area 2
SD11 System area 3
SD12 System area 4
SD13 System area 5
SD14 System area 6
SD15 System area 7

*6: For details on the error classification and error item, refer to
the manuals for the connected devices.
If the QSCPU is connected, "350" is stored as the error
classification and the error code of the transfer target is
stored as the error item.

IEISEG QS W

Set by Corresponding
(When set) CPU
S (Error) Qs

App-10
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TableApp.10 Special register s
=
Set by Corresponding &
Number Name Meanin Explanation o
9 P (When set) CPU i
« Individual information corresponding to error codes (SDO) is §
stored here. 3
SD16 « There are the following ten different types of information are
stored.
jo2)
£
2)  File name/Drive name 2
g
Number: Meaning (Example) File name = %
SD17 SD16 Drive MAIN.QPG E
D17 b15 to b8 b7 to b0 3
SD18 File name 41H(A) | 4DH(M) =P
SD19 | (ASCII code: 8 characters) 4EH(N) | 43+(1) 5 E
SD20 20H(SP) | 20H(SP)
SD21 | Extension *3 2EH(.) E?H%P)) ;gH((S)P)
SD22 | (ASCII code: 3 characters H A
SD18 SD23 ¢ ) 474(G) | 50H(P)
o
SD24 =
o T
SD25 (Empty) 23
SD26 % g
3) Time (value Actually measured) ﬁ °
SD19 Number Meaning § g
SD16 Time : 1¢s units (0 to 999us) 82
SD17 Time : 1ms units (0 to 65535ms) oaa
SD18
SD19
SD20
SD21
SD20 SD22 (Empty)
SD23
SD24
SD25 4
SD26 Q
2
4)  Program error location §
SD21 Error E individual Number Meaning =
o rror individual
individual . ) SD16 S (Error) Qs
information information sD17 File name
SD18 (ASCII code: 8 characters)
SD19
SD20 |Extension *3 2EH(.)
SD21 (ASCII code: 3 characters)
Sb22 SD22 (Empty)
SD23 Block No. 6
SD24 Step No. *6 £
SD25 Sequence step No. (L) %
SD26 Sequence step No. (H) <
*6: "0" is stored to the block number and the step number.
SD23
5) Parameter No. 6) Annunciator number
Number Meaning Number| Meaning
SD16 Parameter No. SD16 No.
SD17 SD17
SD18 SD18
SD19 SD19
SD20 SD20
SD24 ig;; (Empty) :32 (Empty)
SD23 SD23
SD24 SD24
SD25 SD25
SD26 SD26
9)  Error information
SD25 )
Number Meaning
SD16 Error information 1
SD17 Error information 2
SD18 Error information 3
SD19 Error information 4
SD20 Error information 5
SD21 Error information 6
SD26 SD22 Error information 7
SD23 Error information 8
SD24 Error information 9
SD25 Error information 10
SD26 Error information 11

Appendix 2 Special Register List App -11
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TableApp.10 Special register

Set by Corresponding
Number Name Meanin Explanation
9 P (When set) CPU
10) CC-Link Safety information
SD16 Number Meaning
SD16 | Number of items for individual information
SD17 individual information 1
SD18 individual information 2
Sb17 SD19 individual information 3
SD20 individual information 4
SD21 individual information 5
SD22 individual information 6
SD18 SD23 individual information 7
SD24 individual information 8
SD25 individual information 9
SD26 individual information 10
SD19 11) Program abort information
Number Meaning
SD16 Abort code x5
SD20 SD17
SD18
SD19
SD20
SD21 SD21
SD22 (Empty)
SD23
SD24
SD22 SD25
SD26
Error o *5 : The specified abort code is stored by the S.QSABORT
. Error individual . .
individual inf i instruction. S (Error) Qs
SD23 information | rermation 12) File diagnostics information
Number Meaning (Example) File name =
Error MAIN.QPG
SD16 | information Drive No. b15 to b8 b7 to b0
SD24 SD17 41H(A) | 4DH(M)
W File name ggH((;)) ggHEQP)
Tan1a 1 H Hi
D1 ASCII code: 8 ch it
:ng ¢ code: 8 characters) 20H(SP) | 201(5P)
SD25 SD21 | Extension *3 2EH(.) i;H(g) EEH("D)
SD22 | (ASCII code: 3 characters) [47H(G) | SOH(P) |
SD23 . .
SD24 Error information 2
SD25 . .
"sD26 | Error information 3
13) CC-Link IE Field Network information
Number Meaning
SD16 | Number of items for individual information
SD17 individual information 1
SD18 individual information 2
SD26 SD19 individual information 3
SD20 individual information 4
SD21 individual information 5
SD22 individual information 6
SD23 individual information 7
SD24 individual information 8
SD25 individual information 9
SD26 individual information 10
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TableApp.10 Special register s
®
. . Set by Corresponding &
Numb N M Expl ti a
umber ame eaning xplanation (When set) cPU u%
) . « The identifier of the CPU module that issued the diagnostics 8
Diagnostics . . . 3
CPU identifier error (SDO to SD26) is stored. (=]
SD27 error CPU S (Error)
identifier (CPUA/CPUB)| 0001H:CPUA
0002H : CPU B
Error code to . =3
SD50 Error reset * An error code to be cleared is stored. u £
be cleared @
« All corresponding bits go 1(ON) when battery voltage drops. g
Bit pattern » Subsequently, these remain 1(ON) even after battery voltage e
indicating has been returned to normal. 8
S Battery low s =
D51 latch where b15 to b1 bO (Error) Sie
battery voltage 0 [ ] OF
drop occurred
\—>CPU module battery error
Bit pattern 2
indicating » Same configuration as SD51 above _E’é
SD52 Battery low where * Turns to 0 (OFF) when the battery voltage returns to normal S (Error) § 2
battery voltage thereafter. S (g
drop occurred g =
o
Number of ) ) g5
AC DOWN times « Every time the input voltage falls to or below 85% (AC power) &E E
SD53 ] of the rating during calculation of the CPU module, the value S (Error)
detection for AC DOWN . )
. is incremented by 1 and stored in BIN code.
detection
1/0 modul 1/0 modul
‘mo u'e ‘mo e * The lowest I/O number of the module where the /0O module
SD61 verify error verify error . S (Error)
verification error took place.
number module number
SD62 Annunciator | Annunciator * The first annunciator number (F number) to be detected is S (Instruction 2
number number stored here. execution) §
Number of | Number of S (Instructi g
SD63 um e.ro um er © « Stores the number of annunciators searched. (Ins ru'c on QS §
annunciators | annunciators execution)
SD64 + When F goes ON due to or [SETF], the F numbers
which go progressively ON from SD64 through SD79 are
SDe5 registered.
SD66 + The F numbers turned OFF by are deleted from
— SD64 - SD79, and the F numbers stored after the deleted F
SD67 numbers are shifted to the preceding registers.
SD68 After 16 annunciators have been detected, detection of the S
17th will not be stored from SD64 through SD79. E
SD69 SET SET SETRSTSET SET SETSETSET SET SET RST
F50 F25 F99 F25 F15 F70 F65 F38F110F151F210 F50
SD70 A A A A A A A A A A A A A
sD62[ 0 [50 5015015015050 150150]50]50]50[99](Number
— detected)
SD71 Table of Annunciator Number of
detected otootion spe3[0 [1J23[2[3T4[5]6[7[8[0918 I(a#rmngira?ors S (Instruction
SD72 annunciator b detected) execution)
——— humbers number SD64[ 0 [50 [50[50 [50 [50 [50 [50 [50 |50 [50 [50 [99
SD73 SD65| 0 | 0 [25]|25]99 (99 [99 [99 |99 |99 |99 [99 |15
— SD66| 0 | 00 [99]| 0 |15|15]|15|15]|15]|15[15|70
SD74 SD67[{ 0 (0| 0|0[0|0(70]|70|70|70({70|70 |65
_— SD6g[ 0| 0] 0|0O[0O|O0|O0([65]|65[65|65|65|38
SD75 SD69[{ 0| 0|0O|O[O|O0O|[0O|O|38[38|38|38(110
JE— sb7ofo|0|oO0|JOfOf|O|O[O]| O [110[110]110[151
SD76 SD71/ 0| 0[0[0]|0|0|0]|0O]|O]O]|151151210[ |(Number
sp72[o[ofofofoJoJoJo[o]o[o]2100 detected)
sp73fojo0ojojofOofjOjOfOjOfOfO]O]fO
S SD74|0|0f0f0]J0O)JOJO]JO]JO]JO]|]OJO]O
SD75|0|0f0f0|0)JOJO]JOJOjJO]|]O]JO]O
SDh78 SD76{0|0f0f0|0)JOJO]JOJOJO]JOJO]O
SD77|{0)0f0f0]J0O)JOJO]JOJOjJO]JO]JO]O
sD79 SD78| 0| 0f(0|[0|0|JO|O]JO|JO|O|O|O]O
SD79|0]0f0fO0J0O0JOfJOJOJOJOJ]OJO]O
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Number

TableApp.10 Special register

Explanation

IEISEG QS W

Set by
When set)

Corresponding

CPU

SD81

Name | Meaning ‘

Cause of
error

Cause of error

* When a continuation error occurs, the corresponding bits are
all set to ON.

« Canceling the error, starting up the safety programmable
controller power or canceling the safety CPU module reset
after eliminating the cause of the error makes the bits go OFF.

Bit No.
0 Instantaneous power failure

Name of the cause

Battery low

Standard ROM write count excess

TEST MODE continuous RUN tolerance timeout

Scan timeout

Annunciator ON

o|la|s|w]|n

Safety remote station detection error

Safety communication target station detection error

7 Safety remote station product information mismatch
Safety station product information mismatch

8 Initial monitoring timeout error
Safety monitoring timeout error

Error monitoring timeout error

9 Safety remote station data split error
Safety remote command error

Safety remote station link ID error

Safety remote station running number error
Safety remote station reception data error
Safety station reception data error

Safety connection setting error

10to 15 Empty (fixed to 0)

K

S (Error)

Qs

SD150

SD151

SD152

SD153

1/0 module
verify error

Bit pattern, in

units of 16

points,

indicating the

modules with

verify errors.

0: No I/O verify
errors

1: 1/O verify
error present

» When an I/0 module whose information is different from the
one registered at power-on is detected, the corresponding I/O
module number (in units of 16 points) is stored. (The I/O
module number set in parameter is stored if it is set.)

b15b14b13b12b11b10 b9 b8 b7 b6 b5 b4 b3 b2 b1 b0

1
SD1500OOOOOOOOOOOOOO(XOY)

1
SD151O00000(19‘6)000000000

A A

50153 0 | 0| 0| 0|0|0|0|0|0[0|0|0|0|0]0
(BED)

L S Indicates an I/O module verify error

If a module has more than 16 1/O points, the I/O module
number (in units of 16 points) corresponds to the start 16 I/O
points turns on.
(Example) When a module with 64 I/O points is mounted in
slot 0, only b0 turns on when an error is detected.

» Not cleared even if the blown fuse is replaced with a new one.
This flag is cleared by error resetting operation.

S (Error)

Qs

App - 14
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(2) System information

TableApp.12 Special register

Set by
(When set)

Corresponding

Name CPU

Number Meaning Explanation

Device Explanation

» The CPU switch status is stored in the following format.

b15 to b4 b3‘ to b0

[ [ [ 1

« 4>
Empty 1)

Status of CPU
switch

Status of

SD200 .
switch

S (Every END)

0: RUN
1: STOP
2: RESET

1): CPU switch status

CPU Module Processing

Time

« The following bit patterns are used to store the statuses of the
LEDs on the CPU module:
+ 0is off, 1is on, and 2 is flicker.

b15 to b12
T

Status of I
CPU-LED 8 7)) 6 5 4 3 2 1)

b11 to b8b7 to b4
T T T T

S (Status

SD201
change)

LED status

Procedure for Writing
Program to CPU Module

) )
) )

3): USER 7): TEST Qs
) )

« The CPU operating status is stored as indicated in the
following figure:
b15‘ t9 p12 b1] Fo ‘bs‘b7‘ t9 ‘b4‘b3‘ to ‘bO
1 1 1 1 1 1 1 1 1 1 1 1
« e »

2) 1)

Appendices

SD203

Operating
status of CPU

Operating
status of CPU

1): Operating status
of CPU

: RUN
: STOP

2): STOP cause

: Instruction in remote operation program

S (Every END)

from RUN/STOP/RESET switch
: Remote contact
: Remote operation from GX Developer
: Error
: SAFETY MODE (wait-for-restart)
: "Write to PLC" was executed.

OB N =

Note stores the above-mentioned factors from the smallest
number in priority to the largest one. However, "4:error" is treated
as the highest priority.

Index

Appendix 2 Special Register List
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TableApp.12 Special register

IEISEG QS W

Set by
Numb N M i Expl ti
umber ame eaning xplanation (When set)
* The year (last two digits) and month are stored as BCD code
at SD210 as shown below:
Clock data b15 to b12b11 to b8b7 to b4 b3 to bo Example:
SD210 | Clock data (year, month) T — R "1 1 | September, 2006
T RN N R B 0609
Year Month
» The day and hour are stored as BCD code at SD211 as shown
below:
Clock data b15 to b12b11 to b8b7 to b4 b3 to b0 Example:
SD211 Clock data (day, hour) ‘ T ‘ T o ‘ T ‘ 25st, 10 a.m.
I I R B 2510n
Day Hour
* The minutes and seconds (after the hour) are stored as BCD
code at SD212 as shown below:
Clock data b15 to b12b11 to b8b7 to b4 b3 to b0Example: S (Request)/U
SD212 Cl k d t T T T T T T T T T T T T .
ock data (minute, second) Lo P ‘ P ‘ Lo ‘ 35 min., 48 sec.
L 1 1 1 L 1 1 L L L 1 L 3548H
Minute Second
« Stores the year (two digits) and the day of the week in SD213
in the BCD code format as shown below.
b15 to b12b11 to b8b7 to b4b3 to bO Example:
‘Hl‘lll111:1:‘2005,Monday
I I I I 1 I I I 1 1 I 1
CIOCk data 1 1 L L 1 L L 1 1 1 L 1
(later digits of L —i L
SD213 Clock data 9 Day of the week
year, day of 0] Sunda
week) Higher digits of year (19 or 20) 1| Monday
2 | Tuesday
3 Wednesday
4 | Thursday
5| Friday
6 | Saturday
SD232 | ROM writ ROM writ S (Writing t
_ write write « Store the ROM write count up to now. (Writing to
SD233 | count count up to now ROM)
0: Automatic ) .
SD240 Base mode mode « Stores the base mode. (0 fixed) S (Initial)
SD241 Extension 0: Main base . stores the méximum number of the extension bases being S (Initial)
stage number only installed. (O fixed)
Base type b15 to b1 b0
Installed Q differentiation | Empty
base 0: Base not
SD242 i i S (Initial
presence/ installed > Main base unit (Initial)
absence 1: QS*Bis
installed
b15 to b4 b3 to b0
SD243 No. of base SD243 Empty Main
lot: No. of b SD244 Empt
(S(; Seration sIZts0 e i S (Initial)
¢ ’: « As shown above, each area stores the number of slots being
sD244 | Status) installed.
(Number of set slots when parameter setting has been made)
b15 to b4 b3 to b0
SD245 | No. of base SD245 Empty Main
lot: No. of b SD246 Empt;
s'\;l) s ) IOt of base mPYy S (Initial)
(Mounting slots « As shown above, each area stores the numbers of module-
SD246 | status) mounted slots of the base unit (actual number of slots of the

installed base unit).

Corresponding
CPU

Qs

App - 16
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TableApp.12 Special register

IEISEG QS W

Corresponding

CPU

Set b
Number Name | Meaning Explanation (When zet)
SD250 Loa(?ed Loaded maximum | « The upper 2 digits of the final I/O number plus 1 of the S (Initial)
maximum /O | /0O No. modules loaded are stored as BIN values.
SD254 Number of * Indicates the number of mounted CC-Link IE Controller
modules mounted Network or MELSECNET/H modules.
* Indicates the 1/0O number of mounted CC-Link IE Controller
SD255 | cC-Link E | /O number Network or MELSECNET/H module.
Controll
ontrofier « Indicates the network number of mounted CC-Link IE "
SD256 | Network, Network number Controller Network or MELSECNET/H module S (Initial)
MELSECNET ;
JH information * Indicates the group number of mounted CC-Link IE Controller
Sb2s7 Group number Network or MELSECNET/H module.
* Indicates the station number of mounted CC-Link IE Controller
SD258 Stati b
ation number Network or MELSECNET/H module.
Number of point
SD290 urT1 er ot points « Stores the number of points currently set for X devices
assigned for X
Number of points ) )
SD291 ) « Stores the number of points currently set for Y devices
assigned for Y
Number of points . )
SD292 . « Stores the number of points currently set for M devices
assigned for M
Number of points ) .
SD294 ) « Stores the number of points currently set for B devices
assigned for B
Number of points . )
SD295 . « Stores the number of points currently set for F devices
assigned for F
SD296 i Number of points Stores the number of points currently set for SB devices
Device assigned for SB P Y
assignment Number of points
SD297 | (Same as the ) p « Stores the number of points currently set for V devices S (Initial)
assigned for V
parameter Number of bomt
SD299 setting) urT1 er ot points « Stores the number of points currently set for T devices
assigned for T
Number of points ) )
SD300 ) « Stores the number of points currently set for ST devices
assigned for ST
Number of points ) .
SD301 . « Stores the number of points currently set for C devices
assigned for C
Number of points ) .
SD302 ) « Stores the number of points currently set for D devices
assigned for D
Number of points ) )
SD303 . « Stores the number of points currently set for W devices
assigned for W
Number of points ) .
SD304 ) « Stores the number of points currently set for SW devices
assigned for SW
Number of .
SD340 * Indicates the number of mounted Ethernet modules.
modules mounted
SD341 Ethernet 1/0 number « Indicates the I/O number of mounted Ethernet module. S (Initial
SD342 information Network number « Indicates the network number of mounted Ethernet module. (Initial)
SD343 Group number « Indicates the group number of mounted Ethernet module.
SD344 Station number « Indicates the station number of mounted Ethernet module.

Qs
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(3) System clocks/counters

TableApp.13 Special register

IEISEG QS W

Corresponding
CPU

Set by
N N M i Expl i
umber ame ELILT] xplanation (When set)
Number of « Following programmable controller CPU module RUN, 1 is
1 d S (Stat
SD412 cosuenctce): counts in 1- added each second crfana :)S
second units » Count repeats from 0 to 32767 to -32768 to 0 9
SD414 2n second 2n second « Stores value n of 2n second clock (Default is 30) U
clock setting | clock units « Setting can be made between 1 to 32767
Number of « Incremented by 1 for each scan execution after the CPU
SD420 | Scan counter | counts in each module is set to RUN. S (Every END)
scan » Count repeats from 0 to 32767 to -32768 to 0
(4) Scan information
TableApp.14 Special register
Number Name Meaning [S'GIELET (Wsr:nb:et)
* The current scan time is stored into SD520 and SD521.
Current scan . . .
SD520 i in 1 (Measurement is made in 100 gs units.)
Im_te (in 1 ms SD520: Stores the value of ms. (Storage range: 0 to 6553)
Current scan units) SD521: Stores the value of us. (Storage range: 0 to 900)
time (Example) When the current scan time is 23.6ms, the following | S (Every END)
Current scan values are stored.
SD521 time (in 100 ys SD520 = 23
units) SD521 = 600
» The accuracy of processing time of scan time is £0.1ms.
Minimum scan . . .
. . « Stores the minimum value of the scan time into SD524 and
SD524 time (in 1 ms . . .
. . SD525. (Measurement is made in 100 s units.)
Minimum units)
p, — SD524: Stores the ms place. (Storage range: 0 to 6553) S (Every END)
scantime Mm'm‘um scan SD525: Stores the us place. (Storage range: 0 to 900)
SD525 time (in 100 ys _— L
its) * The accuracy of processing time of scan time is £0.1ms.
units
Maximum scan . L
. ; « Stores the maximum value of the scan time into SD526 and
SD526 time (in 1 ms X X X
X . SD527. (Measurement is made in 100 s units.)
Maximum units)
scan fime - SD526: Stores the ms place. (Storage range: 0 to 6553) S (Every END)
l\l/Iaxm.1um scan SD527: Stores the us place. (Storage range: 0 to 900)
SD527 time (in 100 s N L
its) » The accuracy of processing time of scan time is £0.1ms.
units
END . .
SD540 processing time « Stores the time flrom when the scan program ends until the
. . next scan starts into SD540 and SD541.
END (in 1 ms units)
Cocessin (Measurement is made in 100 s units.) S (Every END)
i)_ 9 END SD540: Stores the ms place. (Storage range: 0 to 6553) i
fme processing time SD541: Stores the us place. (Storage range: 0 to 900)
SD541 (in 100 us * The accuracy of END processing time is +0.1ms.
units)
Constantscan | « Stores the wait time for constant scan setting into SD542 and
SD542 Constant wait time (in 1 SD543.
s:annsvjzit ms units) (Measurement is made in 100 s units.) S (Every END)
time Constant scan SD542: Stores the ms place. (Storage range: 0 to 6553) y
SD543 wait time (in SD543: Stores the us place. (Storage range: 0 to 900)
100 s units) * The accuracy of constant scan wait time is +0.1ms.
Scan program « Stores the execution time of a scan program during one scan
SD548 s execution time into SD548 and SD549.
can (in 1 ms units) (Measurement is made in 100 s units.)
program Scan program SD548: Stores the ms place. (Storage range: 0 to 6553) S (Every END)
execution
. execution time SD549: Stores the us place. (Storage range: 0 to 900)
SD549 | time ;
(in 100 us « Stored every scan.
units) » The accuracy of scan program execution time is +0.1ms.

Corresponding
CPU
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(5) Safety CPU .
=
- - c
TableApp.15 Special register ‘_:;
w
Set b [of di
Number Name Meaning Explanation (Wheen :et) orrez;;(:’n ing §
« Stores the safety CPU operation mode.
b15 to b2b1b0
Safety CPU
ately Safety CPU Empty [ 1] S (Status o
SD560 operation ) t’ £
operation mode 00 : SAFETY MODE change) 2
mode 01 : TEST MODE g
10 : SAFETY MODE &
(Wait-for-restart) o
Qs =
« Stores the TEST MODE continuous RUN time. (Measured in g
SD561
TEST MODE TEST MODE second.s) . 2 g
continuous continuous (RUN time in TEST MODE. Start measurement when STOP & S (Every END) OF
RUN time RUN time RUN (Time when operation is STOP is not included.)) v
SD562 (seconds) « Stores the measurement valve with the range of 1 to
2147483647. E
53
2
(6) Memory 02
3§
D
[She]
TableApp.16 Special register 2L

Set b [of di
Number Name Meaning [S'GIERET (Wheen :et) orre(s:;::jn ing
« Indicates the type of built-in memory.
b15 to b8 b7 to b4 b3 to b0
SD620 Memory type | Memory type ‘ 0 ‘ A ‘ 0 ‘ S (Initial) "
@
o
Drive 4 Fixed at Y
(Standard ROM)|"3 (FLASH ROM)' as §
<
Drive 4
SD623 (ROM) Drive 4 capacity | * Drive 4 capacity is stored in 1K byte units. S (Initial)
capacity

Index
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(7) CC-Link Safety

TableApp.17 Special register

IEISEG QS W

. . Set by
Number Name Meaning Explanation (When set)
 The specified status of safety remote station is stored.
« "0" is stored for the standard remote station.
Safety remote | 0: No safety b15 | b14 to b1 b0
station remote station
SD1000 specification specification SD1000 16 15 to 2 1 .
to ) S (Initial)
SD1003 (CC-Link 1: Saf_ety remote SD1001 | 32 | 31 to 18 17
Safety master | station SD1002 | 48 | 47 to 34 | 33
module 1) specification
SD1003 | 64 63 to 50 49
1 to 64 in the table indicate station numbers.
0: Normal * The refresh communication status of safety remote station is
communicatio stored.
Safety refresh zizart?jswed + "0" is stored for the standard remote station.
communication unuse;!
SD1004 | Status of each statlon, b15 | b14 to b1 b0
to safgty remote standard SD1004 16 15 to 2 1 S (Status
station (CC- . change)
SD1007 | | ink remote station SD1005 | 32 | 31 to 18 17
Safety master g’;fgti"'mk SD1006 | 48 | 47 to 34 | 33
module 1) )
1. Safety station SD1007 | 64 63 to 50 49
communication
error 1to 64 in the table indicate station numbers.
* The status of communication with each safety remote station
is stored.
« SD1008: Station number 1 to SD1071: Station number 64 (0
fixed in the case of standard remote station, reserved station
specified, or without connection)
0: At normal communication
10: At initial
20: During internal information access
Safety station | The status of 30: Link error
SD1008 | communication | communication | 8300: The safety communications - Safety remote station S (Status
to status (CC-Link | with safety detection error
SD1071 | Safety master | remote stationis | 8310: The safety communications - Product information change)
module 1) stored. mismatch
8320: The safety communications - Initial monitor timeout
8321: The safety communications - Safety monitor timeout
8322: The safety communications - Error monitor timeout
8330: The safety communications - Command error
8331: The safety communications - Data split number error
8332: The safety communications - Link ID error
8333: The safety communications - Running number error
8334: The safety communications - Received data error
Bit corresponding to the station number turns 1 when the master
station goes to the interlock status after the error was detected
at the master station.
Safety station
sD1072 | interlock 0: Interlock is b15 | b14 to b1 b0
w® statusl not gxecuted SD1072 16 15 to 2 1 S (Status
spio7s | COH 1: During SD1073 | 32 | 31 to 18 | 17 change)
Safety master interlock
module 1) SD1074 | 48 | 47 to 34 | 33
SD1075 | 64 63 to 50 49

1 to 64 in the table indicate station numbers.

Corresponding
CPU

Qs
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TableApp.17 Special register s
®
. . Set by Corresponding &
Numb N M Expl ti a
umber ame eaning xplanation (When set) cPU u%
Cancel the 1/0 interlock of safety station by changing the bit of §
0: /O interlock | register from 0 to 1. a
of safety
Safety station station on CC- b15 | b14 to b1 b0
SD1076 interlock Link Safety
cancel request not rel d SD1076 | 16 15 to 2 1 2
to . . . U (Request) @
SD1079 (CC-Link 1: 1/0 interlock SD1077 32 31 to 18 17 §
Safety master of safety <
module 1) station on CC- SD1078 48 47 to 34 33 ;
Link Safety SD1079 | 64 63 to 50 49 1§
released =
1 to 64 in the table indicate station numbers. = %
OF
* The specified status of safety remote station is stored.
+ "0" is stored for the standard remote station.
Safety remote | 0: No safety b15 | b14 to b1 b0 2
tation remote station 23
SD1200 | S 23
specification specification SD1200 16 15 to 2 1 " £
to ) . S (Initial) =2
SD1203 (CC-Link 1: Safety remote SD1201 32 31 to 18 17 55
Safet t tati ‘v &
alely masier | staton SD1202 | 48 | 47 to 34 | 33 =
module 2) specification 28
SD1203 | 64 63 to 50 49 ¢
oo
1to 64 in the table indicate station numbers.
0: Normal « The refresh communication status of safety remote station is
communicatio stored.
Safety refresh nt‘ rtgserved « "0" is stored for the standard remote station.
communication z:u:’:é b1 b14 o1 b
5 to
SD1204 status of each station, 2
safety remote SD1204 | 16 15 to 2 1 S (Status Qs kel
to . standard k]
station (CC- . change) @
SD1207 || ik remote station SD1205 | 32 31 to 18 17 g
on CC-Link <
Safety master Safety SD1206 | 48 47 to 34 33
module 2 .
) 1: Safety station SD1207 64 63 to 50 49
communication
error 1 to 64 in the table indicate station numbers.
 The status of communication with each safety remote station
is stored.
» SD1208: Station number 1 to SD1271: Station number 64 (0
fixed in the case of standard remote station, reserved station %
specified, or without connection) E
0: At normal communication
10: At initial
20: During internal information access
Safety station 30: Link error
o The status of L .
SD1208 | communication L 8300: The safety communications - Safety remote station
. communication . S (Status
to status (CC-Link with safet detection error change)
SD1271 | Safety master L Y 8310: The safety communications - Product information 9
station is stored. .
module 2) mismatch
8320: The safety communications - Initial monitor timeout
8321: The safety communications - Safety monitor timeout
8322: The safety communications - Error monitor timeout
8330: The safety communications - Command error
8331: The safety communications - Data split number error
8332: The safety communications - Link ID error
8333: The safety communications - Running number error
8334: The safety communications - Received data error
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TableApp.17 Special register

. . Set by Corresponding
N N M Expl
umber ame ELILT] xplanation (When set) CPU
Bit corresponding to the station number turns 1 when the master
station goes to the interlock status after the error was detected
at the master station.
Safety station
SD1272 | interlock 0: Interlock is b15 | b14 to b1 b0
to status (CC- not executed SD1272 16 15 to 2 1 S (Status
Link 1: During change)
SD1275 Safety master interlock SD1273 | 32 31 to 18 17
module 2) SD1274 48 47 to 34 33
SD1275 | 64 63 to 50 49
1 to 64 in the table indicate station numbers. Qs
) Cancel the I/O interlock of safety station by changing the bit of
0: VO interlock register from 0 to 1.
of safety
,Sffelty i‘a“o“ iFaEOS“ Cf’”t CcC- b15 | bl4 to b1 | b0
sp1276 | interloc ink Safety
cancelrequest | not released SD1276 | 16 | 15 to 2 1
to CC-Li O U (Request)
sD1279 | (CCLink 1:VQinterock | | 'sp1277 | 32 | 31 to 18 | 17
Safety master of safety
module 2) stationon CC- | | SD1278 | 48 | 47 to 34 33
Link Safety SD1279 | 64 | 63 to 50 | 49
released
1to 64 in the table indicate station numbers.
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(8) CC-Link IE Field Network .
o
E
TableApp.18 Special register g
w
Set by Corresponding @
Number Name Meanin Explanation 2
9 P (When set) CPU g
The safety communication setting status for each station is
stored.
For standard stations, "0" is stored. o
(=4
B
b15|b14| to | b9 | b8 | b7 | b6 |b5| b4| b3 | b2 |b1 | b0 §
o
SD1400|16 |15 |to (10| 9| 8 | 7|6 |5 | 4| 3| 2 |1 o
o
. 3
Setting status SD1401(32 | 31 | to |26 | 25| 24 |23 |22{21|20 (19 |18 |17 3
SD1400 | of safety 0: Not set SD1402|48 | 47 | to |42 | 41| 40 |39 |38 |37 |36 | 35|34 |33 Ea)
to communicatio | S (Initial) Qs™! o E
. S
SD1407 | n with each 1: Set SD1403|64 | 63 | to |58 | 57| 56 |55 |54 |53 |52 | 51| 50 |49
station SD1404 |80 | 79 | to |74 | 73|72 |71 |70 |69 |68 | 67| 66 |65
SD1405|96 | 95 | to | 90| 89| 88 |87 |86 |85 |84 | 83| 82 |81 °
SD1406|112/111]| to |106{105|104 103 [102|{101|{100| 99| 98 | 97 E’g
=
SD1407| - | - | to| - | - [120[119 (118117116 115|114 (113 §3
56
1 to 120 in the table indicate station numbers. [4) é
=}
-: Fixed to "0" B e
88
0: Normal, £&
Res.erved The communication status with each safety station is stored.
station For standard stations, "0" is stored.
specified,
unused b15|b14| to | b9 | b8 | b7 | b6 |b5| b4| b3 | b2 |b1 | b0
station, SD1420(16 |15 | to 10| 9| 8 | 7|6 |5 | 4| 3|2 |1
standard
X SD1421(32 | 31 | to |26 | 25| 24 |23 |22{21|20 (19 |18 |17 »
Safety refresh station on 8
SD1420 | communicatio CC-Link IE SD1422 |48 | 47 | to |42 | 41|40 |39 |38 |37 |36 | 35|34 |33 ]
S (Status . 2
to n status of Field SD1423|64 | 63 | to |58 | 57| 56 |55 |54 |53 |52 | 51| 50 |49 crfange) QS1 <&
SD1427 | each safety Network, or SD1424180 | 79 | to |74 | 73| 72 |71 |70 |69 |68 | 67| 66 |65
station own station
1: SD1425|96 | 95 | to | 90| 89| 88 |87 |86 |85 |84 | 83| 82 |81
Communicati | | SD1426|112111| to |106105|104(103102|101/100| 99 | 98 |97
on error of SD1427| - | - | to| - | - [120[119(118[117|116 115|114 (113
safety station ] o ]
on CC-Link 1to 120 in the table indicate Statlo'r:1 nucr‘nberg.
) -: Fixed to "0"
IE Field %
Network g
» The communication status with each safety station is stored. -
« SD1440: Station number 0 to SD1560: Station number 120
« (For reserved stations, unused stations, standard stations, or
Stores the own station, "0" is stored.)
Safety L 0: Safety refresh communication
SD1440 | communicatio | communication o L
) 10 to 15: Safety initial communication S (Status .
to n status of status with L . Qs™
30: Communication error or interlocked change)
SD1560 | each safety each safety . . .
station station 8400: Safety communication target station detection error
' 8420, 8421, 8422, 8423, 8424, 8425: Safety monitoring
timeout error
8430, 8431, 8432: Safety station reception data error
8440: Safety connection setting error
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TableApp.19 Special register

Set by Corresponding
Number Name Meanin Explanation
9 P (When set) CPU
* When an error is detected and an interlock is activated, the bit
corresponding to the error station turns to "1".
b15|b14| to | b9 | b8 b7 | b6 |b5| b4| b3 |b2 |b1 | bO
SD1700(16 |15 |to |10 | 9| 8 | 7|6 |5 | 4| 3|2 |1
SD1701(32 | 31 | to |26 | 25|24 |23 |22 |21|20 |19 (18 |17
SD1700 Safety station 0: Not SD1702 |48 | 47 | to |42 | 41|40 |39 (38 |37 |36 | 35|34 (33
; - S (Status .
to interlock interlocked SD1703 |64 | 63 | to |58 | 57| 56 |55 |54 |53 |52 | 51| 50 |49 ( Qs
tatus : change)
SD1707 | s 1: Interlocked SD1704 (80 | 79 | 1o |74 | 73| 72 |71 |70 |69 |68 | 67| 66 |65
SD1705|96 |95 | to | 90| 89| 88 |87 |86 |85 |84 | 83|82 |81
SD1706 [112/111] to [106{105|104|103 102|101{100| 99 | 98 |97
SD1707| - | - |to | - | - [120119118[117[116 115 [114[113
1 to 120 in the table indicate station numbers.
-: Fixed to "0"
» The interlock status of a safety station is released when the
0: I/O interlock corresponding bit in this register is changed from "0" to "1".
of safety
. b15|b14| to | b9 | b8 | b7 | b6 |b5| bd| b3 | b2 |b1 | b0
station on
CC-Link IE SD1720|16 |15 | to |10 | 9| 8 7/6 5| 43|21
Field SD1721|32 |31 | to |26 | 25| 24 |23 |22 |21 |20 |19 |18 |17
SD1720 | Safety station | Network not SD1722|48 |47 | to |42 | 41| 40 |39 (38|37 |36 | 35| 34 |33
o | nterlock released SD1723|64 |63 | to |58 | 57| 56 |55 |54 |53 |52 | 51| 50 |49 U (Request) as™
release 1: 1/O interlock
SD1727 request of safety SD1724|80 |79 | to |74 | 73| 72|71 |70 |69 |68 | 67 | 66 |65
station on SD1725|96 |95 | to | 90| 89| 88 |87 |86 |85 |84 | 83| 82 |81
CC-Link IE SD1726|112[111| to [106/105|104[103 [102{101/100 | 99| 98 | 97
Field SD1727| - | - | to| - | - [120[119 118117116 115|114 (113
Network
released 1 to 120 in the table indicate station numbers.
-: Fixed to "0"

*1: This applies when the serial number (first five digits) of the CPU module is "13042" or later.
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Appendix 3 Parameter Number List
The parameter number is stored into the special register (SD16 to 26) when an error g
occurs in the parameter settings. H
o
This section describes the parameter number and the corresponding parameter setting
area (item) in the list.
TableApp.18 Parameter number list %
<
Item Parameter No. Reference &
Label 0000k g
Section 8.1(1) s
Comment 0001+ o=
CE
Type
. Model name Section 4.3
I/O assignment - 0400 ) °
points Section 8.1(6) =
Start XY (Start I/0 No.) £ =
Base model name §§
O =
. . Power model name ) ZE
Basic setting - 04014 Section 8.1(6) 85
Extension cable 22
Slots
Switch setting 0407+ Section 8.1(6)
CC-Link IE Controller
Network, G N 05mnx Section 8.1(2)
MELSECNET/H setting | — 0P NO- .
Ethernet setting 09mnx Section 8.2(3) g
. o ) Low speed Section 8.1(2) &
Timer limit setting - 1000+ . <
High speed Section 9.2.8
Section 6.12.1
RUN-PAUSE contact 1001+ .
Section 8.1(2)
Section 6.12.2
Remote reset 1002+ .
Section 8.1(2) %
Section 6.10 2
Output mode at STOP to RUN 1003w .
Section 8.1(2)
. . Section 4.2.1
Points occupied by empty slot 1007+ .
Section 8.1(2)
Section 8.1(4)
Device points 2000w Section 9.1
Section 9.2
. : Section 3.2
WDT (watchdog timer) setting 3000w

Section 8.1(3)

(To the next page)
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TableApp.18 Parameter number list (continued)

IEISEG QS W

Item Parameter No. Reference
. Section 6.9
Constant scanning 3003+ .
Section 8.1(3)
CC-Link IE NetV\{ork type 5000+
Controller Starting I/O No.
Network, Network No. 5NMO
Station No.
MEI_'SECNET/H Mode Section 8.2(2)
setting Refresh parameters 5NM1+
Station No 5NMO«
Valid module during other station access
Routing parameters 5003
Continuous RUN in test mode Section 6.5
Operation mode at the time of a remote station error 6000- Section 8.1(8)
Network type 9000«
Starting I/O No.
Network No.
Station No. INMO
. Operational settings .
Ethernet setting — - Section 8.2(3)
Initial settings INM1+
Open settings INM2+
Router relay parameter 9NM3.
Routing parameters INM4.
Station No.<->IP information INM5«
Network type A080n
Starting I/0O No.
Network No.
Total stations ANMO«
CC-Link IE Field | Station No. ,
Network setting | Mode Section 8.2(1)
Refresh parameters ANM14
Network Configuration Setting ANM2,
Network Operation Setting ANM3x
Safety communication setting 6403+
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TableApp.18 Parameter number list (continued)

Item Parameter No. Reference
Number of CC-Link C000«
Remote input (RX)
Remote output (RY)
Remote register (RWr)
Remote register (RWw)
Special relay (SB)
Special register (SW)
Starting I/O No.
Operational settings
Type
CC-Link Station No.
setting Master Station Data Link Type
Mode setting
Transmission settings
Safety refresh monitoring time CNM2.
Safety data monitoring time
Link ID
All connect count
Retry count
Automatic reconnection station count

Device Explanation

CNM14

CPU Module Processing

Time

Section 8.2(3)

Procedure for Writing
Program to CPU Module

Scan mode setting
Station information setting

Appendices

Index
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Appendix 4 Restrictions on Using CC-Link IE Controller Network

Module with Safety CPU Module

(1) Network parameters which can be set in the safety CPU module

TableApp.19 lists the network parameters for CC-Link IE Controller Network and their
setting availability with GX Developer when CC-Link IE Controller Network is used
with the safety CPU module.

TableApp.19 List of network parameters and their setting availability with GX Developer

Item Setting availability

Network type

CC IE Control (control station) X
CC IE Control (Normal station)

Starting I/O No.

Network No.

Total stations

Group No.

Station No.

Mode

Network range assignment (common parameters)

Refresh parameters

Interrupt settings

Interlink transmission parameters

Routing parameters

Valid module during other station access

Station number specification method

X[ x|O|x|[x|O[x|O|O|O|x|O|O|0O

O : Available, x : Not available

For details on CC-Link IE Controller Network, refer to the following manual.
[~ CC-Link IE Controller Network Reference Manual
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(2) CC-Link IE Controller Network functions which can be used in the safety

CPU module

TableApp.20 lists the functions of CC-Link IE Controller Network and their availability

in the safety CPU module.

TableApp.20 List of CC-Link IE Controller Network functions and their availability in safety CPU module

Function Availability

Cyclic transmission
function

Communication by LB/LW

(@)

Communication by LX/LY

Link refresh

Direct access to link devices

CPU Module Processing

Time

Assurance of cyclic data integrity

Cyclic transmission punctuality assurance

Constant link scan

Reserved station specification

Interlink data transfer function

Cyclic transmission stop/restart

O|x|O|O|O0|O0|x|O|0O

Procedure for Writing

Transienttransmission
function

Reading/writing data from/to word device on another station (READ/
SREAD/WRITE/SWRITE)

*
-

Clock data read/write

Oo| O

Transient request to another station (REQ)
Remote RUN/STOP

X
*
=

Sending/receiving data (SEND/RECV)

X

Receiving data on another station (for interrupt program) (RECVS)

Reading/writing data from/to word device on another station (ZNRD/
ZNWR)

X

Remote RUN/STOP (RRUN/RSTOP)

X

Reading/writing clock data from/to the CPU module on another station
(RTMRD/RTMWR)

©)

GX Developer access to other stations

Changing number of transient transmissions

Group function

Routing function

Time setting from GX Developer

RAS function

Control station switching function

Loopback function (optical loop system)

Automatic return function

Cable fault detection function

Cable insertion error detection function

Duplicated control station or station No. detection function

Transient transmission error detection time check

O|O|O|O|O|O|x|O|O|O|x]|0O

Transient transmission enabled even at CPU module error

(@)

(To the next page)
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TableApp.20 List of CC-Link IE Controller Network functions and their availability in safety CPU module (continued)

Function Availability

Hardware test O

Self-loopback test

Diagnostic function Line test

Station-to-station test

Network test
Communication test
Interrupt request to CPU module

Station No. setting by sequence program

X|x|[x|x|O|O|O

O : Available, x : Not available

* 1: Data cannot be written to the safety CPU module from the CPU module on another station.

(_=" Appendix 7.1)
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Appendix 5 Restrictions on Using MELSECNET/H Module with Safety _
CPU Module g
(1) Network parameters which can be set in the safety CPU module §
TableApp.21 lists the network parameters for MELSECNET/H and their setting
availability with GX Developer when the MELSECNET/H module is used with the o
safety CPU module. %
TableApp.21 List of network parameters and their setting availability with GX Developer E
MNET/H mode (control station), MNET/H EX (control station) X 5E
MNET/H mode (normal station), MNET/H EX (normal station)
MNET/10 mode (control station) °
Network type - E
MNET/10 mode (normal station) §§
MNET/H standby station :g
MNET/H (remote master station) % g
Starting I/0 No. $o
oo
Network No.
Total number of (slave) stations
Group No.
Mode

Network range assignment (common parameters)
Station inherent parameters

Appendices

Refresh parameters

Interrupt setting

Control station return setting
Standby station compatible module
Redundant setting

Inter-link data transfer

Routing parameters

Index

x| O|x|[x|x|x|x|O|x|x|O|O|x|O|O|x|x|O|x|0O

Valid unit in access to another station

O : Available, x : Not available

For details on the MELSECNET/H, refer to the following manual.
[~ Q Corresponding MELSECNET/H Network System Reference Manual (PLC
to PLC network)

® 0 0000 00000000000 00000 OO OOOCOOEOOEOCOEOCOEOCOEOCOCOOEOEOEOEOOEPOEOEOEOEOCOEOEOEOCOPOTOTOSTPOCTS
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(2) MELSECNET/H network system functions which can be used in the
safety CPU module
TableApp.22 lists the functions of MELSECNET/H and their availability in the safety
CPU module.

TableApp.22 List of MELSECNET/H functions and their availability in safety CPU module

Function Availability

Communication by LB/LW O

Communication by LX/LY
MELSECNET/H extended mode
Refresh parameter

Cyclic transmission Common parameter

function Station inherent parameter

Interlink data transfer function

Reserved station specification

Low-speed cyclic transmission function

Redundant system function

Communication function

Routing function

Group function

Message sending function using logical channel numbers
Sending/receiving data (SEND/RECV)

Receiving data on another station (for interrupt program) (RECVS)
Reading/writing data from/to word device on another station (READ/
SREAD/WRITE/SWRITE)

x|x|x|O|O|O|x|O|O|x|[x|O|O|0O|O

@)

Transienttransmission

function

©)

Clock data read/write
Remote RUN/STOP
Reading/writing data from/to word device on another station (ZNRD/
ZNWR)

Remote RUN/STOP (RRUN/RSTOP)

Reading/writing clock data from/to the CPU module on another station
(RTMRD/RTMWR)

Automatic return function

Transient request to another station (REQ)

*
-

X

X

X

*

(@)

Control station switching function
Control station return control function

Loopback function (optical loop system)

Prevention of station failure by using external power supply (optical

RAS function
loop system)

Station detach function (coaxial bus system)

Transient transmission enabled even at CPU module error

Transient transmission error detection time check

O|O|O|O| O |O|x|x]|0O

Diagnostic function

(To the next page)
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TableApp.22 List of MELSECNET/H functions and their availability in safety CPU module (continued)

Function Availability

Direct access to link devices

X

Interrupt sequence program startup

Multiplex transmission function (optical loop system)

Simple dual-structured network function

Cyclic transmission stop/restart and link refresh stop (network test)

Increasing number of send points by installing multiple module with the same network number

Multiple CPU system support

Remote I/O system

Redundant system support

Network diagnostics (line monitor)

O|lx|x|x|x|x|x|O]|x

*1:

O : Available, x : Not available

(" Appendix 7.1)

Data cannot be written to the safety CPU module from the CPU module on another station.
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Appendix 6 Restrictions on Using Ethernet Module with Safety CPU
Module

(1) Network parameters which can be set in the safety CPU module
TableApp.23 lists the network parameters for Ethernet and their setting availability
with GX Developer when the Ethernet module is used with the safety CPU module.

TableApp.23 List of network parameters and their setting availability with GX Developer
Network type ‘ Ethernet O
Starting I/0O No.
Network No.
Group No.
Station No.
Mode
Operational settings

Initial settings

Open settings

Router relay parameter

Station No.<->IP information

FTP parameters

E-mail settings

Interrupt settings

Redundant settings

Valid module during other station access

O|x|x|x|x|x|OlO|O|O|O|O|O0|0|0]|0O

Routing parameters

O : Available, x : Not available

For details on the Ethernet, refer to the following manual.
[ >~ Q Corresponding Ethernet Interface Module User's Manual (Basic)
[ = Q Corresponding Ethernet Interface Module User's Manual (Application)

000000000 OCOCOCEOEOOEOEOSOEPOOSOOEOOOEOEOEOEOEOEEOEOEEOEOEEOTEEOCOEPOEEOOEOEOOEOEOEEOEOEOEOEOETOTEEPQOTOTTOTTE
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(2) Ethernet functions which can be used in the safety CPU module

TableApp.24 lists the functions of Ethernet and their availability in the safety CPU
module.

TableApp.24 List of Ethernet functions and their availability in the safety CPU module

Function Availability

o . Using 4E frame o
Communication using the . -
Using QnA-compatible 3E frame O
MC protocol
Using A-compatible 1E frame O
Communication using the fixed buffer (Procedure exist) O
Communication using the fixed buffers (No procedure) O
Communication using the random access buffer X
Sending/receiving e-mail X
Establishing/disconnecting a connection with an external device of
which data communication is performed (OPEN/CLOSE) ©
Reading receive data/writing send data using fixed buffer
communication (BUFRCV/BUFSND) ©
Reading receive data using fixed buffer communication (for interrupt
programs) (BUFRCVS) *
Clearing/reading error information of the Ethernet module (ERRCLR/
ERRRD) ©
Communication using Reinitializaton of the Ethernet module (UINI)
dedicated instructions Reading/sending e-mails from/to other stations (MRECV/MSEND) X
Reading/writing data from/to word device on another station (READ/ 0%
SREAD/WRITE/SWRITE)
Reading/writing data from/to word device on another station (ZNRD/
ZNWR) *
Sending/receiving data (SEND/RECV)
Receiving data on another station (for interrupt program) (RECVS)
. . Clock data read/write O 2
Transient request to another station (REQ)
Remote RUN/STOP x 1
File transfer (FTP server function) X
Communication using the Web function X
CC-Link IE Controller Network, MELSECNET/H, MELSECNET/10 relay communication O
Router relay communication (Router relay function) O
Existence check of external device O
Communication using the pairing open method O
Remote password check O
Simultaneous broadcast O
Communication with TCP/IP ®)
MELSOFT products using
. i UDP/IP O
dedicated connections
Hardware test O
Self-loopback test O
Communication error storage O
Ethernet diagnostics function using GX Developer O

O : Available, x : Not available

*1: Available only for the Ethernet module with a serial number (first five digits) of "07082" or later.
* 2: Data cannot be written to the safety CPU module from the CPU module on another station.

(=" Appendix 7.1)

Appendix 6 Restrictions on Using Ethernet Module with Safety CPU App -35
Module

Device Explanation

CPU Module Processing

Time

Procedure for Writing
Program to CPU Module

Appendices

Index




APPENDICES
IEISEG QS W

(3) MC protocol which can be used in the safety CPU module
TableApp.25 and TableApp.26 list the data communication functions using the MC
protocol and their availability in the safety CPU module.

(a) 4E frame and QnA-compatible 3E frame

TableApp.25 List of MC protocol functions (4E frame and QnA-compatible 3E frame) and their availability in the safety CPU module

. Command o
Function Type Availability
(Subcommand)
Bit 0401(00*1
Batch read ( ) ©
Word 0401(00*0) O
. Bit 1401(00*1) X
Batch write
Word 1401(00*0) X
Random read Word 0403(00%0) @)
Device memory . Bit 1402(00*1) X
Test (Random write)
Word 1402(00*0) X
Monitor data registration Word 0801(00*0) X
Monitor Word 0802(0000) x 172
Multiple block batch read Word 0406(00*0) @)
Multiple block batch write Word 1406(00%0) X
Batch read — 0613(0000) o
Buffer memory "
Batch write — 1613(0000) o
Intelligent function | Batch read -—-- 0601(0000) O
module Batch write - 1601(0000) X
Remote RUN - 1001(0000) X
Remote STOP 1002(0000) x
Programmable Remote PAUSE - 1003(0000) X
controller CPU Remote latch clear - 1005(0000) X
Remote RESET 1006(0000) X
CPU model name read - 0101(0000) @)
. Memory usage status read - 0205(0000) X
Drive memory -
Memory defragmentation - 1207(0000) X
File information table read Without header statement 0201(0000) X
With header statement 0202(0000) X
File No. usage status 0204(0000) X
File information modification Modification of last update 1204(0000) X
File name/size modification 1204(0001) X
Batch modification 1204(0002) X
File search - 0203(0000) X
File File data read - 0206(0000) X
New registration (File name
) ) 1202(0000) x
registration)
. . Arbitrary data 1203(0000) X
File data write
Same data 1203(0001) X
File lock registration/cancel - 0808(000*) X
File copy - 1206(0000) X
File delete 1205(0000) X
(To the next page)
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O : Available, x : Not available

*1: The function which is supported on the Ethernet module side.
*2: Since the safety CPU module does not support the monitor data registration, data is not updated

even when the module operates normally.
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TableApp.25 List of MC protocol functions (4E frame and QnA-compatible 3E frame) and their availability in the safety CPU module _%
(continued) ]
i
Function Type Command Availability %
(Subcommand) a
Directory/file information read - 1810(0000) @)
Directory/file information search - 1811(0000) O z
New file creation - 1820(0000) X %
File delete 1822(0000) X &
File copy 1824(0000) x g
File File attribute modification - 1825(0000) X gg
File creation data modification - 1826(0000) X
File open - 1827(0000) @)
File read 1828(0000) O E’é
File write 1829(0000) x £3
File close 182A(0000) o 29
LED off, Error code initialization -— 1617(000%) o™ g §
Loopback test 0619(0000) o o
Unlock 1630(0000) o
Remote password
Lock 1631(0000) o™
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(b) A-compatible 1E frame

TableApp.26 List of MC protocol functions (A-compatible 1E frame) and their availability in the safety CPU module

. Command L
Function Type Availability
(Subcommand)
Bit 00
Batch read H ©
Word 01y O
Bit 024 x
Batch write
Word 03H X
. Bit 04y x
Device memory Test (Random write) Word 05
H X
Bit 064 % 1
Monitor data registration "
Word 074 x 1
Bit 08y x
Monitor
Word 094 X

O : Available, x : Not available

*1: Since the function is supported on the Ethernet module side, no error occurs as long as the
specified device has no errors.

For details on the MC protocol, refer to the following manuals.

[Z= Q Corresponding MELSEC Communication Protocol Reference Manual
[ >~ Q Corresponding Ethernet Interface Module User's Manual (Basic)

5~ Q Corresponding Ethernet Interface Module User's Manual (Application)

®© 0 0000000 0000000000000 00O0COCOGCOGLOGSEOSEOSEOSOEOEOGOEOEOEONONEOEOIETOSOOEONONOEOSEOETOEOSOEOTOSOOTEOEYS
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Appendix 7 Dedicated Instructions which can be used in Safety CPU
Module

Appendix 7.1 List of dedicated instructions

(1) Dedicated instructions which can be used in the safety CPU module
TableApp.27 lists the dedicated instructions which can be used in the safety CPU
module.

TableApp.27 List of available dedicated instructions

Supported network
CC-Link IE

Dedicated

Application i i Function description MELSECNET
instruction Controller H
Network
For opening and C|osing C)F’EN*1 Establishes a connection. X X O
connections CLOSE™ Disconnects a connection. X X O
BUFRCV™! |Reads received data. (for main program) X X O
For fixed buffer communication -
BUFSND™! | Sends data. X X ®)
For reading and C|earing error ERRCLR Clears error information. X X (@)
information ERRRD Reads error information. X X @)
For reinitialization UINI Reinitializes the Ethernet module. X X O
Reads data from word devices of the CPU
READ . @) O O
module on another station.
Reads data from word devices of the CPU
SREAD module on another station. (with completion O O O
devices)
Writes data to word devices of the CPU module
WRITE (@) @) O

on another station.

For communication with - -
Writes data to word devices of the CPU module
programmable controller CPU SWRITE . . . . (@) (@) O
on another station. (with completion devices)

* Reads clock data from the CPU module on
another station.

REQ2 @) O O

» Writes clock data to the CPU module on
another station.

Reads clock data from the CPU module on
RTMRD ) O O X
another station.

Writes clock data to the CPU module on another
RTMWR station O O X
ion.

on another station (Data link
instruction)

O : Available, x : Not available

*1: Only connection No.1 to No.8 can be specified. If the specified connection is out of the range, an
OPERATION ERROR (error code: 4101) occurs.

*2: The REQ instruction only reads and writes clock data. If other operations are requested, an
OPERATION ERROR (error code: 4001) occurs.

For dedicated instructions supported on CC-Link IE Field Network, refer to each
manual for CC-Link IE Field Network.

®© 0 0000 00000000000 000000000 OO0 OOOOODOODOEEOSOEOEOEEOSOEOEOEOEOEOEOEEOSEOEODOSOPIELS
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(2) Dedicated instructions which can be used from the CPU module on
another station to the safety CPU module
TableApp.28 lists the dedicated instructions which can be used from the CPU module
on another station to the safety CPU module.
TableApp.28 List of available dedicated instructions

Supported network
Dedicated CC-Link IE

Application Function description MELSECNET

instruction Controller H
Network

Reads data from word devices of the CPU
READ O @) O

module on another station.
Reads data from word devices of the CPU

For communication with

SREAD module on another station. (with completion O O O
programmable controller CPU )
. ) devices)
on another station (Data link
) . . Reads clock data from the CPU module on
instruction) REQ"! @) O O

another station.

Reads clock data from the CPU module on
RTMRD . @) O X
another station.

For communications with a
programmable controller CPU RIRD Reads data from devices of the CPU module on o

X X
on another station (CC-Link another station.

dedicated instruction)

O : Available, x : Not available

*1: The REQ instruction only reads and writes clock data. If other operations are requested, an
OPERATION ERROR (error code: 4001) occurs.

@.0.0ClC.C.QO000.0.0.0ClCl0.QOQOQC0.0.0COCOCOCOQOQO

For details on each dedicated instruction, refer to the following manuals.
[Z % Manuals of each network module

App -40 Appendix 7 Dedicated Instructions which can be used in Safety CPU
Module



APPENDICES
IEISEG QS W

Appendix 7.2 Programming using dedicated instructions

Since the safety CPU module does not support the intelligent function module device (U
G} ) and the FROM/TO instructions, data stored in the buffer memory of the intelligent
function module cannot be used in the sequence program of the safety CPU module.

To use data stored in the buffer memory of the intelligent function module in the sequence
program of the safety CPU module, use I/O signals, which correspond to the buffer
memory, of the intelligent function module.

Device Explanation

In order to use dedicated instructions listed in TableApp.29, replace the programs using
the FROM/TO instructions with the programs using the 1/O signals.

CPU Module Processing

Time

TableApp.29 List of targeted dedicated instructions

Dedicated instruction Function description Reference
OPEN Establishes a connection. (1) in this section
CLOSE Disconnects a connection. (2) in this section
BUFRCV Reads received data. (for main program) (3) in this section

(
(

Procedure for Writing
Program to CPU Module

BUFSND Sends data. 4) in this section
UINI Reinitializes the Ethernet module. 5) in this section

Sample programs where the intelligent function module device (U3 G} ) and the FROM/
TO instructions are replaced with I/O signals are described below.

Appendices

Index
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(1) OPEN instruction
Fig.App.1 shows a program example where buffer memory addresses are replaced
with I/O signals in the program for Active-opening the connection No.1 for TCP/IP
communication.

TableApp.30 Buffer memory address - I/O signal correspondence

Buffer memory address .
1/0 signal

in hexadecimal (decimal)
50004 (20480): Open completion signal X10: Connection 1 open completion

Y8: Connection 1 open request (This
corresponding signal cannot be used since the
signal does not turn ON/OFF by the OPEN
instruction.)

5002 (20482): Open request signal

When the 1/O signals of the Ethernet module are X/Y00 to X/Y1F

<<<Active-open processing of connection No.1>>>

M5000
o— | [PLs M1000 ]
Receive Open instruction
instruction 1PLS
LS o
*1 : <Using 'Open setting' parameters of GX Developer > :
M1000 X19 X10 M110 : :
25— ¥ | +F F : [MoOVP  Ho p1oo |
Open Initial Connection Connection ! Execution type !
instruction normal 1 open 1 open e s 2 mm - e === mmmmmmmmm e = — — =
1PLS completion  completion request *2 <Using 'control data' in D100 >

signal signal

{mMovP HsooO D100 ]

Execution type

Application
setting area

fMovP Hiooo D103

Host station
port number

|

|

|

T

|

|

|

! T
‘ [mMovP  Ho D102 |
|

|

|

1

|

|

|

|

4%{ DMOVP HOA6155DF D104 }

Destination
IP address

Destination

|
|
|
|
: [MovP H2000 D106 |
|
|

port number
———{ZPOPEN"UO" K1 D100 mi00 |
Execution .OPEN
type ms(ruct\gn
completion
device
[sET Mo |

Connection 1
open request

M100 M101
|

84— | [ [seT M150 |
OPEN OPEN OPEN
instruction instruction instruction
completion abnormal normal
device completion completion

device P
M101

— | [seT Mis1 |
OPEN
neructon OPEN.
abnormal mbs ruc ‘O‘H
completion a norlm;;
device completion

[RsT M0 |

Fig.App.1 Program example using I/O signals

*1: Required when using "Open setting" parameters of GX Developer.
* 2. Required when not using "Open setting" parameters of GX Developer.
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(2) CLOSE instruction S
. c
Fig.App.2 shows a program example where buffer memory addresses are replaced 3
with I/O signals in the program for closing the connection No.1. 3
&
TableApp.31 Buffer memory address - I/O signal correspondence
Buffer memory address i
. . . I/O signal 2
in hexadecimal (decimal) 2
. . . . =
50004 (20480): Open completion signal ‘X10: Connection 1 open completion b
E
2
When the /O signals of the Ethernet module are X/Y00 to X/Y1F 2 £
OF
<<<Close processing of connection No.1>>>
X10
| I
o— | [PLF M160 ] °
Connection Connection o 'g
compet 1 close £3
gg:;ajle ion timing § E
50
M160 M150 g2
=}
21— | |} {PLs mier ] 38
[She]
¢ i ¢ ti 2L
Tdose | peresion Taose | ca
timing normal processing
completion from the
extgma\
M6000 device
25— | {PLs M2000 |
Close Close
instruction instruction
1PLS ®
<
2
M2000 X10 g
28— | || [zPcLosE "yo" K1 D200 M200 ] <
Close Connection CLOSE
instruction 1 open instruction
1PLS completion completion
signal device
M161 M210
— | |} [sET mM210 |
Connection CLOSE CLOSE
1 close instruction instruction
processing in-execution in-execution
from the é
external device -g
M200 M201 -
45 } Iy [sET mM202 |
CLOSE CLOSE CLOSE
instruction instruction instruction
completion abnormal normal
device completion completion
device
M201
— | [sET M203 ]
CLOSE CLOSE
instruction instruction
abnormal abnormal
completion completion
device
[RsT M210 ]
CLOSE
instruction
in-execution
Fig.App.2 Program example using I/O signals
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(3) BUFRCYV instruction

Fig.App.3 shows a program example where buffer memory addresses are replaced
with I/O signals in the program for reading received data from the fixed buffer of the
connection No.1.

TableApp.32 Buffer memory address - I/O signal correspondence

Buffer memory address .
1/0 signal

in hexadecimal (decimal)
50004 (20480): Open completion signal X10: Connection 1 open completion

Y8: Connection 1 open request (This
corresponding signal cannot be used since the
signal does not turn ON/OFF by the OPEN
instruction.)

5002 (20482): Open request signal

5005 (20485):

X0: Connection 1 fix buffer receive status
Fix buffer receive status signal

When the 1/O signals of the Ethernet module are X/Y00 to X/Y1F

<<<Fixed buffer No.1 receiving program (Main program)>>>

M5100 X19 X10 X0 M500
O— | | | ! || AF { PLs ms000 |
Receive Initial Connection Connection BUFRCV Receive
instruction normal 1 open 1 fix buffer instruction instruction
completion completion receive completion 1PLS
signal signal status device
signal
M5000
354| i [ZF’.BUFRCV "uo" K1 D5000 D500 M500 ]
Receive BUFRCV
instruction instruction
1PLS completion
device
M500 M501

48

BUFRCV
instruction
completion
device

BUFRCV
instruction
abnormal
completion
device

M501

BUFRCV ———— ]
instruction

abnormal

completion

device

Fig.App.3 Program example using I/O signals
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(4) BUFSND instruction

Fig.App.4 shows a program example where buffer memory addresses are replaced
with 1/O signals in the program for sending data from the fixed buffer of the connection

No.1.

TableApp.33 Buffer memory address - I/O signal correspondence

Buffer memory address .
. . . 1/0O signal
in hexadecimal (decimal)

50004 (20480): Open completion signal ‘X10: Connection 1 open completion

When the 1/O signals of the Ethernet module are X/Y00 to X/Y1F

<<<Fixed buffer No.1 sending program>>>

M3100 X19 X10
o— F—— —— | [pLs
Send Initial Connection
instruction normal 1 open
completion completion
signal signal
M3000
24— | {mov K3
Send
instruction
1PLS
{mov K1234
[ mov D5678
[ Mov K8901
{ ZP.BUFSND "uo" K1 D3000 D300
Send data
length
setting
(number of
words)
M300 M301 b
45 f } > i Normal completion processing
BUFSND BUFSND L—r—,—,———e—e—e—e— e e e
instruction instruction
completion abnormal
device completion
device
M301 e
— Abnormal completion processing
BUFSND e
instruction
abnormal
completion
device

Fig.App.4 Program example using 1/O signals

M3000 |

Send
instruction
1PLS

D300 1

Send data
length setting
(number of
words)

D301 ki

Send data
setting

D302 ki

Send data
setting

D303 ki

Send data
setting

M300 ki

BUFSND
instruction
completion
device
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(5) UINI instruction
Fig.App.5 shows a program example where buffer memory addresses are replaced

with 1/O signals in the program for reinitialize the Ethernet module.”

TableApp.34 Buffer memory address - 1/0 signal correspondence

Buffer memory address .
1/0 signal

in hexadecimal (decimal)
50004 (20480): Open completion signal

‘X10: Connection 1 open completion

When the 1/O signals of the Ethernet module are X/Y00 to X/Y1F

<<<Re-initial processing of connection No.1>>>
M6500
o— [sET M2500
Re-initial Re-initial
instruction instruction
<Specifying the change of operation setting >
M2500 X10 X1
21— f e g rds [mov K2 D252 |
Re-initial Connection Connection
instruction 1 open 2 open r ——— —— ——— s
completion  completion ! <Communication data code >|1
signal signal } }
; [sET D2551 ]!
! . o Operation seﬁltﬁmgj
i <TCP existence confirmation setting > i
I
I
[RsT D2554 ||
L Operation setting }
=== === oo 1
<Send frame setting > }
I
[seET D2555 | 3
R . Operation seﬁl(ﬁmﬁg_i\
<Enable Write at RUN time setting [changeable]>
[sET D255.6 |
Operation setting
i <Initial timing setting >
I
! I
! [sET D2555 ]!
}L R . Operation seﬁl(ﬁmgj
[zPuINI "uo" D250 M250
UINI instruction
completion
device
[RsT M260 1
Initial
completion
status
M250 M251 <Normal completion processing >
108— | HF [INcP D260
UINI UINI instruction Normal
instruction abnormal completion completion
completion device processing
device <Abnormal completion processing >
M251
f [INcP D261 |
UINI instruction Abnormal
abnormal completion completion
device processing
[RsT M2500
Re-initial
instruction
X19
139—A} [seT M260 ]
Initial normal Initial
completion signal completion
status

Fig.App.5 Program example using I/O signals

*1: The safety CPU module cannot read the current operation setting. Therefore, all operation setting
items need to be specified. When specifying these items, do not change the current setting for the
items in the dashed line.
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Appendix 8 Access Range for Safety CPU Module _
.‘E
o
The following pages show access range and accessibility from the programming tool and a .i?
GOT to a safety CPU module. The safety CPU module does not perform routing between H
Ethernet and CC-Link IE Controller Network or between Ethernet and MELSECNET/H. °
Abbreviations of module names and others used in the figures and tables in this section
are shown in the table below. g
°
TableApp.35 Abbreviation used in the figures and tables in this section ;g
QSCPU Safety CPU module
CC-LinkSafety CC-Link Safety master module
Ethernet Ethernet module §
CClEcont CC-Link IE Controller Network module ;é”%
NET/H MELSECNET/H module z §
CClEfieSafety CC-Link IE Field Network master/local module (with safety functions) g ‘é
QcPU Q series CPU module § g
CC-Link Q series CC-Link master module o
C24 Q series serial communication module
GXD1 GX Developer
GXW2 GX Works2
GOT GOT
G4 G4 module (AJ65BT-G4/AJ65BT-G4-S3)
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(1) When the first five digits of the serial No. of the CPU module is 13041 or
earlier

(a) Access range

CC-Link | CC-Link CClEcont

QSCPU Ethernet or
A0 Safety | Safety A0 NET/H
A0 A0' AO
GXD1
A0
Cannot be connected
GOT
A0 [~
Cannot be connected
CC-Link Safety
QSCPU Csc'f'-‘t”k QCPU | QCPU |CC-Link
A1 alely A2 B2 A2
A1
I I [
GXD1 GXD1 GXD1 G4 GOT
A1 A2 B2 A2 A2
ascru | €Lk Ethermet
A3 Safety A3
A3
I Can be connected up to
GXD1 7 layers in the system
A3
I:I Ethernet I:I
ICClEcont
QCPU | QCPU | Ethernet| or C24 ~feciEcont
A4 B4 A4 NET/H A4 QSCPU CC-Link or
A4 A6 | Safey | NETH
[ [ [ [ A8 A6
GXD1 GXD1 GXD1 GXD1| [ GOT| |GXD1 I Can be connected up to
A4 B4 A4’ A4" A5 A0' GXD1 7 layers in the system
A6
(_ cc-Link IE Controller Network or MELSECNET/H )
[
Bus ICCIEcont
GOT [connection] QCPU | QCPU or CC-Link| c24 [ Ethernet
A7 A7 B7 NET/H A7 A7 B7
A7
RS-232 | | | |
GXD1 GXD1| |GXD1 GXD1| |GXD1| |GOT
AT A7 B7 AT" AT A8
CC-Link
0 : 0
QCPU | QCPU |CC-Link
A9 B9 A9
I I
GXD1| [GXD1 G4 || GOT
A9 B9 A9 A9

Fig.App.6 Access range
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(b) Accessibility

TableApp.36 Accessibility

Device Explanation

Access target

QSCPU | QSCPU | QCPU | QCPU | QSCPU | QCPU | QCPU | QSCPU | QCPU | QCPU | QCPU | QCPU
A0 A1 A2 B2 A3 A4 B4 A6 A7 B7 A9 B9

Access source

GX Developer A0

GX Developer AQ'
GOT A0

GX Developer A1
GX Developer A2
GX Developer B2
G4 A2

GOT A2

GX Developer A3
GX Developer A4
GX Developer A4'
GX Developer A4"
GX Developer B4
GOT A5

GX Developer A6
GX Developer A7
GX Developer A7'
GX Developer A7"
GX Developer A7"
GOT A7

GX Developer B7
GOT A8

GX Developer A9
GX Developer B9
G4 A9

GOT A9

CPU Module Processing

Time

-

Procedure for Writing
Program to CPU Module

OO X | X | X | X|X|X|xX|X|X|X]|xX]|x|x]|Xx

X

Appendices

~

A (A7)

@)

Index

X X | X[ X|X| x| X| x| Xx|x|x|Xx|x|x|x|x|x|x|[x|x|x|x|O|x|x]|x

X | X | X| X[ X|X|X|X|X|[X|X|X|[X|[X|X|X|X|X[X|X|[O|O]|x|x]|x]|Xx

X | X | X| X[ X|X|X|X|X|[X|X|X|X|[X|X|X|X|X[X|X|[O|O]|x|x]|x]|Xx
>

><><><xxxxxxxxxOOOgOOxxxxxxOx
S

X|X| X[ X|Xx|xX|[Xx|x|x|x|[x|x|O|O|O|0O|0|x|x|x|x|x|x|x[O]|x

X IX|X| X | X[ X|X|X|X|x|X|xXx[O|O|O|0O|0|x|x|x|x|x|x|x|O| x

> >
x|O|O|OI0|0|O|0|5|x|Ox|O|O|0|s |0 x|x|x|x|x|x|xOIO
] S

x|O]O|0O|0|0|0O

O|O|O|O|O|O|0O|O|O|0|0| x| x| x| x|x|x|x|x|x|%X]|x|x]|x|Xx]|x
O|O|O|O|O|O|O|O|OI0|0| x| x| x| x|x|x|x|x|x|x]|x|x]|x|Xx]|x
O|lO|O0|O|Xx|O|x|O|O|0|O0| x| X|X|X|X|X|X|X|[X]|X]|X]|X]|x]|XxX]|X
O|O|O|O|x|O|x|O|O|O|O|x|x|x|x|X|x|x|x|xX|x]|x]|x|x]|x]|X
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(2) When the first five digits of the serial No. of the CPU module is 13042 or
later

(a) Access range

. ICClEcont
QSCPU CC-Link | Etpernet|  or CClEfie
A0 Safety A0 NET/H | Safety
A0 AO A0
| [
GXD1
A0
Cannot be connected QSCPU CSC»fLitnk Ethernet %leEtfie
GOT A10 arely | a10 atety
A10 A10
A0 [ A0
Cannot be connected Can be connected up to | |
CC-Link Safety 7 layers in the system GXD1 GXD1
N I il A10 A10"
L CC-Link IE Field Network
QSCPU CSC f'-'t”k QCPU | QcpPu | ce-Link C ink IE Field Networl )
A1 afety A2 B2 A2 I
Al Bus [CCIEcont
[ [ [ GOT [connection| QCPU | QCPU | CCIEfie | Ethernet| €24 |CC-Link or
A1 A1 B11 A1 A1 A1 A11 NET/H
GXD1 GXD1| |GXD1 G4 ||GoT B11
Al A2 B2 A2 A2 |RS-232 [ I I I I
GXW2] GXW2|  [GXW2) GXwW2|  |GXw2| GXW2|
oo A1 A1 B11 A11" A" B11'
. con’ .
ascpu | CCLnk 76 Ethernet [J.CC-Link 0
A3 | Safey | NETH [ A3 |
A3 A3
| | Can be connected up to QCPU | QCPU | CC-Link
GXD1 GXD1 7 layers in the system A12 B12 A12
A3 A3' I I
Ethernet GXD1| [GXD1 G4 | |GOT
D D A12 B12 A12 A12
ICCIEcont
QCPU | QCPU | Ethernet or C24 i CCIEcont
Ad B4 Ad NET/H Ad QSCPU CC-Link | CCIEfie or
A4 A6 Safety | Safety | Ng1/H
[ [ [ [ A6 | A8 | as
GxD1| |GXD1 exp1| |exp1| [GOT | [ Can be connected up to
A4 B4 A4 A4" A5 GXD1 GXD1 7 layers in the system
A6 A6' /
( CC-Link IE Controller Network or MELSECNET/H )
[
Bus ICCIEcont]
GOT |connection| QCPU | QCPU or CCIEfie | C24 |CC-Link | Ethernet
A7 A7 B7 NET/H A7 A7 A7 B7
A7
Re-232 ] [ [ [
GXW2) GXW2[  [GXW2) GXW2  [GXW2| GXwz| |GOT
AT A7 B7 AT" AT" B7' A8
CC-Link
0 | 0
QCPU | QCPU |CC-Link
A9 B9 A9
[ [
GXD1| |GXD1 G4 | | GOT
A9 B9 A9 A9

Fig.App.7 Access range
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uopeue|dxg eo1neq

(b) Accessibility

TableApp.37 Accessibility

t
(/]
o
1
©

8
(2]
(7]
(]
(3]
(3]

<

awi|

Buissa201d SINPON NdD

(©)

8INPON NdD 0} weiboid
BuniA 10} 8INpaoid

s9oIpuaddy

Xapu|

©)

©)

(@)

@)

©)

©)

(©)

©)

©)

©)

(@)

©)

X

X

X

(@)

X

(©)

(@)

A
©)

(©)

X

X

X

X

X

X

©)
©)

@)
©)

X

X

X

X

X

X

(@)

A0

A0

A1l

A2

B2

A2

A2

A3

A3'

A4

A4

A4"

B4

A5

A6

Ag'

A7

A8

A9
B9

A9

A9

A10

A10'

A1

A12

B12

A12

A12

source QSCPU | QSCPU | QCPU | QCPU | QSCPU | QCPU | QCPU | @QSCPU | QCPU | QCPU | QCPU | QCPU | QSCPU | QCPU | QCPU | QCPU | QCPU
A0 A1 A2 B2 A3 A4 B4 A6 A7 B7 A9 B9 A10 A1 B11 A12 B12

GXD1

GOT

GXD1

GXD1

GXD1
G4

GOT

GXD1

GXD1

GXD1

GXD1

GXD1

GXD1

GOT

GXD1

GXD1

GXW2 | A7

GXW2 | A7

GXW2 | A7"

GXW2 | A7"

GOT

GXwW2 | B7

GXW2 | B7'

GOT

GXD1
GXD1

G4

GOT

GXD1

GXD1

GXW2 | A1

GXw2 | A11'

GXW2 | A11"

GXW2 | A11™

GOT

GXwW2 | B11

GXW2 | B11'

GXD1

GXD1

G4

GOT
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O : Available,

A : Available (by setting the routing parameter to the QCPU or remote station shown in the parentheses),
x : Not available

For GOT accessible to the safety CPU module, refer to the following manual.
= GT Designer2 Version2 Screen Design Manual
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(1) Additional functions and availability of the functions according to the
version of GX Developer

TableApp.38 Additional functions and availability of the functions according to the version of GX Developer

New function

Response performance enhancement([” 5~ CC-
Link Safety System Master Module User's Manual)

CC-Link IE Controller Network compatibility ([~ 5
CC-Link IE Controller Network Reference Manual)

MELSECNET/H transient transmission function

([_Z" Q Corresponding MELSECNET/H Network
System Reference Manual (PLC to PLC network))

Ethernet compatibility([”_ >~ Q Corresponding
Ethernet Interface Module User's Manual (Basic)),

("= Q Corresponding Ethernet Interface
Module User's Manual (Application))

Dedicated instruction compatibility ([~ 5
Appendix 7), ([_ = CC-Link IE Controller

Network Reference Manual), (5~ Q
Corresponding MELSECNET/H Network System
Reference Manual (PLC to PLC network)), ([~ 5

Q Corresponding Ethernet Interface Module User's

Manual (Basic)), ((_ 7~ Q Corresponding Ethernet
Interface Module User's Manual (Application))

MC protocol([~ 7 Q Corresponding MELSEC
Communication Protocol Reference Manual)

Clock data change function using special relay and

special registers ([~ Section 6.11)

Remote password setting function ([~ 5 Section
6.16)

Safety FB compatibility ((_ 3~ QSCPU
Programming Manual (Safety FB))

CC-Link IE Field Network compatibility ([~ 5
MELSEC-QS CC-Link IE Field Network Master/
Local Module User's Manual)

Access range expansion of the safety CPU module

([ Appendix 8)

Increasing of the number of refresh parameter
settings for CC-Link IE Controller Network
([_5— CC-Link IE Controller Network Reference
Manual)

Compatible

. . Compatible serial No.
function version

10032 or later

Compatible GX
Developer

Version 8.65T
or later

11042 or later

Version 8.82L
or later

13042 or later

Version 8.98C
or later

14052 or later

Version 8.107M
or later
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Program to CPU Module
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INDEX

[0] to [9]
5VDC internal current consumption . .......... 2-2
[A]
ACCUMACY. . . ot 9-22
Accuracy of scantime .............. ... .... 3-5

Allowable instantaneous power failure period ... 2-2
Annunciator (F)

Processing at anunciator OFF ............ 9-13
Processing at anunciatorON . ............ 9-11
Annunciator [F]........ ... .. .. ... ... . ... 2-2
[B]
B (Linkrelay) ........ ... i 9-15
BCD (binary coded decimal). ... ............ 3-18
BIN (binarycode) . .......... ... .. ... ... 3-16
Bootfilesetting. ......... ... ... ... ... 5-10
Bootrun ... ... ... 5-9
[C]
Canceltheerror ........ ... . ... .. ... ... 6-32
Changingtheclockdata................... 6-46
Clearing
Retentive timerclear. . .................. 9-20
Clock function. . ......... ... ... ... ... 6-45
Concept of /O assignment. ................. 4-6
Constantscan........................ 2-1,6-39
Constantscanning .. ..................... 6-18
Continuationerror. . . ......... ... .. ... ... 6-28
Controlmethod. ............. ... ... ...... 2-1
Counter (C). . ... 9-24
Countprocessing . ..................... 9-24
Resettingthecounter . .................. 9-26
Counter[C]........o i 2-2
CPU module
Performance specifications. . .............. 2-1
[D]
Dataregister (D). .......... ..., 9-28
Dataregister[D]........ ... ... ... 2-2
Data that can be stored into memories. .. ... ... 5-2
Decimalconstant (K) ..................... 9-35
Device
Annunciator [F] .............. ... . ... ... 2-2
Counter[C] ... 2-2
Dataregister[D] .. ...... .. .. .. ... . ..... 2-2
Edgerelay [V]...... ..o i 2-2
Internalrelay [M] . . . .......... ... . ..., 2-2
Linkregister [W] . ....... .. .. .. ... ... ... 2-2
Linkrelay [B] . . ... ..o 2-2
Link special register [SW] . . ............... 2-2
Link specialrelay [SB]. . ... ............... 2-2
Special register [SD] . . . .................. 2-2
Specialrelay [SM]. ... ......... .. ... . .... 2-2

Index -1

Timer[T] ... . 2-2
Devicelist. ... ... ... .. . . . 9-1
Devicesetting. . ....... ... ... . ... 8-5
Drive NOS . ... ... .. 5-2
Duty ... 9-27

[E]
Edgerelay (V). ... ... .. L 9-14
Edgerelay [V]. ... ... 2-2
Extension . ... ... .. .. ... 5-2
[F]
F (Annunciator). . .. ... ... . . 9-9
Features .. ... ... .. .. . . . .. ... . 1-2
File ... 5-14
Filesizeunits . ...... ... ... . ... ... . ... 5-18
Formatting necessities . .. .................. 5-2
[H]
H (Hexadecimal constant) ................. 9-35
HEX (Hexadecimal) ...................... 3-17
Hexadecimal constant (H) ................. 9-35
High speed retentive timer.. . .. ............. 9-20
High-speed timers. .. .. ................... 9-19
How to check the function version ... ... ... .. 1-10
How to Check the Serial No.. .. ............. 1-10
[
I/Oassignment . ........... ... ... .. ..... 4-5
I/O assignmentsetting . .................... 4-5
I/Ocontrolmode . .......... ... ... .. ..... 2-1
/Onumber ..... ... .. ... . . 4-1
I/O number assignment . ................... 4-1
I/Orefresh. ... .. .. .. 3-8
Initial processing. .. ... ... oL 3-7
Input (X) ... 9-5
Intelligent function module dedicated instruction
....................................... 7-3
Internal current consumption .. .............. 2-2
Internalrelay (M). .. ....... ... . . L. 9-8
Internalrelay [M]. . ........ ... ... ... ... 2-2
Internal User Devices . . .................... 9-2
[K]
K (Decimalconstant) ..................... 9-35
[L]
LED

LEDdisplay. .......... .o, 6-66

Method to turn offthe LED ... ............ 6-66
LED display forerror. .. ....... ... .. ... .... 6-32
Linkregister (W) . . ... ... i 9-29
Linkregister [W] . ... ... .. ... ... 2-2
Linkrelay B). . ... ..o 9-15



Linkrelay [B] .. ....... . 2-2
Link special register (SW) . ................. 9-31
Link special register [SW] . .................. 2-2
Link specialrelay (SB). .. .................. 9-17
Link specialrelay [SB]. .. ................... 2-2
Low speed retentive timer, . ................ 9-20
Low-speedtimers ........................ 9-18
[M]
M (Internalrelay) . ................ ... . .... 9-8
Max. number of filesstored . . . ............... 2-1
Maximum countingspeed . ................. 9-27
Memory capacities offiles. .. ............... 5-17
Memorycapacity . . ........... ... .. ... ... 2-1
Memory configuration .. .................... 5-1
Momentary Power Failure . . . ............... 3-11
Monitor. . ... ... 6-54
[N]
N(Nesting) ............ ... . ............. 9-34
Nesting(N) .......... .. ... ... . .......... 9-34
Network parameters ...................... 8-10
No.ofdevicepoints. ....................... 2-2
No. of /O devicepoints. . ................... 2-1
Number ofemptyslots. . .................... 8-3
[O]
Output (Y) status when changing from the STOP
statustothe RUNstatus . .................. 6-44
[P]
Parameter
Network Parameters .................... 8-10
PLC Parameters ........................ 8-2
PLCnamesetting .......... ... ... .. ..... 8-2
PLC parameters ............ ... ......... 8-2
Precautions
Design Precautions . ................. A-1,A-2
Disposal Precautions . . ................... A-7
Installation Precautions ... ................ A-3
Startup and Maintenance precautions. . ... ... A-5
Wiring Precautions. ... ............... A-3,A-5
Procedure
Procedure forbootrun................... 5-10
Write procedure . .. ..................... 5-12
Processingmethod ....................... 9-21
Processingspeed . .......... ... ... ... ... 2-1
Program capacity. . .. ...... ... . L. 2-1
Programlanguage................ ... .. .... 2-1
Programmemory. ......... . ... ... ... 5-3
Purpose of /O assignment .. ................ 4-5
[R]
Recording ......... ... i i 6-35
Resetting
Resettingthe counter. . .................. 9-26
RUNstatus .......... ... .. ... .. ... ..., 3-9

RUN/PAUSE contact. . ..................... 2-2

[S]
Safetysettings. . ....... ... . ... L. 8-9
SB (Link specialrelay)..................... 9-17
Scantime. . ... ... .. . .. 3-5
SD (Special register) . .. ....... ... ... ... 9-33
Self-diagnostics . . . ....... ... o 6-28
Sequence Program .. ............ ... ... ..., 3-1
Serial No.. . ... ... . . 1-10
SM (Specialrelay) .. ............... ... ... 9-32
Special register (SD) . .. . ....... ... ... 9-33
Special register [SD] ... ....... ... .. ... ... 2-2
Special RegisterList . .. .................. App-7
Specialrelay (SM) . . ....... ... ... ... 9-32
Specialrelay [SM] . .. ... .. ... ... .. ... 2-2
Special Relay List .. ..................... App-1
Specifications. . ............ ... ... .. ... ... 2-1
ST(Retentivetimer) . ... ...... ... ... .. .... 9-20
Standard ROM. ........................ 2-1,5-7
Stoperror. . ... 6-28
STOPstatus .......... ... ... ... ... ... 3-9
SW (Link special register) .. ................ 9-31
System configuration
Sequence control language . . .. ............ 2-1
Systemmonitor . ... ... 6-64
[T]
T(Timer) . ... 9-18
Timer[T] ... 2-2
Timerfunction .. ... ... ... . ... ... .. ... 2-2
Timer limitsetting. .. ............ .. ... ...... 8-3
[l
User setting systemarea.................... 5-4
vl
V(Edgerelay) ............. ... . . .. 9-14
(W]
W (Linkregister) ........... ... ... .. ..., 9-29
Watchdog timer setting . ................... 6-58
Write
Write to programmemory ................. 5-6
[X]
X(nput). ..o 9-5
X/Y assignmentcheck................... 8-8,8-9
[Y]
Y (Output) . ... 9-7
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WARRANTY

Please confirm the following product warranty details before using this product.

1. Limited Warranty and Product Support.

a. Mitsubishi Electric Company ("MELCO") warrants that for a period of eighteen (18) months after date of delivery from the point
of manufacture or one year from date of Customer's purchase, whichever is less, Mitsubishi MELSEC Safety programmable
logic controllers (the "Products") will be free from defects in material and workmanship.

b. At MELCO's option, for those Products MELCO determines are not as warranted, MELCO shall either repair or replace them or
issue a credit or return the purchase price paid for them.

c. For this warranty to apply:

(1) Customer shall give MELCO (i) notice of a warranty claim to MELCO and the authorized dealer or distributor from whom
the Products were purchased, (ii) the notice shall describe in reasonable details the warranty problem, (iii) the notice shall
be provided promptly and in no event later than thirty (30) days after the Customer knows or has reason to believe that
Products are not as warranted, and (iv) in any event, the notice must given within the warranty period;

(2) Customer shall cooperate with MELCO and MELCO's representatives in MELCO's investigation of the warranty claim,
including preserving evidence of the claim and its causes, meaningfully responding to MELCOQO's questions and
investigation of the problem, grant MELCO access to witnesses, personnel, documents, physical evidence and records
concerning the warranty problem, and allow MELCO to examine and test the Products in question offsite or at the premises
where they are installed or used; and

(3) If MELCO requests, Customer shall remove Products it claims are defective and ship them to MELCO or MELCO's
authorized representative for examination and, if found defective, for repair or replacement. The costs of removal, shipment
to and from MELCOQ's designated examination point, and reinstallation of repaired or replaced Products shall be at
Customer's expense.

(4) If Customer requests and MELCO agrees to effect repairs onsite at any domestic or overseas location, the Customer will
pay for the costs of sending repair personnel and shipping parts. MELCO is not responsible for any re-commissioning,
maintenance, or testing on-site that involves repairs or replacing of the Products.

d. Repairs of Products located outside of Japan are accepted by MELCO's local authorized service facility centers ("FA Centers").
Terms and conditions on which each FA Center offers repair services for Products that are out of warranty or not covered by
MELCO's limited warranty may vary.

e. Subject to availability of spare parts, MELCO will offer Product repair services for (7) years after each Product model or line is
discontinued, at MELCO's or its FA Centers' rates and charges and standard terms in effect at the time of repair. MELCO
usually produces and retains sufficient spare parts for repairs of its Products for a period of seven (7) years after production is
discontinued.

f. MELCO generally announces discontinuation of Products through MELCQ's Technical Bulletins. Products discontinued and
repair parts for them may not be available after their production is discontinued.

2. Limits of Warranties.

a.MELCO does not warrant or guarantee the design, specify, manufacture, construction or installation of the materials,
construction criteria, functionality, use, properties or other characteristics of the equipment, systems, or production lines into
which the Products may be incorporated, including any safety, fail-safe and shut down systems using the Products.

b.MELCO is not responsible for determining the suitability of the Products for their intended purpose and use, including
determining if the Products provide appropriate safety margins and redundancies for the applications, equipment or systems
into which they are incorporated.

c. Customer acknowledges that qualified and experienced personnel are required to determine the suitability, application, design,
construction and proper installation and integration of the Products. MELCO does not supply such personnel.

d. MELCO is not responsible for designing and conducting tests to determine that the Product functions appropriately and meets
application standards and requirements as installed or incorporated into the end-user's equipment, production lines or
systems.

e. MELCO does not warrant any Product:

(1) repaired or altered by persons other than MELCO or its authorized engineers or FA Centers;

(2) subjected to negligence, carelessness, accident, misuse, or damage;

(3) improperly stored, handled, installed or maintained;

(4) integrated or used in connection with improperly designed, incompatible or defective hardware or software;

(5) that fails because consumable parts such as batteries, backlights, or fuses were not tested, serviced or replaced;

(6) operated or used with equipment, production lines or systems that do not meet applicable and commensurate legal, safety
and industry-accepted standards;

(7) operated or used in abnormal applications;

(8) installed, operated or used in contravention of instructions, precautions or warnings contained in MELCQ's user, instruction
and/or safety manuals, technical bulletins and guidelines for the Products;

(9) used with obsolete technologies or technologies not fully tested and widely accepted and in use at the time of the Product's
manufacture;

(10)subjected to excessive heat or moisture, abnormal voltages, shock, excessive vibration, physical damage or other
improper environment; or

(11)damaged or malfunctioning due to Acts of God, fires, acts of vandals, criminals or terrorists, communication or power
failures, or any other cause or failure that results from circumstances beyond MELCQ's control.

f. All Product information and specifications contained on MELCQ's website and in catalogs, manuals, or technical information
materials provided by MELCO are subject to change without prior notice.



g. The Product information and statements contained on MELCQ's website and in catalogs, manuals, technical bulletins or other
materials provided by MELCO are provided as a guide for Customer's use. They do not constitute warranties and are not
incorporated in the contract of sale for the Products.

h. These terms and conditions constitute the entire agreement between Customer and MELCO with respect to warranties,
remedies and damages and supersede any other understandings, whether written or oral, between the parties. Customer
expressly acknowledges that any representations or statements made by MELCO or others concerning the Products outside
these terms are not part of the basis of the bargain between the parties and are not factored into the pricing of the Products.

i. THE WARRANTIES AND REMEDIES SET FORTH IN THESE TERMS ARE THE EXCLUSIVE AND ONLY WARRANTIES
AND REMEDIES THAT APPLY TO THE PRODUCTS.

j. MELCO DISCLAIMS THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR
PURPOSE.

3. Limits on Damages.

a.MELCO'S MAXIMUM CUMULATIVE LIABILITY BASED ON ANY CLAIMS FOR BREACH OF WARRANTY OR CONTRACT,
NEGLIGENCE, STRICT TORT LIABILITY OR OTHER THEORIES OF RECOVERY REGARDING THE SALE, REPAIR,
REPLACEMENT, DELIVERY, PERFORMANCE, CONDITION, SUITABILITY, COMPLIANCE, OR OTHER ASPECTS OF THE
PRODUCTS OR THEIR SALE, INSTALLATION OR USE SHALL BE LIMITED TO THE PRICE PAID FOR PRODUCTS NOT
AS WARRANTED.

b. Although MELCO has obtained the certification for Product's compliance to the international safety standards IEC61508 and
ISO13849-1 from TUV Rheinland, this fact does not guarantee that Product will be free from any malfunction or failure. The
user of this Product shall comply with any and all applicable safety standard, regulation or law and take appropriate safety
measures for the system in which the Product is installed or used and shall take the second or third safety measures other than
the Product. MELCO is not liable for damages that could have been prevented by compliance with any applicable safety
standard, regulation or law.

c. MELCO prohibits the use of Products with or in any application involving power plants, trains, railway systems, airplanes,
airline operations, other transportation systems, amusement equipments, hospitals, medical care, dialysis and life support
facilities or equipment, incineration and fuel devices, handling of nuclear or hazardous materials or chemicals, mining and
drilling, and other applications where the level of risk to human life, health or property are elevated.

d.MELCO SHALL NOT BE LIABLE FOR SPECIAL, INCIDENTAL, CONSEQUENTIAL, INDIRECT OR PUNITIVE DAMAGES,
FOR LOSS OF PROFITS, SALES, OR REVENUE, FOR INCREASED LABOR OR OVERHEAD COSTS, FOR DOWNTIME
OR LOSS OF PRODUCTION, FOR COST OVERRUNS, OR FOR ENVIRONMENTAL OR POLLUTION DAMAGES OR
CLEAN-UP COSTS, WHETHER THE LOSS IS BASED ON CLAIMS FOR BREACH OF CONTRACT OR WARRANTY,
VIOLATION OF STATUTE, NEGLIGENCE OR OTHER TORT, STRICT LIABILITY OR OTHERWISE.

e. In the event that any damages which are asserted against MELCO arising out of or relating to the Products or defects in them,
consist of personal injury, wrongful death and/or physical property damages as well as damages of a pecuniary nature, the
disclaimers and limitations contained in these terms shall apply to all three types of damages to the fullest extent permitted by
law. If, however, the personal injury, wrongful death and/or physical property damages cannot be disclaimed or limited by law
or public policy to the extent provided by these terms, then in any such event the disclaimer of and limitations on pecuniary or
economic consequential and incidental damages shall nevertheless be enforceable to the fullest extent allowed by law.

f. In no event shall any cause of action arising out of breach of warranty or otherwise concerning the Products be brought by
Customer more than one year after the cause of action accrues.

g. Each of the limitations on remedies and damages set forth in these terms is separate and independently enforceable,
notwithstanding the unenforceability or failure of essential purpose of any warranty, undertaking, damage limitation, other
provision of these terms or other terms comprising the contract of sale between Customer and MELCO.

4. Delivery/Force Majeure.

a. Any delivery date for the Products acknowledged by MELCO is an estimated and not a promised date. MELCO will make all
reasonable efforts to meet the delivery schedule set forth in Customer's order or the purchase contract but shall not be liable
for failure to do so.

b. Products stored at the request of Customer or because Customer refuses or delays shipment shall be at the risk and expense
of Customer.

c. MELCO shall not be liable for any damage to or loss of the Products or any delay in or failure to deliver, service, repair or
replace the Products arising from shortage of raw materials, failure of suppliers to make timely delivery, labor difficulties of any
kind, earthquake, fire, windstorm, flood, theft, criminal or terrorist acts, war, embargoes, governmental acts or rulings, loss or
damage or delays in carriage, acts of God, vandals or any other circumstances reasonably beyond MELCOQ's control.

5. Choice of Law/Jurisdiction.

These terms and any agreement or contract between Customer and MELCO shall be governed by the laws of the State of New

York without regard to conflicts of laws. To the extent any action or dispute is not arbitrated, the parties consent to the exclusive

jurisdiction and venue of the federal and state courts located in the Southern District of the State of New York. Any judgment there
obtained may be enforced in any court of competent jurisdiction.

6. Arbitration.

Any controversy or claim arising out of, or relating to or in connection with the Products, their sale or use or these terms, shall be
settled by arbitration conducted in accordance with the Center for Public Resources (CPR) Rules for Non-Administered
Arbitration of International Disputes, by a sole arbitrator chosen from the CPR's panels of distinguished neutrals. Judgment upon
the award rendered by the Arbitrator shall be final and binding and may be entered by any court having jurisdiction thereof. The
place of the arbitration shall be New York City, New York. The language of the arbitration shall be English. The neutral
organization designated to perform the functions specified in Rule 6 and Rules 7.7(b), 7.8 and 7.9 shall be the CPR.
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