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SAFETY PRECAUTIONS

(Always read these instructions before using the products.)

When designing the system, always read the relevant manuals and give sufficient consideration to safety.
During the exercise, pay full attention to the following points and handle the product correctly.

[EXERCISE PRECAUTIONS]

/\WARNING

® Do not touch the terminals while the power is on to prevent electric shock.
@ Before opening the safety cover, turn off the power or ensure the safety.
® Do not touch the movable portion.

/\CAUTION

@ Follow the instructor's direction during the exercise.

® Do not remove the module of the demonstration machine or change wirings without permission.
Doing so may cause failures, malfunctions, personal injuries and/or a fire.

@ Turn off the power before mounting or removing the module.
Failure to do so may result in malfunctions of the module or electric shock.

® When the demonstration machine (such as X/Y table) emits abnormal odor/sound, press the "Power
switch" or "Emergency switch" to turn off.

@® When a problem occurs, notify the instructor as soon as possible.
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REVISIONS

*The manual number is given on the bottom left of the back cover.

Revision date *Manual number Description
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This manual confers no industrial property rights or any rights of any other kind, nor does it confer any patent licenses. Mitsubishi Electric Corporation cannot
be held responsible for any problems involving industrial property rights which may occur as a result of using the contents noted in this manual.
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TRADEMARKS

Ethernet is a registered trademark of Fuji Xerox Co., Ltd. in Japan.

The company names, system names and product names mentioned in this manual are either registered trademarks or
trademarks of their respective companies.

In some cases, trademark symbols such as "™ or '®" are not specified in this manual.
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INTRODUCTION

To help users to understand the MELSEC iQ-R series safety programmable controllers, this manual describes the safety

standards, how to operate a safety programmable controller, and how to create/edit programs and set parameters using GX

Works3.

RELEVANT MANUALS

Manual name [manual number] Description Available
form
MELSEC iQ-R Safety Application Guide Overview of safety systems, how to configure safety systems, e-Manual
[SH-081538ENG] examples of installation and wiring, and application programs PDF
MELSEC iQ-R Safety Function Block Reference Specifications of the safety FBs e-Manual
[BCN-P5999-0815] PDF
Mitsubishi Safety Programmable Controller MELSEC iQ-R Series Machinery Directive (2006/42/EC) for the mitsubishi safety PDF
Machinery Directive (2006/42/EC) Compliance programmable controller MELSEC iQ-R series
[BCN-P5999-0502]
CC-Link IE Field Network Remote 1/0 Module (With Safety Functions) | Procedures required to use safety I/O modules, system configuration, | e-Manual
User's Manual parameter setting, functions, and troubleshooting PDF
[SH-081449ENG]
CC-Link IE Field Network Remote I/O Module User's Manual Procedures required to use 1/0 modules, system configuration, e-Manual
[SH-081114ENG] parameter setting, functions, and troubleshooting PDF
MELSEC iQ-R Module Configuration Manual system configuration, specifications, installation, wiring, maintenance, e-Manual
[SH-081262ENG] and inspection of MELSEC iQ-R series programmable controllers PDF
GX Works3 Operating Manual System configuration, parameter settings, and online operations of GX | e-Manual
[SH-081215ENG] Works3 PDF
MELSEC iQ-R Programming Manual (Program Design) Program specifications (ladder, ST, FBD/LD, and SFC programs) e-Manual
[SH-081265ENG] PDF
MELSEC iQ-R Programming Manual (CPU Module Instructions, Instructions for the CPU module and standard functions/function blocks | e-Manual
Standard Functions/Function Blocks) PDF
[SH-081266ENG]
MELSEC iQ-R Programming Manual (Module Dedicated Instructions) | Dedicated instructions for the intelligent function modules e-Manual
[SH-081976ENG] PDF
MELSEC iQ-R CPU Module User's Manual (Application) Memory, functions, devices, and parameters of the CPU module e-Manual
[SH-081264ENG] PDF
MELSEC iQ-R CPU Module User's Manual (Startup) Performance specifications, procedures before operation, and e-Manual
[SH-081263ENG] troubleshooting of the CPU module PDF
MELSEC iQ-R Ethernet/CC-Link IE User's Manual (Startup) Specifications, procedures before operation, system configuration, e-Manual
[SH-081256ENG] wiring, and communication examples of Ethernet, CC-Link IE PDF

Controller Network, and CC-Link IE Field Network

Point}3

e-Manual refers to the Mitsubishi Electric FA electronic book manuals that can be browsed using a dedicated

tool.
e-Manual has the following features:

» Required information can be cross-searched in multiple manuals.

» Other manuals can be accessed from the links in the manual.

» The hardware specifications of each part can be found from the product figures.

» Pages that users often browse can be bookmarked.
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1 OVERVIEW

1.1  Safety Programmable Controller

The safety programmable controller is an international safety standards certified controller and prevents labor accidents.

It performs safety control by turning safety output off responding to safety input. Safety input means a signal input from a
safety component (such as an emergency stop switch and a safety light curtain) that complies with the international safety
standards. Safety output means a signal output to a hazard (such as a motor and a robot) to stop power supplied to it.

The safety programmable controller performs the high-level self-diagnostic function, which is one of the requirements of the
international safety standards, at start-up and during operation. When an error occurs in the safety programmable controller
itself, the controller detects the error during execution of the self-diagnostic function and forcibly turns off safety output. This
prevents the loss of the safety function due to an error. The safety programmable controller differs the most from the standard
programmable controller at this point.

The safety programmable controller has obtained the safety approval of the highest safety level for a programmable
controller: Category 4 and PLe of ISO 13849-1:2006, SIL3 of IEC 62061:2012, and SIL3 of IEC 61508:2010.

Users can use the safety programmable controller when configuring a safety system that complies with ISO 13849-1:2006
(Category 4 and PLe), IEC 62061:2012 (SIL3), and IEC 61508:2010 (SIL3).

10 1 OVERVIEW
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1.2 Features of MELSEC iQ-R series Safety
Programmable Controller

1.2.1 Safety CPU and safety remote /O module

The Safety CPU and safety remote 1/0 module comply with the international safety standards: ISO 13849-1:2006 (Category 4
and PLe) and IEC 61508:2010 (SIL3). The Safety CPU can execute both standard programs and safety programs.

1.2.2 System configuration
The following is an example of the system configuration using the MELSEC iQ-R series safety programmable controller.
Engineering tool Power supply module Safety CPU Input module, output module,
GX Works3 Version 1.015R or later ~ R60OP ROSFCPU-SET  intelligent function module
\ \ CC-Link IE

.

| USB cable
Main base unit
R30OB

CC-Link IE Field Network master/local module™
RJ71GF11-T2

7
CC-Link IE
Basic digital input module Extension transistor output module Extension digital input module
NZ2GFSS2-32D NZ2EXSS2-8TE NZ2GFSS2-16DTE NZ2EX2S1-16D

CC-Link IE Field Network safety CC-Link IE Field Network safety )
- Standard extension modules

remote 1/0 module™ remote 1/O module
NZ2GFSS2-16DTE can be mounted.

*1  Firmware version 07 or later
*2 Input: 32 points (single wiring), Output: 8 points (single wiring)

1 OVERVIEW 1 1
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1.2.3 Integration of standard control and safety control

With the existing series of programmable controllers, standard control and safety control must be performed separately using
two systems. It costs much for users to purchase and start up the systems. In addition, a large control panel is required so that
two systems can be installed.

With MELSEC iQ-R series, the Safety CPU can execute both standard programs and safety programs, enabling standard
control and safety control with one CPU module.

Modules for standard control (CPU module, I1/0 module, analog module, positioning module, counter module), module for
safety control (Safety CPU), and common modules (power supply module, network module) can be all mounted on the same
base unit. It means that only one system is enough for both standard control and safety control, saving costs, space, and

wiring.

Standard
control

Power supply module
(standard/safety)

=
CPU module
(standard) Safety CPU

(safety)

S Network module

(standard/safety)

Base unit (standard/safety)

/]

-

1/0 module Analog module Positioning/counter module
(standard) (standard) (standard)

1 OVERVIEW
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1.2.4 Integration of standard communications and safety
communications

The MELSEC-Q series Safety CPU performs only safety communications, and therefore two different networks are required
for standard communications and safety communications. On the other hand, the MELSEC iQ-R series Safety CPU can
perform both standard communications and safety communications, and therefore the required network is only one, CC-Link

IE Field Network. In addition, you don't need to prepare dedicated cables because standard Ethernet cables can be used in
the CC-Link IE Field Network system.

MELSEC-QS series
Standard program

CC-L/'nk IE Safety program

Standard control system Safety control system

USB cable

CCeLink

(Standard communications)

CCilink Safety

I Two networks (Safety communications)

CC-Link standard remote /0O module CC-Link Safety remote 1/0 module

(Standard control) (Safety control)

MELSEC iQ-R series

Standard/safety program

CC-Link IE

CC-Link IE (Standard/safety communications)

One network

CC-Link IE Field Network CC-Link IE Field Network CC-Link IE Field Network AC servo
safety remote 1/0O module safety remote 1/0 module standard remote I/O module MR-J4 series
(Safety control) (Safety control) (Standard control) (Standard control)

1 OVERVIEW 1
1.2 Features of MELSEC iQ-R series Safety Programmable Controller 3
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1.2.5 Interfacing with MELSERVO-J4 series general-purpose
AC servo

The MELSEC iQ-R series programmable controller can interface with the MELSERVO-J4 series AC servo over CC-Link IE
Field Network. Mount the Safety CPU and the Simple Motion module (RD77GF) on the same base unit. The AC servo
amplifier can receive safety signals from the Safety CPU via the Simple Motion module over CC-Link IE Field Network. !
Wiring between the safety remote 1/0 module and the MR-D30 functional safety unit is not required.

*1 The Safety CPU (ROSFCPU-SET) does not support the inter-module synchronization function.

B System configuration example

Safety CPU Simple Motion module
ROSFCPU-SET RD77GF

CC-Link IE

CC-Link IE Field Network
safety remote I/O module
Molded-case circuit
breaker (MCCB)

Magnetic contactor (MC)
for servo alarm

Emergency stop Servo motor with

Safety light curtain switch functional safety <3|

For details, refer to the following.
[TISERVO AMPLIFIERS & MOTORS MELSERVO-J4 catalog

BMELSERVO-J4 series general-purpose AC servo

The MELSERVO-J4 series general-purpose AC servo can perform safety control that conforms to Category 4 and PLe of ISO

13849-1:2006 and SIL3 of IEC 61508:2010 when it is used together with the MR-D30.

* The MR-J4-GF-RJ servo amplifier can execute the safety monitoring functions (STO, SS1, SS2, SOS, SLS, SBC, and
SSM) when it is used together with the MR-D30. The safety monitoring functions can be set in parameters.*2

» There is no need to turn off the control power of the servo amplifier, resulting in the reduction of the time required for a
restart and the elimination of the home position return.

» An electromagnetic contactor for preventing unexpected motor start is not required.*3

*2 Use the MR-D30 with the software version A1 or later.

*3 For the MR-J4 series servo amplifier, no electromagnetic contactor is required to meet the STO requirements. In the system
configuration above, however, an electromagnetic contactor is connected for servo alarm and preventing an electric shock.

IEC/EN 61800-5-2:2007 function Safety level

STO (Safe torque off) Category 4 and PLe of ISO 13849-1:2006, SIL3 of IEC 61508:2010

SS1 (Safe stop 1)

SS2 (Safe stop 2)

SOS (Safe operating stop)*

SLS (Safely-limited speed)™

SBC (Safe brake control)

SSM (Safe speed monitor)’5

*4 A servo motor with functional safety needs to be used to achieve the safety levels.

*5 If a servo motor with functional safety is not used, the safety levels achieved will be Category 3 and PLd of ISO 13849-1:2006 and SIL2
of IEC 61508:2010.
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1.3 Demonstration Machine Used in the Training

In the actual work site, a safety guard shall be installed as shown below, surrounding the robot.

No more measure is required if the robot is completely enclosed and no one ever approaches the hazard.

However, a person will probably approach the robot for maintenance or a person may enter the safeguarded area from the
opening.

In the training, we configure a safety system to stop the operation of the robot when a person enters the safeguarded area
from the door or the opening and goes close to the robot. The entry of a person or an emergency stop in the event of a danger
is handed over to the safety system as safety information using safety components (such as emergency stop switch, safety
light curtain, and safety guard switch). The operation of the robot stops when a safety component detects the entry of a
person or the emergency stop switch is pressed.

You can learn the basic safety functions using the demonstration machine.

<Ilmage of the safety system>

Safety guard

Ur
-~ .’
Safety switch Safety guard switch

C

CC-Link IE Field Network
safety remote 1/0O module

I Warning light ~Start
button
\\ | //

Safety programmable controller
CC-Link IE Field Network
standard remote /O module

CC-Link IE Field Network

1 OVERVIEW 1
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2 CONFIGURATION

2.1 safety Application Configuration Example

This chapter describes a configuration example of a safety application using a safety programmable controller, based on the
system configuration of the demonstration machine shown below.

Safety CPU

Safety function module

CC-Link IE Field Network master/local module

CC-Link IE Field Network

' Safety control

Remote 1/0 module

Safety remote 1/0O module g (Station number: 2)

(Station number: 1)

000
]
000

© 0o o @ O

Emergency Safety  Safety Electromagnetici RESET RESET RUN RUN STOP
stop switch guard light  contactor ; button lamp button lamp lamp
switch curtain '
S |

1 2 CONFIGURATION
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2.2 Demonstration Machine

221 Hardware configuration of demonstration machine
(safety programmable controller side)

The following is the hardware configuration of the demonstration machine (safety programmable controller side).

Power supply module

Safety CPU —

Safety function module

CC-Link IE Field Network
remote I/O module

(with safety functions)

Main power supply —

CC-Link IE Field Network
remote I/O module

CIEICICIE]

] e —
OOODD
Ly =

—— Main base unit

—— CC-Link IE Field Network
master/local module

— High-sensitivity
electromagnetic contactor

Disconnection simulation
I switch

— Short-circuit simulation
switch

2 CONFIGURATION
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2.2.2 Hardware configuration of demonstration machine

(safety component side)

The following is the hardware configuration of the demonstration machine (safety component side).

m Emergency stop switch
A switch that enables
a worker to stop a machine

Operation preparation
switch
(with an indicator lamp)

in an emergency

Start switch
(with an indicator lamp)

Stop indicator lamp ——

m Safety guard switch

A switch (interlock device)
that allows a machine to
start only when the guard
is closed

Fan (hazardous part)

* Actuator

m Safety light curtain
A sensor that is installed at an opening and stops a machine when
a worker enters the hazardous area and the light is blocked off

2 CONFIGURATION
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2.23

System configuration of demonstration machine

The following is the system configuration of the demonstration machine.

224

USB cable

Wiring specifications

Cables of the remote I/O modules used in the demonstration machine shall be connected as follows.

Safety remote /0 module

No. Component Input Input dark test Output Output dark test
1 Emergency stop switch SAWXO0-TO, SA\X1-T1 O Executed — —

2 Safety light curtain SA\X2, SA\X3, COM- X Not required — —

3 Safety guard switch SA\X6-TO, SA\X7-T1 O Executed — —

4 Electromagnetic contactor | SA\X4-T0, SA\X5-T1 O Executed SA\YO0+, SA\Y0- O Executed

Standard remote I/O module

No. Component Input Input dark test Output Output dark test
1 Standard switch X0-COM, X1-COM N/A — —

2 CONFIGURATION

2.2 Demonstration Machine
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2.2.5

Wiring

Entire wiring

The following is the entire wiring diagram of the demonstration machine.

Emergency stop

Safety light curtain

Safety switch

switch ﬂ ﬂ II l
RESET C
button
SA\X0-TO SA\X2, SA\X3, SA\X6-TO
SA\X1-T1 COM- SAX7-T1
Disconnection simulation switch
(For introducing the diagnostic E@
function of the safety
programmable controller)
Short-circuit simulation switch
(For introducing the
diagnostic function of the safety
programmable controller)
(<]
aS SA\X4-TO
SAX5-T1
. Electromagnetic
Safety programmable contactor
controller Ethernet cable readback
SA\YO0+,
24VDC SA\Y0-
Electromagnetic oy A
contactor S

Double wiring

™
~

‘| G[e]0l010]010]0]010/C1000[0[0L0; 7"

lolo]clelolelolelololelclolelolelC)

The following cables are double-wired: between the emergency stop switch and the safety remote 1/0O module and between
the safety guard switch and the safety remote 1/0 module.

By cross-checking input signals of double wiring, a safety input can be turned off even though either one of the signals has an

error.

In the demonstration machine, the disconnection simulation switch for introducing the diagnostic function of the safety
programmable controller is provided on the wiring of the emergency stop switch.

2 CONFIGURATION
2.2 Demonstration Machine

PN *
Disconnection E"" o
; ) . 1 ~
simulation switch ; ™NC!
(OPEN) ' ! !
~ i ~N T
: NC! l
femmmmeeesd Double
TO T X0 inputs

}

X1

S —

Input cross-check

Safety remote I/O module




[Operation]

The operation when the disconnection simulation switch is turned on/off is as follows.

(Disconnection simulation switch: Off (normal operation))

Signals are input to both input terminals (X0 and X1), and the cross-check completes successfully. It means that there is no
disconnection in the system.

=

SO -

Sy

! i+ NC.

. NC. l l

Pemmmeeed Double

TO T1 X0 inputs X1
S —
Input cross-check
Safety remote I/O module *

Normal operation

(Disconnection simulation switch: On (disconnection))
No signal is input to the input terminal (X0), and the cross-check completes with an error. It means that there is a
disconnection in the system.

PN *
Disconnection E \':\LNC :
------------- E- o \L;\l-éi T }*No input signal l
0 1 X0 X1

S —
Input cross-check

Safety remote I/O module
Disconnection detection

2 CONFIGURATION 21
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Input dark test circuit

The input dark test circuit is provided in the emergency stop switch circuit and the safety guard switch circuit. A safety input
can be turned off when a short-circuit error is detected. In the demonstration machine, the short-circuit simulation switch for
introducing the diagnostic function of the safety programmable controller is provided between the output terminals TO and T1.
When the short-circuit simulation switch is turned on, a short circuit occurs between TO and T1. As a result, test pulses output
from TO and T1 are not input to the input terminals (X0 and X1), and an error occurs.

Short-circuit simulation switch
(SHORT)

NC l Test pulses l
T Test pulses T [

T0 ™ X0 X1

Test pulse circuit

Safety remote I/O module

[Operation]

The operation when the short-circuit simulation switch is turned on/off is as follows.

(Short-circuit simulation switch: Off (normal operation))

Test pulses are input to both input terminals (X0 and X1), and the normal operation is detected in the test pulse circuit. It
means that there is no short circuit in the system.

PN
Short-circuit simulation .
switch: Off —! | —>
! ' NC:
— —! | —
I ~
! NC: l Test pulses l
T TestpulsesT R
0 T X0 X1

Test pulse circuit

Safety remote 1/0 module -

(Short-circuit simulation switch: On (short circuit))
Test pulses are not input to the input terminals (X0 and X1), and an error is detected in the test pulse circuit. It means that
there is a short circuit in the system.

Short-circuit simulation I
switch: On *,E""J:""':x,
! SN
; 1 NC. No test pulse
SV TS E

M orestpuses 1] 1o nei X X

T0 ™ X0 X1

Test pulse circuit

Safet te 1/0 modul
alely remote moduie Short circuit detection

22 2 CONFIGURATION
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2.3 Connecting the Personal Computer and the Safety

Programmable Controller and Powering on the
Demonstration Machine

Operating procedure

1. Connect the personal computer to the safety
programmable controller with a USB cable.

SD CARI

1 OFF

RESET _RUN

(@) ‘-(:D-’
y () SToP

Connect a
USB cable!

2. Check that the demonstration machine is
plugged into an outlet, and power it on.

ROSSEGEU 3. Check that the READY LED of the Safety CPU
] e e (RO8SFCPU) and the safety function module
"JGRAM RUN =

PROGRAM RUN ;
USERE  SAFETY COM RUNEE (R6SFM) is on.
__BATTERYSE  SAFETY COMERRM
CARD READY TESTH
CARD ACCESSm
FUNCTIONSS

CC-Link IE Bieid

2 CONFIGURATION 2
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2.4 Network-Related Switch Settings

241 Switch settings of each module

Set switches of each module as follows.

Safety CPU

There is no network-related switch.

Safety function module

There is no switch.

CC-Link IE Field Network master/local module

There is no network-related switch.

CC-Link IE Field Network remote 1/0 module (with safety functions)

Set the station number setting switches (rotary switches).
Set "01" in the configuration example shown on Page 16 Safety Application Configuration Example.

10 11 12 13 L
KRT:--T MELSEE 14 15 16 17

PW RUN MODE DLINK SAFETY ERR. 18 19 1A 1B
1C 1D 1E 1F
NZ2GFSS2-32D

STATION NO.

Station number
setting switches —
(rotary switches)

CC-Link IE Bietd

24.2 Procedure after setting the switches

Perform the following to enable the switch setting values.

Operating procedure

1. Power off and on the safety remote 1/0O module.

24 2 CONFIGURATION
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2.5 Parameter Settings of Each Module

This section describes the module configuration and parameter settings using GX Works3 for the configuration example
shown on Page 16 Safety Application Configuration Example.

2.5.1 Creating a new project

Operating procedure

1. Click B on the toolbar or select [Project] —

4 MELSOFT GX Works3 [New] ([&] + [M) from the menu.
nuject Edit Find/Replace Convert Wiew Online Debug
DRAS % e - <136 B[P e

g E DR R R e 0| | B

2. Click the drop-down button of "Series".

New [ 3. Select "RCPU" from the drop-down menu.

Series ‘i RCPU v'@
Type : [ FX5CPU

I ocrU (Q Mode)

il LCPU
Mode = FXCPU

il NCCPU
Program Language lﬂ'[m ¥

| ok || caneal |

\%
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. 4. Clickthe drop-down button of "Type".
5. Select "RO8SF" from the drop-down menu.

. 6. Click the drop-down button of "Program
Language". Select "Ladder" from the drop-
down menu. Then, click the [OK] button.

User name is required to login to the selected module type. Please

create a user name to login.

Vv
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Add New User

User Name:

Access Level:

Password:

Re-enter Password:

Password Strength:

melsec

Administrators
Grant full access to all functions.

N
sennne

® 0 O

Please enter the password with 6 to 32 single-byte characters, numeric characters,
alphabets A-Z, a-z, single-byte space

and!"£5%&0) *+,-. [i;<==2@ [\~ _{[}~.

Passwords are case-sensitive,

Add a GUEST User

GUEST user is & user who is able to skip entering password at User Authentication
window when reading,/editing only a standard program.

Q=

Eﬁ Save as
Savein: ||| sample
= MName
s b

Recent Places

- Qe mE
Date modified Type

No items match your search.

- @

Desktop
mEu]
Libraries
LY
Computer
E > 4
Network
File name:
Save as type:
Title(A):
Other Format:

sample 1 (b - [ Save

GX WorksT Pject (“gc3) - [ Cancel |

[ Save as a Warkspace Format Project ]

@R Please change the windows with this button to use workspace format project.
' (MELSOFT Navigator supports this format.)

8. Enter the user name, password, and re-enter
password.

User Name: melsec

Password: melsec

9. Click the [OK] button.

10. Enter the file name.
File name: sample

11. Click the [Save] button.

2 CONFIGURATION 2
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MELSOFT GX Works3

o

Add a module.

[Module Mame] ROBSFCPU
[Start 1O No.] 3E00

Module Setting

@[ Setting Change

Module Label:Mot use -
Sample Comment:Use

Do Not Show this Dialog Again

%

5 Operation Setting
Use Module Label

Read Sample Comment
B Message

[ iQ Worlks Interaction

] Program Editor

iy Other Editor

3¢ Edit

\ﬂ Find/Replace

& Monitor Use Module Label

B8 Online Select whether to add the module label in adding module.

/7 Convert [Caution]

§q, Intelligent Function Module Please set other than module labels as refresh destination for module parameter to use the
Ilabel of direct access in program.

I module labels are selected as refresh destination, the value which has been set to label of
direct access is overwritten in refreshing with the value of label for Auto-refresh.

Export..

)

—
’ Back to Default l I Back to User Default ] ’ SEtaSUSErDefBu(@I oI I [

Cancel

Vv

MELSOFT GX Works3

L

Add a module.

[Module Mame] ROBSFCPU
[Start /O No.] 3E00

Module Setting I

setting Change I

Module Label;Use -
Sample Comment:Use

Do Mot Show this Dialog Again

G«

Vv

2 CONFIGURATION
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12. Click the [Setting Change] button.

13. Set "Use Module Label" to "Yes".
14. Click the [OK] button.

15. Click the [OK] button.



MELSOFT GX Works3

In the option setting shown below, set whether to automatically reflect the
changes to program editor if label name is edited in label editor,

[Other Editor] -» [Label Editor Common] -=
[Tradk label name automatically in program editor]

* Caution
It may take several minutes to reflect.

[ Do not show this dislog again

(o)

16. The dialog box that confirms an addition of the
label of selected module ("RO8SF" here)
appears. Click the [OK] button.

5 MELSOFT GX Works3

17. Anew project is created.
i Project Edit Find/Replace Convert View Online Debug Diagnostics Tool Window Help

Lo ]

-2 X

iwglzoDaE 8@ BRE 2 B8lEF b P eEs -

Navigation I x >ou [PRG] [Local Label Set... m ProgPou [PRG] [LD] 25tep X

HRN=12 [= 1) AEEET L e T I R TR

MR ER UL SA U R RLLS D SRR R RPERRACERISEEY Y2 ERIFEF .

Jimli@enEs

B [ Parameter

™ Connection Destina... [REINEVREAEN = Output [Eallin=

- | = | 3§ | A {Find POU)
& Proje I 1 }_{ #HE e x
0) END:
] 0 X | A
Display Target: [ Al -
SEQUENCE INSTRUCTIONS -
Contact instructions 8

P0.. [Fa. [ Hi. [ M. TLib..]

Input the Configuration Det... T %

| NUM 2

Overwite |

2 CONFIGURATION 2
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2.5.2 Module configuration settings

Operating procedure

1. Double-click [Module Configuration] in the Navigation window. If the dialog box about parameter information appears,
click the [OK] button.

5 MELSOFT GX Works3 =N o |

EPlnj:(l Edit Find/Replace Convert View Online Debug Diagnostics Tool Window Help -8 X
BA&| e g bheaRREassaaRaR R EsdRR R et [mli0emEE
FlIEEEN =P e SR 5
HETU U L5 EHER SRR L sn B SRR RTBRAEEETASREY Y
Navigation

(Find POU)
HB|E| L w

e X | e
Display Target: E
MELSOFT GX Works3 SEQUENCE INSTRUCTIONS _ ~

Contact instructions

When you finish editing Module Configuration, fix the
parameters to reflact to their respective functions.

[F1Do not show this dialog again.

You are able te change this setting through the
Options menu.

Connection Destina... [NV &5 Output [l [IErlas

melsec ROBSF Host

Overwrite | | Num

2. The "Module Configuration" window appears. Select the following from the "Element Selection" window.
* Main Base: R35B

» Power Supply: R62P

» Safety CPU: Place the CPU module in the "Module Configuration" window on the base unit.

» CPU Extension: R6SFM

* Network Module: RI71GF11-T2

5 MELSOFT GX Works3 =N o |
i Project Edit Find/Replace Convert View Online Debug Diagnostics Tool Window Help -ax
BAS e ';IEBSfﬁamf!“’ﬁ@@ﬂ;ﬂ\-’ﬂﬁﬂﬂﬂ\ﬁﬁ\@!ﬁﬁ\ﬁ%|ﬁ|@@‘ﬂ' dJimli@@m S <

T EE MR BR e PR F e e E -

2 i X | ar

Display Target:

Check Version of Profile | €3 Error:0 | ;i\ Warning: 0 | 48 Information | = = & 4
No. Result Explanation

melsec
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[El Module Cenfiguration * <

CPU D 1 2

POW 3 4
| ]

» Q| (Find POU)
BB - a X
Jﬂ'
Display Target: [ All hd
LR Series -
I mr3ze 3 Slots (Type req
i R38B 8 Slots (Type req
[ R38RB-HT & Slots (Extendec
R35B
POU... [Fav.. | Hist..| Mo.. | Libr..|

Input the Configuration Detailed ... & X

3 I

No configuration detailed information
found.

I3 Medule Configuration * <

»

(Find POU)
BB x| o X
o

Display Target: [ All
R Series
Wain Base
Extension Base
RQ Extension Base
PLCCPU
Process CPU
SIL2 Process CPU
Safety CPU
C Controller

m v (4

Head Module

3.

Select the main base unit "R35B" in the
"Element Selection" window, and drag and
drop it to the "Module Configuration" window.

Select modules in the "Element Selection"
window, and drag and drop them to the
"Module Configuration" window in the same
way as Step 3.

Power Supply: R62P

Safety CPU: Place the CPU module in the

"Module Configuration" window on the base unit.

CPU Extension: R6SFM

Network Module: RJ71GF11-T2

2 CONFIGURATION 1
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aﬁ Cut
By Copy
[ Paste

Delete

Select All

Bring to Front

Send to Back

Muodule Status Setting (Empty)

Check ¥ | &5 Power Supply Capacity and I/O Points

Parameter I System Configuration 5
@ Start XY Batch Input

Default Points Batch Input

-

Properties...

Open System Parameter

Vv

MELSOFT GX Works3

1 Systemn configuration check completed.

Mo error or warning found.

This check operation does not consider module version. Please refer to
the manuals in details.

Omxam

Vv

2 CONFIGURATION
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5. Check the module configuration.
Right-click in the "Module Configuration" window,
and select [Check] — [System Configuration].

6. Check that no error exists, and click the [OK]
button.



7. Fix the module configuration.

Right-click in the "Module Configuration" window,

and select [Parameter] — [Fix].

E Paste

Delete

Select All

Bring to Front
Send to Back

Module Status Setting (Empty)

Check 3
Parameter YO Fix(S) ( 7 ,
@ Start XY Batch Input ’l; Detailed Configuration Information Input Window

Default Points Batch Input
Properties...

Open System Parameter

Vv

8. Click the [Yes] button.

MELSOFT GX Works3

d

& Fixthe parameter.
/ l % Areyou sure you want to continue?

[Caution]

(1) If other PLC CPU module is deleted, refresh setting
between multiple CPUs will be deleted.

(2) Interlink transmission setting will be deleted if the following
operations are executed for the module which can use
interlink transmission setting.

- When the module is deleted

- When the start [0 Mo. is changed

- When the centrol CPU is changed from the host CPU to the
other CPU.

(2) Redundant module group setting will be deleted if the
following operations are executed for the module which can
use the redundant medule group setting.

- When the module is deleted

- When the start /'O No. is changed

- When the control CPU is changed from the host CPU to the
other CPU

4) Copied module parameters and module extended
parameters are copied to the pasted module.

The setting value will be default ones for the following cases.

- When the station type is different between copied module
and pasted module

- When the module that was copied in different project was

@ [ ]

Vv
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MELSOFT GX Works3
Add a module.
[Module Mame] RESFM

[Start I/O Mo.] 0000

©) [ setmome ]

Module Label:Mot use -
Sample Comment:Use

Module Setting

Do Not Show this Dialog Again

Vv

B Operation Setting
Use Module Label
Read Sample Comment

Show the confirmation message in adding module  Yes

Add New Module

4} Program Editor
T Other Editor
¥, Edit
Find/Replace
pl
#% Monitor Use Module Label
Online elect whether to add the module label in adding madule.
™ Select whether to add the module label in adding modul
= Convert [Caution]
Intelligent Function Module ease set other than module labels as refresh destination for module parameter to use the
q Intellige Pl her than module labels as refresh destination for module pa h
. - label of direct access in program.
[ 1Q Worlks Interaction If module labels are selected a5 refresh destination, the value which has been set to label of

direct access is overwritten in refreshing with the value of label for Auto-refresh.

P e —

34

[
l Back to Default H Back to User Default ] [ SetasUserDefBu(@l oK ] [

Cancel ]

Vv

MELSOFT GX Works3
Add a module.
[Module Mame] RA&SFM

[Start 1/0 Mo.] 0000

Module Setting I Setting Change I

Module Label;Use -
Sample Comment:Use

e ]

Do Mot Show this Dialog Again

2 CONFIGURATION

2.5 Parameter Settings of Each Module

9. Click the [Setting Change] button.

10. Set "Use Module Label" to "Yes".
11. Click the [OK] button.

12. Click the [OK] button.



I |3 Cick the 10K] button.

Add a module.

[Module Mame] RIF1IGF11-T2
[Start IO No.] 0010

Module Setting [

Setting Change |

Module Label:Mot use

Do Mot Show this Dialog Again

L= ®

2 CONFIGURATION
2.5 Parameter Settings of Each Module

35




36

2.5.3 Network configuration settings

Set the network configuration for the configuration example shown on Page 16 Safety Application Configuration Example.

Operating procedure

1. Double-click [Parameter] — [Module Information] — [RJ71GF11-T2] in the Navigation window.

i Project Edit Find/Replace Convert View Online Debug Diagnostics Tool Window Help

=1 BEEET L FERIEEL - C L LI IR
e =T I A

Sl 4 0010:RITLGFIL-T2 Module Para... X guration RG] [Loc rogPouP 4 P T Bl X

Setting ltem List Setting ltem (Find POU
B8

[ the Seting hemto Search | (gl il ]

"

Local Station

E
B

Setlings
Station Type
Network No | i Parameer Editor
Station Mo 1
Parameter Setting Method
Basic Settings

Application Settings

Setting Method of Basic/Application Settings ~ Parameter Editor

Explanation

Set the station type =

l [ Restore the Defaylt Settings l LoAx
Apply
7 x
G¥Eror || i Waming || @ Information | i CheckWarning | 1 ~ & 5 %
Ho. Result Data Name Category Content Emor Code

T = Navigation | = Output [EELE
| m Host Overwrite | | NuM 4]

2. Set "Station Type" to "Master Station".

&5 0010:RI71GF11-T2 Module Para... X

Setting ltem List

. ltem Setting
Input the Setting ftem to Search @ BT
" Station Type Local Station
E &2 =1 Network No. Master Sistion
-7y Required Settings - Network No Local Station
Station Type =) Station No. Submaster Station
Network No - Setting Method Srameler Edifor
gmnaNosm Method || | Stientie !
srameter Seting o
1% Basic Settings = 2
{# Aoplication Settings - Setting Method of Basic/Application Settings ~ Parameter Editor
Explanation
Select station type fnetwork type) of CC-Link IE field network module: -
Check l I Restore the Default Settings
item List | Find Result

2 CONFIGURATION
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3. Clickthe [Yes] button.

Discard all setting content, change to default setting and then apply it.
Are you sure you want to continue?

4. Double-click [Basic Settings] — [Network
Configuration Settings] — "<Detailed Setting>".

B 0010:RITLGFLL-T2 Module Para... % upd b=

Inpu the Setting hem to Search | (]

<Detailed Setting>

“E BT
=+{F Required Settings Refresh Settings <Detailed Setiing>
Station Type = Network Topology
Network No. Metwork Topology Line/Star
Station No. :
Parameer Seting Method
=G Bosie Sotrg || | - Operation of Master Staion after Reconnection _ Retur a5 Master Operston Stfion

etting
Network Topology
Operation of Master Station
{# Application Settings

Set the network configuration. -

Check ] I Restore the Default Settings

Vv

ltem List | Find Result
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5.

The following window appears.

When the [Yes] button is clicked, the parameters of the slave station are saved into the project file.
Click the [Yes] button here.

I, CCIE Field Configuration (Start 1/0: 0010)

i CCIEField Configuration  Edit View Tool Closewith Discarding the Setting Close with Reflecting the Setting

[=EIE=]

i Module List x

CCIE Field Selection | Find 4 »

| RXRY Setting

B Mode Setting: | Oniine (Standard Modz) | Assignment Method: (startfEnd =] Link ScanTime (Apprax.): [ 066 ms

| RwwRwWr Setting |

Refresh Device |

Model Name Station Type

| points | Start | End | Points | Sta

rt | End | RX I

Host Station 0 Master Station

in current settings.
Do you want to save parameter set in Parameter Processin
Station to project?

Host Station IE Field Configuration screen.

STA#0 Master
Total STA#:0
Line/Star

‘When close the CC IE Field Configuration screen, the setting value
which is set in "Parameter Processing of Slave Station” will be discarded

T "Yes" is selected, the setting of CC IE Field Configuration will be
reflected and the parameter of slave station will be saved to the project.

* Users are able to change this setting through "Tool” - "Options” of CC

* This option could be cleared by read from PLC etc. Please refer to the
contents of "iQ Sensor Solution Reference Manual” for details.

g of Slave

S upplementary Information

Refresh devices that are assigned to multiple device ranges wil appear in light bive.
Please refer to the folowing supplementary information for the device range contents.

Supplementary
Information:

No. Model Name

RX/RY Setting RWw/RWIr Settng _|resh Devil
Start | End | Points | Start | End RX

Station Type

0 HostStation

Master Station

- NZ2GFSS2-8D
1 NZ2GF12A4-16D

8 points
16 points|

== NZ2GF12A4-16DE 16 points|
%= NZ2GF2B1-16D 16 points|
% NZ2GF2B2-16A 16 points |
%= NZ2GF251-16D 16 points.
e NZ2GF252-16A 16 points
e NZ2GFCE3-16D 16 points
Host Station = NZ2GFCE3-16DE 16 points
i NZ2GFCM1-16D 16 points
- e NZ2GFCMI-16DE 16 points
Total STA%:2 e NZ2GF2B1-320 32 points
Line/Star % NZ2GFCE3-32D 32 points

-3 | NZ2EXSS29 NZ2GF2B1-3
£ TE 27

5 NZ2GFCF1-32D 32 paints
\ 7. NZ2GFSS2-32D. 32 pmi’
T -

2 CONFIGURATION
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6. Drag and drop the following from the "Module

List" window.
Basic Digital Input Module
* NZ2GFSS2-32D
Extension Digital Output Module
* NZ2EXSS2-8TE
Basic Digital /O Combined Module
* NZ2GF2B1-32DT
For the profile registration method, refer to the
following.
=" Page 106 Profile Registration

7. Click the [Close with Reflecting the Setting]

button.



254 Network refresh settings

Operating procedure

1. Double-click [Parameter] — [Module Information] — [RJ71GF11-T2] in the Navigation window. Then, double-click
[Basic Settings] — [Refresh Setting] — "<Detailed Setting>".

] MELSOFT GX Works3 EE"x“v
i Project Edit Find/Replace Convet View Online Debug Diagnostics Tool Window Help

DEAE e i mEes REE s g aRRRE A8 I RSB Q-
ea g EEmR R BE e DR e F .

CPU Side
7 Requred Setings Target Device Name | Points
E+{{l Basic Settings Module Label

Network Configuration ‘ Medule Label
Reresh Setting yi

Network Topology =t
3
4
5
€

Operation of Master Statio
- Application Settings

Explanation

‘Set transfer range between devices of link special relay/register in CC-Link IE field network module, link device and CPLI
module.

| [ Sembe s

Qutput
Check Parameters | €3 Error: 0 | 4 Warning: 0 | @@ Information || CheckWarning:0 | L1+ & 4

No. Resuft DataName Category Content Error Code

¥ Navigation

Overwrite | CAP | NUM

2. Set the devices on the link side and the CPU side as follows.
After setting the devices, click the [Apply] button.

Setting ltem
T Link Side CPU Side -
° Device Name | Points | Start | End Target Device Name | Points | Start | End D
- |SB ~| 512 m| 001FF " Module Label |+
Sw +| 512 00000 OO1FF “ Medule Label |+
1 [Rx - 80| 00000, 0004F ﬂ Specify Devic| = | X - 80| 01000 0104F
2 |RY - 80| 00000, 0D04F " Specify Devic| = | Y - 80| 01000 D104F
3 |Rwr - 16| 00000 OODOF " Specify Devic| = | W - 16| 00000 | DOODE
4 |Rwhw - 16| 00000| ODOOF " Specify Devic|« | W - 16| 00100:0010F
5 d - 1= =
The end number (hexadecimal) of the device range to be refreshed is displayed. -
l Check l l Restore the Default Settings I
V€
@)
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2.5.5 Initializing all data in the programmable controller

This section describes how to initialize all data in the programmable controller.

Pointp

If the programmable controller is newly purchased or is used in the different project, perform this operation.

Operating procedure

1. Select [Online] — [User Authentication] —

View | Online | Debug D sti Tool Wind: Help
: Current Connection Destination... i = - ﬂ| o Hﬂ = | CNC] | | g [Inltlallze all PLC Data] from the menu.
Read from PLC...
Write to PLC...
Verify with PLC...
Remote Operation(S)...
Safety PLC Operation...
Redundant PLC Operation(G)
CPU Memory Operation...
Delete PLC Data...
User Data
Set Clock...
Monitor
FB Property Management (Onling)...
Watch

User Authentication... Log on to PLC..

Log off from PLC
Log off All Users from PLC

Authentication Destination

Change the Password of PLC...

Read User Information from PLC

Write User Information to PLC

Copy User Information to Othgplyvstem PLC
Initialize all PLC Data

. 2. Click the [Yes] button.

MELSOFT GX Works3 E%|

4 Following information in PLC is deleted. Safety operation mode is
J_\. switched to test mode.

- User Management infermation

- All files in the Program Memaory and Data Memory

- All files in File Storage Area of Device/Label Memory

- Security key

Are you sure you want to initialize all information?

Qe =1
vV
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MELSOFT GX Works3

§ l: Are you sure you want to continue?

View | Online | Debug Di i Tool  Winds Help
i HAERARIRE AR EEEd

Current Connection Destination...

Write to PLC...
Verify with PLC...

& Read from PLC...
L]

Remote Operation(S)...
Safety PLC Operation...
Redundant PLC Operation(G)
CPU Memory Operation...
Delete PLC Data...
User Data
Set Clock...

Meonitor

FEB Property Management (Onling)...
Watch

User Authentication... Log on to PLC...

Log off from PLC
Log off All Users from PLC

Authentication Destination

Change the Password of PLC...

Read User Information from PLC
Write User Information to PLC @
Copy User Information to Other System PL

Initialize all PLC Data

3. Click the [Yes] button.

4. Click the [OK] button.

5. Write user information to the programmable
controller.

Select [Online] — [User Authentication] — [Write

User Information to PLC] from the menu.

2 CONFIGURATION
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User information of this project is written to PLC.
User information of PLC is overwritten.

Are you sure you want to continue?
O] =

[ MeLSOFT G Works3 (e e

@ Completed.
O =
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2.5.6

Converting the entire project

Operating procedure

Convert | View Online

Convert(B)

Debug Diagnostics
F4

Shift+F4
Shift+ Alt+Fd

Online Program Change
Rebuild All

Check Syntax

Program File Setting...

Worksheet Execution Order Setting...

Setting...

Vv

Rebuild All

f l} Rebuild all programs in the Project.

Conversion Setting

@ Execute rebuild with the following settings.
WV Flease chedk details in Options.

®

Label Assignment (@) Retain Reassignment

Others Do Not Use the Same Label Name in Global Label and Local Label
Optimize the Number of Steps(Level 2)
Chedk Program
|| Execute Check Program after Completing Rebuild Al
oK ] [ Cancel
Options
5 Project B Program Check B
&8 Program Editor Execute Program Check after Build or Online Prograi No [+
i Other Editor Targett.he SET instruction for duplicated coil check Ves =
- 2 op I Setting E
4 Edit Use the Same Label Name in Global Label and Local No [+
i Find/Replace = Optimization of Number of Steps A
# Monitor Optimize the Number of Steps Yes |+
2N Online Optimize Level Level 1 I
' Convert Reassign Labels in Executing Rebuild All Yes [+
— Stop the Monitor in Executing Convert/Rebuild All | No [+
BasiSething Check the data type of instruction argument No =
Language for Instruction Conversion of Character St User Locale = -

Reassign Labels in Executing Rebuild All

Select whether to reassign labels in executing Rebuild All.

Memory usage is optimized if [Ves] is selected. Unable to execute Online Program Change
or write to PLC while PLC is running.

i Intelligent Function Module
iQ Works Interaction

Back to Default ] { Back to User Default ]

1. Select [Convert] — [Rebuild All] from the
menu.

2. When "Label Assignment” is set to "Retain",
click the [Options] button.

When "Label Assignment" is set to "Reassignment",

skip over Step 2 and Step 3, and go to Step 4.

3. set "Reassign Labels in Executing Rebuild All"
to "Yes", and click the [OK] button.

2 CONFIGURATION
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Rebuild All

g l} Rebuild all programs in the Project.

Conversion Setting

@ Execute rebuild with the following settings.
WV Flease chedk details in Options.

Label Assignment

Retain (@) Reassignment

Others Do Not Use the Same Label Name in Global Label and Local Label

Optimize the Number of Steps(Level 2)

Chedk Program
] Execute Check Program after Completing Rebuild All

] [ Cancel

2 CONFIGURATION
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4. Check that "Label Assignment” is set to
"Reassignment”, and click the [OK] button.



2.5.7

Writing the project to the programmable controller

Operating procedure

Online | Debug Diagnostics Tool Window

; Current Connection Destination... F
Read from PLC...
Write to PLC...

Verify with PLC...

=
T

Remote Operation(s)...

Safety PLC Operation... 3
Redundant PLC Operation(G) 3
CPU Memaory Operation...

Delete PLC Data...

User Data 3
Set Clock...

Monitor 3
FB Property Management (Onling)...
Watch 3

User Authentication... 3

\%

MELSOFT GX Works3

y  User authentication with PLC is in incomplete status,
' Please operate it after completing user authentication,

The function which is limited according to access level exists,
For details, please refer to the manual.

<ES:010a4300>

@

User Authentication (PLC) =
Log on to PLC.

Please enter the User Name registered in PLC.

User Mame: melsec
V¢
Password: Iy ‘ 3 ’
Log on as a GUEST [ QK ] l Cancel ]

\%

1. Select [Online] — [Write to PLC] from the
menu.

2. If the user authentication with the
programmable controller is not completed, the
"Use Authentication" window appears. Click
the [OK] button.

3. Enterthe password. (Password: melsec)
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@ Authentication completed successfully.

O =
v
v 19

e
I (0v/100%

5. Afterthe project is written to the programmable
controller, click the [Close] button.

System Parameter: Skip Writing,
CPU Parameter: Skip Writing.
Safety CPU Parameter: Skip Writing.
Remote Password: Skip Writing.
Module Parameter: Skip Wiiting.
Module Parameter: Skip Writing.
Global Label Setting File: Skip Wiriting.
Program File{MAIN): Skip Writing.
Device Memory{MAIN): Writing Completed
File Register(MAIN}: Wiriting Completed
Common Device Comment: Skip Writing.

Postprocessing Comy
Virie to PLC : End i

1 The windom s sutematicaly cosed when th opsration i comphtad
sueczsshuly,

=10

6. Check the descriptions of "Confirmation 1" and

"Confirmation 2", select the both checkboxes,
@ R e and click the [Close] button.

[Confirmation Test the program thorsughly under the approprizte application environment.
@ Plzase follow the instruction manual to read the safety program and parameters
[Confimation 2] from the target module to write, visually check whether they are consistent with
the ones of satting contents,

TS @m

Vv
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ot oo == 7. Click the [Select All] button, and then click the
Doy S Sy [Execute] button.

[ Parameter + Proaram() ] [ Select All ] Legend
[ Open/Close AD) ] l Deselect Al ] * CPU ¥ B SD Memory Card Intelligent Function Module
Module Name/Data Name * B @& o Tite Lsst Change sie (Byte) B
QR Sofety programmable controller F...
#5 Parameter
P system Parameter CPU Parameter (. 7/19/2015 2:41:06 PM | Not Caleulated
{3 Module Parameter (Standard/Safety) 77242019 +20:09 PM | Not Caleulated E

B memory Card Parameter 7/19/2019 2:40:24PM | Not Calculated

{fg Remote Password 7/19/2010 2:40:24PM | Not Calcuiated
BE 5 Global Label
| @ Globdl Labelsetiing 7/19/2019 2:90:33 P | Not Calaulated m
% standard/safety Shared Global Label 7/25/2018 11:12:45 .... | Not Calculated
| 08 Progem Detal
B maN 7/19/2015 2:40:33 PM | Not Calculated
¥ I P— @ Z
"Dispiay Memory Capaciy. @)
Memory Capacity o e .
— | T
Legend Daca Mamory Fee
B o [ | susste
[ == Daveslstel x Fs
] &= [ | samas
7 e 5D Memary Gard Fes
o

()= =3

8. Every time the project is written to the safety
programmable controller, e-Manual Viewer

Safety operation mode switching

T s et s ok e s f 2 starts up and precautions for the safety

EZ1MELSEC iQ-R CPU Module User's Manual (Appi

operation mode switching are displayed. Click
the [X] button.

9. Afterthe project is written to the programmable

A
Point

T e e 1 e T controller, power off and on the demonstration

machine.

A project history is
For the method for checking registered histories, refer o the folowing:
£ Revision st screen

before switching the safety operation mode.

/\ CAUTION

ly mode.
safety

Project have been written properly by the following operation.

Operating procedure

10. Check that the D LINK LED of the safety
10 11 12 13

14 15 16 17 remote |/O module is on.

18 19 1A 1B
1C 1D 1E 1F

‘ MITSUBISHI
AN ELECTRIC

N oo ho
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2.5.8 Setting the CC-Link IE Field Network slave station

This section describes how to write parameters to the slave station (safety remote 1/0 module).

Point;§

The operations described on earlier pages of this manual must be completed, and the slave station (safety
remote I/O module) must be recognized on CC-Link IE Field Network.

Select [Diagnostics] — [CC-Link IE Field Diagnostics] from the menu, and check that the slave station can be
monitored normally.

(e
CC-Link IE TSM/CC-Link IE Field Diagnostics

Select Diagnostics Destination Monitor Status
Module Fudule 1 (Network No. 1) Change Module... gzi_ﬂ [station No. 1 - m [ Monitoring | start Moritoring || Step Monitering
jon N
st.Info
Total Slave Stations 2 Total Slave Stations 2 Current Link 1 Number of Station 0 Constant Link Scan 0
(Parameter) (Connected) Scan Time ™S Errors Detected Setting Value =
Previous | Next | Update(K)... Legend... | Data Unlinke
Connected Sta.
Master:0 Remote:1 Inteli:2

P1

Selected Station Communication Status Monitor (NZ2GFSS.

H » Network: CC IE Field

MAC Address: 10-45-46-23-A3-38 Ext. Basel:
Extension module

=]
]
g
-
8
=
gl

Check the transient communication route from the connected
station to the destination station.

Check the IP communication route from the connected station
to the destination station.

Check the cable status between the connected station and the
destination station.

Start or stop the network data link.

IP Communication Test...

3 g g
1413k
A
s || g
i 7

nformation Confirmation/Setting
o T R View reserved station Nos. and tempararily enable reserved
stations.
Enable Disable Ignore Station | View staton Nos. set to ignore errors and temporarily ignore
station errors.
__@

Reset the selected station.
(B——

=
g |
2
]
3
%a
W
o
8B
(=]
®
g
2
£l

Operating procedure

1. Double-click [Parameter] — [Module Information] — [0010:RJ71GF11-T2] in the Navigation window. Then, double-click
[Basic Settings] — [Network Configuration Settings] — "<Detailed Setting>".

nfiguration [ ProgPoul [PRG] [LD] (Read Onl.. 7 F =

[meut the Setting tem to Search

“E B

{3 Required Settings

=g Basic Settings
= 1, Paramet B Y letwork Corfiguration Settings

Refresh Setting
Network Topology
« Operstion of Master Station sfter Recornection

(% Aeplication Settings

<Detailed Setting>

Line/Star

em Parameter

- Operation of Master Station after Reconnection Return a5 Master Operation Station

Explanation

0010:RIT1GF11-T2 Set the network corfiguration -

[ Check ]l Restore the Default Settings l
kem List | Find Resut |

\ Apply \

| num s
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2. Select [Tool] — [Options].

i CCIEField Configuration  Ecit  View | Tool | Close with Dis e Setting Close with Reflecting the Setting
e
Mode Setting: |On|ina(sﬁndardMode) v‘AssognmentMeﬂ\od: Paint/Start - Link Scan Time (Approx.): 0.72 ms
y . ae conton T | RXRYSettng | RWwRMWr Settng | RefreshDevice |
0. lame on
E e |Points | Start | End |Points| Start | End | RX |
B | 0 HostStation 0 Master Station
Ff= | 1 NZ2GFS52-32D 1 Remote Device Station 80 0000 004 15 0000 OOOF
Fy | - NZ2EXSS2-8TE = |=
& | 2 NZ2GF2B1-320T 2 Intelligent Device Station 32 0050 O0O&F 20 0010 0023
F—m— 0
STA#1 STA#2
Host Station
STA#0 Master
Total STA#:2
Line/Star
NZ2GF552-3 NZ2EXS552-8 NZ2GF2B1-3
TE
| r

3. Check that the "Save the parameter set by
"Parameter Processing of Slave Station" to
project." checkbox is selected.

Click the [OK] button.

Save the parameter set by "Parameter Processing of Slave Station” to project.

the option and turm OFF in the operation of reading from PLC.
clear the parameter information of "Parameter Processing of Slave Station” in the 4

eration of Detect Now. -

For the clear condition details of the option or parameter information, please refer to "iQ

Sensor Solution Reference Manual”.
@ ‘ oK | [ Cancel

5. Right-click on "NZ2GFSS2-32D", and select

i CCIEField Configuration Edit View Tool Closewith Discarding the Setting Close with Reflecting the Setting [Online] —> [Parameter Processing of Slave
[ Detecthow | i
[ oectow ] Station].
Mode Setting: | Online (Standard Mode) ~ | Assignment Method: Link Scan Time (Approx.): [ 0,72 ms
o Moel Nome ras ctatonT | RXRvSettng | Rww/RWr Setting | Refresh Device |
' e | Points | start | End |Points | Start | End | RX

i

0 Host Station 0 Master Station

I e T R

2 Intelligent Device Station 32 0050 O0&F 20 0010 0023

- NZ2EXSS2-8TE
2 NZI2GF2B1-320T

=
=3
=
23

STA#1 STA#2
Host Station
* | |

STA#0 Master E
Total STA#:2
Line/Star Delete

\zzge|__ Online v I Detect Now

2
Change Transmission Path Method  + || Parameter Processing of Slave Station... _[( 5
= Properties... Command Execution of Slave Station... v

Backup Slave Station

i Qutput
Restore Slave Station... |
The Parameter Processing of Same Slave Station... |
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Method selection: = ~| The parameters are read from the target module. -

Parameter Information

[ Clear Al "Read Value" ]

[ selectwt | [ Cancel Al Sckections | [ Copy Tritial value to “Wite Vakue” |

Cut  CirleX

Copy Ctri+C

There is no option in the selected process.

~The refreshed device values of remote I/0 or remote registers may be overwitten. ~
-Accesses the PLC CPU by using the current: connection destination. Flease check if there is any problem with the connection destnation, E|
ted

r according o the PLC CPU,
~For information on items not displayed on the screen, please refer to the Operating Manual.

[]Enable safety module when succeed to write parameter
e —— ——

| Target Module Information:  1iz2GFS52-33D, N2 2EXSS2-6TE b '
Start 1O No.:0010 - Station No.: 1

et selecon: O ) e s o et e s g e iy
dlosing this window, write parameters or export them before dosing the window.
Parameter Information
[ Clear Al "Read Value" ] Clear All Wite Value™ ]
[ selectwt | [ Cancel Al Sckections | [ Copy Trital Vake™ to Write Value™ | [ Copy Read Value™ to Wirite Value™ |

There is no option in the selected process.

~The refreshed device values of remote I/0 or remote registers may be overwitten. ~
-Accesses the PLC CPU by using the current: connection destination. Flease check if there is any problem with the connection destnation, E|
ted

r according to the PLC CPU.
~For information on items not displayed on the screen, please refer to the Operating Manual.

S (o) ==

[ NS x [ e= ]

| Target Module Information:  1iz2GFS52-33D, N2 2EXSS2-6TE B '
Start 1/ No.:0010 - Station No: 1

2 CONFIGURATION
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6. Right-click on "Initial Value", and select [Copy].

7. Right-click on "Write Value", and select [Paste].

8. Change the write values as necessary. Use the
default values here.

9. Set "Method selection” to "Parameter write".

10. Click the "Execute Parameter Processing"
button.



. 11. Click the [Yes] button.

The process "Parameter write” will be executed, targeting the selected
parameters,

The operation of the slave station may be change by the execution of
the process "Parameter write",

Also it may overwrite the device value of the PLC CPU refreshing the
remote I/0 and remote registers.

Please confirm safety before the execution.

-Please confirm that the Connection Destination PLC is correct.
-Please confirm that the CC IE Field module is set correctly.
-Please confirm that the target slave station is correct.

Do you want to execute?

e ) ]

\%

ﬁ 12. Enter the password. (Password: melsec)

13. Click the [OK] button.

Log on to PLC.
Please enter the User Name registered in PLC.

User Mame: ‘ melsec ‘
VN
Password: Iy ‘12’ ‘
Log on as a GUEST | @[ [0]4 ] l Cancel ]

(igics e ] 14. Giick the [OK] button.

@ The execution of the process "Parameter write” is completed.

Vv
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i CCIEField Configuration

Edit View Tool Closewith Discarding the Setting Close with Reflecting the Setting

v]»\ggmentMEﬂmd: [w

v] Link Scan Time (Approx.): m ms

STAZ2

B aras oo | Rumysetting | RwwRWrSeting | Refresh Device |
vee | Points | Start | End | Points | Start | End | RX [ RY J
B 0 Master Station
1 Remote Device Station 80 0000 004 16 0000 OOOF

Host Station

STAZD Master

s e
NzzFsszs Nemisszs [ng]_ Online '] I Detect Now
@ ™ I Crange Traission ath Method v [ ParametrPrecesang o Svesition-. 1] 5
e Praperties... Command Execution of Slave Station... D
Backup Slave Station
Restore Slave Station... F
The Parameter Processing of Same Slave Station... |

3207
|| Start 1/0 No.:00 10 - Station No.:2

Method selection:

Parameter read v| The parameters are read from the target modue. 7

Parameter Information

( Clear Al Read Value™ J [ Glear Al 'Write Value® |
[ seectar ] [ cancelalseectons | v Tnitial Value” to “Wirite Value™ Copy Read Value” to “Write Value™
Neme. Initial Ve 1 6 e [unit  [writevalue [Unit _|Setting Range | Description o

Staton 3 o™

% Copy CrleC

¥ T paste Cul-v

Gl Delete

]

Basic modue parameter

El=

« i v
Process Option

There isno optionn the selected process.

“The refreshed device values of remote 1/O or remote registers may be overwitten. =
-Accesses the PLC CPU by using the current connection destination. Piease check if there is any problem wih the connection destnation El
Process s exeal o the parameters written i the PLC CPU

~For information on items not displayad on the sereen, please refer to the Operating Manual,

[]Enable safety module when succeed to write parameter

] |

[ Import...

|Targ€t!'fmlelnﬁxmnm: NZ2GF28 - '

2 CONFIGURATION
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15. Right-click on "NZ2GF2B1-32DT", and select
[Online] — [Parameter Processing of Slave
Station].

16. Right-click on "Initial Value", and select [Copy].



Parameter Processing of Slave Station |=3E=E ===
Target Module Information:  nzaGF281-320T M
Start [fO No.:0010 - Station No.:2

77N

Method seecton: 19 )= i parameers reuriin o e et mosie. -

Parameter Information
Clear All Read Value™ Clear All Virite Value™

Select All Cancel Al Selections [ Copy Tnibal Value" to “Write Vaiue" | [ Copy "Read Value® to Wirite Value® |

Initial Value Read Value

MName

“Sm ion parameter
] time setting 5: 10ms.
/|| OutputHOLD/CLEAR setting | 0: CLEAR
/]| Cydic data update watch time... |0 x100ms.
Vi Mode switch 9: Automati....
V] | Initial operation setting 0: with inita.... P 0: viith initio.
Basic module parameter y &
[] |1 Number of ON fo...| I T [ 6 8 Set the number of
|5 Number of ON |0: Disable | | \ The total number o
i A beme £ Tnminis T T Ny oD i e
T i S v
Process Option
There is no option in the selected process.
~The refreshed device values of remote 1/0 or remote registers may be overaritten. A
~Accesses the PLC CPU by using the current connection destintion, Please check f there is any problem with the connection destination. E
-Process is executed according to the parameters written in the PLC CPU. H
~For information on items not displayed on the screen, please refer to the Operating Manual il

Enable safety module when succeed to write parameter r_\ e
e R —— @

& The process "Parameter write” will be executed, targeting the selected
@ pararmeters.
The operation of the slave station may be change by the execution of
the process "Parameter write".
Also it may overwrite the device value of the PLC CPU refreshing the
remote 'O and remote registers,
Please confirm safety before the execution.

-Please confirm that the Connection Destination PLC is correct.
-Please confirm that the CC IE Field module is set correctly.

-Please confirm that the target slave station is correct.

Do you want to execute?

@ ves || No

MELSOFT GX Works3 £3

[

MELSOFT GX Works3

p -
[0] The execution of the process "Parameter write" is completed.
k. * 4

@ ]

17. Right-click on "Write Value", and select [Paste].

18. Change the write values as necessary. Use the
default values here.

19. Set "Method selection” to "Parameter write".

20. Click the "Execute Parameter Processing"
button.

21. Click the [Yes] button.

22. Click the [OK] button.
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259 Enabling the CC-Link IE Field Network safety remote
station

This section describes how to enable the safety remote station (slave station) following Page 48 Setting the CC-Link IE Field
Network slave station. The operating procedure to display the "CC IE Field Configuration" window is the same as the
procedure described on Page 48 Setting the CC-Link IE Field Network slave station.

Operating procedure

1. Onthe "CC IE Field Configuration" window,

£ CCE Field Configuration (Start 1/0: 0010)

i CCIEField Configuration Edit View Tool Closewith Discarding the Setting Close with Reflecting the Setting right—click on "NZZGF882-32D", and select
i i
Detecton [Online] — [Command Execution of Slave
Mode Setting: | Online (Standard Mode) Assignment Method: Link Scan Time (Approx.): [ 0.72 ms
=) — T — ST | RX/RY Setting | Riw/RWr Setting \ Refresh Device \ Station] .
B : "= |Points | Start | End |Points | Start | End | RX |
BB | 0 HostStaton 0 Master Station

= RemoteDevie Staton | a0] 0000] 004 16| 0000 00F| |
=Y - NZ2EXS52-8TE - -

S 2 NZ2GF2B1-320T 2 Intelligent Device Station 32 0050 QO6F 20 0010 0023

< 11, |

Host Station

-
==

- | Delete
[ Online ’ Detect Now
T Change Transmission Path Method Parameter Processing of Slave Station.. 8
— Properties... Command Exccution of Slave Station.. [ 1
Backup Slave Station =
Restore Slave Station...
The Parameter Processing of Same Slave Station...
—_— = . Set "Method selection” to "Safety module

Target Module Information:  NZ2GFSS2-32, NZ2EXSS2-8TE - validation".
Start IO No.:0010 - Station No.:1

N .
e gt ol vt At e e, et - 3. Click the [Execute] button.

Command Setting

There is no command setting in the selected process.

Execution Result

There is no execution result in the selected process.

-The refreshed device values of remote 1/O or remote registers may be overwritten. B
-Accesses the PLC CPU by using the curent connection destination. Please check  there is any problem with the connection destination.

-Process is executed according to the parameters written in the PLC CPU.

~For information on items not displayed on the screen, please refer to the Operating Manual.

(3) s
~ T we )

Save in the CSV fie...

4 2 CONFIGURATION
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4. Check the items on the displayed window. After

Enable Safety Module
the check is completed without any problem,
-z Safety module has b t effectively. OK? i
$ ConeﬁrngnLéeCoﬂsﬁm?g::gdsetfbewsompleted before setting safety module effectively. CIICk the [YeS] bUttOﬂ.

[Confirm1] Confirm position of the setting destination module by command execution of slave
station
(Please refer to Operating Manual of slave station for operation method)

[Confirm2] Read parameter from the wrote target module and check whether the set
parameter is matched visually.

[ Operating Manual Reference... I

(O

Vv

MELSOFT GX Works3 [ 2|

5. Click the [Yes] button.

. The process "Safety module validation” will be executed.
$ The operation of the slave station may be change by the execution of
the process "Safety module validation”.
Also it may overwrite the device value of the PLC CPU refreshing the
remote 'O and remote registers.
Please confirm safety before the execution.

-Please confirm that the Connection Destination PLC is correct.
-Please confirm that the CCIE Field module is set correctly.

-Please confirm that the target slave station is correct.

Do you want to execute?

6. Enterthe password. (Password: melsec)
User Authentication (PLC)

Log on to PLC.
Please enter the User Name registered in PLC.

User Mame: melsec
L~
Password: TITTT] ‘ 6 ’
Log on as a GUEST [ QK ] l Cancel ]

Vv
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@ The execution of the process "Safety module validation” is completed.

O =
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2.5.10 Setting the CC-Link IE Field Network safety
communication parameters

Operating procedure

1. Double-click [Parameter] — [Module Information] — [0010:RJ71GF11-T2] in the Navigation window. Then, double-click
[Application Settings] — [Safety Communication Setting], and set "To Use or Not to Use the Safety Communication
Setting" to "Use".

2. Double-click "<Detailed Setting>" of "Safety Communication Setting".

Setting ftem List

ltem Setting
Input the Setting hemto Search ——
tem Switching Menitoring Time 2000ms
BF B =1 Link Scan Mode Sequence Scan Asynchronous
73 Requred Settngs Constant Link Scan Time Oms
¢ Basic Settings Station-based Block Data Assurance: Enable:
Network Corfiguration Settings £1 10 Maintenance Setings
z::’eiie'"”? Output Hold/Clear Setfing during CPU STOP Hold
work Topology
Oporstion of Magter Staion ater e Data Link Error Station Seffing Clear
4 Aopication Settings Output Mode upon GPU Error Clear
‘Supplementary Cyclic Settings =) Interrupt Seffings
Intemupt Seftings Interrupt Settings <Detailed Setting>
1P Address = IP Address
Communication Mode v s
Parameter Name ==L
Dynamic Routing = Communication Mode
Event Reception from Other Stations| Communication Mode Normal
Modue Operation Mode = Parameter Name
Inieriik Transmission Setiings Parameter Nome
Safety Communication Setting| Eoohi
Dynamic Routing Enable
= Event Reception from Ofher Siafions:
Event Receplion from Other Stafions Enable
-1 Module Operation Mode
Module Operation Mode Online

=1 Interlink Transmission Seffings

Interlink Transmission Seftings:
) Safety Communication Setting

Ta Use or Netto Use the Safety Communication Setting ~ Use
Safety C Sett <Detailed Setiing>

<Defailed Sefing>

Set the Safety Communication. -

« M 3

Check. l l Restore the Defaylt Seffings

%

MELSOFT GX Works3

tem List | Find Resut |

3. Click the [OK] button.

Please note the following points to set the safety communication
setting.

- The settings will be deleted under the following conditions.

- Module information is deleted.

- Station type is changed.

- Parameter setting method is changed.

- To Use of Not to Use the Safety Communication Setting is changed to
‘Mot Use',

- Metwork Configuration setting is required to set the Safety
Communication Setting for the local network. Any setting changes after
setting the Safety Communication Setting will not be reflected. Please
set it again if it is the case,

- To execute safety communication with a remote device station, please
write parameters through 'Parameter Processing of Slave Station...' for
the target module via "CCIE Field Configuration' ('Metwork
Configuration Settings' -» 'Detailed Setting').

©mam

%
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4. Set "Communication Destination" to "Local Network" on the "Safety Communication Setting" window.

Seting Method

Sin/End =
| Wetwork Configuration [ ComgwedModde | e o | ‘Safety Data Transfer Devics Sefting =
No. C"Dﬂ' HE Network | giac o, | staton T, Name | Communication | Open System | Monitering Time | Monioring Time [ Receive Data Storage Device [ ‘Send Data Storage Device. =
Mo 2 || Destination sl sl Device Name | Points | Start | End | |Device Name | Points | Start | End
—— 4

3 K KN KN K1 £ KN KN N K
(i s T o J oo e T e e
(i s T o J oo e T e e
3 K KN KN K1 K KN K1 N K

[E ENENENENENKE

[—r—

:
?

5. Select the safety communication target safety remote I/O module (NZ2GFSS2-32D), and click the [Add] button.

Selacxthe tarpet moduls for the safery communication seing n the focal netuerk.

~The: vae vill be ovemrriten i the setting for the same station N has already esisted.
- Please set the Network Configuration Settings for the
ocal netork,

0 set safety commurication setting

6. set "Sending Interval Monitoring Time", "Safety Refresh Monitoring Time", "Receive Data Storage Device", and "Send
Data Storage Device" as follows. After setting the parameters, click the [OK] button.

» Sending Interval Monitoring Time: 35.0 [ms]

» Safety Refresh Monitoring Time: 60.0 [ms]

» Receive Data Storage Device: SA\X, Start: 000000, End: 00001F

» Send Data Storage Device: SAY, Start: 000000, End: 00000F

‘Seiting Method
o —
r— I Network Configuration | ‘Configured Module | I ‘Safety Data Transfer Device Setting -
-
No. Network Communication | Open Monitoring Time | Monitoring Time | Receive Dats Storage Device T ‘Send Data Storage Device m
R e | o | :
e No. | Sefnte | StienType | ModelN Destination sl [ms] Device Name _| Foints | Start | End | |DeviceName | Poins | Strt | End
7 oca ework [2] ] 6 %0 w0 sx 1] 20000 o000 [l saY [ 500000 0000
2 = = =2 =
3 = = = =
g || =] =] = =]
9 =] =] =] = =]
] 4 hd b bd hd
7 =] £2 =] = £2
g =] £ =] = £
g || |- =} =] |-
;
2t | | — (6)=1
e
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Click the [Apply] button.

= Program
& FB/FUN
Label

= (% Parameter

n Parameter

U Parameter
%, Module Parameter
rd Parar

LR £40010:R171GF11-T2 Module Para... %

Setting Item List

input the Sefting fem to Search (i)

8
(£ Required Settings
=g Basic Settngs
@ Network Corfiguration Settings
@ Refresh Setting
Network Topology
Operation of Master Station after Re|
=-{§ Aoplication Settings
Supplemertary Cyclic Settings
Intemupt Settings
IP Address
Communication Mode
Parameter Name
Dynamic Routing
Evert Reception from Other Stations
Module Operation Mods
Intetink Transmission Settings
4 Safety Communication Setting

= Interrupt Setiings

Interrupt Settings

) IP Address

P Address

= Communicafion Mode
Communication Mode

= Parameter Name

Parameter Name

= Dynamic Rouing

Dynamic Rouing

- Event Receptionfrom Other Stations
Event Reception from Other Stations

= Module Operation Mode

Module Operation Mode

- Interlink Transmission Seffings

Interlink Transmission Settings

= Safety Communication Selfing

To Use or Not to Use the Safety Communication Seting
Safety Communicaiion Seiing

Item Setting
El
. System Switching Monitoring Time 2000 ms
2 Link Scan Mode Sequence Scan Asynchronous
Constant Link Scan Time oms
Station-based Block Data Assurance Enable
.= lID Maintenance Seffings
- Output Hold(Clear Setting during CPU STOP Hold
Data Link Error Station Setting Clear
Output Mode upen CPU Error Clear

<Detailed Sefling>

1.125

Normal

Enable

Enable

Online

<Defailed Setting>

Use

<Detailed Seffing>

« I »

plans

Set the connection to execute safety communication and the transfer range of safety device:

e List | Find Resut| [

Check. l [ Restore the Default Settings l

(") =
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2.5.11 Writing parameters to the programmable controller
after setting the CC-Link IE Field Network safety
communication parameters

Operating procedure

: : : : 1. Convert the entire project. Select [Convert] —
Convert | View Online Debug Diagnostics [Rebuild All] from the menu.

Convert(B) F4 ﬁ
Online Program Change Shift+F4
Rebuild Al (1) Shift+Alt+F4

| 1 |
W %

Check Syntax »

Program File Setting...

Worksheet Execution Order Setting...

Setting...

Vv

Rebuild All (=23

L\ Rebuild all programs in the Project.

2. Click the [OK] button.

Conversion Setting

(@ Execute rebuild with the following settings.

"' Please check details in Options.
Label Assignment Retain (@ Reassignment

Others Do Mot Use the Same Label Name in Global Label and Local Label

Optimize the Number of Steps(Level 2)

Check Program
|| Execute Check Program after Completing Rebuild All

Vv

@[ ok | [ concel
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Online | Debug Diagnostics Teol Window

3.

Current Connection Destination...

Read from PLC...

Write to PLC... @
Verify with PLC...

Remote Operation(S)...

Safety PLC Operation... 3
Redundant PLC Operation(G) 3
CPU Memory Operation...

Delete PLC Data...

User Data 3
Set Clock...

Monitor 3

FB Property Management (Onling)...
Watch 3

User Authentication... 3

Online Data Operation
Display  Settng  Related Functy
s - K 4 o - e -
Parameter + Program(E) Select All Legend
[ Open/Ciose AT ] l Deselect Al ] * cPU ¥ B 5D Memory Card Intelligent Function Module
Module Name/Data Name * B & o Tite Lsst Change sie (Byte) B
= ' iQR Safety programmable controller F_. [Jim]
@5 Parameter
&P System Parameter /CPU Parameter (. 7/19/2019 2:41:06 PM | Not Caleuizted
3 Module Parameter (Standard/Safety) 7/24/2019 +20:05 PM | Not Calaulated B
B memory Card Parameter 7/19/2018 2:40:24PM | Not Caluiated
{ig Remote Password 7/19/2018 2:40:24PM | Not Caleulated
5 Global Label
4 Gobal Label Setting 7/19/2018 2:40:33PM | Not Calcuiated |
8 Standard/Safety Shared Global Label 7/25/2019 11:12:45 .. |Not Caleulated
&8 Progam Detail
g man 7/19/2018 2:40:33 PM | Not Calculated
7 e r— = 2
Display Memory Copaciy. 5
Memory Capacty
Program Memr Fre
okt e
I | s
Legend Data Memory Fre
W= | wsoste
B s DevicalLabel Fre
B - P
B oFesortes 5D Memery Cord Fee
N | oo
(4)=1
5.
MELSOFT GX Works2

A

The following file alveady exists.
Are you sure you want to overwrite it?

Skip writing for the files

System Parameter -

Select [Online] — [Write to PLC] from the
menu.

Click the [Select All] button, and then click the
[Execute] button.

Click the [Yes to all] button.
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Write to PLC

Module Parameater: Wiriting Completed
Safiety Module Parameter: Wiiting Completed
File consistency check: Completed

Global Label Setting File: Skip Writing.

Completed

File consistency check: Completed

Program File{MAIN]: Writing Completed
Device Meman{MAIN): Writing Completed
File Registes(MAIN): Viriting Completed
Commen Device Comment: Skip Writing.
Postprocessing Completed

Witz to PLC ¢ End

Ll

e

100/100%

ing.
Standard/Safety Shared Global Label Sewting File: Writing

The window & autematically desed when the operation is completed

=10

13/13

\%

MELSOFT GX Works3

Safety program and parameters were written, Please confirm the followings
P before switching to safety mode.

[Confimation 1]

Test the program thorsughly under the appropriste application environment.

Please follow the instruction manual to read the safety program and parameters

[Confimmation 2]
the ones of setting contents.

[F] Do ot show this message from next time.

from the =rget module to witz, visually check whether they are consistent with

Q==

Safety operation mode switching

“The safety operation modes (safety mode or test mode) of a CPU module can be switched
For details on the operation, refer o the following
EIMELSEC IQ-R GPU Module User's Manual (Application

A reg
Forthe method for checking registered histories, refer to the following
7 Revision list screen

switching the safety operation mode.

/\ CAUTION

project have been written properly by the following operation.

intended safety

2 CONFIGURATION
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Operating procedure.

6.

7.

After the parameters are written to the
programmable controller, click the [Close]
button.

Check the descriptions of "Confirmation 1" and
"Confirmation 2", select the both checkboxes,
and click the [Close] button.

Every time the parameters are written to the
safety programmable controller, e-Manual
Viewer starts up and precautions for the safety
operation mode switching are displayed. Click
the [ X] button.

After the parameters are written to the
programmable controller, power off and on the
demonstration machine.



‘ MITSUBISHI
AN ELECTRIC

PW RUN MODE DLIN

NZ2GFSS2-32D

U
o0

10 11 12 13
14 15 16 17
18 19 1A 1B
1C 1D 1E 1F

10. Check that the SAFETY LED of the safety
remote I/O module is on.
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2.6 Creating a Safety Program

A program for safety control in the configuration example shown on Page 16 Safety Application Configuration Example must
be created as a safety program.

Safety programs are executed only as a fixed scan execution type program. The supported programming
language is ladder only.

2.6.1 Creating a new safety program

Operating procedure

1. Double-click [Project] — [Program] in the
Navigation window. Then, right-click on [Fixed
Scan].

15 MELSOFT GX Works3
EPlojed Edit Find/Replace Convert View Online

DBAS e - c|isb BB 2.

MNavigation

Select [Add New Datal).

iy Project

Module Configuration

B ™ Program

fif), Initial
B 5 Scan
fif1 Event P Add New Data...
fif1 Standby
fifl Mo Execution Ty
{ls Unregistered Pro Expand/Collapse Tree  »
& FB/FUN
B [ Label
|+ E Device

B L Parameter

Program Setting...

\%

3. Click the drop-down button of "Category", and

New Dat
e i n "
ey select "Safety".
Safety [+]
Dsta Type
(Data Name) Safety 4 H [ ]
- Click the [OK] button.
Detail Setting
Program Configuration
Program Language f Ladder [~
Program file
Execution type Fixed Scan [~
Program file for add destination  MAINL [~
77\
(4)==

\%
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5. The safety program shown below is created in the same way as the standard program.

1] MELSOFT GX Works3 == Ech =
i Project Edit Find/Replace Convert View Online Debug Diagnostics Tool Window Help
fpeRslvle i Em TR A P amEM R RS RS SR Blea

HHHBGH S L EHPHBSBEER L @SRRI R PEBRAL (L AE

melsec

Point
The icons of the safety program (MAIN1, ProgPou1, Local Label, ProgramBody) are displayed with yellow

background.

= %l Fixed Scan
= BT MAINL

' ProgPoul
= Local Label

m ProgramB:

<Safety program example>
The following is a part of the sequence program used in Page 73 PREPARING THE DEMONSTRATION MACHINE.

Read Mntr . 1 2 3 4 5 6 7 8 9 10 1 12

SAXD SAUQ SAXE SAMO
I Ll Ll -
(O)|Emergeney  Light Curtains : Door switch Safety condition
|stop S
SAMD  CompletionPr. PossiblePrepareDri
I &—
(@) satety
lcondition
SAMo StopLamp
T
() satety
lcondition
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2.6.2 Differences between safety programs and standard
programs

The following table lists the differences between safety programs and standard programs.

Item Safety program Standard program
Programming language Ladder Ladder, ST, FBD/LD, SFC
Program execution type Fixed scan execution type « Initial execution type

+ Scan execution type

« Fixed scan execution type
» Event execution type

« Standby type

Number of executable programs 32 252 (including safety programs)
Applicable user device « Safety input (SA\X) * Input (X)

« Safety output (SAYY) * Output (Y)

« Safety internal relay (SA\M) * Internal relay (M)

« Safety link relay (SA\B) « Latch relay (L)

+ Safety timer (SA\T) « Link relay (B)

« Safety retentive timer (SA\ST) « Link special relay (SB)

« Safety counter (SA\C) * Annunciator (F)

+ Safety data register (SA\D) « Edge relay (V)

« Safety link register (SA\W)  Timer (T)

« Long timer (LT)

* Retentive timer (ST)

« Long retentive timer (LST)
« Counter (C)

* Long counter (LC)

« Data register (D)

« Link register (W)

« Link special register (SW)

Applicable system device « Safety special relay (SA\SM) * Special relay (SM)

« Safety special register (SA\SD) * Special register (SD)
« Function input (FX)

« Function output (FY)
« Function register (FD)

Restriction{!

» The safety devices cannot be used in standard programs.
» An index modification and indirect specification cannot be performed in safety programs.

2 CONFIGURATION
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2.6.3 Standard/safety shared labels

A standard/safety shared label is used to send and receive data between safety programs and standard programs.

The following figure shows the data flow using a label, RESET, as an example.

When the label, RESET, is set as a standard/safety shared label, this label can be used in both Program A (safety program)
and Program B (standard program).

Data can be sent and received using the standard/safety shared label.

Safety CPU . Safety function module
(Performs both standard control | (Performs safety control only.)
and safety control.) !
1
Standard control 1 Safety control Safety control
...................................................... Y
1
1
1
<Program B> . . . <Program A> <Program A>
Data is sent and received using
A—7_ H the standard/safety shared label. H—— H nl [ H
RESET <« ” » RESET RESET
K t H 1 HF——0O HF—O—+
1
1
- 1 | -
—[ ]— — : —[ ]— — Execution results are verifie& _[ ]— —
1 < >
Standard program file Standard/safety shared Safety program file Safety program file
label
Label name:
RESET
T
1
Standard device <—x—> Safety device
1
Standard label 4*’ Safety label
Standard latch device, :
standard latch label '
File register :
1
Device/label memory ' Device/label memory
Y
Data required for programming

2 CONFIGURATION
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Creating a standard/safety shared label

The following describes the procedure for creating a standard/safety shared label.

Operating procedure

1] MELSOFT GX Works3
: Project Edit  Find/Replace

Convert  View Online

Debug

NRAS| e
MNavigation
B | 7= 48| A
Iy Project
1 Module Configuration
B = Program
iy Initial
Scan

Scan

-I Standby
I No Execution Type
i Unregistered Program
& FB/FUN
2@ Label (1)
n 4 i
lobal Label
lobal

1. Double-click [Project] — [Label] in the
Navigation window. And, right-click on "Label".

- - et B (B ey

Add MNew Data...

Ins e

Expand/Collapse Tree  »

New Dats =]
Basic Setting
SondorloteyShores |5
Data Type Standard
(Data Name) Safety
Standard/Safety Shared
(4)
New Dats =]
Basic Setting
Category StandardySafety Shared [~
Data Type € Global Lj
(Data Name) safety
@ _DK -_EaHCE\

2 CONFIGURATION

\%

2.6 Creating a Safety Program

2. Select [Add New Data].

3. Click the drop-down button of "Category", and
select "Standard/Safety Shared".

4. Click the [OK] button.

5. Enter the data name.
Data Name: safety

6. Click the [OK] button.



7. Setthe following label. This label can be referenced in the programs.
Label Name: safety_data_1 (optional)
Data Type: Bit

15 MELSOFT GX Works3 == |
i Project Edit Find/Replace Convert View Online Debug Diagnostics Tool Window Help -ax
[DBBS\%\@ ';l-é& DA FEE S 3| S&FRAH MR A58 600 R @a 4w - l.@o™

FEX ARG ORE &
N @ safety [Global Label Setting] X

<Fiter> ] [ Show Detaist )] [ Display Seting |

1 | Lsbel Name I Data Type =] Englsh(Dipizy Target) Py rocess from Eemal Devies
N 1 sfety data 1 }5« | [SAFETYDATAI kY
2] 0 — | T
.
Label Name | Data Type | | English(Display Target)
}Bﬂ } | saFETYDATAI
o

" v

Exended Display: Do Not Show Always

[ System kabel is reserved to be registered. [] System label is reserved to be released.  [] The system label is already registered to the system label database.

@ =) O Reflect to

[To execute the Reservation to Register/Release for the system
fabel, reflection to the system bel database s required.
Please execute 'Reflect to System Label Database'.

Reservation to Register System Label

It is unnecessary to change reference side project when EESRSTEEEEe = O EVSEEt‘a“baL:’E‘
ssigned device is changed in system label Ver.2. EEEEiEe

" Only 1Q-R series/GOT 2000 series is avaiable for system kbel Ver.2. Py

* To execute Online Program Change, execut Online Program LTI

(Change and save. Totak: 0

| NUm

8. The label (safety_data_1) in Step 7 can be used in both safety programs and standard programs.

{END

@-I E v [T][ Cancel ][ Extd Depl ]i

safety dats_I  BOOL SAFETYDATAL

Setting...
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2.64 Safety program execution timing

Safety programs are executed at every safety cycle time (refer to the figure below). Safety cycle processing is performed in
the following order: safety input (refresh) — safety program — safety output (refresh).

Standard programs (+ END processing) are executed within the remaining time of the safety cycle time after safety programs
are executed. If a standard program does not end within the remaining time of one safety cycle time, the rest of the program is
executed in the remaining time of the next safety cycle time.

L Tsc J‘ Tsc ;L Tsc
Safety input — (1)
(Input refresh)
ot Y ) C
Execution of safety programs ' Alel c ' alel c ' Alel ¢
A /B, C I I h
(Operation processing) ' ' ' ' ' '
Safety output | : :
(Output refresh) . 1 .
. I . | END . |
Standard program ; | E r
\ \ Execution of a standard program Execution of a standard program
: I : I T I
' Tsio Remaining time ! Tsio Remaining time ! Tsio

Tsc: Safety cycle time
Tsio: Safety programs A, B, C + Safety input/output processing time
(1): The processing time is stored in the following areas.

Safety CPU: SD1890, SD1891

Safety function module: Un\G62, Un\G63

Setting a safety cycle time

A safety cycle time is set as follows.

Operating procedure
1. Double-click [Parameter] — [CPU Parameter] in the Navigation window. Then, double-click [Safety Function Setting].

2. Setthe safety cycle time. Use the default value here.

Navigation P ROBSFCPU CPU Parameter X

EE' | Be | # ‘ All T Setting Item List Setting ltem

=@

Setting

100ms e

|Input the Setting ltem to Search | @

|- Safety Function Setting
Hom Safety Cycle Time

%

% Name Setting

E Operation Related Setting
Intemupt Settings

Service Processing Setting

EE- File Setting

&) Memory/Device Setting

[&k RAS Setting

Parameter ﬁ Program Setting

m Parameter = SFC Setting
Refresh Setting between Muttiple CPUs Explanation

Routing Setting Set the safety functions. =
Safety Function Setting

[ om | [

tem List | Find Resutt |

‘ Bpply ‘
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Safety Cycle Time Set a timing (safety cycle time) for 1.0 to 1000.0 ms (in increments of 0.1 | 10.0 ms
executing safety programs and safety | ms)
input/output processing.
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2.7 Overall Flow of Training (System Start-up)

The following is the overall flow of training to be described on Page 73 PREPARING THE DEMONSTRATION MACHINE.

Flow of system start-up

\A

Connect a personal computer and the safety programmable
controller.

\

Power on the demonstration machine.

\A

Create a new project using GX Works3.

A
Open a program stored in the specified folder.

\

Set parameters of the safety programmable controller, safety
remote station, and safety communication setting.

1

Write the program to the safety programmable controller.

A
Ready

2 CONFIGURATION
2.7 Overall Flow of Training (System Start-up)

=~ Page 23 Connecting the Personal Computer and the Safety
Programmable Controller and Powering on the Demonstration
Machine

=~ Page 73 Creating a New Project

=~ Page 77 Opening the Sequence Program

=~ Page 79 Setting the Programmable Controller

==~ Page 79 Setting the Programmable Controller



3 PREPARING THE DEMONSTRATION MACHINE

The demonstration machine can be operated by writing sequence programs to the safety programmable controller and setting
parameters to the safety remote station.

3.1 Creating a New Project

Operating procedure

1. Click | on the toolbar or select [Project] —

ﬁmmﬂﬁﬁxwﬂrm [New] ([& + [M) from the menu.
1

roject Edit Find/Replace Convert Yiew Online

DBRA&8 e - -|ia8 Ea [

o oo [ gg |l

2. The "New" window appears. Click the drop-

MNew down button of "Series".

e ‘ER’CPU v'@ 3. Select "RCPU" from the drop-down menu.
Lype = FX5CPU

i) ocru (Q Mode)

il LCPU
Mode = FXCPU

aifi] NCCPU
Program Language lm ul

[ Ok ] [ Cancel ]

Vv
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4. Click the drop-down button of "Type".
5. Select "RO8SF" from the drop-down menu.

. 6. Click the drop-down button of "Program
Language". Select "Ladder" from the drop-

down menu. Then, click the [OK] button.

User name is required to login to the selected module type. Please
create a user name to login.

O

\%
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8. Enter the user name, password, and re-enter

Add New Use )
! password.

User Name: melsec User Name: melsec

Password: melsec

Access Level: Administrators

Grant full access to all functions. 9. Click the [OK] button
Password: LAl
Re-enter Password: sesses

Password Strength: e 0O ©

Please enter the password with 6 to 32 single-byte characters, numeric characters,
alphabets A-Z, a-z, single-byte space

and!"£5%&0) *+,-. [i;<==2@ [\~ _{[}~.

Passwords are case-sensitive,

Add a GUEST User

GUEST user is & user who is able to skip entering password at User Authentication
window when reading,/editing only a standard program.

===

10. Enter the file name.

1 Saveas .
File name: melsecsafety
Savein: || sample - @ E
T MName ° Date modified Type 11- C“Ck the [Save] button
&} No items match your search.

Recent Places

Desktop

Libraries

¥

Computer

Network Y SB\ N
File name: melsecsafety (1 0) hd Save
Save as type: [GX Works3 Project ["Be0) '] [ Cancel l
Title(A):

Other Format:

Save as a Workspace Format Project ]

k Please change the windows with this button to use workspace format project.
W' (MELSOFT Navigator supports this format.)

3 PREPARING THE DEMONSTRATION MACHINE
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. 12. Click the [OK] button.

MELSOFT GX Works3
e Add a module.
.. 0 4 [Module Mame] ROBSFCPU

[Start I/O Mo.] 3E00

Module Setting Setting Change

Module Label:Mot use -
Sample Comment:Use

[ Do Mot Show this Dialog Again @

\%

13. The dialog box that confirms an addition of the

MELSOFT GX Works3
label of selected module ("RO8SF" here)
" In the option setting shown below, set whether to automatically reflect the appears. Click the [OK] button.
L changes to program editor if label name is edited in label editor.
[Other Editor] -> [Label Editor Common] -=
[Track label name automatically in program editor]
* Caution
It may take several minutes to reflect.
[ Do not show this dialog again
®)
- 14. Anew project is created.
18] MELSOFT GX Works3 felre ==
i Project Edit Find/Replace Convert View Online Debug Diagnostics Toel Window Help _&x
INELEER i mEesRRES s SagIRR RS

Ag AaalE =
BRAESETe S

RO U T ES BRI e L L B SRR E RS

Gifs o a7 b | aFs oS

Parameter
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3.2 Opening the Sequence Program

This section describes how to open the sequence program "iQ-R Safety programmable controller" stored in the specified
folder.

Operating procedure

1. Click ® on the toolbar or select [Project] —
MELSOFT GX Works3 [Open] from the menu.

1 roject  Edit Find/Replace Convert View Online Debug

DBAS Ve - <536 B [T e |

L1

ELEUE EE N O L[ o LS [ NI | e
= F5 =F5 FG&6 =sFG6 F? F& F3 =sFa cF3 cFI0

Mavigation B X Bz ProgPou [PRG] [Local Label S5

=F7? sF3 aF7? aFd | zaFS zaf6 z:fF

iy Project

1l Module Configuration

= ™ Program
fify Initial

= fifl Scan

The "Open" window appears. Specify the

— location where the sequence program "iQ-R
. ;ka h;a‘iﬁsmmmmf‘e —_— :tiod';a' e Safety programmable controller” is stored.
Reconatroces NS og g e s g el [ s e G 3. Click the sequence program "iQ-R Safety
[ ] @ programmable controller".
Dm 4. Click the [Open] button to open the specified
Lﬁgj sequence program.
A
Computer

@ :

Network
File name: iQ-R Safety programmable controller.gx3 (4

Fies of type: GX Works3 Project ("g3) - Cangsl

Title(A):

Other Format:
[ Open a Workspace Format Project... ]

& Please change the windows with this button to use workspace format project.

W (MELSOFT Navigator supports this format.)
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User Authentication (Project)

Log on to project.
Please enter the User Mame and Password registered in the Project.

melsec @

78

User Mame:
N
Password: I ‘ 5 ’
Log on as a GUEST ] @[ 0K ] [ Cancel ]
MELSOFT GX Works3
e Y In the option setting shown below, set whether to automatically reflect the
v changes to program editor if label name is edited in label editor.

[Other Editor] -> [Label Editor Commaon] -=
[Track label name automatically in program editor]

* Caution
It may take several minutes to reflect.

[ Do not show this dialog again

()

4 MELSOFT GX Works3

i Project Edit Find/Replace Convett View Online Debug Diagnostics Tool Window Help
BAS8 e ¥Bhhwa RREGs|SaEAARBE s RL R Qad

BTN G b s BB RBIBIRTB R ISR

HH A B

cl

[RESET button input

Xios1
i
b

IRUN buton input

CompletionPreparation  SMATZ
f i F

.

@ i(s)elock

DuringCutMotor
T T

PossibloPropareDriving  SW412
f { |

@ 1(s)clock

3 PREPARING THE DEMONSTRATION MACHINE
3.2 Opening the Sequence Program

5. The "User Authentication” window appears.
Enter the following user name and password.

User Name: melsec

Password: melsec

6. Click the [OK] button.

7. The dialog box that confirms an addition of the
label of selected module ("RO8SF" here)

appears. Click the [OK] button.

8. The sequence program (ladder) is displayed.



3.3  Setting the Programmable Controller

The retrieved sequence program includes parameter settings such as the network refresh settings (refer to Page 39 Network
refresh settings). However, writing the retrieved program to the demonstration machine is not enough to operate as a safety
programmable controller.

Perform the following operations.

Initializing all data in the programmable controller

For the operation method, refer to the following.

[=5~ Page 40 Initializing all data in the programmable controller

Converting the entire project

For the operation method, refer to the following.

[=5~ Page 43 Converting the entire project

Setting the CC-Link IE Field Network slave station

These parameters have already been set to the retrieved sequence program. Execute only "Parameter write" on the

"Parameter Processing of Slave Station" window.
For the setting method, refer to the following.
[=5~ Page 48 Setting the CC-Link IE Field Network slave station

Enabling the CC-Link IE Field Network safety remote station

For the operation method, refer to the following.
[=5~ Page 54 Enabling the CC-Link IE Field Network safety remote station

Setting the CC-Link IE Field Network safety communication parameters

For the setting method, refer to the following.

[~ Page 57 Setting the CC-Link IE Field Network safety communication parameters
These parameters have already been set to the retrieved sequence program, and therefore the safety communication setting
is not required.

Writing parameters to the programmable controller

For the operation method, refer to the following.

[=5~ Page 60 Writing parameters to the programmable controller after setting the CC-Link IE Field Network safety
communication parameters

Checking the demonstration machine operation controller

After setting above, check that the indicator lamp of the operation preparation switch (RESET) is flashing.

Flashing of the lamp indicates the normal operation of the demonstration machine.

[ STOP | [ RUN | [RESBET |

O
Flashing!

If the indicator lamp of the operation preparation switch (RESET) is off, the demonstration machine may have failed.

Precautions

Immediately stop the operation, and report to the instructor.
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4 OPERATION

4.1 Operating the Safety System Demonstration
Machine

411 Starting the demonstration machine

Check that the indicator lamp (yellow) of the operation preparation switch (RESET) is flashing, and perform the following
operations.

| Ready I

v v

STEP1
Check that the indicator lamp of the operation preparation switch (RESET) is flashing.

Flashing Not flashing
v

[ Check that the stop indicator lamp (STOP) is on.

On Not on
v v
Is the ERR. LED on because of an error Is the operating switch of
in the safety remote 1/0O module? the safety programmable
controller set to RUN?
Not on On J
v v Not set to RUN
Has an emergency been detected by any of the Are the OPEN A 4
safety components? (disconnection simulation) Set the operating switch of
1) The emergency stop switch has been pressed. switch and the SHORT the safety programmable
2) The safety light curtain has been blocked off. (short-circuit simulation) controller to RUN.
3) The actuator of the safety guard switch has switch on?
been removed.
v
h 4 Turn off the OPEN (disconnection simulation)
Clear the emergency state switch and the SHORT (short-circuit
of the safety component. simulation) switch, and power off and on the

safety programmable controller.

[CAUTION]

Check that the safety remote I/O module is

completely powered off, and then power on

the safety programmable controller.

I

A 4

If there is no problem, the indicator lamp of the operation
STEP2 preparation switch (RESET) flashes.
Press the operation preparation switch (RESET).

A 4

STEP3
Check that the indicator lamp of the start switch (RUN)
is flashing, and press the start switch (RUN).

v

When the start switch (RUN) is on and there is no failure on the
demonstration machine, the fan (hazardous part) starts operating.

A 4

Start-up

4 OPERATION 1
4.1 Operating the Safety System Demonstration Machine 8



4.1.2 Operating the demonstration machine

Check that the demonstration machine has started normally, and then operate the safety components.
The following shows the operating procedure of the demonstration machine, including the three operations (pattern 1, pattern
2, and pattern 3) of the safety components.

Start-up I

A 4

STEP1

Check that the indicator lamp of the start switch
(RUN) is on and the fan (hazardous part) is
operating.

v

STEP2

Operate the safety components.

F 3

A 4 A 4
Pattern 1: Pattern 2: Pattern 3:
Press the emergency stop Block off the safety light Remove the actuator of the safety guard
switch. curtain. switch.
Recovery method: Recovery method: Recovery method:
Return the emergency stop Do not block off the safety Insert the removed actuator into its original
switch to its original position. light curtain. position.

A 4

Check that the indicator lamp of the operation
preparation switch (RESET) is flashing.

A 4

Press the operation preparation switch (RESET).

A 4

Check that the indicator lamp of the start switch (RUN) is flashing, ]

and press the start switch (RUN).

2 4 OPERATION
8 4.1 Operating the Safety System Demonstration Machine



Operating procedure

HPattern 1: Press the emergency stop switch.

1. Pressthe emergency stop switch of the
demonstration machine (safety component

side).

Application: To discover hazards and stop the

demonstration machine.

2. Thefan stops. The indicator lamp of the start
switch (RUN) turns off, and the stop indicator
lamp (STOP) turns on. The SA\X0, SA\X1,
SA\YO0, and SA\Y1 LEDs of the safety remote
I/O module used in the demonstration machine
(safety programmable controller side) turn off.

3. Return the emergency stop switch to its
original position.
(Turn the emergency stop switch clockwise.)

4. Check that the stop indicator lamp (STOP) is

_ off and the indicator lamp of the operation

|[sTOP | [ RUN | [RESBET ] preparation switch (RESET) is flashing, and
. ‘ - then press the operation preparation switch
(RESET).

7 N\
Off! Flashing!

&

8. Check that the indicator lamp of the start

_ switch (RUN) is flashing, and press the start

|[sTOoP ] [ RUN | [RESET] switch (RUN). The demonstration machine

recovers, and the fan starts its operation again.
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HPattern 2: Block off the light from the safety light curtain.

1. Bring your hand near the fan of the
f“ demonstration machine (safety component
B

side), and block off the light from the safety

light curtain.
Application: To detect a person entering from the
opening.

2. Thefan stops. The indicator lamp of the start

_ switch (RUN) turns off, and the stop indicator

| [_sTop RUN RESET lamp (STOP) turns on. The SA\X2, SA\X3,

- O— ‘ O SA\Y0, and SA\Y1 LEDs of the safety remote

1/0O module used in the demonstration machine

(safety programmable controller side) turn off.

3. Remove your hand, and stop blocking off the
A light.

Remove hand!

4. Check that the stop indicator lamp (STOP) is
off and the indicator lamp of the operation

preparation switch (RESET) is flashing, and

then press the operation preparation switch
(RESET).

@ @ C
Offl Flashing!

8. Check that the indicator lamp of the start

_ switch (RUN) is flashing, and press the start

switch (RUN). The demonstration machine

recovers, and the fan starts its operation again.

7 AN

Flashing!
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HPattern 3: Remove the actuator of the safety guard switch.

1. Remove the actuator of the safety guard
switch of the demonstration machine (safety
component side).

Application: To detect opening of the safety guard.

2. Thefan stops. The indicator lamp of the start
switch (RUN) turns off, and the stop indicator
|[[sToP | [ RUN ] [RESET | lamp (STOP) turns on. The SA\X6, SA\X7,
SA\Y0, and SA\Y1 LEDs of the safety remote
I/O module used in the demonstration machine

(safety programmable controller side) turn off.

3. Insert the removed actuator into its original
position.

4. Check that the stop indicator lamp (STOP) is
off and the indicator lamp of the operation
preparation switch (RESET) is flashing, and
then press the operation preparation switch
(RESET).

[[STOP | [ RUN | [RESET |

@ C
Offl Flashing!

8. Check that the indicator lamp of the start
switch (RUN) is flashing, and press the start
|[[sTOP | [ RUN | [RESET switch (RUN). The demonstration machine
FJ\ recovers, and the fan starts its operation again.

Flashing!
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4.1.3 Ladder monitor

The non-safety status caused by the safety component operations described on Page 82 Operating the demonstration
machine can be checked using the ladder monitor function of GX Works3.

Window.

1. Double-click [Project] — [Program] — [Fixed Scan] — [MAIN1] — [ProgPou1] — [ProgramBody] in the Navigation
window to open the fixed scan execution type program.

ENELSOT GxWorks loles
i Project Edt  Find/Repiace  Convert View  Online Debug  Diagnostics Tool Window. Help _ex
iDPRAS& e LB Dem RERE s SSRRARBE 2SI RER @A 4w &
PR | 4 3 A M S 2
() ProgPoul [PRG] [LD] 465tep X Bl b v
e = — 2 B 5 s . B 7 B 0 o = =
SA00 EXel EXg S0 T
At
1 {0 Emergency  Light Curtains  Door switch Safety condition
Jstop Sw/
SAMO ™ CompletipnPr PossiblePrepareDri
— ——F
2 @ssiety 1
|condition
SAMO StopLamp
f
3 (9)/Satety
[condition
[PossiplePre. ResetPushBur - SAMO ComplelionPreparat
— k O—
g (12) saicty
lcandtion
Complefion ‘
i et N
s
RunPushB SAMO Completion Cuthotor irection
e
6 (2n) |Safety condition:
(Cutbtotor i |
e
< |
| melsec ROSSF. Host 0/46 Step Overwite | C47 | NUM g

2. Click & on the toolbar or select [Online] — [Monitor] — [Monitor Mode] from the menu. The window switches to the
monitoring mode.

12 MELSOFT GX Works3. |E=5|E=n =)
i Project Edt  Find/Repiace  Convert View  Online Debug  Diagnostics Tool Window. Help _ex
BRg[ule XhhwaRRESSAIARME A5 55 R @ 4w = aQonIR

PR EROH| S L EAPHEE SRS LSS 2R DB R

LRl (+] ProgPoul [PRG] [LD] Monitorin... x i

SAXD SAXZ SAXE
(i ———m)

{OEmergency Light Curtains - Door switch Safety condition
|stop SW/
SAMO CompletionPr. PossiblePrepareDri.
—
@lsstety F
|condition
SHNO Stoplamp
f
©)]atety
[condition
[PossiblePre_. ResetPushBut. SAIMO CompletionPreparat.
— —— i
(2) Isafety
{condition

|[RunPushBu. SAMO Completion. CutMotor Direction
i
(2n) |Safety condition:
|CutMtor Dir.
i i
'

Overmrie |

| NUM
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The ladder monitor windows displayed during each safety component operation are shown below:

Pattern 1: Press the emergency stop switch.
(1) The device for the emergency stop switch, SA\XO0, turns off.

4 MELSOFT GX Works3 [E=REcE|
i Project Edit Find/Replace Convert View Online Debug Diagnostics Tool Window Help -ax
DeAs|ale CLidEBDe s RERES G| NAERERIGSR AxS AL RIQQdws -
WHHE R L B R BREU RS S Len @ SRRRBRBIDPERA L ¢ E LR Y
on [#) ProgPoul [PRG] [LD] Monitorin... % [ et SO N NFGERen1g [ RESETcircuit [PRG] [LD] (Re:
OB-| 5| B Al Read Mt | 1 5
3 L b SANE
—
Memergency ¥ Lioht Curtains  Door switch Safety condition
stop S/ 1
N G PossiblePrepareDii
Q== 3
lcondition
SAMO StopLamp
®
(9){safety.
lcondition
[PossiblePre.. ReseiPushBut.  SAMO CompletionPreparat
— t O—
(12) Safety
lcondition
Completion
iy
RunPushBu. SAMO  Completion. CuiMolorDirection
= ——} 5=
(1) [Safety condition
CutbtotorDi
— = d
melsec 0/46 Step Ovewrite | <27 NUM

Pattern 2: Block off the light from the safety light curtain.
(1) The device for the safety light curtain, SA\X2, turns off.

4] MELSOFT GX Works3 [E=R|EcE(~3)
i Project Edit Find/Replace Convert View Online Debug Diagnostics Tool Window Help _Ex
W1 ETED XD e Qe MR | S 5B R @a 00

HHERO R S LBEPREERERE LR B SRRBRTBRAES

BN

'
[Emergency gLight Curtain Safety condition
P S

Jq o

afety
|condition

PossiblePrepareDri

@)

SO StopLamp
i
©)]sstety
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[PossjbisPre.. Resetpushiue. — SAMO Compl fignpreparat
— k
(12) safety.
leondition
Compietion
I
FunPushBu_ SAMO Conpistion CuthotorDirection
— ——t O—
@ [Safety condition

(CutiotorDir

e

']

| NUM

melsec 0/46 Step

Overnite |
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Pattern 3: Remove the actuator of the safety guard switch.

(1) The device for the safety guard switch, SA\X6, turns off.

12 MELSOFT GX Works3. == E=R==
i Project Edt  Find/Repiace  Convert View  Online Debug  Diagnostics Tool Window. Help _ex
BRg[ule d ] DownGREss SR RARIBR s8R0 R AQQ twe -

FUHER YU L BRI PHEE RS LLS R USRRERYERE

o - 5
SAX0 H
i |
[Emergency  Light Curtains Door swict Safety conition
Istop S/ v
SHMO ™ CompleionPr PossiblePeepareDn
= (1)
@ssiety 1
[cendition
SAMO StopLamp
i
(9)/Satety
[condition
1 Event [ossiblsPre. ResetPushBut  SAMD ComplefionPreparat
— O—
(12) ISafety.
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Complefion
e
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e
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melsec 0/46 Step ite | 2P| NUM g
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5 DIAGNOSTICS AND MAINTENANCE

5.1 Checking the Diagnostic Result at Error
Occurrence Using GX Works3

51.1 Diagnostic function of the safety programmable
controller

An error (disconnection, short circuit) of the safety remote I/O module connected can be checked using the sensor/device
monitor function of GX Works3.

Operating procedure

1. Select [Diagnostics] — [Sensor/Device
Monitor] from the menu.

Convert View Online Debug | Diagnostics | Tool Window Help
- _l 4 B System Menitor...
% K | HTE A UTE YLP | 4R 44F 1 Sensor/Device Monitor...
CF8 CFiD | SF7 SF& aF7 aFo | s4FS safb
Meodule Diagnostics (CPU Diagnostics)...

[ﬂ ProgPoul [PRG] [LD] Menit

Ethernet Diagnostics...

CC-Link IE Control Diagnostics (Optical Cable)...
CC-Link IE Control Diagnostics (Twisted Pair Cable)...
CC-Link IE TSN/CC-Link IE Field Diagnostics...
CC-Link IEF Basic Diagnostics...

MELSECMET Diagnostics...

CC-Link Diagnostics...

Simple CPU Communication Diagnostics...

Safety
condition

2. Select a module to be diagnosed, and click the
[OK] button.

Start the Sensor/Device Momitor of the selected module.

Start 140 Metwork Type Module Name
- Ethemet RO8SFCPU
OO0 d 2

O[] [o=]
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The information of the connected module will be read and the
configuration will be displayed.
Do you want to execute?

- The configuration currently displayed will be cleared and the
information is updated to the information of the connected module.

- Clear all the holding parameter information of slave station parameter
processing.

- Please confirm that the connection destination PLC is correct.

- Please confirm that the master module is set correctly.

- "Station-specific mode setting” will be set with initial value,

- Display the value for "RX/RY Setting” and "RWw/RWr Setting” when
writing network configuration setting in master station.

i Sensor/Device Monitor Edit View Online

(3

-]

Host Station

STA#1 STA#2
* [ |
I Detect Now
Parameter Processing of Slave Station...
NZ2GF - =
2[‘ Command Execution of Slave Station... ‘
L—— Backup Slave Station
< [l P 3
Restore Slave Station...
E P " x
M Open System Configuration 3

Model Name  [NZ2GF552-32D
State Monitor

— RX2 OFF(0)
RX3 OFF(D)
RX4 OFF(0)

e

[ start Monitoring | [ Stop Monit

[ Rxmysetting | RwwRwrSetting |~

Model Name

N; 52-32D
NZ2EXS52-8TE
NZ2GF2B1-32D0T

Link Device Current Value I
RXO OFF(0)
RX1 OFF(0)

RXS OFF(D)
RX6 OFF(0)
RX7 OFF(0)
RX8 OFF(0) -
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3. Click the [Yes] button.

4. Select the safety remote 1/0O module
"NZ2GFSS2-32D" in the list. Right-click on the
module in the system configuration, and select
[Online] - [Command Execution of Slave
Station].



5. Click the [Yes] button.

The process "Error history read” will be executed.

The operation of the slave station may be change by the execution of
the process "Error history read”.

Also it may overwrite the device value of the PLC CPU refreshing the
remote 'O and remote registers.

Please confirm safety before the execution.

-Please confirm that the Connection Destination PLC is correct.
-Please confirm that the CCIE Field module is set correctly.
-Please confirm that the target slave station is correct.

Do you want to execute?

GOl e | ]

Vv

6. Enterthe password, and click the [OK] button.
[UserAuthentication Pl (@38 | Password: melsec

Log on to PLC.
Flease enter the User Mame registered in PLC.

User Mame: ‘ melsec ‘

VN

Password: I @
Log on as a GUEST | @[ OK H Cancel ]

Vv

T 7. Click the [OK] button.

@ The executicn of the process "Error history read” is completed.

O =]

\%
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8. The "Command Execution of Slave Station
Command Execution of Slave Station (5]
Target Module Information:  1z2GF552-32D, NZ2EXSS2-8TE - window a ppears.
Start 1/0 No.:0010 - Station No.:1
— e — = . Set "Method selection" to "Error history read",
- and click the [Execute] button.
Command Setting
There is no command setting in the selected process.
Execution Result
MName [Read Value [unit_[Description B
Error history 1 read I3
Error and Selution No error
Error classification 0
Error item number 0x0000
Error time] First two digits of the year/Last two digits of the year 0
Error time] Month/Day 0
Error time] Hour/Minute 0
Error time] Second/No Use 1]
Error code details 1 0x0000 -
P 5
-The refreshed device values of remote /O or remote registers may be overwritten. B
-Accesses the PLC CPU by using the current connection destination. Please check if there is any problem with the connection destination,
-Process is executed according to the parameters written in the PLC CPU.
-For information on tems not displayed on the screen, please refer to the Operating Manual.
10. Click the [Yes] button.
MELSOFT GX Works3 £2

The process "Error history read” will be executed.

r ! % The operation of the slave station may be change by the execution of
the process "Error history read”.
Also it may overwrite the device value of the PLC CPU refreshing the
remote 'O and remote registers.
Please confirm safety before the execution.

-Please confirm that the Connection Destination PLC is correct.
-Please confirm that the CCIE Field module is set correctly.

-Please confirm that the target slave station is correct.

Do you want to execute?

(OL =)

11. The error history of the safety remote 1/0 module is displayed in "Execution Result".

Execution Resuft
Name

[Read Value Junit_|Description -
Error history 1 read I
Error and Solution 0204H Double input discre...
Error classification 450
Error item number 0x0204
Error time] First two digits of the year/Last two digits of the year |2018
Error time] Month/Day 531
| [Error time] Hour/Minute 1532
| [Eror time] Second/No Use 3800
Error code details 1 0x0001 -
(N

T
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Item

Description

Example*1

Error and Solution

The error code and description of the error are displayed.

Error classification

The error classification of the safety error subset code is stored. —

Error item number

The error item number of the safety error subset code is stored. —

[Error time] First two digits of the year/
Last two digits of the year*2

[Error time] Month/Day'2

[Error time] Hour/Minute™

[Error time] Second/No Use™

The error date and time are displayed.

(When the tens place of month, hour, and second is "0", "0" is omitted.)

2018

531
1532
3800

Error code details 1 to Error code details 7

The detailed information of some errors is stored. The data to be stored depends on the error. —

For details, refer to the following.

LLICC-Link IE Field Network Remote /O Module (With Safety Functions) User's Manual

*1 The values are the ones when an error occurs at 15:32:38, May 31th, 2018.

*2 The clock information of the error is based on the clock information acquired from the Safety CPU of the master station. When an error
has occurred before the clock information is acquired, the error date and time are not recorded.

Point >

» The error history records up to 15 errors. If 16 or more errors occur, the recorded error is deleted from the

oldest.

« If the same error occurs successively, only the first error is stored into the error history.

» Even after the module power supply is turned off and on, the error history is held.
« The clock information of the error is based on the clock information acquired from the Safety CPU of the
master station. To acquire the exact error date and time, match the clock information of the Safety CPU with

the actual time.

« To initialize the error history, set "Method selection" to "Error history clear request" on the "Command
Execution of Slave Station" window, and click the [Execute] button.
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5.1.2 Checking an error (disconnection)

This section describes how to check a disconnection using the sensor/device monitor function by deliberately generating a

disconnection on the demonstration machine.

Before the training, check that the fan of the demonstration machine (safety component side) is operating properly.

A disconnection is generated in the double wiring part. For details on the double wiring, refer to the following.

[Z=~ Page 20 Wiring

Operating procedure

1. Turn on the OPEN (disconnection simulation)
switch of the demonstration machine (safety
programmable controller side).

2. The indicator lamp of the start switch (RUN)

turns off, and the stop indicator lamp (STOP)

[ STOP | [ RUN ] [RESET ] turns on.
O- 0@ O
(o)

3. Theerroris displayed in "Execution Result" as follows.

(The error (disconnection) is displayed as "Double input discrepancy detection error".)

Execution Resuft
Name [Read Value Junit_|Description -
Error history 1 read I
Error and Solution 0204H Double input discre...
Error classification 450
Error item number 0x0204
Error time] First two digits of the year/Last two digits of the year |2018
Error time] Month/Day 531
| [Error time] Hour/Minute 1532
| [Eror time] Second/No Use 3800
Error code details 1 0x0001 -
< i v

Item

Description

Error and Solution

0204H Double input discrepancy detection error

Error classification 450
Error item number 0x0204
[Error time] First two digits of the 2018
year/Last two digits of the year

[Error time] Month/Day 531
[Error time] Hour/Minute 1532
[Error time] Second/No Use 3800

Error code details 1 to Error code
details 7

The detailed information of some errors is stored. The data to be stored depends on the error.
For details, refer to the following.
LLICC-Link IE Field Network Remote I/O Module (With Safety Functions) User's Manual
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5.1.3 Checking an error (short circuit)

This section describes how to check a short circuit using the sensor/device monitor function by deliberately generating a short

circuit on the demonstration machine.

Before the training, check that the fan of the demonstration machine (safety component side) is operating properly.
A short circuit is generated in the input dark test circuit. For details on the input dark test circuit, refer to the following.
[Z=~ Page 20 Wiring

Operating procedure

1. Turn on the SHORT (short-circuit simulation)
switch of the demonstration machine (safety
programmable controller side).

2. The indicator lamp of the start switch (RUN)

_ turns off, and the stop indicator lamp (STOP)

|[SToP | [ RUN | [RESET ] turns on.

3. Theerroris displayed in "Execution Result" as follows.
(The error (short circuit) is displayed as "Input dark test error".)

Execution Result
Name [Read Value Junit_|Description -
Error history 1 read I
Error and Solution 0205H Input dark test error
Error classification
Error item number 0x0205
Error time] First two digits of the year/Last two digits of the year |2018
Error time] Month/Day 601
[ [Error time Hour/Minute 921
| [Eror time] Second/No Use 2200
Error code details 1 0x00F3 -
< n +
Item Description
Error and Solution 0205H Input dark test error
Error classification 450
Error item number 0x0205
[Error time] First two digits of the 2018
year/Last two digits of the year
[Error time] Month/Day 601
[Error time] Hour/Minute 921
[Error time] Second/No Use 2200
Error code details 1 to Error code The detailed information of some errors is stored. The data to be stored depends on the error.
details 7 For details, refer to the following.
LLICC-Link IE Field Network Remote I/O Module (With Safety Functions) User's Manual
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5.2 How to Recover from an Error

This section describes how to recover from errors described in Section 5.1.2 and Section 5.1.3.

5.21 Powering off and on the demonstration machine

This section describes the recovery procedure by powering off and on the demonstration machine.

Operating procedure

1. Turn off the OPEN (disconnection simulation)
switch and the SHORT (short-circuit
simulation) switch.

2. Turn off the main power supply, and turn it on

again.

Pointp

If the off time is short, the safety
remote I/O module may not stop
completely.

3. When the demonstration machine recovers,
the indicator lamp of the operation preparation
switch (RESET) flashes.

|CstoP | [CRUN ] [REBET]
000

[ offl ] [ Offl ] [ Flashing! ]
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5.2.2 Holding down the operation preparation switch
(RESET) for five seconds

This recovery method uses the function block in the program.

This section describes the recovery procedure and the program operation.
Program name: RESET (Program type: Scan execution type)
Function block name: M+RJ71GF11_RemoteReset

Operating procedure

1. Turn off the OPEN (disconnection simulation)
switch and the SHORT (short-circuit
simulation) switch.

2. Hold down the operation preparation switch
(RESET) for five seconds. The function block,
|[[STOP | [ RUN | [RESET ] M+RJ71GF11_RemoteReset, starts up.

7 AN

£t T
(on] [of] [(of]

3. When the demonstration machine recovers,

_ the indicator lamp of the operation preparation

| [sToP RUN RESET switch (RESET) flashes.
tt Tt

[ offl ] [ Off! ] [ Flashing! ]
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Program operation

When the operation preparation switch (RESET) is held down, the program operates as follows.

1. The "ResetPushButton" label in the program turns on, starting up the function block, M+RJ71GF11_RemoteReset.
M+RJ71GF11_RemoteReset sends a remote STOP request to the target station (safety remote I/O module) and then sends a
remote RESET request.

For details on the function block, M+RJ71GF11_RemoteReset, refer to the following.

[TIMELSEC iQ-R Ethernet/CC-Link IE Function Block Reference

2. M20 (Interlock release instruction) turns on, and the interlock circuit is released.

RESETcircuit [PRG] [LD] Monitoring (Read Only) 177Step
Read Mntr 2 3 5 8 5 0 2 17
ResetPushEution —_—
1 [0 Reset Push Button 4®7 out 50
Remote
- resel ON

To U0G50.0

2 Remote reset ON

SM50

@ FB (M+RJ71GF11_RemoteReset) Fror detecton resct

4 (11

| T0 M0
BibEN o_bENOE
L] [
5
Remote reset ON Remote set
i operation
w1
[ Gris } DUT:i_stMociule o bOKE
L =
6
225kl reset
Normal completion
12
[ } UWi_uTargeet o bEME
[ 1 o
7
Remote reset

Abnormal completion

[k } UWi_uTergetSta o_uErld U { o |
L 1 0 1

Dbc,u4ErrT\meD 0

pbo_uErHetwork 0

To —

; Interlock release
10 80 ot resel ON @ B oo

X100B M20 RemoteReset

" 1169) M20 (Interlock release instruction)

Safe remote ready Interlock
relea:

se
instruction

X1008

e Tm . RST  Ineockrcease
[
13 (175)
« v Uv
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5.2.3 Using the auto recovery parameter

This recovery method uses the auto recovery parameter of the safety programmable controller.

This section describes the recovery procedure, auto recovery parameter setting, and recovery timing.
This method can be used to recover from a disconnection.

The auto recovery parameter has already been set to the program used in the demonstration machine.

Operating procedure

1. Turn off the OPEN (disconnection simulation)
switch.

2. Thefan stops. The indicator lamp of the start
switch (RUN) turns off, and the stop indicator

|[STOP | [ RUN | [RESET ] lamp (STOP) turns on.

7 AN

S,
(o] (ofm) (o]

3. Press the emergency stop switch of the
demonstration machine (safety component
side).

4. Return the emergency stop switch to its
original position.
(Turn the emergency stop switch clockwise.)

Turn clockwise!
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|[STOP | [ RUN | [RESET |

7 N\

[Off! ] [Ofﬂ ] [Flashing!]

Auto recovery parameter setting

5. When the demonstration machine recovers,
the indicator lamp of the operation preparation
switch (RESET) flashes.

When the disconnection cause is eliminated by enabling the double input discrepancy auto recovery function, the

demonstration machine automatically recovers to the normal state.
The reset operation of the safety remote 1/0 module to clear the error is not required.

EDouble input discrepancy auto recovery function setting

Operating procedure

the Setting

e
Mode Setting: [onlnc (StandardMode) )

| Assignment Method: (start/end ] tinkScanTime (Approx); [~ 0.7 ms

Model Name Station Type

RXRYSettng | RWn/RWr Setting |
Points | Start | End | Points | Start | End | RX

| ouol ove| el couo| oo

320050 006F

- NZZEXSSZETE

2 NZ2GFB1-3207 20 0010 0023

2 Inteligent Device Station

%1000 (80 points) Y1000 (80 points) |W 100 (46 points)

» I Detect Now

Parameter Processin q of Slave Station...

Command Execution of Slave Station...

: Output

Backup Slave Station

ing of Same Slave Station
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1. Onthe "CC IE Field Configuration" window,
select "NZ2GFSS2-32D" in the list. Then, right-
click on the module, and select [Online] —
[Parameter Processing of Slave Station].



2. The "Parameter Processing of Slave Station"

Parameter Processing of Slave Station =a|E=n==
Torget Moo Infomations  zacrss2 320 NZENSSRSTE 7 window appears. Set "Method selection” to
Start IfO No.:0010 - Station No.:1
- " L
N Parameter write".
Method selection: 2 ) -] e parameters to the target modue. Since the setting values are dicarded by
dosing this window,, write parameters or export them before dosing the window.

: 3. Scroll down the window, and set "Write Value"
Gear Al Read Voo " . .
of "Double input discrepancy auto recovery

Parameter Information

Select Al Cancel All Selections [ Copy Tnibal Value" to “Write Vaiue" | [ Copy "Read Value® to Wirite Value® |
NameDou lrjma\ Value [Unit  |ReadValue [Unit e Value [Unt |SettngRange |Description = Sett|ng" to "1 : Used“' Th|s parameter has
le input diserepancy 0: Discrepa, 0: Discrepa. This setting value is igr
Double it discr 0: Discre 0: Discrepa. This setting value is .
Dol ey .. 3 Daregs Giosome s et e already been set to the program used in the
DT ey 5 decepe \ Tt i |
e e = 3 ) The cpemtonoferar demonstration machine.
|- Double input discrepancy dete. Set the allowable perio
Double input discrepancy d... |1 x10ms x10ms 1|x10ms |1 to 6000 This setting value is igr
e 2= el 4. Click the "Execute Parameter Processing"

button.

Process Option

There is no option in the selected process.

~The refreshed device values of remote 1/0 or remote registers may be overwritten. A
-Actesses the PLC GPU by using the current connection destination, Please check if there is any problem with the connection destination.

“Process is executed according to the parameters written in the PLC CPU.

~For informattion on items not displayed on the screen, please refer to the Operating Manual

[FlEnable safety module when succeed to write parameter < 4 , Execute Parameter Processing

vl —— —

5. Click the [Yes] button.

MELSOFT GX Works3 £3

\  The process "Parameter write” will be executed, targeting the selected
_J; parameters.
The cperation of the slave station may be change by the execution of
the process "Parameter write",
Also it may overwrite the device value of the PLC CPU refreshing the

remote 'O and remote registers.
Please confirm safety before the execution.

-Pleaze confirm that the Connection Destination PLC is correct.
-Please confirm that the CC [E Field module is set correctly.

-Please confirm that the target slave station is correct.

Do you want to execute?

GO ) ]

6. Enterthe password.
User Authentication (PLC) (3] | Password: melsec

Log on to PLC.
Please enter the User Name registered in PLC.

User Mame: melsec
VN
Password: Iy ‘ 6 ’
Log on as a GUEST [ QK ] l Cancel ]
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- . 7. Click the [OK] button.
MELSOFT GX Works3

| The execution of the process "Parameter write” is completed.

O e ]

HAuto recovery timing
To clear the double input discrepancy detection error (disconnection), both actual input signals need to be turned off. The
following figure shows the auto recovery timing from the double input discrepancy detection error.

Double input discrepancy
auto recovery enabled signal

X0 (Emergency stop switch)

S RREEEEEEEEE FEE

Actual input '

X1 (Emergency stop switch)

discrepancy
detection time

SAWX0 (Emergency stop switch)

Double input i

@)

Double input discrepancy detection (X0, X1)
(Emergency stop switch)

(1) Both SA\X0 and SA\X1 turn off when a discrepancy is detected.
(2) A double input discrepancy detection error occurs.

(3) When both X0 and X1 turn on, the auto recovery is not performed.
(4) When both X0 and X1 turn off, the auto recovery is performed.
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APPENDICES

Appendix 1 Ladder Programs Used in This Manual

The following are the ladder programs used in this manual.

Operation program (Type: Scan execution type, Name: ProgPou)

X1050 Reset Push Button

)
J

©)

RESET button input

(3) X1051 Run Push Button
RUN button input
Completion
Preparation SM412 Y1060
(6) X ¥ o
1(s) clock RUN lamp output

During Cut Motor

Possible Prepare

Driving SM412 Y1061
(12 I} I} O
1(s) clock RESET lamp output
M20

Interlock release instruction

StopLamp Y1062
17) I} O
STOP lamp output
(20) [END]

APPX 1
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RESET program (Type

: Scan execution type, Name: RESET program)

Reset Push Button T0 K50
(0) { OUT Remote
reset ON
TO U0\G50.0
(6) N O
Remote
reset ON
SM50
Error dete\::tion
reset
M_RJ71GF11_RemoteReset_00A_1 (M+RJ71GF11_RemoteReset 00A),
T0 * M10
(11) N B:i_bEN o_bENO:B Remoteoéet
Remote reset ON operation
GF11_1 M11
{ I DUT:i_stModule o_bOK:B O
Remote reset
Normal completion
M12
[ K1 }UW:i_uTargetNetworkNo o_bErmr:B O
Remote reset
Abnormal
completion
[ K1 } UWw:i_uTargetStationNo o_uErrld:uw{ DO |}
Error code
pbo_u4ErrTime 0
pbo_uErrNetworkNo 0
pbo_uErrStationNo 0
TO M20
(167) [} SET |nterlock release
Remote reset ON instruction
X100B M20 RemoteReset
(169) 4 | O
Safe remote Interlock
ready release
X100B instruction M20
(173) A RST  Interlock release
Safe remote ready instruction
(175) [END}—
APPX
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Safety program (Type: Fixed scan execution type, Name: ProgPou1)

0) SAX0 SAX2 SA\X6 SA\MO
Emergency Light Door Safety condition
stop SW Curtains switch

SA\MO
(4) I 1 O
Safety Completion Possible Prepare Drinving
condition Preparation
SA\MO
(9) 41 O
Safety condition Stop Lamp
SA¥MO
(12) It f | I} O
Possible Prepare Reset Push | Safety Completion Preparation
Drinving Button condition
Compl)lletion
Preparation
SA\MO
(21) X X X O
Run Push Button Safety Completion Cut Motor Direction
condition  Preparation
Cut Motor
Direction
SA\Y0
(30) I} o
Cut Motor Cutting motor rotation
Direction
SA\X1
Cutting motor rotation
During Cut Motor
SA\SD1240.0
Remote Reest  gA\sp1232.0 -
(36) W I SET Safety station interlock
reset (1st module) safety
Safety station interlock connection No.1
status (1st module'lI -
safety connection No.1
SASD1232.0 SA\SD1240.0
SA\SD1240.0 .
41) Ty " Safety station interlock

(44)

Safety station interlock

connegtion No.1 status (1st module

safety connection

reset (1st module) safety\ Safety station interlock

0.1

RST  oset (1st module) safety

- connection No.1

[END ]
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Appendix 2 Profile Registration

If the following modules are not displayed in the module list on the "CC IE Filed Configuration" window, register their profiles.
* NZ2GFSS2-32D (Basic digital input module)

* NZ2EXSS2-8TE (Extension digital output module)

* NZ2GF2B1-32DT (Basic digital /O combined module)

Pointp
Before registering the profile, download the following profile data from the MITSUBISHI ELECTRIC FA Global

Website.

» 0x0000_NZ2GFSS2-32D_1_en.zip

* 0x0000_NZ2EXSS2-8TE_1_en.cspp.zip

» 0x0000_NZ2GF2B1-32DT_1_en.CSPP.zip

Register profiles when no project is open.

Operating procedure

1. Select [Tool] — [Profile Management] —
Diagnostics | Tool | Window Help

I B by Merory Card D EL.':HQ“@@.'[

Check Prograrm...

[Register] from the menu.

Check Parameter...

Check the Assigned Device of Global Label...
Confirm Memory Size (Offling)...

Logging Configuration Tool...

Realtime Menitor Function...

Module Tool List...

Drive Tool List...

Predefined Protocol Support Function...
Circuit Trace...

Profile Management

Configuration Management

Register Sample Library...

FE Property Management (Offline)...
Shortcut Key...

ﬂl Options...

1 APPX
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—— 2. Select the following files, and click the
Register Profile

Lock in [ 1] prefe B =T=1=k [Register] button.
5} Name = Date modified — * 0x0000_NZ2GFSS2-32D_1_en.zip
RecmPoces | o 10T ooy IS M ot - 0x0000_NZ2EXSS2-8TE_1_en.cspp.zip
Da-ﬁp EH!DM_MGFSSZ-BZD_l_enmE 12/18/2018 9:37 AM = Compressed (zip " OXOOOO_NZZGFZB1'32DT_1_enCSPPZ|p
=

Network
< [ ] b

File name: I"{k‘DDDD_NﬂGFSSZ—ﬂZD_T_En zip" "Ch:DDDD_j |ﬂl
Files of type: IN\ Supported Formats ;I ﬂl

Iﬁ 3. Click the [OK] button.
Register Profile

@ Registration of the profile is completed.

@ oK
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Appendix 3 User Management

Three access levels (Administrators, Developers, Users) are provided for projects used in the safety programmable controller.
These access levels can be set to users who log in to the projects.
When a project is opened, the login window appears. Depending on the access level of the user, operations are restricted.

Appendix 3.1  Adding, deleting, and changing a login user

This section describes how to add, delete, or change a user who logs in the project used in the safety programmable
controller.

How to open the "User Management" dialog box

Operating procedure

1. Select [Project] — [Security] — [User

14 MELSOFT GX Works3
i o Management] from the menu.

:Project Edit Find/Replace Convert WView Online Debug Diagnostics Tool Win

{ [ New. CreN - JE [T ey o | G B B ) o) | =
B Open... Ctrl+0
Close

B Save Ctrl+5
Save As...

Delete...
Project Verify...
Project Revision »

Change Module Type/Operation Mode...

Data Operation »
Intelligent Function Meodule 2
Open Other Format File 2

Library Operation 2

Security 4 User Management...

Printer Setup... Change User Password...

Page Setup... Security Key Setting...

Print Preview... Security Key Management...
& Print.. Ll Block Password Setting...

Recent Projects(K) ’ File Password Setting...

Start GX Works2

Exit(Q)

2. The "User Management" dialog box appears.
User Management @ @
User List Number of Registration 1128
[C]Enable the GUEST User
User Name Access Level
imelsec Administrators
Add... ] [ Delete... ] [ Change... ] [ OK ] [ Cancel ]

1 APPX
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BAdding a login user

Operating procedure

M &) 1. Click the [Add] button.

User List Number of Registration  1/128
Enable the GUEST User

User Name Access Level

melsec Administrators |

2. The "Add New User" dialog box appears. Set
the user name, access level, and password.

®
|<ﬂ

User Name: melsect 2 User Name: melsec1
N .
P —t [pevelopers (2) -] Access Level ': Developers
Grant access to mos‘Mons except the security function Password: melsec1
tting.
e — *1 For the authority of each access level, refer to the
Password: sessnee ‘ 2 ’ foIIowing.
= [ Page 112 Access levels of users
Re-enter Password: EEEEES

3. Click the [OK] button.
Password Strength: S 0O @

Please enter the password with 6 to 32 single-byte characters, numeric characters,
alphabets A-Z, a-z, single-byte space

and!"#8§%a0)*+,-. ;< ==2@[\] ~_{[}~.

Passwords are case-sensitive.

4. Anew useris added.

User List

Mumber of Registration 2128
Enable the GUEST User

User MName Access Level

melsec Administrators @

APPX
Appendix 3 User Management 1 09



HDeleting a login user

1. Select a user name to be deleted. Select
"melsec1" here.

e 2. Click the [Delete] button.
[C]Enable the GUEST User

Access Level |

Administrators
0 Developers

3. Click the [Yes] button.

El__

a Selected user will be deleted.

Are you sure you want to continue?

Gr=1r=a

4. The user "melsecl" is deleted.

Number of Registration  1/128

| Access Level
| Admiristrators

1 1 0 APPX
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EChanging a login user

Operating procedure

Mo =] 1. Select a user name whose access level to be

changed. Select "melsec1" here.

User List Number of Registration  2/128 2_ Click the [Change] button.
Enable the GUEST User

User Name |Acoess Level |

melsec : Administrators

ﬁ 3. Set the access level. Select “USGI’S"*1 here.

*1  For the authority of each access level, refer to the

Ueer ect following.
: melsec
s yon\N =~ Page 112 Access levels of users
Access Level: ’Users k 3 ) v]
o/ 4. Enterthe password. (Password: melsec1)

Grant access to editing Project function but not to writing to
PLC function. .
(Operation for devjpadata is allowed.) 5- Click the [OK] button.

Password: senssse ‘ 4 ’

Re-enter Password: LI L]

PasswordStrength: € @O @

Please enter the password with 6 to 32 single-byte characters, numeric characters,
alphabets A-Z, a-z, single-byte space

and!"#8§%a0)*+,-. ;< ==2@[\] ~_{[}~.

Passwords are case-sensitive.

lﬁ 6. The access level of the user "melsect” is

changed to "Users".

User List Number of Registration  2/128
Enable the GUEST User

User Name Access Level |

melsec Administrators

APPX
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Appendix 3.2 Access levels of users

Access levels

An access level is an operation privilege granted to a user who logs in to the project and the CPU module.

Access level Operation authority
High Administrators « Administrator level
A user of this level can perform all operations including the user management of the project and the CPU
module.
Developers « Developer level

A user of this level can perform operations except for the user management and security setting.

Low | Users + Operator level
A user of this level can browse the project and monitor the CPU module.

Project function availability (operations that require user authentication)

The following table lists the project functions to be restricted depending on the access level of the user.
O: Available, X: Not available

Function Access level

Administrators Developers Users
Overwriting O O X
User management O X X
Deleting the user information of a O X X
project
Project revision history O O X
Changing the module type and O X X
operation mode
Online program change O O X

1 1 2 APPX
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Appendix 4 Calculating Safety Response Time

Calculate the safety response time referring to the following.

[TIMELSEC iQ-R Safety Application Guide

Appendix 1 Calculating Safety Response Time for System Configured with a Safety CPU
Appendix 2 Calculating Safety Response Time for System Connected to Multiple Safety CPUs

Appendix & safety Programmable Controller

This section describes the specifications and functions of the safety programmable controller.

Appendix 5.1  General specifications

For details, refer to the following.
[T 1Section 4.1 General Specifications in the MELSEC iQ-R Module Configuration Manual

Appendix 5.2  Specifications of the CPU module

For details, refer to the following.
[ 1Section 2.1 CPU Module in the MELSEC iQ-R CPU Module User's Manual (Startup)

Appendix 5.3  Specifications of the power supply module

The specifications of the power supply module is the same between the safety programmable controller and the standard

programmable controller.
For details, refer to the following.
[ 1Section 4.2 Performance Specifications of Power Supply Module in the MELSEC iQ-R Module Configuration Manual

Appendix 5.4 Specifications of the base unit

The specifications of the base unit is the same between the safety programmable controller and the standard programmable
controller.

For details, refer to the following.

[ 1Section 4.3 Performance Specifications of Base Unit in the MELSEC iQ-R Module Configuration Manual

Appendix 5.5 Functions of the safety programmable controller

For details, refer to the following.
LTIPART 5 WHEN USING THE SAFETY CPU in the MELSEC iQ-R CPU Module User's Manual (Application)

Appendix 6 Safety Remote /O Module

This section describes the specifications of the safety remote I/O module.

Appendix 6.1  Specifications of the safety remote I/O module

For details, refer to the following.
[T 1Chapter 2 SPECIFICATIONS in the CC-Link IE Field Network Remote I/O Module (With Safety Functions) User's Manual

Appendix 6.2 Terminal layout of the safety remote /0O module

For details, refer to the following.
[ 1Section 2.2 Performance Specifications in the CC-Link IE Field Network Remote /O Module (With Safety Functions)
User's Manual

APPX 1 1
Appendix 4 Calculating Safety Response Time 3



Appendix 7 Clearing an Error of the Safety
Programmable Controller

For details, refer to the following.
[ 1Section 6.3 Error Clear and Appendix 1 Error Codes in the MELSEC iQ-R CPU Module User's Manual (Application)

Appendix 8 Parameter List

For the parameter list, refer to the following.
[T 1Appendix 10 Parameter List in the MELSEC iQ-R CPU Module User's Manual (Application)

Appendix 9 Instructions

This section describes the instructions used in the safety programmable controller.

Appendix 9.1  Overview

* Instruction configuration

+ Data specification method

« Execution condition

* Instruction processing time reduction

* Precautions on programming

For details, refer to the following.

LTIPART 1 OVERVIEW in the MELSEC iQ-R Programming Manual (CPU Module Instructions, Standard Functions/Function
Blocks)

Appendix 9.2 List of instructions and FUNs/FBs

* CPU module instructions

* Module dedicated instructions

+ Standard functions

+ Standard function blocks

For details, refer to the following.

[TIPART 2 LISTS OF INSTRUCTIONS AND FUN/FB in the MELSEC iQ-R Programming Manual (CPU Module Instructions,
Standard Functions/Function Blocks)

Appendix 9.3 CPU module instructions

For details, refer to the following.
[TIPART 3 SEQUENCE INSTRUCTIONS, PART 4 BASIC INSTRUCTIONS, PART 5 APPLICATION INSTRUCTIONS in the
MELSEC iQ-R Programming Manual (CPU Module Instructions, Standard Functions/Function Blocks)

Appendix 9.4 Module dedicated instructions

For details, refer to the following.

[TIPART 6 MODULE DEDICATED INSTRUCTIONS in the MELSEC iQ-R Programming Manual (CPU Module Instructions,
Standard Functions/Function Blocks)

LTIMELSEC iQ-R Programming Manual (Module Dedicated Instructions)

Appendix 9.5 Standard functions

For details, refer to the following.
[TIPART 7 STANDARD FUNCTIONS in the MELSEC iQ-R Programming Manual (CPU Module Instructions, Standard
Functions/Function Blocks)

APPX
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Appendix 9.6  Standard function blocks

For details, refer to the following.
[TIPART 8 STANDARD FUNCTION BLOCKS in the MELSEC iQ-R Programming Manual (CPU Module Instructions,
Standard Functions/Function Blocks)

Appendix 10 safety Function Blocks

Safety function blocks are the manufacturer provided function blocks that have received the certifications of ISO 13849-
1:2015 (PLe), IEC 62061:2012 (SIL3), and IEC 61508:2010 (SIL3).

Safety function blocks can only be used in the MELSEC iQ-R series Safety CPU.

For details, refer to the following.

[TIMELSEC iQ-R Safety Function Block Reference

Appendix 11 special Relay (SM)

For details, refer to the following.
[ 1Appendix 4 List of Special Relay Areas in the MELSEC iQ-R CPU Module User's Manual (Application)

Appendix 12 Special Register (SD)

For details, refer to the following.
[ 1Appendix 5 List of Special Register Areas in the MELSEC iQ-R CPU Module User's Manual (Application)

Appendix 13 safety Special Relay (SA\SM)

For details, refer to the following.
[ 1Appendix 6 List of Safety Special Relay Areas in the MELSEC iQ-R CPU Module User's Manual (Application)

Appendix 14 safety Special Register (SA\SD)

For details, refer to the following.
[T 1Appendix 7 List of Safety Special Register Areas in the MELSEC iQ-R CPU Module User's Manual (Application)

Appendix 15Error Codes

For details, refer to the following.
[T 1Appendix 1 Error Codes in the MELSEC iQ-R CPU Module User's Manual (Application)
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