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SAFETY PRECAUTIONS

(Always read these instructions before using the products.)

When designing the system, always read the relevant manuals and give sufficient consideration to safety.
During the exercise, pay full attention to the following points and handle the product correctly.

[EXERCISE PRECAUTIONS]

/\WARNING

® Do not touch the terminals while the power is on to prevent electric shock.
@ Before opening the safety cover, turn off the power or ensure the safety.

/\CAUTION

@ Follow the instructor's direction during the exercise.

® Do not remove the module of the demonstration machine or change wirings without permission.
Doing so may cause failures, malfunctions, personal injuries and/or a fire.

@ Turn off the power before mounting or removing the module.
Failure to do so may result in malfunctions of the module or electric shock.

® When the demonstration machine (such as X/Y table) emits abnormal odor/sound, press the "Power
switch" or "Emergency switch" to turn off.

® When a problem occurs, notify the instructor as soon as possible.
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INTRODUCTION

This school textbook helps users to understand how to use the MELSEC iQ-R series Ethernet-equipped module RJ71EN71

and how to create programs for the module.

Use a personal computer that supports Microsoft® Visual Basic® 2012 as an external device for exercises.

RELEVANT MANUALS

Manual name [manual number] Description Available
form

MELSEC iQ-R Ethernet/CC-Link IE User's Manual (Startup) Specifications, procedures before operation, system configuration, e-Manual

[SH-081256ENG] wiring, and communication examples of Ethernet, CC-Link IE PDF

Controller Network, and CC-Link IE Field Network

MELSEC iQ-R Ethernet User's Manual (Application) Functions, parameter settings, programming, troubleshooting, 1/0 e-Manual

[SH-081257ENG] signals, and buffer memory of Ethernet PDF

MELSEC iQ-R Programming Manual (Instructions, Standard Functions/ Instructions for the CPU module, instructions dedicated for intelligent | e-Manual

Function Blocks) function modules, and standard functions/standard function blocks PDF

[SH-081266ENG]

GX Works3 Operating Manual System configuration of GX Works3, parameter settings, and e-Manual

[SH-081215ENG] operation method of the online function PDF

SLMP Reference Manual A protocol (SLMP) for accessing an Ethernet-equipped module from | e-Manual

[SH-080956ENG] an external device PDF

iQ Sensor Solution Reference Manual Operation method of the online function with iQ Sensor Solution e-Manual

[SH-081133ENG] PDF

MX Component Version 4 Operating Manual Settings and operation method of each utility for MX Component PDF

[SH-081084ENG]

MX Component Version 4 Programming Manual Programming procedures, detailed explanations, and error codes of | PDF

[SH-081085ENG] the ACT control

MELSEC iQ-R CC-Link IE Field Network User's Manual Functions, parameter settings, programming, troubleshooting, 1/0 e-Manual

(Application) signals, and buffer memory of CC-Link IE Field Network PDF

[SH-081259ENG]

MELSEC iQ-R CC-Link IE Controller Network User's Manual Functions, parameter settings, troubleshooting, and buffer memory of | e-Manual

(Application) CC-Link IE Controller Network PDF

[SH-081258ENG]

Point/©

e-Manual refers to the Mitsubishi FA electronic book manuals that can be browsed using a dedicated tool.

e-Manual has the following features:

» Required information can be cross-searched in multiple manuals.

« Other manuals can be accessed from the links in the manual.

» The hardware specifications of each part can be found from the product figures.

» Pages that users often browse can be bookmarked.




ABBREVIATIONS AND TERMS

The following table lists the abbreviations and terms used in this textbook.

Term Description

System A A system that is set as system A to distinguish two systems, which are connected with two tracking cables.
When the two systems start up at the same time, this system will be a control system. System switching does not affect
the system A/B setting.

BUFRCV A generic term for the GP.BUFRCV and ZP.BUFRCV
BUFRCVS A generic term for the G.BUFRCVS and Z.BUFRCVS
BUFSND A generic term for the GP.BUFSND and ZP.BUFSND
System B A system that is set as system B to distinguish two systems, which are connected with two tracking cables.

When the two systems start up at the same time, this system will be a standby system. System switching does not affect
the system A/B setting.

CC-Link IE A generic term for CC-Link IE Controller Network and CC-Link IE Field Network
CLOSE A generic term for the GP.CLOSE and ZP.CLOSE
CPU module A generic term for the MELSEC iQ-R series CPU modules
CPU module (built-in Ethernet port | A built-in Ethernet port part of the CPU module (CPU part for the RnENCPU) (Ll MELSEC iQ-R Ethernet/CC-Link IE
part) User's Manual (Startup))
ERRCLEAR A generic term for the GP.ERRCLEAR and ZP.ERRCLEAR
ERRRD A generic term for the GP.ERRRD and ZP.ERRRD
Ethernet-equipped module A generic term for the following modules when the Ethernet function is used:
* RJ71ENT71
* CPU module
FTP The abbreviation for File Transfer Protocol. This protocol is used to transfer data files over a network.
ICMP The abbreviation for Internet Control Message Protocol. This protocol is used to exchange messages of errors in an IP

network or other information related to the network.

Device supporting iQSS The abbreviation for a device which supports iQ Sensor Solution.
For details on iQ Sensor Solution, refer to the following.
LL1iQ Sensor Solution Reference Manual

MELSECNET/10 The abbreviation for the MELSECNET/10 network system

MELSECNET/H The abbreviation for the MELSECNET/H network system

OPEN A generic term for the GP.OPEN and ZP.OPEN

OPS A generic term for the partner products with built-in EZSocket that supports a redundant system. For communications
with an OPS, use "OPS Connection Module" of "Module List" in "External Device Configuration" under "Basic Settings".

READ A generic term for the JP.READ and GP.READ

RECV A generic term for the JP.RECV and GP.RECV

RECVS A generic term for the G.RECVS and Z.RECVS

REQ A generic term for the J.REQ, JP.REQ, G.REQ, and GP.REQ

RnENCPU A generic term for the RO4ENCPU, ROSBENCPU, R16ENCPU, R32ENCPU, and R120ENCPU

RnENCPU (CPU part) A module on the left side of the RNENCPU (CPU part) (L1 MELSEC iQ-R Ethernet/CC-Link IE User's Manual (Startup))

RnENCPU (network part) A module on the right side of the RnENCPU (network part) (L] MELSEC iQ-R Ethernet/CC-Link IE User's Manual
(Startup))

SEND A generic term for the JP.SEND and GP.SEND

SLMP The abbreviation for Seamless Message Protocol.

This protocol is used to access an SLMP-compatible device or a programmable controller connected to an SLMP-
compatible device from an external device.

SREAD A generic term for the JP.SREAD and GP.SREAD

SWRITE A generic term for the JP.SWRITE and GP.SWRITE

UINI A generic term for the G.UINI, GP.UINI, Z.UINI, and ZP.UINI

WRITE A generic term for the JP.WRITE and GP.WRITE

ZNRD A generic term for the J.ZNRD and JP.ZNRD

ZNWR A generic term for the J.ZNWR and JP.ZNWR

Intelligent device station A station that exchanges 1/O signals (bit data) and I/O data (word data) over CC-Link IE Field Network by cyclic

transmission. This station responds to a transient transmission request from another station and also issues a transient
transmission request to another station.

Intelligent function module A module that has functions other than input and output, such as an A/D converter module and D/A converter module

Engineering tool Another term for the software package for the MELSEC programmable controllers

A-10



Term

Description

Global label

A label that is enabled for all program data when multiple program data is created in the project.
There are two types of global label: a module specific label (module label), which is generated automatically by GX
Works3, and an optional label, which can be created for any specified device.

Subnet mask

A number used to logically divide one network into multiple subnetworks and manage them easily. The following

Ethernet network systems can be configured:

» A small-scale Ethernet network system in which multiple network devices are connected

« A medium- or large-scale network system in which multiple small-scale network systems are connected via routers or
other network communication devices

Submaster station

A station that serves as a master station to control the entire network if the master station of CC-Link IE Field Network is
disconnected. Only one submaster station can be used in a network.

Data link

A generic term for cyclic transmission and transient transmission

Device

A device (X, Y, M, D, or others) in a CPU module

Transient transmission

A function of communications with another station, which is used when requested by a dedicated instruction or the
engineering tool

Transient transmission group
number

A number that is assigned for transient transmission to any given stations.
By specifying a group of stations as transient transmission target, data can be sent to the stations of the same group
number.

Network module

A generic term for the following modules:
« Ethernet interface module

* CC-Link IE Controller Network module
* Module on CC-Link IE Field Network

* MELSECNET/H network module

* MELSECNET/10 network module

* RnNENCPU (network part)

Buffer memory

A memory in an intelligent function module, where data (such as setting values and monitoring values) is stored. When
using the CPU module, the memory is indicated for storing data (such as setting values and monitored values) of the
Ethernet function and data used for data communications of the multiple CPU function.

Head module

The abbreviation for the LI72GF15-T2 CC-Link IE Field Network head module

Master station

A station that controls the entire network on CC-Link IE Field Network. This station can perform cyclic transmission and
transient transmission with all stations. Only one master station can be used in a network.

Master operating station

A station that controls the entire network when the submaster function of CC-Link IE Field Network is used. Only one
master operating station can be used in a network.

Module label A label that represents one of memory areas (I/O signals and buffer memory areas) specific to each module in a given
character string.
GX Works3 automatically generates this label, which can be used as a global label.

Label A label that represents a device in a given character string

Remote head module

The abbreviation for the RJ72GF15-T2 CC-Link IE Field Network remote head module

Link device

A device in a CC-Link IE module

Routing

A process of selecting paths for communications with other networks. There are two types of routing: dynamic routing
that auto-selects the communication routes, and static routing where communication routes are arbitrarily set.

Local station

A station that performs cyclic transmission and transient transmission with the master station and other local stations on
CC-Link IE Field Network

Control CPU

A CPU module that controls connected I/O modules and intelligent function modules.
In a multiple CPU system, there are multiple CPU modules and each connected module can be controlled by a different
CPU module.

Control station

A station that controls the entire network on CC-Link IE Controller Network. This station can perform cyclic transmission
and transient transmission with all stations. Only one control station can be used in a network.

Control system

A system that takes control and performs network communications in a redundant system

Dedicated instruction

An instruction for using functions of the module

External device

A generic term for the personal computer and other Ethernet-equipped modules connected over Ethernet for data
communications

Standby system

A backup system in a redundant system

Relay station

A station that includes two or more network modules. Transient transmission is performed through this station to stations
on other networks.

Normal station

A station that performs cyclic transmission and transient transmission with the control station and other normal stations
on CC-Link IE Controller Network

Predefined protocol support
function

A function of GX Works3.
This function sets protocols appropriate to each external device and reads/writes protocol setting data.

Redundant system

A system consisting of two systems that have the same configuration (CPU module, power supply module, network
module, and other modules). Even after an error occurs in one of the two system, the other system takes over the
control of the entire system. For details, refer to "Redundant system" of the following manual.

L1 MELSEC iQ-R Module Configuration Manual
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1 OVERVIEW

This textbook mainly describes the basic usage of the MELSEC iQ-R series Ethernet-equipped module.

For details on general computer network technology (such as TCP/IP communications), refer to commercially-available
textbooks.

For details on the Ethernet-equipped module, refer to the product manuals.

1.1  Ethernet

The development of Ethernet was started by Xerox Palo Alto Research Center in the U.S. in 1973, and Ethernet was

approved as a network technology by ANSI/IEEE standards and ISO international standards. Lately, Ethernet has a wider
meaning such as networking equipment and communication paths. In addition to hardware technique including transmission
lines, which are defined by Ethernet (in a narrow sense), actual network operation requires technology of TCP/IP or other
protocols (protocol: a set of rules) for communications.

1.2 Addresses

The devices and computers connected to Ethernet must have their own addresses to communicate on the network.

The addresses which the user need to consider are basically IP addresses for Ethernet.

Mailbox A's house
Mailbox

U I

— | Postal network —)
T @ H

+
Destination U Destination
Photo | )~ (Address) (Address)
NI

Text

‘ Data | Header

(Packet) communication format

1.2.1 MAC addresses (Ethernet addresses)

A media access control address (MAC address) is a unique physical address which is assigned to each network device.

(No other devices have the same MAC address.)

For Ethernet, a MAC address is shown as a 6-byte code: a vender code of 3 bytes (managed by |IEEE) indicating an
equipment manufacturer and a node number of 3 bytes (managed by each manufacturer).*1

As each Ethernet-connected device automatically gets a MAC address from the IP address specified by the user, the user
need not consider the MAC address.

Although a MAC address may be called an Ethernet address or Internet address, it differs from the IP address described in
the following section.

*1  The MAC address of the Ethernet-equipped module is shown in the MAC ADD. field of the rating plate on the side of the module.

1 OVERVIEW
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1 .2.2 IP addresses

An internet protocol address (IP address) is an identification number assigned to identify each device or computer connected
to an IP network such as the Internet and an intranet. (It corresponds to a mail address or a telephone number.)

Unique addresses managed internationally by each country are used on the Internet, where a network is connected on a
global scale. An IP address is expressed by a 32-bit number for IPv4, which is now commonly used.

In general, an IP address is divided into four parts of 8 bits like 192.168.1.1 and represented in decimal.

The 32-bit value consists of a network part for identifying each network and the host part for identifying each connected device
in the network (such as a computer).

* (IP address) = ((Class) + Network part) + (Host part)

Representation method of IP address
An IP address (IPv4) is expressed by a 32-bit number.

Binary 00000000000000000000000000000000 to 11111111111111111111111111111111
Decimal 0 to 4294967295

The number is divided every 8 bits for clarification.

Binary 00000000.00000000.00000000.00000000 to 11111111.11111111.11111111.11111111
Decimal 0. 0. 0. Oto 255. 255. 255. 255

Hexadecimal 0. 0. 0. O0to FF. FF. FF. FF

Classification by class

The classification system called class has been traditionally used to fixedly handle the boundary between the network part
and the host part of an IP address.

Class Bit assignment”1 Upper 8 bits Boundary of Private IP address range
Upper bits Lower bits n:;work
address
Class A Network part (8) Host part (24) 0****** (0 to 127) Upper 8 bits 10.0.0.0 to 10.255.255.255
A
N\
A—T—o U
[0 [Network ID] Host ID |
Class B Network part (16) Host part (16) 10****** (128 to 191) Upper 16 bits 172.16.0.0 to 172.31.255.255
A A
4 Y N\
P | | —
| 1 |0 ‘ Network ID | Host ID |
Class C Network part (24) Host part (8) 110***** (192 to 223) Upper 24 bits 192.168.0.0 to 192.168.255.255
- A ~—"
83— 21— 8
[1]1]0] Network ID | HostiD |

*1 The ﬂ part in the upper bits of each IP address indicates the class.

The classes A to C are the addresses for public use.
Among these addresses, the usable addresses for devices that are not directly connected to the Internet are called private IP
addresses.
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Management by class address

IP addresses were once managed by using the classes. Nowadays, due to the shortage of IP addresses, the class addresses

with a variable-length network part are used to ensure the effective use of the address space.

le—— Prefix length ——s]

IP address | Network part | Host part |
i i

| |
(Sub)net mask [1111----------------- 1111]000-----000]
\ A v J

All the bits are 1. All the bits are 0.

The IP address whose host part bits are all 0 is a network address. For specifying the network address length (prefix length)

clearly, "/" may be added to the end of the IP address and the bit length of the network address part may be added after "/".

A netmask is commonly used for a historical reason. All the bits in the network part are 1 and all the bits in the host part are 0

for the netmask.

As the netmask is used to divide (subnet) a network, the netmask is also called subnet mask.

[Ex]

For the IP address of 192.168.10.68 with the prefix length of 26 bits

Network part (26) Host part (6)
Binary 1r1000000. 10101000. 00001010. 01000100 / 26

The number after

Decimal 192 . 168 . 10 . 68 /26 |thesiashis the
Hexadecimal 0 8 A m / 2% prefix length.
Information examples of when an IP address is set to the host
Information Address Address value (Binary) Remarks
IP address 192.168. 10. 68/26 | 1100 0000 1010 1000 0000 1010 0100 0100 —
(Sub)net mask 255.255.255.192 1111 1111 1111 1111 1111 1111 1100 0000
Network address 192.168. 10. 64/26 | 1100 0000 1010 1000 0000 1010 0100 0000
Broadcast address 192.168. 10.127 1100 0000 1010 1000 0000 1010 0111 1M1 An address whose host part
bits are all 1
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Point/©

Special IP addresses
» Address whose bits are all 0 or 1
The IP address 0.0.0.0 is used when the own IP address is unknown or informing the communication
destination device of the IP address is unnecessary.
The IP address 255.255.255.255 indicates a broadcast address (destination: all the devices and computers
connected to the same network).
» Loopback address
An address which is used among programs executed on the same device (computer).
The range is from 127.0.0.0 to 127.255.255.255.
» Multicast address
An address which is used for communications among specific groups.
The range is from 224.0.0.0 to 239.255.255.255.
« Private address
It seems that any IP address can be used when devices are not connected to the Internet. However,
addresses which can be freely assigned are specified to avoid troubles.
This type of address is called a private address.

Network address"! IP address range 2

10/8 10.0.0.0 to 10.255.255.255
172.16/12 172.16.0.0 to 172.31.255.255
192.168/16 192.168.0.0 to 192.168.255.255

*1 The numerical value on the right of "/" indicates the number of bits of the network address in the upper part
of each IP address (the number of bits from the most significant bit).
*2 Broadcast IP addresses are included.
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1.3

Predefined Protocols

The MELSEC iQ-R Ethernet-equipped module supports two protocols (rules) for communications: TCP/IP and UDP/IP.

1.3.1

Communication model

The OSI reference model is a famous communication mechanism model defined by the International Organization for

Standardization (ISO).

This model classifies the functions required for communications into seven layers.

Layer

Function

Image

Protocol example

7

Application layer

"What the users want to do"

« Agreement on contents of actual
services

* What the users can see

« Available services

Protocol for each application

Remote login<+—>( TELNET protocol
File transfer«—>( FTP protocol

HTTP
TELNET
FTP
SMTP

Presentation layer

"Defining and converting the data

format"

« Defining a data representation
system

« Encrypting/decrypting and
compressing/decompressing data

+ Character code, data format

Data
f » Common format _, /_
format A for the networks format B

Differences in data representation are resolved.

MIME
HTML
XML

Session layer

"Establishing a communication

connection”

« Establishing/disconnecting a
connection

« Authenticating a connection

« Synchronizing data
communications

Communication connection management

Q O

RPC

Transport layer

"Delivering data to the
communication destination device
correctly"

« Securing reliable data transfer
between the source and
destination

« Correcting errors (correcting the
arrival sequence, requesting
retransmission)

* Flow control of communications

Secured reliability

TCP
UDP

Network layer

"Communication procedure with

non-adjacent communication

destination devices"

« Defining a path control (routing)

« Defining a communication path
decision

« Establishing a virtual connection
using addresses

Path selection

Data link layer

"Delivering data to the adjacent

device"

» Communication procedure
between adjacent devices

« Defining the format of send/
receive data

« Detecting data errors among
devices and defining a correction
method

L O—0101—[_1T

Conversion of frames/bit strings and
data transfer among adjacent devices

Ethernet
PPP

Physical layer

"Physical connection"

« Conditions for electrical
connection at the lowest level

* ON/OFF definition of data signals

» Connector shape, pin layout for
each signal, and others

0101 — — 0101

Ethernet
ISDN
Telephone line

Bigger numbers are higher (logical) layers and smaller numbers are lower (physical) layers.
IP belongs to the network layer, and both TCP and UDP belong to the transport layer.
Ethernet belongs to the data link layer and physical layer.
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Ethernet-equipped module and communication model

» The following figure shows the correspondence between the software configuration of the Ethernet-equipped module and
the OSI reference model.

» The physical and data link layers are the Ethernet part of the Ethernet-equipped module.

» The network and the transport layers are the IP and TCP/UDP parts of the Ethernet-equipped module.

« The higher layers (session, presentation, and application layers) are the software part of various functions designed
specific to the MELSEC iQ-R series modules, which have been implemented by combining the CPU module and Ethernet-
equipped module.

- --- Personal computer/Workstation -- r----------------- Programmable controller ----==----=---------------oo-

! v _ 1 O8I reference model
: P i i * | |(Layer)

H User program L MELSEC iQ-R series CPU module H

| " |

! [ N cPU !

| D Dedicated instructions E

| " |

| 5 ki | cat

i L Buffer memory ''| 7 |Application layer
! System call v - - - - - ! 6 |Presentation layer
' . Commum- Com.munl- Socket. Commum- Communl- Communl- FTP ! 5 |Session layer

i o cations cations | communi-| cations | cations cations i

| ' ' | using the | using the | cations | using the | using the | using link '

i 11| SLMP |predefined fixed buffer| random | dedicated |

! ' protocol (procedure| access |[instructions !

' " exist/no buffer '

! o procedure) Ethernet- !

i Socket i ; i

' o equipped '

! o module !

i TCP UDP V TCP/UDP 1| 4 |Transport layer
i O i

: . IcMP] | 1 P ICMP '] 3 |Network layer
i ARP | |11 ARP i

i Ethernet i i Ethernet i 2 |Data link layer
i |(1000BASE-T, 100BASE-TX, 10BASE-T)| 1 1 (1000BASE-T, 100BASE-TX, 10BASE-T) s i | 1 |Physical layer

1 OVERVIEW
1.3 Predefined Protocols



1.3.2 IP protocol

Role of IP

The internet protocol (IP) is a network-layer protocol which is processed by all the devices connected to an IP network.

The most important role of the TCP/IP (UDP/IP) network is to transfer data to a device or computer with the destination
address.

This role is achieved by IP.

Data (packets) are delivered with the information called an IP header (a tag) attached.

Restrictions on IP

Although IP delivers data to a destination computer, some restrictions are applied.

(a) There is no guarantee that data reaches the destination computer.

S0 [2 0 AT Pretwork [ 3 [] [ 11

(b) There is no guarantee that data reaches in the order of sending.

30 L2 (A Preok (2 [ [1 1] (3]

(c) As the delivery size at one time is limited, a packet may be divided into several pieces at transmission.
— % IPnetwork = —[1-2]] [1-1]]
(d) There is no guarantee of no data damage.
Damaged data
— 1247553561

Shortly, IP makes every effort to deliver data (packets) to the communication destination device or computer, however, it does

*1

not guarantee delivery of the packets (best effort).
Note that these restrictions does not need to be considered when TCP is used as a higher layer of IP.
When using UDP as a higher layer, note that the above restrictions are applied except data damage detection.

*1 The size of one message (one packet) that can be sent/received by the Ethernet-equipped module is up to 1500 bytes (including the IP
header).
Data exceeding 1500 bytes are divided when sent in either of the TCP/IP or UDP/IP communications. The divided data are reassembled
into one data on the receiving side and handed to the application program.
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1.3.3 TCPand UDP

TCP and UDP are transport-layer protocols which are processed by the devices or computers on the both ends of

communications.

Port numbers

Actual communications are performed between the application programs operated on the devices or computers.
TCP and UDP identify which application programs are communicating with each other using the port numbers.
If an IP address is regarded as an address, a port number is a floor of a building.

Third floor of the building (Port number)

Second floor of the building (Port number)

Application program A

Application program B

IP network %
% Application program D

Application program E

Nt

Application program C

Address XX (IP address) Address YY (IP address)

Combinations of the following five items identify individual communication.
* Destination IP address

» Source IP address

* Destination port number

» Source port number

* Protocol number (TCP = 6H, UDP = 17H)

Point
Consult with the network manager before setting the port number of the Ethernet-equipped module.
Specify a value not used for other ports within the range of 401H to 1387H and 1392H to FFFEH.
(The port numbers 1388H to 1391H cannot be specified because they are used by the Ethernet-equipped
module system.)
1 OVERVIEW
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Comparison between TCP and UDP

The request level for a network differs depending on user applications.

However, it is difficult to create each unique protocol for many requests.
Therefore, the transmission control protocol (TCP) and user datagram protocol (UDP) have been developed as minimally

required basic services.

« TCP: Fixes connection to the destination first and performs bidirectional 1:1 communications with high reliability.

» UDP: Performs unidirectional communications to transfer data given from an application to a specified destination.
The communications are performed at a high speed because the data is directly sent using IP.

TCP is suitable for assured data transfer.

UDP is suitable for real-time monitoring on the display of a personal computer.

The following table compares the characteristics between TCP and UDP.

Item TCP UDP Remarks

Reliability High Low

(Processing) speed Low High

Number of external devices 1:1 1:10r1:n Unicast (1:1 communications)
Multicast (1:n communications) !

Guarantee to reach the destination Guaranteed Not guaranteed

Operation when a send error occurs

Resends the data automatically. (The
operation depends on the setting.)

Not resend the data. (The packet is
discarded.)

Communication connection
establishment

Required

Not required

Data reaches the destination in order
of sending packets for TCP.

Transfer type

Stream type (Instructions and data
are sent with strings.)

Datagram type (Instructions and data
are sent in a fixed format.)

Datagram transfer is also available
for TCP in the application level.

Flow control

Available

Not available

The sending side controls the send
data amount depending on the buffer
size of the receiving side.

Congestion control (resend control) 2

Available

Not available

Send packet amount is controlled
depending on the congestion degree
of the network.

External device change in an open
connection

Not allowed

Allowed™

=" Page 2 - 21 Open/Close
Processing

*1  The "n" of multicast (1:n communications) represents multiple devices belonging to one group on the same Ethernet network.
*2 A buildup of communication packets on the network is called congestion.
*3 External device change while the connection is open may cause communication troubles.

Do not change the external device while the connection is open.
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1.4 MELSEC iQ-R Ethernet-equipped Module

1.4.1 Role of Ethernet-equipped module

The Ethernet-equipped module supports data communications between an external device and a CPU module or between
CPU modules connected to Ethernet, and sends/receives data to/from the external device in the TCP/IP or UDP/IP

communications.
Therefore, the CPU module status can be checked remotely from an external device.

— Factory A ~

External device

Programmable controller

8 R

N\ J
Router
— Factory B ~
IIII IIII
=] =]
J
et e\
External device External device Programmable controller
o _/

All the external devices can communicate with programmable controllers in factory A and B over Ethernet.
The programmable controllers in factory A and B can also communicate with each other.
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1.4.2 Overview of Ethernet-equipped module

ESupporting the TCP/IP and UDP/IP communications as communication methods
The Ethernet-equipped module supports the TCP/IP and UDP/IP communications.

A communication method suitable for the external device can be selected.

BSelectable data code
The Ethernet-equipped module uses binary-code data or ASCII-code data for communications.
For details on the data codes, refer to Page 2 - 1 Two Data Codes.

BECommunication functions provided for various purposes

The Ethernet-equipped module has the following communication functions.

Any one of these functions can be used for data communications according to user's communication purposes.
For details, refer to Page 2 - 3 Data Communication Functions.

» Communications using the SLMP

« Communications using the predefined protocol

+ Socket communications

« Communications using the fixed buffer (procedure exist/no procedure)

« Communications using the random access buffer

» Communications using link dedicated instructions

Point

The communication method and the data code of the data to be sent/received must be the same between the
communicating devices.
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1.4 MELSEC iQ-R Ethernet-equipped Module 1-11



MEMO

1 OVERVIEW
1-12 1.4 MELSEC iQ-R Ethernet-equipped Module



2 BEFORE USING AN ETHERNET-EQUIPPED
MODULE

2.1 Two Data Codes

The Ethernet-equipped module can communicate with external devices by using binary code data or ASCII-code data.

Switch the code setting between the binary code data or ASCII-code data with GX Works3.
For details, refer to Page 4 - 13 Settings with GX Works3.

Communications using the binary code

The Ethernet-equipped module sends/receives 1-byte data without converting it.

BAdvantage

+ A capacity of binary code data to be sent/received is half as large as that of ASClI-code data, and therefore a load on a
communication line is reduced.
+ Data of 00H to FFH can be processed.

EDisadvantage
+ Binary code data must be converted to ASCII-code data to display numerical value data.

[Ex]

Sending/receiving data of 1234H

External device Ethernet-equipped module

« 1-byte data is sent/received without being converted.
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Communications using the ASCII code

The Ethernet-equipped module sends/receives 1-byte data as data equivalent to two characters in the ASCII code.

BAdvantage

* An external device can display data without converting it.

EDisadvantage

« A capacity of ASCII-code data to be sent/received is twice as large as that of binary code data, and therefore a load on a
communication line is increased.

» ASCII-code data must be converted to binary code data to process numerical value data.
(The Ethernet-equipped module side automatically converts the data.)

[Ex]

Sending/receiving data of "1234"

External device Ethernet-equipped module

o won wge g
31H 32H 33H 34Hj ASCII code
- i allilie S

. A

* 1-byte data from the programmable controller side is sent/received as data equivalent to two characters.

Relationship between communication methods and data codes

The following table lists the availability of data codes in each communication method.
O: Selectable, —: Not selectable

Data communication function Communication data code setting

Binary code ASCII code
Communications using the fixed Procedure exist O O
buffer No procedure o™ —
Communications using the random access buffer O O

*1  The Ethernet-equipped module uses binary code data for communications regardless of the communication data code setting of GX
Works3.
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2.2 Data Communication Functions

The Ethernet-equipped module has six communication functions: communications using the SLMP, communications using
the predefined protocol, socket communications, communications using the fixed buffer, communications using the random
access buffer, and communications using link dedicated instructions. For details, refer to the following.

[T1 MELSEC iQ-R Ethernet User's Manual (Application)

The following sections describe the outline of each communication function.

2.2.1 Communications using the SLMP

SLMP is a protocol used by external devices to access SLMP-compatible devices over Ethernet.

Communications using the SLMP are available among devices that can receive/send messages with the SLMP control
procedure.

The Ethernet-equipped module processes and transfers data following instructions (command) from the external device.
Thus, the programmable controller only needs the open/close processing and does not require a program for data
communications.

For the communications using the SLMP, refer to the following.

[ SLMP Reference Manual

Applications

This section describes the applications of communications using the SLMP.

EData read/write
Data read/write can be executed for the following data. With this function, the external device can monitor the operation of the

Ethernet-equipped module, analyze data, and control production.

* Device or global label of the CPU module connected with the RU71EN71 (When the Ethernet function of the RJ71EN71 or
the RnENCPU (network part) is used)

+ Device or global label of the CPU module (When the Ethernet function of the CPU module (CPU part for the RnENCPU) is
used)

 Buffer memory of the intelligent function module

HFile read/write
Files such as parameter files stored in a CPU module can be read/written. Files in a CPU module can be managed on an

external device.

ERemote control of a CPU module
A CPU module can be remotely controlled from the external device by using remote operations.

HBRemote password lock/unlock
The remote password can be locked and unlocked from the external device.

BAccess to the programmable controller on another station over other network
In systems over CC-Link IE Controller Network, CC-Link IE Field Network, MELSECNET/H, MELSECNET/10, or Ethernet,

the programmable controller on another station can be accessed from the external device over a network. However, when the
external device is connected to the CPU module (built-in Ethernet port part), other stations cannot be accessed over a
network such as CC-Link IE Controller Network and CC-Link IE Field Network.
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Communication process
When a message is sent from the external device to the Ethernet-equipped module by using the SLMP message format, the

Ethernet-equipped module performs processing corresponding to the received message. During communications, the
Ethernet-equipped module functions as a server and the external device (terminals such as a personal computer) functions as
the client. The server (Ethernet-equipped module) automatically returns a response message suitable for the request

message received from the client.
@)

—E
I

Request message —r_ =

Access
Header | Subheader | o ination

%

Command

Ethernet
Ll

Response message

Header | Subheader Response data

(1) Server side: Ethernet-equipped module
(2) Client side: External device

Data communication procedure
This section describes a procedure for communications using the SLMP.

1. Atter setting the module parameters, check that the initial processing of the Ethernet-equipped module has completed
successfully. ('Initial status' (Un\G1900024.0): On)
2. Perform the open processing to establish a connection between the Ethernet-equipped module and external device.

3. After the connection is established, the SLMP messages are sent from the external device.

4. Close the connection when communications end.

-
Point
In the following cases, the Ethernet-equipped module performs a remote password check when the external
device is accessing the programmable controller. If communications are not performed, unlock the remote
password.

* When a remote password is set for the CPU module
» When a connection for exchanging data with external device is set as a remote password check target

ESetting procedure
Set "External Device Configuration" under "Basic Settings".

1. Select "SLMP Connection Module" in "Module List", and drag and drop it to "List of devices" or "Device map area".
2. Set the other items to the connection if required.

BECommunications using an auto-open UDP port

The auto-open UDP port is used for communications using the SLMP.

The auto-open UDP port is a UDP/IP port that automatically opens and closes at the following timing. When this port is used,
communications are enabled when the initial processing completes. Communications can be performed without a program

regardless of the connection's open status.

» Open/close timing
After the Ethernet-equipped module initial processing completes, the port automatically opens according to the registered

parameter settings. The port automatically closes when the Ethernet-equipped module station is powered off or reset.
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* When the initial processing completes successfully, the Ethernet-equipped module enables
communications using an automatic open UDP port. The module waits for a communication request to the
Ethernet-equipped module on the own station (Automatic open).

» The Ethernet-equipped module accepts and processes requests from anywhere as long as they are
addressed to the Ethernet-equipped module itself.

« If a communication request is received from an external device, the corresponding port number is occupied
until that processing ends. Even if another communication request is accepted during this time, the
communication processing will be waited.
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2.2.2

Communications using the predefined protocol

2-6

Data can be sent/received between an external device (such as measuring instrument and bar code reader) and a CPU

module following a protocol of the external device.

Data that varies according to communication sessions can be handled by incorporating a device or buffer memory into a

communication packet.
Set a protocol required for communications with external devices by using the engineering tool.

The protocol can be set by selecting from the predefined protocol library, or it can be created and edited.

@ Setting protocols @ Writing protocols

Protocols can be set easily using the predefined Write the set protocols in the Ethernet-equipped module.
protocol support function of GX Works3.

Point/@

GX Works3

Sending

il

I
i

kel

(S 0\

A

External device Ethernet-equipped module External device

k J Receiving
/\

© Executing protocols

Data can be communicated
with protocols appropriate to
each external device.

Execute protocols by dedicated instructions.
Multiple protocols can be executed by one dedicated instruction.

The number of protocols and packets that can be registered is as follows.

* Protocols: 128 maximum

» Packets: 256 maximum

» Packet data area size: 12288 bytes maximum

When the number of packets reaches the upper limit, protocols cannot be added even if the number of
protocols has not reached the upper limit. If the packet data area size reaches the upper limit, protocols and
packets cannot be added even if the number of protocols and packets has not reached the upper limit.

Applicable connections

The connections No.1 to No.16 of the P1 connector can be used for the communications using the predefined protocol.

The communications using the predefined protocol cannot be used with the P2 connector.

2 BEFORE USING AN ETHERNET-EQUIPPED MODULE
2.2 Data Communication Functions



Data communication procedure

When the predefined protocol support function is used, data can be communicated with an external device by using the

following procedure.

1. Select, create, or edit a protocol with the predefined protocol support function, and write protocol setting data.

2. Set the module parameters.

3. write the parameters to the CPU module, and check that initial processing of the Ethernet-equipped module completed
successfully. ('Initial status' (Un\G1900024.0): On)

4. Perform the open processing to establish a connection between the Ethernet-equipped module and external device.

5. Execute the protocol with the dedicated instruction (SP.ECPRTCL instruction or GP.ECPRTCL instruction).

6. Close the connection when communications end.

Point/@

The communication data code is binary code communication regardless of the selected settings.

2 BEFORE USING AN ETHERNET-EQUIPPED MODULE
2.2 Data Communication Functions 2-7



223 Socket communications

By using dedicated instructions, arbitrary data can be sent/received with an external device connected to Ethernet over TCP/
IP or UDP/IP.
Use this communication function for bidirectional communications one-on-one with an external device.

Ethernet

[]

Receive or broadcast

receive i
External device

Ethernet-equipped module

Sending

Broadcast send External device

Broadcast send - ]
' — External device
et
L]
Point
For examples of socket communications, refer to the following.
1 MELSEC iQ-R Ethernet/CC-Link IE User's Manual (Startup)
HPrecautions

The socket communications cannot be used when the RJ71EN71 network type is set to "Q Compatible Ethernet".

Setting procedure

Set "External Device Configuration" under "Basic Settings".

1. Select an external device to be connected in "Module List", and drag and drop it to "List of devices" or "Device map

area".

External device name Description

UDP Connection Module Select to communicate with the external device using UDP/IP.

Active Connection Module Select to perform the open processing to the external device from the Ethernet-equipped module (Active open)
and communicate using TCP/IP.

Unpassive Connection Module Select to receive the open processing from the unspecified external device (Unpassive open) and communicate
using TCP/IP.

Fullpassive Connection Module Select to receive the open processing from the specified external device (Fullpassive open) and communicate
using TCP/IP.

2. Set "Communication Method" for the external device to "Socket Communication".

3. Set the other parameters required for communications in the connection.
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Communication process

In the socket communications, port numbers that distinguish communications are used to enable multiple communication

sessions with the external device. These port numbers are used for both TCP/IP and UDP/IP.

For send: Specify the send source Ethernet-equipped module's port number and the send destination external device's port
number.

For receive: Specify the Ethernet-equipped module's port number, and read the data sent to that port.

Ethernet-equipped module
(IP address: xX.XX.XX.XX) Ethernet

Ol i . O External device 1
(" . 1 (IP address: yy.yy.yy.yy)
Port )N

(2) PortNolL [essessseiE)

J
i

(3)

@)
il

External device 2
| O (IP address: zz.zz.zz.zz)

Port \, 3) T
No.B ' E Port No.M == =
D :: [ = F : || Ext | device 3
el = — xternal device
1 ——= | O I I IO (IP address: ww.ww.ww.ww)
Port : :
NG ! (5) ! Port NoN =
. H R T

(1) Sending UDP data from Ethernet-equipped module's port number A to external device 1's port number L
(2) Sending UDP data from external device 1's port number L to Ethernet-equipped module's port number A
(3) Sending data with TCP/IP connection

(4) Sending UDP data from Ethernet-equipped module's port number C to external device 3's port number N
(5) Sending UDP data from external device 3's port number N to Ethernet-equipped module's port number C
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2.2.4 Ccommunications using the fixed buffer

Communications using the fixed buffer use TCP/IP and UDP/IP to send and receive arbitrary data with an external device
connected to Ethernet with dedicated instructions in the same manner as communicating data in socket communications.
Arbitrary data can be sent/received between a CPU module and an external device by using the fixed buffer of the RJ71EN71
and the RnENCPU (network part).

The following table lists the differences with socket communications.

Item Difference
Socket communications Communications using the fixed buffer
Connection send/receive Allows send and receive with one connection. Specifies send or receive for one connection.
(Two connections are required for send and
receive.)
HPrecautions

The CPU module (CPU part for the RnENCPU) cannot communicate data with the fixed buffer.

Differences between the "Procedure Exist" and "No Procedure” control methods

"Procedure Exist" and "No Procedure" control methods can be used for the communications using a fixed buffer. The
following table lists the differences between "Procedure Exist" and "No Procedure".

Item Difference
Procedure exist No procedure

Message format Data is sent and received with the predetermined Data is sent and received according to the
data format. message format of the external device.

Response for received data A response is sent for the received data. No response is sent for the received data.

Data code Data can be communicated with binary code or Data is communicated only with binary codes.
ASCII code.

Data length specified with dedicated instructions Specify with a number of words. Specify with a number of bytes.

Amount of application data per data Maximum 5113 words (binary code) Maximum 10238 bytes

communication session”! Maximum 2556 words (ASCII code)

*1  The following value is used if the RJ71EN71 network type is set to "Q Compatible Ethernet".
Procedure Exist: Maximum 1017 words (binary code), maximum 508 words (ASCII code)
No Procedure: Maximum 2046 bytes

Setting procedure

Set "External Device Configuration" under "Basic Settings".

1. Select an external device to be connected in "Module List", and drag and drop it to "List of devices" or "Device map

area".

External device name Description

UDP Connection Module Select to communicate with the external device using UDP/IP.

Active Connection Module Select to perform the open processing to the external device from the Ethernet-equipped module (Active open)
and communicate using TCP/IP.

Unpassive Connection Module Select to receive the open processing from the unspecified external device (Unpassive open) and communicate
using TCP/IP.

Fullpassive Connection Module Select to receive the open processing from the specified external device (Fullpassive open) and communicate
using TCP/IP.

2. Set "Communication Method" for the external device to "Fixed Buffer (Procedure Exist)" or "Fixed Buffer (No
Procedure)".

w

Set "Fixed Buffer Send/Receive Setting".

4. Setthe other parameters required for communications in the connection.
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Applicable dedicated instructions

The following table lists the dedicated instructions used for the communications using the fixed buffer.
For details on the dedicated instructions, refer to the following.

L[] MELSEC iQ-R Programming Manual (Instructions, Standard Functions/Function Blocks)

HEList of dedicated instructions
The following table lists the dedicated instructions used by each module.

Instruction Description

GP.CONOPEN"" Establishes a connection.

OPEN

GP.CONCLOSE™ | Closes the connection.

CLOSE

BUFRCV Reads the receive data from the external device.
BUFRCVS Reads the receive data with an interrupt program.
BUFSND Sends data to the external device.

*1  This instruction cannot be used when "Q Compatible Ethernet" is selected in the network type.

Communication process

This section describes a process of communications with fixed buffer.

EData flow

The dedicated instructions are used to send and receive data in communications using a fixed buffer. (I~ Page 2 - 11
Applicable dedicated instructions)

With "Procedure Exist", the CPU module and external device communicate data one-on-one. A handshake is established with
the external device when the CPU module receives/sends data from/to the external device.

With "No Procedure", data is sent from the CPU module and received from the external device without a procedure.

RJ71EN71
— Fixed buffer —
; : No.1 —
BUFSND instruction ]
| > No.2 f— !_ ==

NO.3 | t— |
BUFRCV instruction | Nod -

R

CPU module

External device

No.16

HExternal devices capable of data communications

Data can be communicated with the following external devices.

+ Devices in Ethernet to which the RJ71EN71 is connected

* Devices in Ethernet to which the RnENCPU (network part) is connected

 Devices connected via a router

As shown in the following figure, the external devices for communications and the applications (for send/receive and
"Procedure Exist"/"No Procedure") are set in "External Device Configuration" under "Basic Settings" by using each fixed
buffer (No.1 to No.16) to fix the external device for each buffer.

Fixed buffer No.1 For sending data to the external device 1 —

Fixed buffer No.2 For receiving data from the external device 1| <——
External d

Fixed buffer No.3 For sending data to the external device 8 —

External device 8

[

External device 28

Fixed buffer No.16 For sending data to the external device 28 | =—)
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Pay attention to the following points when changing the external device.

» During TCP/IP communications, the external device can be changed only when a connection is not established with the
external device (when the open completion signal is off).

» During UDP/IP communications, the external device can be changed regardless of the connection status with the external
device.

» When changing the external device, do not use the pairing open or alive check function.

HProcessing during data send/receive
* During data send

When the BUFSND instruction is executed, the RJ71EN71 and the RnENCPU (network part) send data from the
corresponding fixed buffer to the external device set in the specified connection.

 During data receive
If data is being received from an external device set in the specified connection, the RU71EN71 and the RnENCPU
(network part) will receive the data.
If data is being received from an external device that is not set in the specified connection, the RJ71EN71 and the
RnENCPU (network part) will ignore the received data.
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Send procedure

This section describes the processing of when data is sent from the RJ71EN71 or the RnENCPU (network part) to an external

device.

EProcedure exist
The following figure shows the send processing for the fixed buffer No.1 area corresponding to the connection No.1.

Initial processing Open processing Sending data Receiving a response

'Initial status' (Un\G1900024.0) J - E

‘Open completion signal
(ConnectionNo.1)
(Un\G1900000.0)

BUFSND instruction : : (3] P 2
BUFSND instruction ‘j ( o
completion device ' ' / \ |4 1 scan
BUFSND instruction | : ! ' |
completion device +1 E E \ E E/
Sending data ACK
(TCP only) ACK
Response (TCP only)
(4] (5]

@ Normal completion of the initial processing is checked. (‘Initial status' (Un\G1900024.0): On)

@ A connection is established between the external device and the RJ71EN71 or the RnENCPU (network part), and normal completion of the connection No.1
open processing is checked. (I~ Page 2 - 21 Open/Close Processing)

© The BUFSND instruction is executed. (Data is sent.)

O The send data of data length is sent from the fixed buffer No.1 area to the external device.

@ When the external device receives the data from the RJ71EN71 or the RnENCPU (network part), it returns a response to the RJ71EN71 or the RnENCPU
(network part).

@ When the RJ71EN71 or the RnNENCPU (network part) receives response the external device, it finishes data send. If the response is not returned within the
response monitor timer value, a data send error occurs.”! If the data send completes abnormally, execute the BUFSND instruction again and start the send
processing.

*1  Adjust the monitor timer value in the parameters.

Point/@

 The details of the open setting are enabled at the rising edge of the RJ71EN71 and the RnENCPU (network
part) open completion signal.

» Send the next data (command) after the data communications have completed (a response has been
received) for the previous data (command) send.

» When data is received/sent from/to multiple external devices, the data can be sent sequentially. However, to
avoid communication troubles, it is recommended to switch the external device and send/receive the data.
When a connection opened with UDP/IP is used, the setting value in the communication address setting
area can be changed before sending or receiving to switch the external device.
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ENo procedure
The following figure shows the send processing for the fixed buffer No.1 area corresponding to the connection No.1.

Initial processing Open processing Sending data

o E
'Initial status' (Un\G1900024.0) J i

‘Open completion signal
(ConnectionNo.1)
(Un\G1900000.0)

BUFSND instruction

—

BUFSND instruction
completion device

BUFSND instruction
completion device +1

A T— |

ACK
Sending data (TCP only)
(4]

@ Normal completion of the initial processing is checked. (‘Initial status' (Un\G1900024.0): On)
@ A connection is established between the external device and the RJ71EN71 or the RnENCPU (network part), and normal completion of the connection No.1

open processing is checked. (I~ Page 2 - 21 Open/Close Processing)
© The BUFSND instruction is executed. (Data is sent.)
O The send data of data length is sent from the fixed buffer No.1 area to the external device.
@ The RJ71ENT71 or the RnENCPU (network part) finishes data send. If the data send completes abnormally, execute the BUFSND instruction again and start

the send processing.

Point;§
During UDP/IP communications, if the internal processing of the RJ71EN71 and the RnENCPU (network part)

completes successfully, the data send processing may complete successfully even if the communication line
between the CPU module and the external device is disconnected because of a connection cable
disconnection or other causes. Thus, providing a communication procedure for data send/receive is
recommended.
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Receive procedure

This section describes the processing for the RJ71EN71 or the RnENCPU (network part) to receive data from an external

device. The following receive methods can be used.
» Receiving with the main program (BUFRCYV instruction)
* Receiving with an interrupt program (BUFRCVS instruction)

HReceiving with the main program (procedure exist)
The following figure shows the receive processing for the fixed buffer No.1 area corresponding to the connection No.1.

Initial processing Open processing Receiving data Sending a response

(1]
'Initial status' (Un\G1900024.0)

‘Open completion signal
(ConnectionNo.1)
(Un\G1900000.0)

BUFRCYV instruction

| | o
BUFRCYV instruction E E E (6]
completion device ! ! 4P 1 scan
BUFRCV instruction P
completion device +1 ] ] H !
'Socket/fixed buffer reception 1 1 P ,
status signal (connection No.1)' E E ' E
(Un\G1900016.0) ' ' ! :
Receiving data ACK
(TCP only) ACK
Response (TCP only)
(3] 6

@ Normal completion of the initial processing is checked. ('Initial status' (Un\G1900024.0): On)

@ A connection is established between the external device and the RJ71EN71 or the RnENCPU (network part), and normal completion of the connection No.1
open processing is checked. (I~ Page 2 - 21 Open/Close Processing)

© Data is received from the external device. ('Socket/fixed buffer reception status signal (connection No.1)' (Un\G1900016.0): On)

@ The BUFRCV instruction is executed, and the receive data length and receive data are read from the fixed buffer No.1. ('Socket/fixed buffer reception status
signal (connection No.1)' (Un\G1900016.0): Off)

©® When reading of the receive data length and receive data completes, a response is returned to the external device.

@ The receive processing ends. If the data reception completes abnormally, execute the BUFRCV instruction again and start the receive processing.

Pointp

 The details of the open setting are enabled at the rising edge of the RJ71EN71 and the RnENCPU (network
part) open completion signal.

» Execute the BUFRCYV instruction when the socket/fixed buffer reception status signal turns on.

» The socket/fixed buffer receive status signal does not turn on when abnormal data is received. In addition,
data is not stored in the fixed buffer No.1 area.
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HReceiving with the main program (no procedure)
The following figure shows the receive processing for the fixed buffer No.1 area corresponding to the connection No.1.

Initial processing Open processing Receiving data

o E
'Initial status' (Un\G1900024.0) J 2

‘Open completion signal
(ConnectionNo.1)’
(Un\G1900000.0)

BUFRCYV instruction

BUFRCYV instruction
completion device

BUFRCYV instruction
completion device +1
'Socket/fixed buffer reception

status signal (connection No.1)'
(Un\G1900016.0)

=

N

ACK
Receiving data (TCP only)
(3]

@ Normal completion of the initial processing is checked. ('Initial status' (Un\G1900024.0): On)
@ A connection is established between the external device and the RJ71EN71 or the RnENCPU (network part), and normal completion of the connection No. 1

open processing is checked. (I~ Page 2 - 21 Open/Close Processing)
© Data is received from the external device. ('Socket/fixed buffer reception status signal (connection No.1)' (Un\G1900016.0): On)
@ The BUFRCYV instruction is executed, and the receive data length and receive data are read from the fixed buffer No.1. ('Socket/fixed buffer reception status

signal (connection No.1)' (Un\G1900016.0): Off)
© The receive processing ends. If the data reception completes abnormally, execute the BUFRCV instruction again and start the receive processing.

Point/®
« The details of the open setting are enabled at the rising edge of the RJ71EN71 and the RnENCPU (network

part) open completion signal.

» Execute the BUFRCYV instruction when the socket/fixed buffer reception status signal turns on.

» The socket/fixed buffer receive status signal does not turn on when abnormal data is received. In addition,
data is not stored in the fixed buffer No.1 area.
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HReceiving with an interrupt program (procedure exist)

Use the BUFRCVS instruction to receive data with an interrupt program. The interrupt program is started when data is
received from an external device. It enables reading the receive data from the CPU module.

The interrupt settings are required to use the interrupt program.

The following figure shows the receive processing for the fixed buffer No.2 area corresponding to the connection No.2.

Initial processing Open processing Receiving data Sending a response

o E
'Initial status' (Un\G1900024.0) J J

‘Open completion signal [2) E E
(ConnectionNo.2) : J ' '
(Un\G1900000.1) ' ' ' '
BUFRCVS instruction i i T ( (4] ><
| . : : v )
In interrupt processing ! ! ! '
Receiving data ACK
(TCP only) ACK
Response (TCP only)
(3] 6
Cycle q Cycle |
< e >

Program Scan :Er'I',E’essmg Scan . Interrupt processing \ Scan :E!}',E’essmé

@ Normal completion of the initial processing is checked. ('Initial status' (Un\G1900024.0): On)

@ A connection is established between the external device and the RJ71EN71 or the RnENCPU (network part), and normal completion of the connection No.2
open processing is checked. (=~ Page 2 - 21 Open/Close Processing)

© The CPU module is requested to start the interrupt program, and data is received from the external device. ('Socket/fixed buffer reception status signal
(connection No.2)' (Un\G1900016.1): On)

@ The interrupt program starts. The BUFRCVS instruction is executed, and the receive data length and receive data are read from the fixed buffer No.2.
('Socket/fixed buffer reception status signal (connection No.2)' (Un\G1900016.1): Off)

@ When reading of the receive data length and receive data is completes, a response is returned to the external device.”

@ The interrupt program ends, and the main program starts.

1

*1 Aresponse is not returned when reading the receive data completes abnormally.
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HReceiving with an interrupt program (no procedure)

Use the BUFRCVS instruction to receive data with an interrupt program. The interrupt program is started when data is
received from an external device. It enables reading the receive data from the CPU module.

The interrupt settings are required to use the interrupt program.

The following figure shows the receive processing for the fixed buffer No.2 area corresponding to the connection No.2.

Initial processing Open processing Receiving data

o E
'Initial status' (Un\G1900024.0) J J

‘Open completion signal 2} E
(ConnectionNo.2)’ : J v
(Un\G1900000.1) ' ' '
BUFRCVS instruction T : - ( (4
ni ) 1 , :/yl/ (5)
n interrupt processing ! ] :>
Receiving data ACK
(TCP only)
(3]
Cycle q Cycle |
< e »

Program Scan :Er'glgessing Scan . Interrupt processing . Scan :Erocessiné

@ Normal completion of the initial processing is checked. (‘Initial status' (Un\G1900024.0): On)

@ A connection is established between the external device and the RJ71EN71 or the RnENCPU (network part), and normal completion of the connection No.2
open processing is checked. (=~ Page 2 - 21 Open/Close Processing)

© The CPU module is requested to start the interrupt program, and data is received from the external device. ("Socket/fixed buffer reception status signal
(connection No.2)' (Un\G1900016.1): On)

@ The interrupt program starts. The BUFRCVS instruction is executed, and the receive data length and receive data are read from the fixed buffer No.2.
("Socket/fixed buffer reception status signal (connection No.2)' (Un\G1900016.1): Off)

© The interrupt program ends, and the main program starts.

Pairing open

The pairing open is an opening method that pairs a reception connection and a send connection for communications using a
fixed buffer and establishes a connection between the own station and an external device in each port.

When the pairing open is specified, data can be communicated with two connections by performing the open processing for
one port.

(TCP/IP or UDP/IP communications)
Send data

RJ71EN71 or RnENCPU (network part)

A4

Connection No.1 Fixed buffer (for receiving) +— Port External device
Receive data

Connection No.2 Fixed buffer (for sending) e

Point
» Only the external devices in Ethernet to which the RJ71EN71 or the RnENCPU (network part) is connected

and the devices connected via a router can communicate data with the pairing open.
» The open/close processing for the next connection (send connection) is performed automatically by the
open/close processing for the receive connection side set to the pairing open.
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2.2.5 Communications using link dedicated instructions

Link dedicated instructions are used to communicate random data, read/write arbitrary data, and perform remote RUN/STOP

to a CPU module in another network or Ethernet. If the initial processing completed successfully on the RJ71EN71 or the
RnENCPU (network part) of the own station, relay station, and access station, it enables access to other stations with link
dedicated instructions.

This section describes a procedure to access a CPU module in another station in the same Ethernet network.

To communicate data with the CPU module in another station in a different network, refer to the following.

L1 MELSEC iQ-R Ethernet User's Manual (Application)

BPrecautions
The CPU module (CPU part for the RnENCPU) cannot communicate data with the link dedicated instructions.

Applicable dedicated instructions

The following table lists the link dedicated instructions used for data communications.

Instruction Description
SEND Sends data to another station.
RECV Reads the receive data from another station (for main programs).
RECVS Reads the receive data from another station (for interrupt programs).
READ Reads data from the word device of another station.
SREAD Reads data from the word device of another station (with a completion device).
WRITE Writes data to the word device of another station.
SWRITE Writes data to the word device of another station (with a completion device).
REQ Requests the remote RUN/STOP to the CPU module on another station.
Reads/writes clock data from/to another station.
ZNRD Reads data from the word device of another station (ACPU).
ZNWR Writes data to the word device of another station (ACPU).
Point

For details on link dedicated instructions, refer to the following.
[T1 MELSEC iQ-R Programming Manual (Instructions, Standard Functions/Function Blocks)

Data communication procedure

This section describes a procedure for communications using link dedicated instructions.

1. After the module parameters are set, normal completion of the initial processing on the RJ71EN71 or the RnENCPU
(network part) is checked. (‘Initial status' (Un\G1900024.0): On)

2. Datais communicated with link dedicated instructions.

Pointp

The open/close processing is not required because communications using link dedicated instructions use the
MELSOFT transmission port (UDP/IP).
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2.2.6

Connection with MELSOFT products and GOTs

Programming and monitoring of the programmable controller with the engineering tool, and monitoring and testing of the

programmable controller from the GOT can be performed over Ethernet. This function enables remote operations by using a

long-distance connection and high-speed communications of Ethernet.
The following table lists methods to connect the Ethernet-equipped module with MELSOFT products (such as engineering
tool and MX Component) and GOTs.

O: Connection available, X: Connection not available

Connection method Purpose Availability
MELSOFT product GOT
RJ71ENT71, CPU module | RJ71ENT71, CPU module
RnENCPU (built-in RnENCPU (built-in
(network Ethernet port | (network Ethernet port
part) part) part) part)
Connection via a hub « To connect to the Ethernet-equipped | O O X @]
(Connection by specifying an IP module that has no network number
address) and station number
* To connect multiple MELSOFT
products
Connection via a hub * To connect by using a network O X O X
(Connection by specifying a network number and a station number
number and a station number) + To connect multiple MELSOFT
products and GOTs
Direct connection * To connect without a hub using one O O X X
(Connection without specifying an IP Ethernet cable for one-on-one
address, a network number, or a communications with an external
station number)*1 device
* To connect to the Ethernet-equipped
module whose IP address is
unknown

*1  This connection method is not available when the RJ71EN71 network type is set to "Q Compatible Ethernet".

Point

For the procedure to connect the Ethernet-equipped module and GOT, refer to the following.
[T Manual for the GOT used
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2.3 Open/Close Processing

To perform data communications with an external device, a connection must be established between the external device and
an Ethernet-equipped module (connection of a logic circuit) after completion of the initial processing performed automatically
at start-up of the Ethernet-equipped module.

For the Ethernet-equipped module, there are two types of connections: system connection and user connection. Performing
the open processing on all connections enables data communications with external devices.

After the communications complete, the close processing is performed on the established connection.

This section describes the connections, open processing, and close processing of the Ethernet-equipped module.

(Data communication procedure)

Set module parameters of the
Ethernet-equipped module with
GX Works3.

)

‘ Start up the CPU module.

| Open processing |

(User connection)
(System connection)

l | ! l

Communications

using the SLMP, — C I CC-Link IE C — Fil —
icati ommunications . ommunications ile Communications

Eg%rq;glgfgggﬁned Sgr’%”?#gﬁfggns Using the Controller Field | |using link transfer with GX Works3

protocol, and buff random access Network relay dedicated (FTP)

Socket utier buffer communications| - [instructions

communications

y

| Close processing |

Connections of the Ethernet-equipped module

ESystem connection
 This connection is used to perform data communications using the special functions of the Ethernet-equipped module.
» The open processing is automatically performed at start-up of the Ethernet-equipped module.

This connection does not require the open/close processing by a user.

HEUser connection

* This connection is used to perform data communications using the basic functions of the Ethernet-equipped module.

» A user performs the open processing when starting data communications with external devices and the close processing
when finishing the data communications.

» A connection is established according to the communication method for data communications with external devices.

[TCP/IP communications]

« A connection is established when the open processing completes successfully.

» A connection is disconnected when the close processing completes successfully after completion of data communications.

» There are two methods to establish a connection: Active open and Passive open.

(Active open)

» The Ethernet-equipped module side issues a connection establishment request to a specified external device in the
standby state.
Compared to the telephone line, the Ethernet-equipped module side is a caller.

(Passive open)

» There are two types of Passive open: Fullpassive open and Unpassive open.
Compared to the telephone line, the Ethernet-equipped module side is a receiver.
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» There are two methods to perform the open/close processing by Passive open on the Ethernet-equipped module side:
Processing by a CPU module and Processing by an Ethernet-equipped module system.*1

(Fullpassive open)

* The Ethernet-equipped module side waits for a connection establishment request (Active open) addressed to an own
station from a specified external device.

(Unpassive open)

* The Ethernet-equipped module side waits for a connection establishment request (Active open) addressed to an own
station from an external device.

(Connection establishment procedure)

Ethernet-equipped Ethernet-equipped
CPU module module module CPU module

Initial processing | Initial request Initial request | — Initial processing

Initial completion I“ — - — - ~|, Initial completion
Initial completion Initial completion

Fullpassive/

Unpassive Open > /

open Waiting for an Open request
open request

Open completion |< — =F======F - ~|V Open completion
Open completion Open completion

[
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UDP/IP communications]

» The open/close processing is performed in the Ethernet-equipped module to enable data communications with external
devices.

» A connection is established during data communications after the open processing completes successfully.

» There are two methods to perform the open/close processing on the Ethernet-equipped module side in the UDP/IP
communications: Processing by a CPU module and Processing by an Ethernet-equipped module system.*1

*1 The module parameter setting for the Ethernet-equipped module of GX Works3 determines the used method.
* The open/close processing by Passive open in the TCP/IP communications
» The open/close processing in the UDP/IP communications

(1) The Ethernet-equipped module system performs the open/close processing on a connection which has the following settings 1) and

2) in the module parameter setting for the Ethernet-equipped module of GX Works3.
The open/close processing by a sequence program is not required for a connection used for data communications with an external
device.
1) "Do Not Open by Program" is set to "Opening Method" of the module parameter. (This setting is common to all user connections.)
2) For a user connection, "Protocol" and an Ethernet device are set as follows in "External Device Configuration".

* "Protocol" = TCP, Model name = Unpassive Connection Module

* "Protocol" = TCP, Model name = Fullpassive Connection Module

« "Protocol" = UDP, Model name = UDP Connection Module
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Point

When the Ethernet-equipped module is started up with the above settings

(Connections where TCP is set to "Protocol")

» The open processing (Active open) from an external device opens the connection and enables data
communications.

» When the data communications end, the close processing from an external device disconnects the
connection.

» Perform the open/close processing from external devices and communicate data if needed.
However, when closing a connection from the CPU module side due to a communication error while the
connection is open, perform the close processing by using the CLOSE instruction in a sequence program.
In this case, the Ethernet-equipped module system does not set the connection in an open standby state.
All the subsequent open processing (using the OPEN instruction) and close processing on the Ethernet-
equipped module side must be performed using a sequence program.

(Connections where UDP is set to "Protocol")

Starting up the Ethernet-equipped module enables data communications with external devices.

(2) A sequence program performs the open/close processing on a connection which has either of the following settings 1) and 2) in the
module parameter setting for the Ethernet-equipped module of GX Works3.
The Ethernet-equipped module system does not perform the open/close processing.
1) "Open by Program" is set to "Opening Method" of the module parameter. (This setting is common to all user connections.)
2) For a user connection, "Protocol" and an Ethernet device are set as follows in "External Device Configuration".
« "Protocol" = TCP, Model name = Active Connection Module

Open processing

The open processing enables data communications with external devices.

ETCP/IP communications

* The Ethernet-equipped module system communicates with an external device by using a connection used for data
communications and establishes a connection (connection of a logic circuit).

« After the open processing completes successfully, a user can communicate data through the connection.

BUDP/IP communications

* The Ethernet-equipped module system performs internal processing.

« After the open processing completes successfully, a user can communicate data through the connection opened.

The initial processing must have completed successfully before the open processing.

The open processing can be performed on up to 128 external devices.

To communicate data with the same external device in communications using a fixed buffer, two fixed buffers are required.
Therefore, the number of external devices for data communications is reduced.

Point

Pay attention to the following point when performing communications using the random access buffer.

« To continue data communications even after the operating status of the CPU module on the station where
the Ethernet-equipped module is mounted is changed to STOP, set "Opening Method" to "Do Not Open by
Program".
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Close processing
The close processing disables data communications with external devices.

ETCP/IP communications
» The Ethernet-equipped module system communicates with an external device by using a connection used for data

communications and disconnects the connection (disconnection of a logic circuit).
« After the close processing completes successfully, a user can change an external device used for data communications

thorough the connection.

BUDP/IP communications

* The Ethernet-equipped module system performs internal processing.

« After the close processing completes successfully, a user can change an external device used for data communications

thorough the connection.

The close processing is performed mainly in the following cases.

* Finishing communications with an external device

» Changing an external device to communicate

+ Changing communication conditions

For a connection on which a sequence program performs the open processing, perform the close processing by using a

sequence program.
Determine a timing for the close processing with the external device.

Poin t

Even if the close processing is not requested, the open completion signal (address: corresponding bit of

1900000) automatically turns off and the communication line is closed in the following cases:

(1) A timeout of the alive check function occurs.

(2) The CLOSE instruction or the ABORT(RST) instruction is received from an external device.

(3) The Ethernet-equipped module is in the open completion state and receives the Active open request again
from an external device in TCP/IP communications.

(4) A timeout occurs at TCP send.
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231 TCP/IP communications

This section describes TCP/IP communications.

Establishing a connection

In TCP/IP communications, a connection must be established between communicating devices. If the server side device

performs the Passive open processing and is in the standby state, the client side device issues an open request (Active open
processing) to the server. When a response is returned, a connection is established.

In TCP/IP communications, a connection is established during communications. Since the communicating devices
communicate data while checking that the data has correctly reached the communication destination, the data reliability can
be ensured. Note that the line load is larger than that in UDP/IP communications.

When the Ethernet-equipped module is Passive open

Server Client

D R Open request

EIE | \ Response

Ethernet-equipped module

External device

. Connection .
Passive open Active open
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Communication process

The following figure shows the process from the establishment of connection to the end of communication.

Server Client

o]
=4 |
Ethernet-equipped module

o iE

After performing

Passive open, the

server will wait for an

open request from

the client. | Passive open | When the client sends an Active
open request and the server

P Open request | Active open accepts it, a connection is

- [ established between the client

and the server.
Response

Connection established

External device

lllllllllllllllllllll1 COf‘IneCtiOf‘l established |

Data sendin | i
g | Data sending | The (_:Ilent requests data
| sending and sends data.

m’ The client receives the response

| Receive processing | to the data

| - | Data sending R
| Data sending | ® | The client receives data and sends

/ back the response to the data.
Response
L |

4
<

eceive processing

. Close request | -
< | Close processing

m

. h | Close request o .
ose reques | The packet to stop communications is

exchanged then the connection is disconnected.
‘M

| Closed | | Closed

v

Point}3

Wait for at least 500ms or more before performing the open processing again after the close request is sent
from the external device to the Ethernet-equipped module.

2 BEFORE USING AN ETHERNET-EQUIPPED MODULE
2-26 2.3 Open/Close Processing



Active open procedure

Active open is a connection method that performs the active open processing to an external device (Passive open) thatis in a

passive open standby state for a connection. The following figure shows a process that the Ethernet-equipped module
performs the active open processing.

For the OPEN/CLOSE instruction, refer to the following.

[T1 MELSEC iQ-R Programming Manual (Instructions, Standard Functions/Function Blocks)

[Ex]

Open/close processing for the connection No.1

Parameter
Power-on communications
completed

/)

Open status

Open enable status
(closed)

Closed status

'Initial status'
(Un\G1900024.0)

OPEN instruction

OPEN instruction

completion device
OPEN instruction : ‘ended
completion device +1

(5)

CLOSE instruction

CLOSE instruction
completion device

CLOSE instruction
completion device +1

/ :'""": Abnormally
/ ] ! ended
1

‘Open completion signal #
(ConnectionNo.1)
(Un\G1900000.0)

‘Open request signal j \{\

(ConnectionNo.1)’

(Un\G1900008.0)

S ACK

YN ACK FIN
°|

} o

SYN + ACK FIN + ACK

——

(4]
@ After setting the module parameters, check that the initial processing for the Ethernet-equipped module has completed successfully. ('Initial status'
(Un\G1900024.0): On)

@ Start the open processing by using the OPEN instruction.”® ('Open request signal (connection No.1)' (Un\G1900008.0): On)

© The Ethernet-equipped module performs the open processing. (The module sends the open request (SYN) to the external device.)

@ Data can be communicated after the open processing completes successfully.*1

@ The close processing is started by using the CLOSE instruction. ('Open request signal (connection No.1)' (Un\G1900008.0): Off)

@ The Ethernet-equipped module performs the close processing. (The module sends the close request (FIN) to external device.)

@ Data communications end when the close processing completes successfully.*2

*1 If RST is returned from the external device after SYN is sent from the Ethernet-equipped module, the open processing completes with
an error immediately.

*2 If ACK or FIN is not returned even after the TCP end timer time, the Ethernet-equipped module forcibly disconnects the connection
(sends RST). (The close processing completes with an error.)

*3 If the open processing target port has not been linked up, the OPEN instruction will complete with an error. Perform the open processing
again after link-up, or check that 'Connection status' (Un\G5192) is set to 1 before starting the open processing. If auto-negotiation fails,
the open processing will complete with an error. Perform the open processing again after a while.

If the open processing completes with an error again, check the Ethernet cable connection or the operation of the external device and
switching hub.

2 BEFORE USING AN ETHERNET-EQUIPPED MODULE
2.3 Open/Close Processing 2-27



Passive open procedure

The following two types of connection methods can be used for Passive open of an Ethernet-equipped module.

Connection | Description

method

Unpassive Performs the passive open processing for the connection to all devices connected to the network without restriction to the IP address or port
number of the communication destination.

Fullpassive Performs the passive open processing for the connection of a specific external device when the IP address and port number of the
communication destination are specified.

The open/close processing procedure for Passive open follows the setting of "Opening Method" under "Own Node Settings"
in "Basic Settings". (==~ Page 4 - 13 Basic Settings)

EWhen "Do Not Open by Program" is set

Since the Ethernet-equipped module is constantly in the open standby state, a connection is established when Active open is
initiated by an external device. This operation eliminates the need for an open/close processing program on the Ethernet-
equipped module side.

[Ex]

Open/close processing for the connection No.1

Parameter
Power-on communications
completed @

Open status E
1

Open enable status (closed)
(Active openacceptance enabled)

Closed status

'Initial status' (Un\G1900024.0)

‘Open completion signal A (4]

(ConnectionNo.1)
(Un\G1900000.0) Kﬁ \

‘Open request signal ) >
(ConnectionNo.1) SYN + ACK FIN + ACK

(Un\G1900008.0)
TO l T To l
SYN ACK FIN ACK

@ After setting the module parameters, check that the initial processing for the Ethernet-equipped module has completed successfully. ('Initial status'
(Un\G1900024.0): On) When the initial processing completes successfully, the connection enters the open enable state, and the module waits for the open
request from the external device.

@ The Ethernet-equipped module performs the open processing when the open request (SYN) is received from the external device. When the open
processing completes successfully, 'Open completion signal (connection No.1)' (Un\G1900000.0) turns on and data communications are enabled.

© The Ethernet-equipped module performs the close processing when the close request (FIN) is received from the external device. When the close processing
completes successfully, the open completion signal turns off and data communications are disabled.

@ After the internal processing in the Ethernet-equipped module completes, the connection waits for the open request again.

*1  The open request (SYN) received between the initial processing normal completion and the open request standby state is handled as an
error, and the Ethernet-equipped module sends a connection forced close (RST) (to the external device that sent the open request
(SYN)).

Point

When the open/close processing is performed by a dedicated instruction from the Ethernet-equipped module,
even if "Do Not Open by Program" is set in "Opening Method" under "Own Node Settings" in "Basic Settings",
the connection will not return to the open request standby state after the close processing completes.
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EWhen "Open by Program" is set

Before the open/close request is received from an external device, the Ethernet-equipped module must execute the OPEN/
CLOSE instruction and enter the open/close standby state. Data can be sent and received after the open processing is
completes successfully.

For the OPEN/CLOSE instruction, refer to the following.

L[] MELSEC iQ-R Programming Manual (Instructions, Standard Functions/Function Blocks)

[Ex]

Open/close processing for the connection No.1

Parameter
Power-on communications
completed

o .
— 1

Open status

Open enable status E
(closed) '
(Active open acceptance !

enabled)
Closed status

'Initial status' (Un\G1900024.0) ' ]

OPEN instruction

OPEN instruction completion
device

OPEN instruction completion
device +1

| 1 Abnormally
] ' ended

CLOSE instruction

CLOSE instruction completion
device

Abnormally r- - - - - "
ended ] |
‘Open request signal

ConnectionNo.1) : r/

(Un\G1900008.0) SYN + ACK FIN + ACK

of | 1T o |

SYN ACK FIN ACK

@ After setting the module parameters, check that the initial processing for the Ethernet-equipped module has completed successfully. ('Initial status'
(Un\G1900024.0): On)

@ The open processing is started by using the OPEN instruction. ('Open request signal (connection No.1)' (Un\G1900008.0): On)

© The Ethernet-equipped module performs the open processing when the open request (SYN) is received from the external device. When the open
processing completes successfully, 'Open completion signal (connection No.1)" (Un\G1900000.0) turns on and data communications are enabled.

O The Ethernet-equipped module performs the close processing when the close request (FIN) is received from the external device. When the close processing
completes successfully, the open completion signal turns off and data communications are disabled.

CLOSE instruction completion
device +1

‘Open completion signal
(ConnectionNo.1)
(Un\G1900000.0)

*1  The open request (SYN) received between the initial processing normal completion and the open request standby state is handled as an
error, and the Ethernet-equipped module sends a connection forced close (RST) (to the external device that sent the open request
(SYN)).

Point/®

» Change the connection setting before executing the OPEN instruction.
« After the open processing is performed, the open request cannot be canceled until the open processing
completes. Perform the close processing (the CLOSE instruction) after the open processing completes.
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232 UDP/IP communications

This section describes UDP/IP communications. In UDP/IP communications, a connection is not established during
communications. Since the communicating devices do not check that the communication destination has correctly received
the data, the line load becomes smaller. Note that the data reliability is smaller than that in TCP/IP communications.

Communication process

UDP/IP communications do not require a process to establish a connection with the external device as is required with TCP/
IP communications.

Server Client
—]
@ i =
H J
]
Ethernet-equipped module
External device

destination and sends data to it.

Open | Open | The client opens the port.
Data sending The client ifies th
< I Data sending request © clent specifies the

The server requests
data reception and |Receive processing (reading)
reads the received T

data.

Data sending

v

| Data sending request |

Receive processing (reading)

The client performs the close

| Close | Close | processing.

Point )’

Wait for at least 500ms or more before performing the open processing again after the close request is sent
from the external device to the Ethernet-equipped module.

Open procedure

According to the setting of "Opening Method" under "Own Node Settings" in "Basic Settings", the open/close processing
procedure is as follows. (=5~ Page 4 - 13 Basic Settings)

HEWhen "Do Not Open by Program" is set
After the Ethernet-equipped module mounted station starts up, the UDP/IP communication setting connection automatically
opens, and data send/receive is enabled. Programs for open/close processing are not required.

Pointp

When the open/close processing is performed by a dedicated instruction from the Ethernet-equipped module,
even if "Do Not Open by Program" is set in "Opening Method" under "Own Node Settings" in "Basic Settings",
all the subsequent open/close processing must be performed by using a program after a connection with the
external device is established.
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EWhen "Open by Program" is set

Before the open/close request is received from an external device, the Ethernet-equipped module must execute the OPEN/
CLOSE instruction and enter the open/close standby state. Data can be sent and received after the open processing is
completes successfully.

For the OPEN/CLOSE instruction, refer to the following.

L[] MELSEC iQ-R Programming Manual (Instructions, Standard Functions/Function Blocks)

[Ex]

Open/close processing for the connection No.1

Parameter
Power-on communications .
completed E :
Open status ' ' o '
Open enable status E i
(closed) ! .
Closed status : . E
'Initial status' E
(Un\G1900024.0) ' !
(e ;

OPEN instruction

\ A , 1 scan
OPEN instruction \ \

completion device

{777773 Abnormally
OPEN instruction | ended
completion device +1
6

CLOSE instruction

CLOSE instruction
completion device

CLOSE instruction
completion device +1

X
R
/] [ e
[ [

{ o e\ \C:
Internal processing Internal processing

@ After setting the module parameters, check that the initial processing for the Ethernet-equipped module has completed successfully. (‘Initial status'
(Un\G1900024.0): On)

@ The open processing is started by using the OPEN instruction. ('Open request signal (connection No.1)' (Un\G1900008.0): On)

© The Ethernet-equipped module performs the open processing (only internal processing).

@ Data can be communicate after the open processing completes successfully.

© The close processing is started by using the CLOSE instruction. ('Open request signal (connection No.1)' (Un\G1900008.0): Off)

@ The Ethernet-equipped module performs the close processing (only internal processing).

@ The data communications end when the close processing completes successfully.

‘Open completion signal
(ConnectionNo.1)’
(Un\G1900000.0)

(<] I
|
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3 SYSTEM CONFIGURATION

3.1  Ethernet Configuration

This section describes the system configuration of Ethernet.

Direct connection to an engineering tool

The engineering tool can be directly connected only with a single Ethernet cable, without using a hub.
In direct connection, communications can be performed simply by the transfer setup, without setting an IP address.

Ethernet cable

Engineering tool

Direct connection can cause an unauthorized connection from a remote location as an Ethernet cable is longer than a USB
cable.
Unauthorized connection can be prevented by selecting "Disable" in the following setting.

O [Navigation window] = [Parameter] = Target module = [Module Parameter] = [Application Settings] = [Security] =
[Disable Direct Connection with MELSOFT]

Connection with an external device and another station

Connecting the module with an external device and another station over Ethernet enables the collection or modification of
programmable controller data, monitoring of CPU module operation, status control, and data communications.

°
-8
= =5

=
=

Own station

I
—
=
I
et

Engineering tool

3 SYSTEM CONFIGURATION
3.1 Ethernet Configuration

3-1




MEMO

3 SYSTEM CONFIGURATION
3-2 3.1 Ethernet Configuration



4 ETHERNET-EQUIPPED MODULE

SPECIFICATIONS/SETTINGS AND
PROCEDURE BEFORE OPERATION

4.1

Performance Specifications

The following table lists the performance specifications of Ethernet.

Item RJ71EN71 CPU module
Ethernet Q-compatible Built-in RnENCPU RnENCPU
Ethernet Ethernetport | (CPU part) (network part)
part
Transmission | Data transmission speed 1Gbps/100Mbps/ 1Gbps'1/100Mbps/ 100Mbps/10Mbps 1Gbps/100Mbps/
specifications 10Mbps 10Mbps 10Mbps
Communication 1000BASE-T | Full-duplex — Full-duplex
mode 100BASE-TX | Full-duplex/half-duplex
10BASE-T Full-duplex/half-duplex
Interface RJ45 connector (Auto MDI/MDI-X)

Transmission method

Base band

Maximum frame size * 1518 bytes 1518 bytes * 1518 bytes
* 9022 bytes (when * 9022 bytes (when
jumbo frames are jumbo frames are
used) used)
Jumbo frame Available Not available Available

Maximum segment length

100m (length between

hub and node)*2

Number of 1000BASE-T |3 — 3
cascade 100BASE-TX | 2 levels maximum™
connections -
10BASE-T 4 levels maximum™
IP version Compatible with IPv4

Send/receive
data storage
memory

Number of simultaneous open

128 connections

16 connections (connections usable on a program)

64 connections

connections (connections usable (connections usable
on a program) on a program)
Fixed buffer 5K words x 16 1K word x 16 — 5K words x 16

Socket communications

« 5K words x 48
(when only P1is
used)

* 5K words x 112
(when P1 and P2
are used)

5K words x 16

5K words x 48

Random access buffer

6K words x 1

6K words x 1

*1  When using the module at 1Gbps, set "Communication Speed" under "Application Settings" to "Automatic Negotiation". ("1Gbps/Full
Duplex" cannot be selected.)
*2 For the maximum segment length (length between hubs), consult the manufacturer of the hub used.
*3 Consult the manufacturer of the switching hub used.
*4  This number applies when a repeater hub is used. For the number of levels that can be constructed when a switching hub is used,
consult the manufacturer of the switching hub used.

Pointp

The operation of commercial devices used for the following applications is not guaranteed. Check the

operation before using the module.

« Internet (general public line) (Internet-access service offered by an Internet service provider or a

telecommunications carrier)

« Firewall device(s)
» Broadband router(s)
» Wireless LAN

4 ETHERNET-EQUIPPED MODULE SPECIFICATIONS/SETTINGS AND PROCEDURE BEFORE OPERATION

4.1 Performance Specifications



4.2

Function List

The following table lists the functions of Ethernet. For details on the functions, refer to the following.
L[] MELSEC iQ-R Ethernet User's Manual (Application)
O: Available, A: Partially available, X : Not available

Function Description Availability
RJ71ENT71, CPU module
RnENCPU (built-in
(network Ethernet
part) port part)
Connection with MELSOFT products and Allows the programming and monitoring using the engineering tool, and O O
GOTs monitoring and testing a programmable controller from the GOT with
Ethernet connection.
Communications using the SLMP Allows read/write of the buffer memory/device and other operations from the | O O
external device to an SLMP-compatible device connected in the same
network as the Ethernet-equipped module. Read/write can also be
executed to a CPU module device.
Communications using the predefined Allows the communication processing only with the program of the start O O
protocol instruction when the protocol data for communications with the external
device is registered using the engineering tool. Allows easy setting of the
protocol required for communications with the external device (such as a
temperature controller and bar code reader) using the engineering tool's
predefined protocol support function.
Socket communications Exchanges arbitrary data with an external device connected by Ethernet A O
over TCP/IP or UDP/IP using dedicated instructions.
Communications using the fixed buffer Exchanges arbitrary data between the CPU module and external device O X
using the fixed buffer of the RJ71EN71 and the RnENCPU (network part).
Communications using the random access | Reads/writes data from multiple external devices to the random access O X
buffer buffer of the RI71EN71 and the RnENCPU (network part).
Communications using link dedicated Reads/writes data from/to other station CPU modules on other networks by | O X
instructions Ethernet using link dedicated instructions.
File transfer function (FTP server) Reads/writes data per file using the dedicated FTP commands from an O O
external device.
File transfer function (FTP client) Enables the CPU module, as an FTP client, to transfer files to an FTP X A"
server connected over Ethernet by using the file transfer function
instructions.
Time setting function (SNTP client) Automatically sets the time setting of the CPU module by collecting clock A O
data from the time information server (SNTP server) on the LAN.
IP filter function Identifies the IP address of the access source to limit access to the NL O
Ethernet-equipped module.
Remote password Prevents illegal access to the CPU module from a remote location. O O
IP address change function Changes the CPU module's IP address without changing the parameter NG O
settings.
Ethernet diagnostics Checks the connection status, protocol status, and line status using the O O
engineering tool.
Automatic detection of connected device Detects devices supporting iQSS which are connected to the CPU module X O
(built-in Ethernet port part), and automatically displays them on "List of
devices" and "Device map area" using the engineering tool.
For details, refer to the following.
LL1iQ Sensor Solution Reference Manual
Communication setting reflection Reflects the communication settings (such as IP addresses) in devices X O
supporting iQSS in "Device map area" which are connected over Ethernet.
For details, refer to the following.
L1 iQ Sensor Solution Reference Manual
Sensor parameter read/write Reads/writes parameters from/to iQSS-compatible devices. X O
For details, refer to the following.
LL1iQ Sensor Solution Reference Manual
Redundant system function™? Allows the network to be configured in a redundant system. A A
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*1  This function cannot be used when "Q Compatible Ethernet" is selected for the network type.

*2  Availability depends on the network type and firmware version of the Ethernet-equipped module.
L1 MELSEC iQ-R Ethernet User's Manual (Application)

*3  Availability depends on the firmware version.
L1 MELSEC iQ-R Ethernet User's Manual (Application)

4.3 Settings and Procedure before Operation

This section describes the settings and operating procedure of the Ethernet-equipped module.

Procedures before
operation

Mount the Ethernet-equipped module on the base
unit.

Connect the Ethernet-equipped module to the
Ethernet network.

Connect GX Works3 and the CPU module with a
cable.

Set module parameters of the Ethernet-equipped
module with GX Works3.

Perform the module communication test with GX
Works3.

Set the module operation mode to "Online" with
GX Works3.
v

Send the PING command from the external device
and check that the Ethernet-equipped module initial
processing has completed.

v

Create programs for communications.

Operation D

« To operate the Ethernet-equipped module with parameters which are added/changed using GX Works3,
write the parameters to the CPU module and reset the CPU module.

» Do not write data to the system areas in the buffer memory of the module.

» Do not use (turn on) any "use prohibited" signal as an input or output signal.

* When the Ethernet-equipped module is replaced, reset the external device.
(When the external device holds the MAC address of the communication destination, communications may
not be continued because the MAC address is changed by the Ethernet-equipped module replacement.)
For the same reason, restart the Ethernet-equipped module after replacing an external device (such as a

Point/@

personal computer).
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4.4 Part Names

441 RJI7T1IENTA

This section describes the names of each part of the RJI71EN71.

MST/PRM
D LINK

IE@ SD/RD (1 )
IE@  PERR
D LINK

IE@ SD/RD
IE@ P ERR

4)

®)

No. Name Description
1) Operation status indicator LED | Indicates the operating status of the module.
(2) Dot matrix LED Indicates the station number set in the module and the module communication test result.

For indication of the module communication test result, refer to the following.
L1 MELSEC iQ-R Ethernet User's Manual (Application)

3) Ethernet port (P1) PORT1 connector for network. Connect an Ethernet cable.
L ERLED Indicates the port status.
LINKLED Indicates the link status.

(4) Ethernet port (P2) PORT2 connector for network. Connect an Ethernet cable.
L ERLED Same as the P1 connector.
LINK LED

(5) Production information marking | Shows the production information (16 digits) of the module.
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Available combinations of networks

The Ethernet port (P1 and P2) of the RU71EN71 can be used in the following networks depending on the engineering tool
setting. (L1 GX Works3 Operating Manual)

» Ethernet

* CC-Link IE Controller Network
* CC-Link IE Field Network

* Q-compatible Ethernet

The following table lists the available combinations of networks and the settings with GX Works3.

Network

Settings with GX Works3

Description

Remarks

combination Model™! Port 1 Port 2
network type | network type
Ethernet only RJ71EN71(E+E) Ethernet Ethernet P1 and P2 can be connected to | —
different Ethernet networks.
CC-Link IE Controller RJ71EN71(CCIEC) CC-Link IE CC-Link IE P1 and P2 can be connected to | P1and P2 cannot be connected
Network only Control Control CC-Link IE Controller Network. | to CC-Link IE Controller
Network with different network
numbers.
CC-Link IE Field RJ71EN71(CCIEF) CC-Link IE Field | CC-Link IE Field | P1 and P2 can be connected to | P1 and P2 cannot be connected
Network only CC-Link IE Field Network. to CC-Link IE Field Network
with different network numbers.
Ethernet + CC-Link IE RJ71EN71(E+CCIEC) | Ethernet CC-Link IE P1 can be connected to CC-Link IE Controller Network
Controller Network Control Ethernet and P2 can be cannot be configured in ring
connected to CC-Link IE topology.
Controller Network.
Ethernet + CC-Link IE RJ71EN71(E+CCIEF) | Ethernet CC-Link IE Field | P1 can be connected to CC-Link IE Field Network
Field Network Ethernet and P2 can be cannot be configured in ring
connected to CC-Link IE Field topology.
Network.
Q-compatible Ethernet | RJ71EN71(Q) Q-compatible — A setting for replacement from * Some parameters cannot be
Ethernet the MELSEC-Q series Ethernet set.

interface module. This setting
enables the module to be
connected to Ethernet without
changing the I/O signals and
buffer memory from those of the
MELSEC-Q series Ethernet
interface module.

» P2 cannot be used.

*1 The name in parentheses is the abbreviation of the network type.
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4-6

LED indication when Ethernet or Q-compatible Ethernet is used

The LED indication of the RJ71EN71 differs depending on the network used.
The following table lists the LED indications when Ethernet or Q-compatible Ethernet is used.

LED name Description
RUN LED Indicates the operating status.

On: Normal operation

Off: Error (L1 MELSEC iQ-R Ethernet User's Manual (Application))
ERR LED"! Indicates the error status of the module.

On, flashing: Error (L1 MELSEC iQ-R Ethernet User's Manual (Application))
Off: Normal operation

MST/PRM LED"

Indicates the operating status of CC-Link IE Controller Network when P2 is used in CC-Link IE Controller Network. (The
MST/PRM LED is always off when CC-Link |IE Controller Network is not used.)

Indicates the operating status of CC-Link IE Field Network when P2 is used in CC-Link IE Field Network. (The MST/PRM
LED is always off when CC-Link IE Field Network is not used.)

D LINK LED™" Indicates the data link status of P2 when P2 is used in CC-Link IE Controller Network. (The D LINK LED of P1 is always off.)
Indicates the data link status of P2 when P2 is used in CC-Link IE Field Network. (The D LINK LED of P1 is always off.)
SD/RD LED Indicates the data communication status.
On: Data being sent or received
Off: Data not sent nor received
P ERRLED™ Indicates the error status of P1 and P2.
On, flashing: Error (L1 MELSEC iQ-R Ethernet User's Manual (Application))
Off: Normal operation
IE C LED""2 Indicates the network type setting status when P2 is used in CC-Link IE Controller Network. (The |IE C LED of P1 is always
off.)
IE F LED" Indicates the network type setting status when P2 is used in CC-Link IE Field Network. (The |IE F LED of P1 is always off.)
L ER LED Indicates the port status when P2 is used in CC-Link IE Controller Network. (The L ER LED of P1 is always off.)
Indicates the port status when P2 is used in CC-Link IE Field Network. (The L ER LED of P1 is always off.)
LINK LED Indicates the link status.
On (green): Link-up (1Gbps)
On (yellow): Link-up (100Mbps)
Off: Link-down, link-up (10Mbps)
*1 The LED is always off in offline mode.

*2 LED indications differ depending on the version of the RJ71EN71.

(L1 MELSEC iQ-R CC-Link IE Controller Network User's Manual (Application))
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Dot matrix LED indication

The following table describes the station number indicated on the dot matrix LED.

Network combination Settings with GX Works3 Indication
Model™ Port 1 network type | Port 2 network type
Ethernet only RJ71EN71(E+E) Ethernet Ethernet Always off

CC-Link IE Controller Network
only

RJ71EN71(CCIEC)

CC-Link IE Control

CC-Link IE Control

Indicates the current station number of
CC-Link IE Controller Network.

Station number not set: "— — —"
Control station, normal station: 1 to 120

CC-Link IE Field Network only

RJ71EN71(CCIEF)

CC-Link IE Field

CC-Link IE Field

Indicates the current station number of
CC-Link IE Field Network.

Station number not set: "— — —"
Master station: 0

Submaster station, local station: 1 to 120

Ethernet + CC-Link IE
Controller Network

RJ71EN71(E+CCIEC)

Ethernet

CC-Link IE Control

Indicates the current station number of
CC-Link IE Controller Network.

Station number not set: "— — —"
Control station, normal station: 1 to 120

Ethernet + CC-Link IE Field
Network

RJ71EN71(E+CCIEF)

Ethernet

CC-Link IE Field

Indicates the current station number of
CC-Link IE Field Network.

Station number not set: "— — —"
Master station: 0

Submaster station, local station: 1 to 120

Q-compatible Ethernet RJ71EN71(Q) Q-compatible Ethernet — Always off
In offline mode Indicates "---" in offline mode.
At major error Undefined

*1 The name in parentheses is the abbreviation of the network type.
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4.4.2 CPUmodule

This section describes the part names of the CPU module related to the Ethernet function. For the names of the other parts,
refer to the following.
MELSEC iQ-R CPU Module User's Manual (Startup)

N\
RO4CP f RO4ENCPU RUN ERR )
READ READY —
e ___ERROR || __ MST/PRM
i Al PROGRMG;‘E: Pl D LINK
BATTER SD/RD
Vi RS ol | ()
DA CARD ACCESS D LINK
0 FUNCTION SD/RD
P ERR
+—— (8)
CC-Link IE Gontrol Bietd
¥ g “«—— (9)
Q)
+«— (10)
(2
1 1
No. Name Description
(1) Built-in Ethernet port part A part to connect the CPU module to Ethernet
(2) Ethernet port A connector to connect the CPU module to the 10BASE-T/100BASE-TX. (RJ45 connector)
The CPU module determines whether to use the 10BASE-T or 100BASE-TX according to the hub.
SPEED LED Indicates the link status.
On: Link-up (100Mbps)
Off: Link-down or link-up (10Mbps)
SD/RD LED Indicates the data communication status.
On: Data being sent or received
Off: Data not sent nor received
3) Built-in Ethernet port part A part to connect the CPU module to Ethernet
(4) Ethernet port (CPU P1) A connector to connect the CPU module to the 10BASE-T/100BASE-TX. (RJ45 connector)
The CPU module determines whether to use the 10BASE-T or 100BASE-TX according to the hub.
SPEED LED Indicates the link status.
On: Link-up (100Mbps)
Off: Link-down or link-up (10Mbps)
SD/RD LED Indicates the data communication status.
On: Data being sent or received
Off: Data not sent nor received
(5) CPU part A part that works as the CPU module
(6) Network part A part that has the functions of Ethernet, CC-Link IE Controller Network, and CC-Link IE Field Network
(7) Operation status indicator LED | Indicates the operating status of the module.
(8) Dot matrix LED Indicates the station number set in the module and the module communication test result.
For indication of the module communication test result, refer to the following.
L1 MELSEC iQ-R Ethernet User's Manual (Application)
9) Ethernet port (P1) PORT1 connector for network. Connect an Ethernet cable.
L ER LED Indicates the port status.
LINKLED Indicates the link status.
(10) Ethernet port (P2) PORT2 connector for network. Connect an Ethernet cable.
L ER LED Same as the P1 connector.
LINK LED
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Available combinations of networks

The Ethernet port (P1 and P2) of the RnENCPU can be used in the following networks depending on the engineering tool
setting. (LI GX Works3 Operating Manual)

» Ethernet

* CC-Link IE Controller Network
* CC-Link IE Field Network
The following table lists the available combinations of networks and the settings with GX Works3.

Network Settings with GX Works3 Description Remarks
combination Model"! Port 1 network | Port 2 network
type type
CC-Link IE Controller _RJ71EN71(CCIEC) | CC-Link IE CC-Link IE P1 and P2 can be connected P1 and P2 cannot be
Network only Control Control to CC-Link IE Controller connected to CC-Link IE
Network. Controller Network with
different network numbers.
CC-Link IE Field _RJ71EN71(CCIEF) CC-Link IE Field CC-Link IE Field P1 and P2 can be connected P1 and P2 cannot be
Network only to CC-Link IE Field Network. connected to CC-Link IE Field
Network with different network
numbers.
Ethernet + CC-Link IE _RJ71EN71(E+IEC) Ethernet CC-Link IE P1 can be connected to CC-Link IE Controller Network
Controller Network Control Ethernet and P2 can be cannot be configured in ring
connected to CC-Link IE topology.
Controller Network.
Ethernet + CC-Link IE _RJ71EN71(E+IEF) Ethernet CC-Link IE Field P1 can be connected to CC-Link IE Field Network
Field Network Ethernet and P2 can be cannot be configured in ring
connected to CC-Link IE Field | topology.
Network.

*1 The name in parentheses is the abbreviation of the network type.

HEPrecautions

The following items cannot be set for the RnENCPU.
« Ethernet only (Port 1 network type: Ethernet, Port 2 network type: Ethernet)
* Q-compatible Ethernet
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Network used and LED indication

The LED indication of the RnENCPU differs depending on the network used.
For the LED indication when Ethernet is used, refer to Page 4 - 6 LED indication when Ethernet or Q-compatible Ethernet is
used.

Dot matrix LED indication

The following table describes the station number indicated on the dot matrix LED.

Network combination Settings with GX Works3 Indication

Model™ Port 1 network type | Port 2 network type
CC-Link IE Controller Network | _RJ71EN71(CCIEC) CC-Link IE Control CC-Link IE Control Indicates the current station number of
only CC-Link IE Controller Network.

Station number not set: "— — —
Control station, normal station: 1 to 120

CC-Link IE Field Network only | _RJ71EN71(CCIEF) CC-Link IE Field CC-Link IE Field Indicates the current station number of
CC-Link IE Field Network.
Station number not set: "— — —
Master station: 0

Submaster station, local station: 1 to 120

Ethernet + CC-Link IE _RJ71EN71(E+IEC) Ethernet CC-Link IE Control Indicates the current station number of
Controller Network CC-Link IE Controller Network.

Station number not set: "— — —
Control station, normal station: 1 to 120

Ethernet + CC-Link IE Field _RJ71EN71(E+IEF) Ethernet CC-Link IE Field Indicates the current station number of
Network CC-Link IE Field Network.
Station number not set: "— — —
Master station: 0

Submaster station, local station: 1 to 120

In offline mode Indicates "--" in offline mode.

At major error Undefined

*1 The name in parentheses is the abbreviation of the network type.
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4.5 Ethernet Wiring

This section describes the wiring when Ethernet is used.

Wiring methods

The following describes connection and disconnection of an Ethernet cable.

HEConnecting a cable
1. Push the Ethernet cable connector into the Ethernet-equipped module until it clicks. Pay attention to the connector's
direction.

2. Lightly pull it to check that it is securely connected.

3. Check whether the LINK LED of the port connected with an Ethernet cable is on."

*1  The time between the cable connection and the LINK LED turning on may vary. The LINK LED usually turns on in a few seconds. Note,
however, that the time may be extended further if the link-up processing is repeated depending on the status of the device on the line.
Check that the cable is connected properly if the LINK LED does not turn on.

EDisconnecting a cable
1. Unplug the Ethernet cable while pressing the down latch.

BPrecautions
Place the Ethernet cable in a duct or clamp it. If not, dangling cable may swing or inadvertently be pulled, resulting in

damage to the module or cables or malfunction due to poor contact.

Do not touch the core of the cable-side or module-side connector, and protect it from dirt or dust. If oil from your hand, dirt,
or dust is attached to the core, it can increase transmission loss, resulting in failure of data link.

Check that the Ethernet cable is not disconnected or not shorted and there is no problem with the connector connection.

Do not use Ethernet cables with broken latches. Doing so may cause the cable to unplug or malfunction.

Hold the connector part when connecting and disconnecting the Ethernet cable. Pulling the cable connected to the module
may result in malfunction or damage to the module or cable.

For connectors without Ethernet cable, attached connector cover should be placed to prevent foreign matter such as dirt
and dust.

The maximum segment length of the Ethernet cable is 100m. However, the length may be shorter depending on the
operating environment of the cable. For details, contact the manufacturer of the cable used.

» The bend radius of the Ethernet cable is limited. For details, check the specifications of the Ethernet cable used.
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Wiring products

The following describes the devices used for Ethernet.

Point}s3
An Ethernet-equipped module determines whether to use 1000BASE-T/100BASE-TX/10BASE-T and the
fullduplex/half-duplex communication mode based on the hub. For connection to the hub with no automatic
negotiation function, set the communication mode on the hub side to meet the mode of the Ethernet-equipped
module.
HEthernet cables
Use Ethernet cables that meet the following standards.
Communication speed | Ethernet cable Connector Type
1Gbps*1 Category 5e or higher, straight cable (shielded, STP) RJ45 connector 1000BASE-T

Category 5e or higher, crossing cable (shielded, STP)

100Mbps Category 5 or higher, straight cable (shielded, STP) 100BASE-TX

Category 5 or higher, crossing cable (shielded, STP)

10Mbps Category 3 or higher, straight cable (shielded, STP) 10BASE-T

Category 3 or higher, straight cable (UTP)

Category 3 or higher, crossing cable (shielded, STP)

Category 3 or higher, crossing cable (UTP)

*1  The CPU module (built-in Ethernet port part) does not support the communication speed.

Point )’

A communication error may occur due to high-frequency noise from devices other than a programmable

controller in a given connection environment. The following describes countermeasures to be taken on the

Ethernet-equipped module side to avoid high-frequency noise influence.

Wiring

» Do not bundle the cable with the main circuit or power cable or do not place it near those lines.

« Place the cable in a duct.

* When using a UTP cable, use STP cables.

Communication method

» Use TCP/IP for data communications with external devices.

* Increase the number of retries of communications if needed.

Transmission speed

» Change the communication speed to be slower than the speed of communications connected with an
Ethernet cable in "Communication Speed" of "Application Settings". (L1 MELSEC iQ-R Ethernet User's
Manual (Application))

HEHubs

The hubs used in Ethernet must support the transmission speed of communications.
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4.6 Settings with GX Works3

To use the Ethernet-equipped module, set parameters with GX Works3 in advance.

For the parameter settings used for the exercises in this textbook, refer to the parameter settings described in each exercise
(Chapter 5 to 8).

For details on each window, refer to the following.

GX Works3 Operating Manual

MELSEC iQ-R Ethernet User's Manual (Application)

4.6.1 Basic Settings

Set values for the own node settings, external device configuration, and other settings of the Ethernet-equipped module.

fem
= Pwir Made Scttigs
------ Parameter Settine Method Parameter Editor
=) P Address
TP Address
Subnet Mask

NES
Own Mode Settings
External Device Configuratio

Default Gateway

Li &pplication Settings E| Communications by Metwork Mo/Station Mo, Dizable
- Setting Method Usze IP Address
Metwork Mumber ===
Statiop Mo, ===
Transient Tranzmiszion Group Mo, ]
------ Enable/Dizable Online Chanee Dizable All (SLMP)
------ Communication Data Gode Binary
------ Opening Method Do Mot Open by Program
= External Device Gonfiguration
" External Device Gonfieuration <Detailed Setting>

Set the information of the own node such az IP address. -
< [1l} 3
Tem List | Find Fosult Checlk. l l Restore the Default Settings l
Apply
Setting items Description
Own Node Settings Set the IP address and communication data code of the Ethernet-equipped module.
External Device Configuration Set the method and protocol used to communicate with external devices.
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Own Node Settings

Set the IP address and communication data code of the Ethernet-equipped module.

Item

Description

Setting range

Parameter Setting Method

Set the own station settings in parameters.

Parameter Editor (fixed)

IP Address

IP Address

Set the IP address of the own station.

Ensure that the Ethernet-equipped module on the own station and the external
device to be communicated with have the same class and subnet address.
Consult with the network manager for the IP address setting.

When using the IP address in a redundant system, use it as the system A IP
address.

* Blank
+ 0.0.0.1 to 223.255.255.254
(Default: Blank)

Subnet Mask

Set the subnet mask pattern of the default gateway when setting the IP address
of the default gateway and communicating with an external device on another
network via a router. All the devices on a subnetwork must have the same
subnet mask. This setting is not required when communicating in a single
network.

« Blank
+ 0.0.0.1 to 255.255.255.255
(Default: Blank)

Default Gateway

Set the IP address of the default gateway (the device which the own node

passes through to access a device of another network).

Set a value that satisfies the following conditions.

« The IP address class is any of A, B, and C.

 The subnet address of the default gateway is the same as that of the
Ethernet-equipped module on the own station.

 The host address bits are not all "0" or all "1".

« Blank
+ 0.0.0.1 to 223.255.255.254
(Default: Blank)

Communications by
Network No./Station
No."™

Select "Enable" to set the network number, station number, and transient

transmission group number.

This setting is not required when the following functions are not used.

« Connection with MELSOFT products and GOTs (when connecting by
specifying a network number and a station number)

« Communications using the SLMP (when specifying a target station with its
network number and station number)

« Communications using link dedicated instructions

« Communications with different networks

« Disable
« Enable
(Default: Disable)

Setting Method

Select the method for setting the network number and station number.

* Use IP Address
* Not Use IP Address
(Default: Use IP Address)

Network Number Enter the network number of the own station when selecting "Not Use IP 1to 239
Address" in "Setting Method". (Default: 1)
Station No. Enter the station number of the own station when selecting "Not Use IP Address" | 1 to 120
in "Setting Method". (Default: 1)
Transient Set the transient transmission group number of the own station. 0to 32
Transmission Group (Default: 0)

No.

Enable/Disable Online Change

Select whether to enable external devices to write data in communications using
the SLMP while the CPU module is in RUN state.

* Disable All (SLMP)
+ Enable All (SLMP)
(Default: Disable All (SLMP))

Communication Data Code

Select the communication data code used for communications.

« Binary
+ ASCII
(Default: Binary)

Opening Method

Select how to open a connection when using UDP/IP communications or
Passive open of TCP/IP communications.

* When "Do Not Open by Program" is selected, a connection is open when the
system receives the Active request. The program for open/close processing is
not required.

» When "Open by Program" is selected, the open/close processing is performed
by a program. The module cannot communicate when the CPU module is in
STOP state.

* Do Not Open by Program
» Open by Program
(Default: Do Not Open by
Program)

*1 This setting is not available for the CPU module (built-in Ethernet port part).
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HIP Address

When the parameters are written without setting the IP addresses, the following addresses are set.

Module IP address
RJ71EN71 P1 connector 192.168.3.40

P2 connector 192.168.4.40
RnENCPU (network part) P1 connector 192.168.3.40
CPU module (built-in Ethernet port part) 192.168.3.39

ESetting Method

When "Use IP Address" is selected, the network number and station number will be set from the third octet and fourth octet of
the IP address.

For example, when the IP address is set to 192.168.1.10, the network number is set to 1 and the station number is set to 10.
When an IP address is used, a value out of the range of the network number and station number cannot be set in the third

octet and fourth octet.
When "Not Use IP Address" is selected, set the network number and station number.

Pointp

When "Port 1 Network Type" and "Port 2 Network Type" are set to "Ethernet” for the RJ71EN71 and the same
network number is set for both of P1 and P2, P1 is always used for relay to other networks.

EEnable/Disable Online Change

Select whether to enable an SLMP data write command which is received by the Ethernet-equipped module while the CPU
module is in RUN state.

This setting is effective for not only the CPU module on the own station but also the ones on the other stations.

When "Disable All (SLMP)" is selected, data writing using SLMP is disabled while the CPU module is in RUN state.

When "Enable All (SLMP)" is selected, data writing using SLMP is enabled even when the CPU module is in RUN state.
To write data to the FTP server when the CPU module is in RUN state, set "Allow Online Change" under "FTP Server
Settings" in "Application Settings".
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4.6.2 External Device Configuration

Set the method and protocol used to communicate with external devices.

Setting procedure
The procedure for setting the external device to be connected is shown below.

1. Select the external device to be connected in "Module List" and drag and drop it to "List of devices" or "Device map

"
area’.
: Module List x
:
Ethernet Selection | Find Module | My F4 ¥

Fied Buffer | PLC | sensor/pevice |

Send/Receiv w Ethernet (General)
bRBEEED 8] MELSOFT Connection Module

Model Name Communication | protcol

1P Address PortNo.

Setting
= / = SLMP Connection Module

i [ | IREATI | 5 o Comecion Hodie

&5 0PS Connection Module

D dd 4 Active Connection Module -
rag an rop 28 Unpassive Connection Module -

ER Fulpassive Connection Module -

Connection
No.1

Host Station
Connected Court
1

[Outiine] A
MELSOFT Connection Module
[Specification H
Use when specify open method by

MELSOFT connection L

2. Setthe required items. (The required items vary depending on the selected external device.)

3. Select [Close with Reflecting the Setting] to end the external device configuration settings.

Restriction@

External devices must be set from the connection No.1.
To use a specific connection number, set "MELSOFT Connection Module" in the connection number not used.
* When only the connection No.5 is used.

- Fixed Buffer PLC ensor/Devia
No. Model Name ComMmeu;lzhon Protocol | Send/Receiv MAC
E| e Setting IP Address Port No. e

== Host Station 192.168.3.40
E| 1 MELSOFT Connection Module |MELSOFT Connectia TCP 192.168.3.40
2 MELSOFT Connection Module |MELSOFT Connectic TCP 192.168.3.40
3 MELSOFT Connection Module |MELSOFT Connectic TCP 192.168.3.40
4 MELSOFT Connection Module |MELSOFT Connectic TCP 192.168.3.40
HE. 5  UDP Connection Module Broadcast Send uDpP Send 192.168.3.40

< I ] 3

Connection  Connection  Connection  Connection  Connection
No.1 No.2 No.3 No.4 No 5

Host Station ! !

Connected Count
kil
MELSOFTC MELSOFTC MELSOFTC MELSOFTC UDP Conne
onnection M onnection M onnection M onnection M ction Modul
odule odule odule odule [
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Setting items

Item

Description

Setting range

[Detect Now] button

Executes the automatic detection of connected devices.

The [Detect Now] button is displayed only when the CPU module (built-

in Ethernet port part) is used.
For details, refer to the following.
L1 iQ Sensor Solution Reference Manual

No.

Connection number for distinguishing settings for each user connection

The number is set in the following

range starting with 1.

* RJ71EN71 and RnENCPU (network
part): 1 to 64"

« CPU module (built-in Ethernet port
part): 1to 16

Model Name

The name of the external device to be connected is displayed.

Communication Method

Set the method for communications with the external device.

« Broadcast Send

« Broadcast Receive

« Fixed Buffer (Procedure Exist)*2
« Fixed Buffer (No Procedure)*2

- Random Access Buffer 2

« Predefined Protocol

« Socket Communication™

* MELSOFT Connection

* SLMP
« OPS Connection
Protocol Select the predefined protocol for the external device. - TCP™
- UDP™
Fixed Buffer Send/Receive Setting*2 For communications using the fixed buffer, select whether to use the « Send
buffer for sending or for receiving in a connection to the external * Receive

device.

« Pairing (Receive)
« Pairing (Send)

PLC IP Address The IP address of the own node, which is set in "IP Address" under —
"Own Node Settings" of "Basic Settings", is displayed.
Or the IP address of the communication destination set in the device
supporting iQSS is displayed when the automatic detection of
connected devices is used.

Port No. Set the port number for each connection of the Ethernet-equipped 1 to 4999, 5010 to 65534
module. (Default: Blank)*4

Sensor/Device | MAC Address The MAC address of the device supporting iQSS is displayed when the | —
automatic detection of connected devices is used.

Host Name Set the name for identifying the device supporting iQSS. 63 characters maximum
This setting is available only for the devices supporting iQSS which The following one-byte characters can
were detected by automatic detection of connected devices. be used.

* Number (0 to 9)
« Alphabetical character (a to z, A to
Z)
* Hyphen (-)
« Period (.)
« Colon (:)
« Underscore (_)
(Default: Blank)™
IP Address Set the IP address of the external device. 0.0 0.1 to 223.255.255.254,
255.255.255.2550
(Default: Blank)™

Port No. Set the port number of the external device. 1 to 65534, 65535
Set 65535 to set all the port numbers as the target of data receive. (Default: Blank)'4

Subnet Mask Set the subnet mask of the device supporting iQSS. 192.0.0.0 to 255.255.255.252
This setting is available only for the devices supporting iQSS which (Default: Blank)'4
were detected by automatic detection of connected devices.

Default Gateway Set the default gateway of the device supporting iQSS. 0.0.0.1 to 223.255.255.254
This setting is available only for the devices supporting iQSS which (Default: Blank)™*
were detected by automatic detection of connected devices.

Existence Confirmation

Select the method of alive check which is performed when the
Ethernet-equipped module has not communicated with the external
device for a certain period of time. When the module cannot
communicate with the external device, the connection will be closed.

« KeepAlive
- UDP
« Do not confirm existence
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*1
*2
*3
*4
*5

Point

When "Q Compatible Ethernet" is selected in the network type, the setting range is 1 to 16.

This setting is not available for the CPU module (built-in Ethernet port part).

This setting is not available when the RJ71EN71 network type is set to "Q Compatible Ethernet".

When the automatic detection of connected devices is executed, the values read from the connected devices will be the default.
When "Communication Method" is set to "OPS Connection", 255.255.255.255 can be set.

Comments can be set on the "Properties" window displayed by right-clicking the module in "List of devices" or
"Device map area" and selecting "Properties”. The following settings are available depending on the selected
device.

» Changing the image

« Creating association with a file or application

HExistence Confirmation
When the Ethernet-equipped module has not communicated with the external device for a certain period of time while the

connection is open, this function checks whether the external device is alive by sending an alive check message to the device

and waiting for the response.
The following table lists the details on alive check.

Item Applicable protocol | Description

KeepAlive TCP/IP This method is used for a connection opened using TCP/IP. The Ethernet-equipped module performs

an alive check by sending an alive check ACK message to the external device with which
communications have not been performed for a certain period of time and waiting to see whether the
response is received.

The connection will be automatically closed when the open state is not continued.”

UDP UDP/IP This method is used for a connection opened using UDP/IP. The Ethernet-equipped module performs

an alive check by sending the PING command (ICMP echo request/response function) to the external
device with which communications have not been performed for a certain period of time and waiting to
see whether the response is received.?

Do not confirm existence | TCP/IP, UDP/IP Alive check is not performed.

*1

*2

The connection may be disconnected if the external device does not support the TCP KeepAlive function (response to a KeepAlive ACK
message).

The Ethernet-equipped module automatically sends an echo response packet when it receives a PING echo request command. (It
sends a response to the received PING command even if the connection used in the data communications with the external device is

closed.)

If a response message cannot be received from the external device (or if an error has been detected) using the alive check

function, the following are performed.
» The corresponding connection will be forcibly closed. (The line is disconnected.) Open the connection again using a user

program.

» The open completion signal turns off, and the error code is stored in the buffer memory areas.
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4.6.3

Application Settings

Set values for the frame setting, the communication speed setting, and other settings of the Ethernet-equipped module.

0000:RI71IEN71(E+E) Module Parameter

|Input the Setting Item to Search | @

= .
Frame Sciirgs
Send Frame Ethernet (W2.0) Frame
Jumba Frame Thwalid (MTU 1500 byte)

y Basic Settings

,_* Applica

----- Frame Settings

----- Communication Speed

----- FTP Server Settings

----- Time Setting

----- Timer Settings for Data Gom)
----- Security

----- Gateway Parameter Settings
----- Metwark /Station Mo, <=» IP i
----- Interrupt Settines

----- IP Packet Tranzfer Setting
----- Metwork, Dynamic Routing
----- Module Operation Mode

= FTP Server Settines

-[=] Paszword Setting

tion Speed
Communication Speed Automatic Megotiation
FTP Server Mot Usze
Login Mame RJTIENT1
Advanced Settings

Current Password

Mew Password

Confirm Mew Password

FTP Timer Settings

= Command Input Monitoring Timer ann
- Unit =

=) Responze Monitoring Timer ]

Set parameters for the Ethernet frame. "
1] I 3
Tem List | Find Result| Checlk. l l Restore the Default Settings
Fpply
Setting items Description

Frame Settings !

Set parameters for the Ethernet frame.

Communication Speed*1

Set the communication speed between the module and the external device.

FTP Server Settings

Set the file transfer function (FTP server).

FTP Client Settings™

Set the file transfer function (FTP client).

DNS Settings ™

Set the DNS setting.

Time Setting™

Set the time setting function (SNTP client).

Timer Settings for Data Communication

Set the timer used for the following communications.

» Connection with MELSOFT products and GOTs

» Communications using the SLMP

» Communications using the predefined protocol

» Socket communications/Communications using the fixed buffer
» Communications using the random access buffer

« File transfer function (FTP server)

« File transfer function (FTP client)

Security?

Set the security measures for access to the Ethernet-equipped module.

Gateway Parameter Settings

Set this item to communicate with an external device on Ethernet via a router and gateway.

Network/Station No. <-> IP information
setting”!

Set this item to communicate with another network module by a network number and station number.

Interrupt Settings "'

Set this item to start up an interrupt program.

IP Packet Transfer Setting™

Set the IP packet transfer function.

For details on the IP packet transfer function, refer to the following.

« [1 MELSEC iQ-R CC-Link IE Controller Network User's Manual (Application)
« L1 MELSEC iQ-R CC-Link IE Field Network User's Manual (Application)

Network Dynamic Routing“*2

Set the dynamic routing.

Module Operation Mode™’

Set the module operation mode.

Redundant System Settings

Set the redundant system function.
Only functions that meet usage conditions with a redundant system can be set.

*1 This setting is not available for the CPU module (built-in Ethernet port part).
*2 This setting is not available when the RU71EN71 network type is set to "Q Compatible Ethernet".
*3 This setting is available only for the CPU module (built-in Ethernet port part).
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Gateway Parameter Settings

With gateway parameter settings, the Ethernet-equipped module can communicate with external devices on other Ethernet
networks via a router and gateway. One default router and up to eight routers can be set.
Item

Description Setting range

Gateway Other Than Default Gateway Set this item to communicate with an external device on another

« Use
Ethernet network via a router. * Not Use
(Default: Not Use)
Gateway No.1 to No.8 Set the information of the gateway other than the default gateway. —
Information
Point/©

Set the default gateway when communicating via the default gateway.

BGateway IP Address

When communicating with an external device on another Ethernet network through a gateway other than the default gateway,
set the IP address of the gateway. (Setting range: 0.0.0.1 to 223.255.255.254)
Set a value that satisfies the following conditions.

* The IP address class is any of A, B, and C.

» The subnet address of the gateway is the same as that of the Ethernet-equipped module on the own station.
* The host address bits are not all "0" or all "1".

Point}3
* When the Ethernet-equipped module communicates with an external device on another Ethernet network
by Passive open, communications can be performed without gateway parameter settings.
« In a system where the Proxy router is used, the gateway parameter settings are not required.
ESubnet Address

When communicating with an external device on another Ethernet network through a gateway other than the default gateway,
set the network address ! or subnet address 2 of the external device. (Setting range: 0.0.0.1 to 255.255.255.254)

Set a value that satisfies the following conditions.

* The IP address class is any of A, B, and C.

» The host address bits are all "0".
*1 Set the network address of the external device when its class (network address) is different from that of the Ethernet-equipped module
on the own station.

*2 Set the subnet address of the external device when its class (network address) is the same as that of the Ethernet-equipped module on
the own station.

Own station

Class B

IP address: 81052F01H (129.5.47.1)
Subnet mask: FFFFFCOO0H (255.255.252.0)

Ethernet 4
Ethernet 1 Ethernet 3
! : : :
e i
v v
— ~ |||
=) i =
J J
e = emaeE e,
Setting example 1 Setting example 2 Setting example 3
External device 1 External device 2 External device 3
Class B Class A Class B
IP address: 81044001H (129.4.64.1)

IP address: 71044001H (113.4.64.1) IP address: 81052902H (129.5.41.2)
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[Ex]

When the network addresses differ between the Ethernet-equipped module on the own station and the external device

Own station
IP address (Class B)

External device 1
IP address (Class B)

Subnet address setting value

[Ex]

Network address

81H

05H

2FH

01H

1]ofofoJofo]o]1

ofofofofo]1]o]1

ofof1fof1]1]1]1

ofofofoJoJofo]1

81H

04H

40H

01H

1]ofofofofofo]1

oflofofo]o]1]o]o

o[1]ofo]o]ofo]o

oflofofofofo]o]1

Network address

G Set the network address of external device 1.

81H

04H

00H

00H

1]oJooJoJo]o]1

ofoJoJoJo]1]o]o

ofoJoJoJoJofo]o

ofoJoJoJoJofo]o

When the classes differ between the Ethernet-equipped module on the own station and the external device

Own station
IP address (Class B)

External device 2
IP address (Class A)

Subnet address setting value

[Ex]

When the network address of the Ethernet-equipped module on the own station is the same as that of the external device

Own station
IP address (Class B)

Subnet mask

External device 3
IP address (Class B)

Subnet address setting value
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Network address

81H

05H

2FH

01H

1]ofoo]ofo]o]1

ofofofofo]1]o]1

ofof1fof1]1]1]1

ofofofoo]ofo]1

71H

04H

40H

01H

of[1]1]1]o]ofo]1

ofofJofofo[1]o]o0

of[1]ofoo]ofo]o

ofofofofoJofo]1

Network address

G Set the network address of external device 2.

71H

00H

00H

00H

of[1]1][1]o]ofo]1

ofofJofooJofo]o

ofo]JofooJofo]o

ofo]JofooJofo]o

Network address

81H

05H

2FH

01H

1]ofofolo]o]o]1

o[ofofofo]1]0]H

ofof1]o]1]1]1]1

o[ofofofo]o]o]H

FFH FFH FCH 00H
e[l el fa el [a a1 [1]1]ololo]o]o]o]o]o]o]0
81H 05H 20H 02H

1lololofo]o]o]1

olofofofof1]o]1

olo[1]o]1]o]o]1

olofofofofo[1]0

G Set the subnet address of external device 3.

Subnet address

81H

05H

28H

00H

1]ofofo]o]o]o]1

o[ofofofo]1]0]1

o[of1]o[1]o]0]0

o[ofoJofo]o]o]o
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4.7 Module Communication Test

The module communication test checks the hardware of the RJ71EN71 or the RnENCPU (network part). When the
communications using the RU71EN71 or the RnENCPU (network part) are unstable, whether a hardware failure occurs or not
can be checked.

The following table lists the tests performed.

Test item Description

Internal self-loopback test Checks whether the communication function of the module can be executed normally.

External self-loopback test Checks whether the communications can be performed normally with the cable connected between two
connectors.

Creation of module configurations is described on Page 5 - 8 Setting parameters with GX Works3 or later. Therefore, detailed
explanations are omitted here.

HEProcedure

1. Select program elements (objects) from the "Element Selection" window and arrange them in the "Module Configuration"
window.

> Double-click [Module Configuration] in the "Navigation" window.
2. Set the module operation mode for P1 and P2 each to module communication test mode in the following item.

O [Navigation] window = [Parameter] = [Module Information] = [RJ71EN71] = [Module Parameter] = [Application
Settings] = [Module Operation Mode]

3. Connect the P1 and P2 of the RJ71EN71 or the RnENCPU (network part) with an Ethernet cable.
4. Write the module parameters to the CPU module.

5. Resetor power off and on the CPU module to start the module communication test.

Point ;>

Do not perform a module communication test while the module is connected to another station. The operation
of another station may fail.

EChecking the status and result of the module communication test
The test status and result can be checked with the dot matrix LED of the module.

Test status LED indication

Test in progress The dot matrix LED displays "UCT".

Normal completion The dot matrix LED displays "OK".

Abnormal end The ERR LED turns on and the dot matrix LED indicates "ERR" and the error number alternately at intervals of one second.

EError number when the test completes with an error

The dot matrix LED indicates the error number with the form of "Target Ethernet port Error number".
For example, "1 3" is displayed when error No.3 occurs in P1.

If the module communication test fails, take the following actions.

Error Description Action

number

1 Internal self-loopback test Please consult your local Mitsubishi representative.
failure

2 External self-loopback test Check the Ethernet cable connection or replace the Ethernet cable, and perform the test again. If the test
connection error fails again, please consult your local Mitsubishi representative.

3 External self-loopback test Replace the Ethernet cable and perform the test again. If the test fails again, please consult your local
communication error Mitsubishi representative.
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4.8 Mounting and Removing a Module

This section describes the procedure for mounting/removing an Ethernet-equipped module.

HProcedure for replacing an Ethernet-equipped module

1. Power off the station where an Ethernet-equipped module is mounted.

2. Disconnect the Ethernet cable and remove the Ethernet-equipped module.

3. Start up the new Ethernet-equipped module according to Page 4 - 3 Settings and Procedure before Operation.
4.

Reset the external device.

Point >

When the Ethernet-equipped module is replaced, reset the external device.

When the external device holds the Ethernet address of the communication destination, communications may
not be continued because the Ethernet address is changed by the Ethernet-equipped module replacement.
For the same reason, restart the Ethernet-equipped module after replacing an external device (such as a
personal computer).

HProcedure for replacing a CPU module
1. Readthe parameters for the Ethernet-equipped module from the CPU module and save them in GX Works3."!

2. Replace the CPU module.
[ MELSEC iQ-R CPU Module User's Manual (Startup)

3. Write the parameters for the Ethernet-equipped module that have been saved in GX Works3 to the new CPU module.

4. Reset the external device.

*1  When parameters for the Ethernet-equipped module are created and changed, recording and saving them is recommended even if the
CPU module is not replaced.
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5 EXERCISE 1 (COMMUNICATIONS USING MX

COMPONENT BETWEEN A PERSONAL
COMPUTER AND CPU MODULE)

This exercise is for the communication function using MX Component. The personal computer (external device) reads/writes

information to/from the CPU module using MX Component.

5.1 System Configuration

The following figure shows the system configuration of Exercise 1.
Although 10 devices are connected on the same Ethernet network, perform communications only between the devices with

the same demonstration machine number in Exercise 1. n
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5-2

Module configuration

~<Demonstration machine No.1>

/
|

|

|

| Ethernet-equipped module
: (RJ71ENT71)

| IP address: 192.168.1.101
I Network No.: 1

: Group No.: 0

| Station No.: 11

~<Demonstration machine No.2>

/
|

|

: Ethernet-equipped module
: (RJ71ENT71)

, IP address: 192.168.1.102
I Network No.: 1

| Group No.: 0

| Station No.: 12

~<Demonstration machine No.3>

/

I

I

: Ethernet-equipped module
I (RJ7T1IENT71)

| IP address: 192.168.1.103
I Network No.: 1

: Group No.: 0

| Station No.: 13

~<Demonstration machine No.4>

Ethernet-equipped module
(RJ71ENT71)

IP address: 192.168.1.104
Network No.: 1

Group No.: 0

/
|
|
|
|
|
|
|
|
|
: Station No.: 14

~<Demonstration machine No.5>

/
|

|

: Ethernet-equipped module
: (RJ71ENT71)

, IP address: 192.168.1.105
I Network No.: 1

: Group No.: 0

| Station No.: 15
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5.1 System Configuration

<Personal computer 1>

<Programmable controller A1> —J| IP address: 192.168.1.1
E Network No.: 1
Group No.: 0
=—] Station No.: 1
R61P |RCPUEMpty) R60 | R60 | S
AD4 | DA4 0

<Personal computer 2>

<Programmable controller A2> g IP address: 192.168.1.2
—1| Network No.: 1
Group No.: 0
el Station No.: 2
R61P |RCPU[EMPty| RE0 | R60 | [ ==
AD4 | DA4 0

<Personal computer 3>

<Programmable controller A3> —| 1P address: 192.168.1.3
% Network No.: 1
Group No.: 0
—= =—] Station No.: 3
R61P|RCPUEMpty| R60 | R60 | |
AD4 | DA4 0

<Programmable controller A4>

<Personal computer 4>

IP address: 192.168.1.4
Network No.: 1

R61P |RCPUEmpty|

Group No.: 0
Station No.: 4

<Programmable controller A5>

<Personal computer 5>

IP address: 192.168.1.5
Network No.: 1

R61P |RCPU R60

AD4

R60
DA4

Empty|

Group No.: 0
Station No.: 5

R R

Ethernet

S —— e — = ——— = S

S



I/0 assignment

R60

R61P RCPU Empty AD4
(Power (16 points)

supply XIY0 XIY10

module) to to

F 1F

R60 RJ71
DA4 EN71
(16 points)|(32 points)
XIY20 X/Y30
to to
2F 4F Hub

X100| Y170
GX Works3 to to

X10F| Y17F

‘ ‘ ‘ Personal computer
(MX Component)

GOT2000

N

Screen 3

) ri r[*

Initial indication device DO | Initial indication device D1| | Initial indication device D10 (32 bits)

7z

Initial input device D20

Screen 2

CC-Linkf

Screen 4

» Touching

Upper section: The indication device can be changed.

Lower section: Data is displayed.

Upper section: The input device can be changed.

Lower section: The input data can be set and displayed.

switches the screen.

» The initial value is automatically set to a device number in the upper section (trigger action function).

» Touching the "Initialize Input/Indication Device" button also initializes the device number.
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Exercise

Monitor the devices and write data to the device using a program created with MX Component.

<Device read> <Device write>
o5l Device read using MX Component ﬂ o5l Device write using MX Component u

Bit device Bit device Bit device Bit device

On/off state of X100 ta X107 Walues of D100 to D104 On/off state of Y170 to Y177 Values of D100 to D104
K= O D100 = 1] m= o D100 = 1]
K= O Dol = 1] = O Dol = 1]
Hz= O D102 = 1] Y172= O D102 = 1]
His= O D103 = 1] Y1a= O D103 = 1]
K= O D04 = 1] M= O D104 = 1]
Kis= 3 = Yilh= O

onitor
Communication status: 1) Communication status: 1)

(Connection No.1 is used.)

Reading data Writing data

CPU module
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5.2 Parameter Settings and TCP/IP Settings for the
Personal Computer

Before starting communications with the personal computer, set the parameters of the Ethernet-equipped module with GX
Works3.
Set TCP/IP of the personal computer where MX Component has been installed.

Set them as described on Page 5 - 2 Module configuration.

5.2.1 Starting GX Works3

Start GX Works3 to set parameters.

Operating procedure

B —=ww 1. Click [MELSOFT] = [GX Works3] = [GX

i project Edit Find/Replace Convert View Online Debug Diagnostics Tool Window Help | . *

EELEE B L EIE T L L L F e CaR P Works3] from the Windows® Start menu 1.
| D0 dh & B D % | T e ]

*1  Select [Start] = [All apps] or [Start]=> [All Programs].

G3Error | A, Werning | @ Information |  Checkwarning

2. Click [ on the toolbar or select [Project] =

ﬁ L O [New] (Ctrl + N) from the menu.

! Project Edit Find/Replace Convert View Online Debug

2. Click! 36 By [T s | B B |

%E|E|§I|ﬂ5|ﬁ'm¥|'§'f$|§?|m | far

(To the next page)
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(From the previous page)

%

3. Click the list button of "Series".

3. Click!
MNew u 4. Select "RCPU" from the drop-down menu.

Series RCPL -
Type

i ocru (Q Mode

i LCRL
od = F{ 4. Click and select!

o] 1y
Program Language | i Ladder |

ok | [ cancal |
v 5. Click the list button of "Type".
= 5. Click!

Series 6. Select "R08" from the drop-down menu.
Type

I ro4
Mode
Program Language I roap

4 rogsE

Rl 6. click and select!

IR

B Risp LN

Vv

(To the next page)
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(From the previous page)

%

MNew
Series [.-ﬂ RCPU v]
Type 1 ro8 -

7. Click!

Mode
Program Language 10 Ladder -

o4

5T
|#] sFc
ﬂ FEOULD |
8. Click and select!

MNew g
Series [aﬂ RCPU v]
Type |3 Ro8 - |

9. Click!
Mode

Program Language

I
E Ladder$ - |
I[ oK ]l | cancel |

%

MELSOFT GX Works3

. Add a module.
wyr [Module Name] ROSCPU
[Start IjO No.] 3E00
Module Setting Setting Change
Module Label:Mot use -~

10. Click!

[ Do Mot Show this Dislog Again

at

7.

Click the list button of "Program Language".

8. Select "Ladder" from the drop-down menu.

9. Click the [OK] button.

10. Click the [OK] button.
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5.2.2 Setting parameters with GX Works3

Adding Ethernet-equipped module data

Adding an Ethernet-equipped module in the "Module Configuration" window enables users to set parameters of the Ethernet-

equipped module.

Operating procedure

— 1. Double-click [Module Configuration] in the
Navigation #x "Navigation" window.
B, | C | Options... When the dialog box about parameter

information appears, click the [OK] button.
l I8l Module Configuration :H 1. Double-click!

E ™ Program

& FB/FUN

B iz Label

= £ Parameter

2. The "Module Configuration" window appears.
’ (_,L‘ ;Qx_ﬂ, — Select "R35B" from "Main Base" in the
e ] "Element Selection" window, and drag and
' drop it to the "Module Configuration" window.

81 Module Configuration x

5 Slots (Type requi

[ R38RE-HT 8 Slots (Extended ty
[ R310B-HT 10 Slots (Extended

™ R310RB 10 Slots (Type requ
W R312B 12 Slots (Type requ
| Extension Base
2. Drag and drop! | |—Gsmes

%

s ontguin < [ - %" 2dded on the Mo
Configuration” window.

GPU D 1

PO L
l | |

%

(To the next page)
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(From the previous page)

%

B Modie Coniguration * 4. Select "R61P" from "Power Supply" in the
] ] - "Element Selection" window, and drag and
e n drop it to the power supply slot of the R35B on

the "Module Configuration" window.

B resre
| 9.0A output

While the power supply module is being
Browe  sonoumtiien dragged and dropped, the slot where the
4. Drag and drop! power supply module can be arranged is

highlighted.
m Module Confiauration * x _ 5. Add the ROSCPU that has already been
d arranged in the "Module Configuration”
window to the CPU slot of the R35B.

When the RO8CPU has not been arranged in
the "Module Configuration" window, add the

1 2 3 4
RO8CPU from the "Element Selection" window
in the same way as for the power supply
module.
|
} 8. Drag and drop!

\%

Il Module Configuration * X _ 6. Add "RJ71EN71(E+E)" from "Information
? Module" in the "Element Selection” window to

the slot No.3 of the R35B.
P CPU D 1 N I '
II § 6. Added!

ST1F'|#

PO CPU 0

SThY

Vv

(To the next page)
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(From the previous page)

%

Input the Configuration Detailed Information
RIZ1EN71(E+E) _[
Start XY 0030
Points 32 Points
Control CPU
Port 1Network Type Ethernet
Port 1IP Address 192.168.1.101

ort ZNetwork Type thernet
Port 2IP Address Eﬁ&‘l.‘lo
| L
RI71EN71(E+E) 7. Set!

[ B=EN IR R L3 Input the Configuration Detailed Information -

v

iy &<

@B

€

Cut

Copy

Paste

Delete

Select All

Bring to Front

Send to Back

Module Status Setting (Empty)
Check

Parameter

Start XY Batch Input
Default Points Batch Input
Properties...

‘Open System Parameter

-

& Fix(s)

al nnguration

ormation Input Window

8. Click!

5-10

= Er Parameter

$' System Parameter

B £, ROBCPU

9. Added!

7.

9.

Right-click the RU71EN71(E+E), and click
[Parameter] = [Detailed Configuration
Information Input Window] from the menu to
display the "Input the Configuration Detailed
Information" window. Set parameters as
follows.

[Parameters to be set]

Start XY: 0030

Port 1IP address: Set the IP address
(192.168.1.101 to 192.168.1.105) of the
demonstration machine used.

After setting the parameters, right-click the
RJ71EN71(E+E) and click [Parameter] = [Fix]
from the menu to fix the parameters.

(Click the [OK] button when the confirmation
window for adding the module label appears.)

The data of the specified Ethernet-equipped
module is added to the "Navigation" window.
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Setting parameters

Set parameters of the Ethernet-equipped module.

Operating procedure

m — _ 1. Double-click the RJ71 EN71(E+E) module in
2 the "Module Configuration" window.

1. Double-click!

ST]P.#

STHE

2. Select "Basic Settings" in "Setting Item List".

0030:RI71EN71(E+E) Madule Parameter

e —_— 3. Set"Communications by Network No./Station

Th Settir
e e )
Parameter Setting Mathod Farameter Editor No." as follows.
o £ IP Address
TP Address 192 162 1101
m— < Subnet Mask
ternal Device Configuration || cmemiiailinialaun [Parameters to be set]
ion Settings ) Gommunizations by Network Mo./tation Mo, Enable
Setting Methad Mat Use IF fiddress At : .
Netwak Nuner ‘ Communications by Network No./Station No.:
Station Mo 1"
2 Select! Transient Transmission Group Na. [ Enable
- : Enable/Disable Orline Ghanes Disable Al (SLMP) .
Communication Data Gode Binary Settlng Method: Not Use IP Address
Opsning Msthod D Het Opsn by Program

Network Number: 1
Station No.: Set the station number (11 to 15)
of the demonstration machine used.

 Detailed Setting

Check. l I Restore the Default Sattings l

Vv

(To the next page)

External Device Gonfiguration

Set the information of the own node s

Iem List | Find Result

Hpply
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(From the previous page)

ing ltem List

frput fhe Setting Ttem to Gearch @

0030:RI71EN71(E+E) Module Parameter

Tlem

Settine

“E B2

49 Basic Settings

@ On Node Settings

Excternal Device Configuration
{# Prplication Settines

] Own Node Settings
Parameter Setting Method
= IP Address

TP Address

~ Subnet Mask

Default Gateway

-] Gommunications by Hetwork No./Station Na.

Setting Method

~ Metwork Mumber

Station Mo

- Transient Transmission Group Mo

Enable/Disable Online Chanes
Communication Data Code

Opening Method

= External Device Configwration

Extermnal Device Carfiguaatioar

Set external devices to be used for communications.

Parameter Editor

192 188 . 1101

Endble
Not Use TP Address

1

1

[

Disable All (SLMF)
Binary

Do Mot Open by Frogram

<Detailed Settings

4. Click!

Iem List | Find Result

Check l I Restore the Default Settines l

Apply

4. Click the @ button of "Detailed Setting" of
"External Device Configuration”.

5} Ethernet Confiquration (Start 1/0: 0030)

i Ethernet Configuration Edit View Close with Discarding the Setting Close with Reflecting the Setting

Model Name

Commurication
Method

IDP Connection Module
&3 0PS Connection Module

Host Station
Gonnected aun)
0

[Outline]
MELSOFT Connection Module
[Spedification]

MELSOFT connection

4 Active Connection Module
8 Unpassive Connection Module -
EB Fulpassive Connection Module -

Use when specify open method by

sms 9. The "Ethernet Configuration" dialog box

appears. Select "MELSOFT Connection
Module" from "Ethernet Device (General)" in
"Module List" and drag and drop it to the list of
devices or device map area.

5-12

(To the next page)
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%

i Ethernet Configuration Edit View Close with Discarding the Setting Close with Reflecting the Setting

—=== 6. "MELSOFT Connection Module" is added to
the list of devices.

5}, Ethernet Configuration (Start [/O: 0030)

253 SLMP Connection Module
5 UDP Connection Module
&3 0PS Connection Module:
4 Active Connection Module
8 Unpassive Connection Module -
EB Fulpassive Connection Module -
@ Ethernet Device (COGNEX)

Gormection
[

Host Station
Gonnected Caun
t

MELSOFT I
Comettion Use when specify open method by

[MELSOFT connection
| .

[Outline]
MELSOFT Connection Module
Specification)

e R 7. After setting the parameters, click "Close with

 Ethernet Configuration Edit View Close with Discarding the Setti Reflecting the Setting" in the menu to close the

Close with Reflecting the Setting

"Ethernet Configuration" dialog box.

PLC
Communication
No. Model Name Prov .
4] Method 7. Click! E Port o
= Host Station 1101
B 5] | 1 MELSOFT Connection Module |MELSOFT Connection ~ TCP 192.168.1.101

< |||

(To the next page)
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%

' Bl
ﬁ Save as @
Savein J SCHOOL - 0P mE
T= MNarne = Date modified Type
Y Me items match your search.
Recent Places
Desktop
Libraries
LY
Computer
e
4| m +
Network
File name: EX1-A -
ave as bype jorics 3 Project (*.gx3) Cancel
Title(A):
Other Format:
[ Save as 8 Workspace Format Pro; 8' C“Ck'
e ject
|'l - \'I Please change the windows with this button to use workspace format project.
W' (MELSOFT Mavigator supports this format.)
L

5-14

8. click [Project] = [Save As] from the menu to

save the project.

Save destination: Desired location
File name: EX1-A
Title: Blank
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5.2.3 Specifying a connection destination

Specify a connection destination.

Operating procedure

) _ : _ 1. Select [Online] = [Current Connection
Online ' Debug Diagnostics Tool Window Destination] from the menu of the engineering
tool.

Current Connection Destination...

a0 Read from PLC..
a0 Write to PLC...

. . 1. Click!
Werify With PLC...
Remote Operation(S)...

Specify Connection Destination Connection &l 2' CIICk the [CPU MOdL‘”e DireCt Coupled Settmg]
s % L F. B button on the "Specify Connection Destination
BOREE = W e W Connection" window.

-

PLC side IFF : . )

E ECH%(.E; g _| aor Mcatf’:i\é‘ Hea%m The "CPU Module Direct Coupled Setting"
e 2. Click! = dialog box appears.
E'E ﬁ g Connection Channel List. .

Other Station Other Station
(Single Network) {Co-sxistence Network) CPU Mogule Direct Coupled Setting
Connection Test
Time Qut (sec.) 30 Retry Tmes 0

%

Please select the direct connection method with CPU module.

e 3. Select the connection method, and click the
[Yes] button.

CPU Module Direct Coupled Setting

© USE
(©) Ethemnet i
3. Click!
Current setting content wil be lost when nej are selected. Are you sure you want to
continue?

(To the next page)
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Other
Station
Setting

5. Click!

Vv
F

Mo Specification

4. Click!

CPU Module Direct Coupled Setting

‘ Connection Test I

PLC Type

%

MELSOFT GX Works3

==

) Successfully connected with the ROBCPU.

Specify Connecticn Destination Connection

CCIE Cont CCink
UsB MNET/10{H) Board
Board
uss
PLC side IfF W

PLC CCIE Cont CCink
Module NET/10(H) Module

Module

Other Station
(Single Network)

No Specification

L

|

BN

Ethemet  CCIEFild QR Series

Board Board Bus

(ol .

J S
Ethernet c24 GoT CCIEField  Head Module

Module MasterLocal

Modle

PLCMode RCPU

= |

Connection Channel List...

)

Other Station
(Co-existence Network)

[ CPU Mogule Direct Coupled Setting ]

l Connection Test

l

Target

System

il il il ii Target PLC
12 3 4

Not Specified

Time Out (sec.) 30 Retry Times 0
PLC Type
Details
CCIECont CCIEField  Ethernet cC-ink c24
NET/10(H) [ System Image... ]
CCIECont CCIEField  Ethernet cc-ink c24
NET/10(H)
Accessing Host Station
PR eR i 7' Cl ICk' II

5-16

4. Click "No Specification” of "Other Station
Setting".

5. Clickthe [Connection Test] button.

6. Check that the connection between the
Ethernet-equipped module and CPU module is
successfully established.

7. Click the [OK] button.
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5.24 Writing parameters

Write the set parameters to the CPU module.

Operating procedure

Online | Debug Diagnostics Tool Window
Current Connection Destination...

&1 Read from PLC...
0 Write to PLC...

1. Click!

Online Data Operation

—_— .

Display  Setting  Related Functions

=001 1 B

2%

Parameter + Program(E) Select All Legend

Open/Close AID | [ Deselectaiw | * Y

B 5D Memory Card @ Intelligent Function Module

[ Mocuie Name/ata iame +

B oew Title Last Change Size Byte)

& Parametor

P 5ystem Parameter/cPU Parameter

[feym)

2. Click and select!

1]

&) Global Label Initial Value

‘&5 Local Label Initial Value

@ Prosram

Oj00/0/0 00000

KKK & & O

Pl

201

Display Memory Capaciy )|

Memory Capacity

1. Select [Online] = [Write to PLC] from the
menu of the engineering tool.

2. The "Online Data Operation" dialog box
appears. Select the following items.
» System Parameter/CPU Parameter
* Module Parameter

3. Click the [Execute] button.

Pagan venoy -
i | asn0m
et peneppe— N RIS .
. ! ‘
[ [ I | sasna
- Deveatate Nemry (e -
e ‘ N | soiczes
B ot [Ey— -
‘ 3384288/33843526B
[—|

Vv

(To the next page)
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(From the previous page)

Write to PLC

. = B8
I 100/100%

System Parameter: Writing Completed
CPU Parameter: Writing Completed
Madule Parameter: Writing Completed

Globsl Lahel Setting Dot
4. Click!

4. The "Write to PLC" dialog box appears.
When the write processing has completed, the

message "Completed"” is displayed. Click the
[Close] button.
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5.2.5 T1cripP settings for the personal computer

Set TCP/IP for the personal computer.

This textbook describes the operating procedure for the personal computer that operates with the Microsoft® Windows® 7

Operating System.

Operating procedure

1. Click [Control Panel] from the Windows® Start

Computer

1. Click!

menu.

» Al Programs

Devices and Printers

Default Programs

Help and Support

Search programs and files
prog. 1

=) 2. The "Control Panel" dialog box appears. Click

@Ov@ + Control Panel »

« [ | [T5earch Control Panet 2] [View network status and tasks].

View network status and tasks

, / Hardware and Sound

%‘ View devices and printers
Add 2 device

= Programs

h' Uninstall a program

Viewby: Category ™

User Accounts and Family Safety
% 18 Add or remove user accounts

18 Set up parental controls for any user

Appearance and Personalization

Change the theme

Change desktop background

Adjust screen resolution

9 Clock, Language, and Region
12

Change keyboards or other input methods

y \ Ease of Access
Let Windows suggest settings
Optimize visual display

Vv

(To the next page)
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r = 3. Click [Local Area Connection].

@th: » Control Panel » Metwork and Internet » Network and Sharing Center

- [ 42 ][ search Cantral Panel o]

@

Control Panel Home . . . .
View your basic network information and set up col

3. Click! ..

Change adapter settings 1
ge adapt g LY @
Change advanced sh,
e sbnacet oS F— Network Tienet
FTS——

View your active networks onnect or disconnect

Accesstyps Intem

(nrma:tionl @ Local Area Connection '

Network
=) Home netwark

Change your networking settings

Gk Set up a new connection or network
=

Set up a wireless, broadband, dial-up, ad ho, or VPN connection; or set up a router or access point.

"g. Connect to a network
Connect or reconnect to a wireless, wired, dial-up, or VPN network connection

Cheose homegroup and sharing options

Access files and printers located on other network computers, or change sharing settings.
See also

HomeGroup [ Troubleshoot problems
Internet Options Diagnose and repair network problems, or get troubleshooting information.

‘Windows Firewall

N 4. Click the [Properties] button.

-
[E] Local Area Connection Status

General

Connection
IPw4 Connechivity: Internet
IPv6 Connectivity: Mo Internet access
Media State: Enabled
Duration: 00:11:11
Speed: 1.0 Gbps

Activity

4_ Click! Sent —— k! ——  Received

4

3,128,333 |

Byte

34,667,123

@lgisable ][ Diagnose ]

Close

(To the next page)
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%

-
@ Local Area Connection Properties

Networking

Connect using:

iF Intel(R) 82579LM Gigabit Network Connection

This connection uses the following items:

g 5. Click and select!

Wl JEl00S Packet Sc
Q File: and F‘nrlter J

bduler
Lz ng for Microsoft Networks

Install...

Desct'iption

Uninstall

wide area network protocol that provides co
across diverse interconnected networks. .
6. Click!
| ok || Cancsl
b
F B
Internet Protoccl Version 4 (TCP/IPv4) Properties m

General

‘fou can get IP settings assi
this capability. Otherwise,
for the appropriate IP settin

7. Set!

(7 Obtain an IP address automa
gE—

if your network supports
r network administrator

IP address:
Subnet mask:

Default gateway:

se the following IP address:
192 .,

255

192 .

WE. 1 .1
.255.255. 0
168 . 1 .254

Preferred DNS server:

Alternate DNS server:

Obtain DNS server address automatically

@ Use the following DNS server addresses:

[ validate settings upon exit

8. Click!

Cancel

Vv

(To the next page)

5. Select "Internet Protocol Version 4 (TCP/
IPv4)".

6. Clickthe [Properties] button.

7. Select "Use the following IP address" and set
the following items.

[Parameters to be set]

IP address: IP address (192.168.1.1 to
192.168.1.5) of the personal computer used
Subnet mask: 255.255.255.0 (Class C)
Default gateway: IP address of the router
(192.168.1.254)

8. Click the [OK] button.
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%

-
[E] Local Area Connection Properties

Metwarking

Connect using:
El? Intel(R) 82579LM Gigabit Network Connection

=) 9. Click the [OK] button.

This connection uses the following items:

% Clignt for Microsoft Networks

B Trend Micro NDIS 6.0 Fitter Driver

{8205 Packet Scheduler

.Q File and Printer Sharing for Microsoft Networks

- Intemet Protocol Version 6 (TCP/IPvE)

IS Intemet Protocol Version 4 (TCP/1Pvd)

<& Link-Layer Topology Discovery Mapper 10 Driver
& Link-Layer Topology Discovery Responder

Install... Urninstall

Description

Transmission Control Protocol/Intemet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected networks.

9. Click! Cancel

%

-
lE] Local Area Connection Status

General

=) 10. Click the [Close] button.

Connection
IPv4 Connectivity: Internet
IPvE Connectivity: Mo Internet access
Media State: Enabled
Duration: 00:11:11
Speed: 1.0 Ghps

Activity
- ')
Sent — %! ——  Received
Bytes: 3,128,333 | 34,667,123

[ Eeroperties | [ Eypsable | [ Diegnose |

10. Click! Close
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5.3  Operating MX Component

This section describes how to operate MX Component.
In this textbook, create an application with Visual Basic® 2012 and access the CPU module over Ethernet.

5.3.1 Setting the logical station number

The pieces of connection target information required to open a communication line are collected into one data by using the
communication setup utility. A logical station number 0 to 1023 (OH to 3FFH) is assigned to the data.

Set the logical station number to access the CPU module.

(Example) Ethernet communications

-~ <Demonstration machine N0.1> - - — - - -—>---"--"---">-">"-"-"-"-"-"-"-"-"-"-"—-"—"—-"—"—— -~ —————(——— ———— —— ~
<Personal computer 1>

/ \
| I
| I
| < > — : I
| Etheret-equipped module Programmable controller A1 = IP address: 1_92.168.1.1 |
| —| Network No.: 1 |
| (RI7TENT1) Group No.: 0 I
| IP address: 192.168.1.101 P 1O |
| Network No.: 1 o Station No.: 1 |
| - R61P |RCPU[Empty| R60 | R60 = |
| Group No.: 0 AD4 | pAd | L I
| Station No.: 11 | |
\ /

The pieces of connection target information on the RCPU are collected into one data,
and a logical station number is assigned to the data.

Operating procedure

P 5 1. Click [All Programs] = [MELSOFT] = [MX
n
e  — - Component], right-click "Communication
® R dministrat P 9
un as administrator
ik ki Setup Utility", and click [Run as administrator]
- Troubleshoot gampatibility
S from the Windows® Start menu
[ T Open file locatipn ’
| L]
TR, RE““ 1. Click!
[ Send to r
o sy R R
Il &' Ly ey L P .
kel Copy
., MELSOFT Delete
. MESInterface @l R
. MR Configurator2 sname
. M Component Properties
E Communication Setup Utility Help and Support

Label Utility
B PLC Monitor Utility

4  Back

| Search programs and files

(To the next page)
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%

~ 2. The communication setup utility starts up.

-
24 Communication Setup Utility = —
Menu  Hel
List view | Connection testl
Logical station numnerl j Wizard I Delete

-, 3. Click the [Wizard] button.
e

| _wizard. || Delet=

2

3. Click!

Vv

(To the next page)
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%

r ) 4. The window shown on the left appears. Set

Communication Setting Wizard - Introduction

"Logical station number" to "1" and click the

This Communication Setting Wizard will set the
communication information for ACT. [NEXt] bUtton-

*fou can press Back at any time to change your
selections.

Please click Next to begin.

Please select the logical station number.

4. Click!

Logical station number I 1 'l

—

Cancel | = Back | Next = Finizh |

v

| 5. Setthe personal computer side as follows and
click the [Next] button.

-
Communication Setting Wizard - PC side

Please select the PC side UF
el H{Itit:em poard = [Parameters to be set]

Connect module  |RUT1ENT1 =] PC side I/F: Ethernet board

Protocal TCP - Connect module: RJ71EN71
Protocol: TCP

ey 1 Network No: 1

Stafion o — Station No: Set the station number (1 to 5) of
the demonstration machine used.

5. Set! » e out [ oo ms Time out: 10000ms (for monitoring the time to

receive a response)

Cancel | <« Back | Next = | Finizh

(To the next page)
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(From the previous page)

%

[ Bl
Communication Setting Wizard - PLC side u
Please select the PLC side IF
PLC side IF IEthernet module j
—C ication setting
Module type I RJT1ENT1 - l
Host(IP Address) I 192.168.1.101
Network No I 1
Station No I 1
6. st [P
Cancel | < Back | Next = Finizh
[ Bl
Communication Setting Wizard - Network u
Please select the Network
Station type Host station j
CPU type RO |
Multiple CPU INDne j

*

7.

Set!

Cancel

< Back |

Finizh

Vv

(To the next page)

6.

Set the programmable controller side as
follows and click the [Next] button.

[Parameters to be set]

PLC side I/F: Ethernet-equipped module
Module type: RJ71EN71

Host(IP address): Set the IP address
(192.168.1.101 to 192.168.1.105) of the
demonstration machine used.

Network No: (1)

Station No: Set the station number (11 to 15) of
the demonstration machine used.

Set communications as follows and click the
[Next] button.

[Parameters to be set]
Station type: Host station
CPU type: R08

Multiple CPU: None
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=) 8. "Comment"is not set in the exercise described

in this textbook. Click the [Finish] button.

The Communication wizard has finished collecting H :
e e (To add a comment to the logical station
number, set it here.)

-
Communication Setting Wizard - Finished

Please Finish to build the logical station number.

Comment

8. Click!

v

Cancel < Back | Mext = |

%

'a Communication Setup Utility =N
Menu Help "Target setting" window appears. Check the

Target setiing | List view | Connection test |

v 9. Whenthe parameters have been set, the

settings.

Logical station number I 1:

i Ethernet

= | i
PC UF [Ethemet  CPUtype oz
Protocol l‘lcpi Module type W
Network No [ Host{PAddress) [19218B1101
Station No [ NetworkNo P
Time-out 10000 ms Station No e

Muttiple CPU Mone
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5.3.2 Performing the communication diagnostics

Perform the communication diagnostics to check whether the logical station number is set correctly.

Operating procedure

1. Click the [Connection test] tab.
1. Click!

% Communication Setup Utility

Menu  Help
Target setting l List view|

%

: o~ ) 2. The "Connection test" window appears.
% Communication Setup Utility =
Menu_ Help Specify a test-target logical station number.
Target seting | Lstview | (Specify 1 in the exercise described in this
Logical station number 1: ﬂ Test tethOOk )
B I : Click the [Test] button to perform the
Result .
= connection test.
Diagnosis count ,97 2. Cl ick!
Result ’7
CPU name |
Mean time of communication Y =

(To the next page)
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3. When data is successfully communicated with

Diagnosis count I 5 the CPU module, "Communication test is

successful." is displayed.

Result I 0x00000000 At the same time, "0x00000000" is displayed
in "Result".

CPU name I ROBCPU When an error occurs, check the displayed
error code.

Mean fime of Communication I 9 me For details on error codes, refer to the
following.

L1 MX Component Version 4 Programming
Manual

%

- 4. Click the [Exit] button.

s
.5 Communication Setup Utility = =
Menu  Help
Target sefting | List view Connection test |
Logical station number |1 j
Communication diagnosis count I 5
- Result
Diagnosis count I 5
Result I 0x00000000
CPU name I REEERL .
4. Click!
Mean time of communication I < = l
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5.4 Visual Basic 2012 Program (Reading Values from
the Device)

The following program reads the on/off states of the bit device areas X100 to X107 (8 points) and the values of the word
device areas D100 to D104 (5 words) of the CPU module.

5.4.1 Visual Basic 2012 program

| Solution file name E71-1.sIn
"E71-1.vb
Option Strict On ' Limit the implicit data type conversion to "Expand" conversion.
Option Explicit On ' Force the variable declaration.

Public Class frmE71_1
' Device monitor interval (Millisecond)
Private Const MONITOR_INTERVAL As Integer = 100

' Sequence data of the monitor device name list
Private DEVICE_NUMBERS As String() = { _
"X100", "X101", "X102", "X103", "X104", "X105", "X106", "X107", "D100", "D101", "D102", "D103", "D104" _

}
Private Sub frmE71_1_Load(sender As Object, e As EventArgs) Handles MyBase.Load
timMONITOR.Interval = MONITOR_INTERVAL ' Timer interval setting
End Sub
Private Sub btnOPEN_Click(sender As Object, e As EventArgs) Handles btnOPEN.Click
Dim nRet As Integer ' Return value
nRet = AxActUtIType1.0pen ' Open the communication line.
If nRet = 0 Then
txtSTATUS.Text = "Communication line was normally opened." ' Message at normal open
btnOPEN.Enabled = False ' Disable the Open button.
btnCLOSE.Enabled = True ' Enable the Close button.
btnMONITOR.Enabled = True ' Enable the Monitor start button.
btnEXIT.Enabled = False ' Disable the Exit button.
Else
txtSTATUS.Text = "Error (Error code:" + nRet.ToString("X") + ")" ' Message at abnormal open
End If
End Sub
Private Sub btnCLOSE_ Click(sender As Object, e As EventArgs) Handles btnCLOSE.Click
Dim nRet As Integer ' Return value
nRet = AxActUtIType1.Close ' Close the communication line.
If nRet = 0 Then
txtSTATUS.Text = "Communication line was normally closed." ' Message at normal close
btnOPEN.Enabled = True ' Enable the Open button.
btnCLOSE.Enabled = False ' Disable the Close button.
btnMONITOR .Enabled = False ' Disable the Monitor start button.
btnEXIT.Enabled = True ' Enable the Exit button.
Else
txtSTATUS.Text = "Error (Error code:" + nRet.ToString("X") + ")" ' Message at abnormal close
End If
End Sub
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Private Sub btnMONITOR_Click(sender As Object, e As EventArgs) Handles btnMONITOR.Click

If Not timMONITOR.Enabled Then
timMONITOR.Enabled = True
txtSTATUS.Text = "Monitoring"
btnMONITOR.Text = "Monitor stop"
btnCLOSE.Enabled = False

Else
timMONITOR.Enabled = False
tIxtSTATUS.Text = "Monitoring was stopped.”
btnMONITOR.Text = "Monitor start"
btnCLOSE.Enabled = True

End If

End Sub

Private Sub btnEXIT_Click(sender As Object, e As EventArgs) Handles btnEXIT.Click

Close()
End Sub

' Display the monitoring message.
' Change the button display.
' Disable the Close button.

' Display the monitoring stop message.
' Change the button display.
' Enable the Close button.

Private Sub timMONITOR_Tick(sender As Object, e As EventArgs) Handles timMONITOR.Tick

Dim ni As Integer

Dim nj As Integer

Dim sDevicelList As String =
Dim nData(12) As Integer
Dim nRet As Integer

'Set the device to be monitored.

For Each sDevice As String In DEVICE_NUMBERS

sDevicelList = sDeviceList + sDevice + vbLf
Next
' Execute the random read.

' Variable 1 for loop

' Variable 2 for loop

' For storing the monitor device

' For storing the monitor device value
' Return value

nRet = AxActUtIType1.ReadDeviceRandom(sDeviceList, DEVICE_NUMBERS.GetUpperBound(0) + 1, nData(0))

If (nRet <> 0) Then

txtSTATUS.Text = "Error (Error code:" + nRet. ToString("X") + ")"

End If
' Display the bit device (X100 to X107).
Forni=0To 7
If nData(ni) = 1 Then
SetBitDevice(ni, "@")
Else
SetBitDevice(ni, "O")
End If
Next ni
' Display the word device (D100 to D104).
Fornj=0To 4
SetWordDevice(nj, nData(nj + 8))
Next nj
End Sub

' Display the error code when an error occurs.

' Display @ when the bit device is on.

' Display O when the bit device is off.
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' A function for setting string values of the bit device (X100 to X107) by specifying the index
Private Sub SetBitDevice(ByVal Aindex As Integer, ByVal AText As String)
' Set the string data type to each control corresponding to the index.
Select Case Aindex
Case 0
IbIVAL_X100.Text = AText
Case 1
IbIVAL_X101.Text = AText
Case 2
IbIVAL_X102.Text = AText
Case 3
IbIVAL_X103.Text = AText
Case 4
IbIVAL_X104.Text = AText
Case 5
IbIVAL_X105.Text = AText
Case 6
IbIVAL_X106.Text = AText
Case 7
IbIVAL_X107.Text = AText
End Select
End Sub

' A function for setting integer values of the word device (D100 to D104) by specifying the index
Private Sub SetWordDevice(ByVal Alndex As Integer, ByVal AValue As Integer)
' Set the string data type to each control corresponding to the index.
Select Case Alndex
Case 0
txtVAL_D100.Text = AValue.ToString()
Case 1
txtVAL_D101.Text = AValue.ToString()
Case 2
txtVAL_D102.Text = AValue.ToString()
Case 3
txtVAL_D103.Text = AValue.ToString()
Case 4
txtVAL_D104.Text = AValue.ToString()
End Select
End Sub
End Class
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Flow chart
H btnOPEN_Click() (Operation by clicking the Open button)

( START )

A 4

Open the communication line.
(Open())

Was the line opened
normally?

No

Normal display

"Communication line
was normally opened."

Abnormal display
"Error (Error code:)"

Disable the Open button.

A 4

Enable the Close button.

A 4

Enable the Monitor start button.

Y

Disable the Exit button.

C END )
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B btnCLOSE_Click() (Operation by clicking the Close button)

C START )

A 4

Close the communication line.
(Close())

Was the communication
line closed normally?

No

Normal display

Abnormal display

"Communication line

was normally closed." Error (Error code:)

Enable the Open button.

Y

Disable the Close button.

Disable the Monitor start button.

Y

Enable the Exit button.

C END )
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HbtnMONITOR_Click() (Operation by clicking the Monitor start button)

C START )

Is the timer in operation?
Yes

Start monitoring at
intervals of 100ms.
I

Stop monitoring.

. Status display
Status display

"Monitoring" "Monitoring was

stopped.”

Change the "Monitor start" button Change the "Monitor stop" button
to the "Monitor stop" button. to the "Monitor start" button.
y A 4
Disable the Close button. Enable the Close button.

A

( END )

B btnEXIT_Click() (Operation by clicking the Exit button)

( START )

A

End the program.

( END )
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HEtimMONITOR_Tick() (Operation during monitoring)

C START )

y

Store the device to be
monitored in the device list
sDeviceList referring to the
constant DEVICE_NUMBERS.

A 4

Execute the random read.
(ReadDeviceRandom())

Has an error occurred?

Abnormal display
"Error (Error code:)"

Bit device value
display

On: n."
Oﬁ IIOU

Word device value
display

C END )
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5.4.2 Operation of the demonstration machine

Execute the program to monitor the devices of the CPU module.

Program window

The following figure shows the object names in the program window.

0] E71-1-E71-1.vb [Design] - 0 X
E71-1.vb [Design] & X -
o5 Device read using MX Component (5w
Bit device Bit device
Onfoff state of X100 ta X107 Walues of D100 ta D104
PR
wigo= f O Dion = 1]
Wim= f O Dint = 1]
txtVAL_D100
Hioz=Q O D102 = iy to
txtVAL_D104
IbIVAL_X100 IR B IEE 0
to il
IbIVAL_X107 w104 :' '] Di0d = ]
His= | O Mor
o itor 4
. D _>| Open || lonitor |4 btnMONITOR
X107 = i | Cilose || Exit < btnEXIT
AxActUtiType1 *
Communication status: i) G ISTATUS
T ]

btnOPEN  btnCLOSE

B timMONITOR
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Checking the device status of X100 to X107

5-38

Operating procedure

Properties * o x

AxActUtITypel AxActUtiTypelLib.AxActUtIType
ot 24| (D F | F

(ApplicationSettings)
(DataBindings)

(Name) AxActUtITypel
AccessibleDescription

AccessibleMame

AccessibleRole Default

ActLogicalStationMumber [

%

ActPassword

(Administrator)

BUILD» DEBUG TEAM S5S0OL TOOLS

v - | P Start - G.

3. Click!

Vv

(To the next page)

-

3.

Start Visual Basic® 2012 and load the solution
file "E71-1.sIn".

Check that ActLogicalStationNumber in the
properties of AxActUtIType1 is set to "1".

This is the logical station number set on Page
5 - 23 Setting the logical station number.
Using the logical station number allows
communications with the path set in the logical
station number.

Click the [Start] button to execute the program.
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(From the previous page)

%

p 4. Click the [Open] button to open the

0 i i
o5 Device read using MX Component communication line.
Bit device Bit device When the communication line is normally
d, "C ication li Il
On/off state of X100 to X107 Values of D100 ta D104 opened, “.ommunication fine was normaty
opened." is displayed in "Communication
o= O D100 = 0 status”.
Al01= O D101 = 0 When an error occurs, the error code is
#2= O D102 = I displayed.
¥i03= O oing = i For details on error codes, refer to the
Kld= O D104 = 0 following.
L1 MX Component Version 4 Programming
2
®e = O §
winy = Bt
o 4. Click!
Communization status: I
s 5. When the communication line is normally
0 i i 23
a5 Device read using MX Component opened, the [Monitor start] button becomes
Bit device Bit device active. Click it to start monitoring.
Onsoff state of X100 to X107 Yalues of D100 to D104
o= O Dion = 1
= O D101 = 0
®2= O D102 = 0
®oz= O D103 = 0
= O D104 = 0
®is= O -
Monitar
Hi06 = O start
Xr= O | Close | f
- e T— 5. Click!
Communization status: | Communication line w

Vv

(To the next page)
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5-40

(From the previous page)

o5l Device read using MX Component

Bit device
Onfoff state of X100 to X107

#1100 =
#1101 =

A102 =
X103 =
H104 =
#1045 =

106 =

¢ & OO0 @@ 00

R107 =

Communication status:

Bit device

D100 =
D1t =

L2 =
D10z =
D104 =

Values of D100 to D104
1]
1]
1]
0
1]
Manitor

ztop

Manitoring

6. Check that the status of the bit device areas in
the program is changed by turning on/off the
switches of X100 to X107 on the GOT.

After that, check the values in the word device
areas (D100 to D104).
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Checking the device status of D100 to D104

Check the values changed with MX Component in the program.
Operating procedure

1 MELSOFT
1. MESInterface
1 MR Configurator2
L MX Component

|_| Devices and Printers

Default Programs

Q Communication Setup Lility Help and Support

Label Utility

B pLC Monitor Utility Run...
4  Back
| Search programs and files Fe |

rTransferseﬂing g‘
& {ijfiity seffing type:
Logical station number 1: hd
i Program setting type vyizard A
|
2. Set!
3. Click!
Connect Retry Times | 0 oK I Cancel

Vv

(To the next page)

1. Click [All Programs] = [MELSOFT] = [MX
Component] = [PLC Monitor Utility] from the
Windows® Start menu.

2. The "Transfer setting" window appears. Set
"Logical station number" to "1".

3. Click the [OK] button.
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(From the previous page)

%

) PLC Monitor Utility

Menu Online Help
Device Batch ] Buffer Wemory | Entry Device |
— SrEpcmAsEEsesaiio
A
|
]
Monitor fc it [ -
] Mondor e |
Display 16bit integer r
Data format DEC h
Bit order F-0 -
R08 Ethernet-192.168.1.101 n
) PLC Monitor Utility [E=REER

Menu Online Help

Device Batch | Buffer Memory | Entry Device

Device

D100

5. Double-click!

.Siop menier. |

L
booo 0ooo 000D 000D
Monitor format |Bit&Word -
0000 0000 0000 DooO ¥
0ooo 0000 0000 oDoOO  Display 1608 integer S
0000 0000 0000 0000
Data format  [DEC -
Bit order F-0 -
RO8 Ethernet-192.168.1.101 1

V

(To the next page)

4.

*1

The PLC monitor utility starts up. Set "Device"
to "D100" and click the [Start monitor] button.

The values of the device areas are displayed.
Double-click a device area to change the
value.

When a value of D100 to D104 is changed*1,
the display of the corresponding device area
changes in the program.

Input a value in the format specified in the window.
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(From the previous page)

%

-
Whrite to Device

=) 6. The "Write to Device" window appears. Input a
numerical value in "Setting value" and click the
—Bit device [Set] button.
Force ON | Close ;
oree Set 100 in D100 here.
Device I Force OFF |
Toggle force |
—~ Word device / Buffer memory
& Device |D1DD
" Buffer memory  Module start IO | HEX
Address | Juex  ~|
B —
Setting value I 100 I'IBhi‘t integer VI IDEC VI
Set |
6. Set!

v

-
Write to Device

=< ) 7. Clickthe [Close] button in the "Write to Device"

window to close the window.

—Bit device

Device I

Force ON |

Force OFF I

Toggle force | 7-

Click!

~ Word device / Buffer memory

Address

{+ Device |D1DU-
" Buffer memory  Module start VO | HEX

Juex ]

Setting value

| 16bit integer

| joec ~|

V

(To the next page)
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(From the previous page)

%

s 8. Activate the program*1 and check that the

0 i i
a5 Device read using MX Component value of the word device has been changed.
Bit device Bit device When steps 4 and 5 are repeated to change
I f D100 to D104, th | f th
On/aff state of X100 to X107 Values of D100 to D104 values ot T to LA, the values ot ihe
corresponding device areas also change in the
o= O D100 = 100
program.
= O D10t = 1]
Hil2 = % 002 = 1] *1  Bring the window to the front to activate.
X0i= D103 = 1]
k= O Di0d = 1
G = O -
KG= @ stop
X107 =
Communication status: Monitaring
s 9. © stop monitoring, click the [Monitor stop]
a5 Device read using MX Component @
button.
Bit device Bit device
On/off state of X100 to X107 Walues of D100 to D104
#n= O D100 = 100
K= O D101 = 1]
Hi2= & D02 = 1]
®3= o D103 = 0
= 0104 = 0
®iDE= -
KIG= Sion
HI7=
9. Click!
Communication status: T

Vv

(To the next page)
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(From the previous page)

%

‘ y 10. Click the [Close] button to close the
0 ) i -
a5l Device read using MX Component communication line.
Bit device Bit device When the communication line is normally
On/off state of X100 to X107 Values of D100 to D104 closed, "Communication line was normally
closed." is displayed in "Communication
®winn= oo = (] "
status”.
A= O D101 = 0 When an error occurs, the error code is
Xioz= & D102 = 0 displayed.
“ni= D103 = i} For details on error codes, refer to the
Xidd= O D104 = 0 following.
Wilf= O L1 MX Component Version 4 Programming
tanitar Manual
EALIIERE ) start
H107 = 4
Caommunication status: . waz ztopped.
10. Click!

v

11. Click the [Exit] button to exit the program.

a5 Device read using MX Compaonent 25 The next solution file can be loaded.

Eit device Bit device

Onfaff state of X100 to X107 Walues of D100 to D104
Xio= O D100 = [100)
Xin= O D101 = ]
2= & D102 = ]
#lg= & D103 = ]
= O D104 = ]
#ls= O
an- o
7=

Communication status: | Communication line w
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5.5 Visual Basic 2012 Program (Writing Values in the
Device)

The following program changes on/off states of the bit device areas Y170 to Y177 (8 points) and the values of the word device
areas D100 to D104 (5 words) of the CPU module.

5.5.1 Visual Basic 2012 program

| Solution file name E71-2.sIn
"E71-2.vb
Option Strict On ' Limit the implicit data type conversion to "Expand" conversion.
Option Explicit On ' Force the variable declaration.

Public Class frmE71_2
' Sequence data of the monitor device name list
Private DEVICE_NUMBERS As String() = { _
"Y170", "Y171", "Y172", "Y173", "Y174", "Y175", "Y176", "Y177", "D100", "D101", "D102", "D103", "D104" _

}

Private Sub frmE71_2_Load(sender As Object, e As EventArgs) Handles MyBase.Load

' Add double-click events of 8 bit devices to a procedure as events.

AddHandler IbIVAL_Y170.DoubleClick, AddressOf IbIBITVALUES_DoubleClick
AddHandler IbIVAL_Y171.DoubleClick, AddressOf IbIBITVALUES_DoubleClick
AddHandler IbIVAL_Y172.DoubleClick, AddressOf IbIBITVALUES_DoubleClick
AddHandler IbIVAL_Y173.DoubleClick, AddressOf IbIBITVALUES_DoubleClick
AddHandler IbIVAL_Y174.DoubleClick, AddressOf IbIBITVALUES_DoubleClick
AddHandler IbIVAL_Y175.DoubleClick, AddressOf IbIBITVALUES_DoubleClick
AddHandler IbIVAL_Y176.DoubleClick, AddressOf IbIBITVALUES_DoubleClick
AddHandler IbIVAL_Y177.DoubleClick, AddressOf IbIBITVALUES_DoubleClick

End Sub
Private Sub btnOPEN_Click(sender As Object, e As EventArgs) Handles btnOPEN.Click
Dim nRet As Integer ' Return value
nRet = AxActUtIType1.0pen ' Open the communication line.
If nRet = 0 Then
txtSTATUS.Text = "Communication line was normally opened." ' Message at normal open
btnOPEN.Enabled = False ' Disable the Open button.
btnCLOSE.Enabled = True ' Enable the Close button.
btnWRITEDEVICE.Enabled = True ' Enable the Write button.
btnEXIT.Enabled = False ' Disable the Exit button.
Else
txtSTATUS.Text = "Error (Error code:" + nRet.ToString("X") + ")" ' Message at abnormal open
End If
End Sub
Private Sub btnCLOSE_ Click(sender As Object, e As EventArgs) Handles btnCLOSE.Click
Dim nRet As Integer ' Return value
nRet = AxActUtIType1.Close ' Close the communication line.
If nRet = 0 Then
txtSTATUS.Text = "Communication line was normally closed." ' Message at normal close
btnOPEN.Enabled = True ' Enable the Open button.
btnCLOSE.Enabled = False ' Disable the Close button.
btnWRITEDEVICE.Enabled = False ' Disable the Write button.
btnEXIT.Enabled = True ' Enable the Exit button.
Else
txtSTATUS.Text = "Error (Error code:" + nRet.ToString("X") + ")" ' Message at abnormal close
End If
End Sub
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Private Sub btnWRITEDEVICE_Click(sender As Object, e As EventArgs) Handles btnWRITEDEVICE.Click

Dim ni As Short ' Variable for loop

Dim nj As Short ' Variable 2 for loop

Dim sDevicelList As String = "" ' For storing the monitor device

Dim nData(12) As Integer ' For storing the monitor device value
Dim nRet As Integer ' Return value

' Set the device to be monitored.
For Each sDevice As String In DEVICE_NUMBERS
sDeviceList = sDeviceList + sDevice + vbLf
Next
' Set values of the bit device (Y170 to Y177).
Forni=0To 7
If GetBitDevice(ni) = "@" Then
nData(ni) = 1 'To set @, store "1".
Else
nData(ni) = 0 'To set O, store "0".
End If
Next
' Set values of the word device (D100 to D104).
Fornj=0To 4
nData(nj + 8) = GetWordDevice(nj)
Next
' Execute the random write.
nRet = AxActUtIType1.WriteDeviceRandom(sDeviceList, DEVICE_NUMBERS.GetUpperBound(0) + 1, nData(0))
If (nRet = 0) Then
txtSTATUS.Text = "The value was normally written." ' Message at normal write
Else
txtSTATUS.Text = "Error (Error code:" + nRet. ToString("X") + ")" ' Display the error code when an error occurs.
End If
End Sub

Private Sub btnEXIT_Click(sender As Object, e As EventArgs) Handles btnEXIT.Click
Close()
End Sub

Private Sub IbIBITVALUES_DoubleClick(ByVal sender As Object, ByVal e As System.EventArgs)
Dim objDevLabel As Label = CType(sender, Label)
' Double-click @ and O to reverse their display.
If objDevLabel. Text = "@" Then
objDevLabel. Text = "O"
Else
objDevLabel. Text="@"
End If
End Sub

' A function for getting string values of the bit device (Y170 to Y177) by specifying the index
Private Function GetBitDevice(ByVal Aindex As Integer) As String
Dim sBit As String =""
' Get information of each control corresponding to the index.
Select Case Aindex
Case 0
sBit = IbIVAL_Y170.Text
Case 1
sBit = IbIVAL_Y171.Text
Case 2
sBit = IbIVAL_Y172.Text
Case 3
sBit = IbIVAL_Y173.Text
Case 4
sBit = IbIVAL_Y174.Text
Case 5
sBit = IbIVAL_Y175.Text
Case 6
sBit = IbIVAL_Y176.Text
Case 7
sBit = IbIVAL_Y177.Text
End Select
Return sBit
End Function
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' A function for getting integer values of the word device (D100 to D104) by specifying the index
Private Function getWordDevice(ByVal Alndex As Integer) As Integer
Dim sValue As String = "0"
Dim nValue As Integer
' Get information of each control corresponding to the index.
Select Case Alndex
Case 0
sValue = txtVAL_D100.Text
Case 1
sValue = txtVAL_D101.Text
Case 2
sValue = txtVAL_D102.Text
Case 3
sValue = txtVAL_D103.Text
Case 4
sValue = txtVAL_D104.Text
End Select
' Convert decimal string type data into numerical value type data (Exception handling).
Try
nValue = System.Convert.Tolnt32(sValue.Trim())
Catch ex As Exception
nValue = 0
End Try
Return nValue
End Function
End Class
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Flow chart

EbtnOPEN_Click() (Operation by clicking the Open button)
Refer to Page 33 btnOPEN_Click() (Operation by clicking the Open button) because the flow chart is the same.

HEbtnCLOSE_Click() (Operation by clicking the Close button)
Refer to Page 34 btnCLOSE_Click() (Operation by clicking the Close button) because the flow chart is the same.

HEbtnMONITOR_Click() (Operation by clicking the Write button)

C START )

A

Store the device to be written in
the device list sDeviceList
referring to the constant
DEVICE_NUMBERS.

Y

Set values of the bit device
(Y170 to Y177) to nData.

y

Set values of the word device
(D100 to D104) to nData.

Execute the random write.
(WriteDeviceRandom())

Has an error occurred?

Normal display

Abnormal display "The values were

"Error (Error code:)" normally written."

EbtnEXIT_Click() (Operation by clicking the Exit button)
Refer to Page 35 btnEXIT_Click() (Operation by clicking the Exit button) because the flow chart is the same.
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HIbIBITVALUES_DoubleClick() (Operation by double-clicking a label)

C START )

Is the display of label "@"?

Change the display
of label to "@".

Change the display
of label to "O".
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5.5.2 Operation of the demonstration machine

Execute the program to change device values of the CPU module.

Program window

The following figure shows the object names in the program window.

b =12 - B X

E71-2.vb [Design] +® X -
' Device write using MX Component (3m)
Bit device Bit device
?on;’.;.ff state of V170 to V177 | Walyez of D100 ta D104
1= O 000 = I
Y19 = & Liol = I
txtVAL_D100
Y172 =4 & D02 = [ f—— to
txtVAL_D104
IbIVAL_Y170 Y138 = O 0103 = 1]
to :
IbIVAL_Y177 Y174 = O D104 = 1]
Y13 = O
Clpen H iy ite | p— Htn\WRITEDEVICE
vz =] O (C ¢ "
VI = i m | Close H Exit |<—_ btnEXIT
AxActUtIType1 = T
Communication status: il ‘_— txtSTATUS
|

btnOPEN btnCLOSE
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Checking the device status of Y170 to Y177

Operating procedure

1.
Properties - 0 x

AxActUHTypel AxActUtiTypelib.AxActUtType - 2.

o= |24 D F &

(ApplicationSettings)

(DataBindings)
(Name) AxActUtliTypel
AccessibleDescription
AccessibleName

3.
(Administrator)

BUILD» DEBUG TEAM S5S0OL TOOLS

v - | P Start - G.

3. Click!

Vv

(To the next page)

Start Visual Basic® 2012 and load the solution
file "E71-2.sIn".

Check that ActLogicalStationNumber in the
properties of AxActUtIType1 is set to "1".

This is the logical station number set on Page
5 - 23 Setting the logical station number.
Using the logical station number allows
communications with the path set in the logical
station number.

Click the [Start] button to execute the program.
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(From the previous page)

%

’ . 4. Click the [Open] button to open the

0 i i .
a5l Device write using MX Component communication line.
Bit device Bit device When the communication line is normally
On/off state of Y170 to Y177 Values of D100 to D104 opened, "Communication line was normally
opened." is displayed in "Communication
Yiin= O Dion = 0 "
status”.
Vi = QO D101 = 0 When an error occurs, the error code is
¥i7i= O Doz = I displayed. For details on error codes, refer to
Y173 = O oing = 0 the following.
Yith = O o104 = 0 L1 MX Component Version 4 Programming
Manual
Y175 = O
0
Communication status 4. Ciick! I

. ) 5. Double-click "O" of the change-target bit
Bit device device to set the on/off state.
Ondoff state of Y170 to Y177 "O"is off and " @ is on.

17
1

12
173 =
1 =
176 =

o 8 O ® O 8 OO0

G =
1=

V

(To the next page)
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(From the previous page)

%

6. Input a numerical value in the text box of the

Bit device change-target word device.
\alues of D100 to D104 Iz:zn Lnepr.ut value is handled as a decimal
D100 = 100
D101 = 200
0102 = 200
D103 = 400
D104 = a0

v

« 7. Click the [Write] button to write the values.
a5 Device write using MX Component ﬁ
Bit device Eit device
Onoff state of Y170 to 7177 Walues of D100 to D104
Yii= O D100 = 100
Yill= O Dot = 200
Yi72= 4 D102 = 400
Yild= O D103 = 400
YiTd= o D04 = 00
Yith= O
Yili= o
V= O Cloge
Communication status: | Communication line 7. Click

Vv

(To the next page)
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(From the previous page)

I, PLC Monitor Utility

Menu  Online  Help

{ Device Baich || Buffer Memory | Entry Device

Davice “rEDCvEASE <7

€53+3z210
Device

S

Start monitor

~
v Monitor format | Bit&Word
16bit integer

|4

Display

Data format  |DEC

4

Bit order F-0

|

RO3 Ethernet-192.168.1.101

%

I, PLC Monitor Utility

= e

Menu  Online  Help

Device Batch | Bufer Memory | Entry Device

Davice “rEDCvEASE <7

€53+3z210

Device

D100

10. Click!

v

a Monitor format |Bit&Word 3
Display 1Bbit integer ~
Data format  [pEC -
T

RO3 Ethernet-192.168.1.101

Vv

(To the next page)

8. When the values are normally written, "The
values were normally written." is displayed.
Check the LEDs of Y170 to Y177 on the GOT.
Check that the LEDs of the bit device areas
that have turned on in the program are on.

9. Check the written values with MX Component.
Start up the PLC monitor utility and set the
logical station number to "1" referring to Page
5 - 41 Checking the device status of D100 to
D104.

Click [All Programs] = [MELSOFT] = [MX
Component] = [PLC Monitor Utility] from the
Windows® Start menu.

Set "Logical station number" to "1" and click
the [OK] button in the "Transfer setting"
window.

10. set "Device" to "D100" and click the [Start
monitor] button.
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(From the previous page)

%

) PLC Monitor Utility

= eS|

Menu Online Help

Device Batch | Buffer Wemory | Entry Device

0000 nooo 1100
0000 0001 D010
booo 0001 1001
0000 noo1 1111
booo 0000 Do0DO
0000 0000 0000
0000 0ooo oooo
boo0o 0000 DO0OOD
0000 nooo o000
booo 0000 Do0DO
0000 0000 0000
0000 0ooo oooo
boo0o 0000 DO0OOD
0000 nooo o000
0000 nooo o000

SFEDC+EAGSE 1 ES5&+2210

1000
1100
sooo
nio00
nooo
sooo
nooo
sooo
sooo
nooo
sooo
nooo
sooo
sooo
nooo

200| &

00

00|

s00

Display

Data format

{ Siop monior |

RO8 Ethernet-192.188.1.101

11. Click!

\%

5-56

a5l Device write using MX Component

[ |

Bit device

Onfotf state of Y170 to F177

190 =
1T =
172 =
178 =
174 =
1765 =

176 =

o ® O8O e 00

19T =

Communication status:

Comim =

Bit device
YWalues of D100 to D104

D100 =
Dot =

D102 =
D103 =
D104 =

1o
200

300
400
a00

12. Click!

nar mally opetn

Vv

(To the next page)

11. Check that the written device values are
displayed.
After checking the values, click the [Exit]
button.

12. Click the [Close] button to close the
communication line.
When the communication line is normally
closed, "Communication line was normally
closed." is displayed in "Communication
status".
When an error occurs, the error code is
displayed.
For details on error codes, refer to the
following.
L1 MX Component Version 4 Programming
Manual
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(From the previous page)

%

+ 13. Click the [Exit] button to exit the program.

58 Device write using MX Component The next solution file can be loaded.

Bit device Bit device

Onfoff =tate of ¥170 to Y177 Walues of D100 to D104
Y= O Dion= 1no
Y1t = O Dim = 200
Y1i2= D102 = a00
Yi7a= O D103 = 400
Yifd= o Dind = &00
Yith= O
-
Y1ii= 2

Communication status: | Communication [ine ) eeelc

13. Click!
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6 EXERCISE 2 (COMMUNICATIONS USING A

FIXED BUFFER (PROCEDURE EXIST)
BETWEEN CPU MODULES)

This exercise is for communications using a fixed buffer (procedure exist).
The programmable controllers A send data and the programmable controllers B receive data.

6.1 System Configuration

The following figure shows the system configuration of Exercise 2.
In Exercise 2, perform data communications using TCP/IP and monitor the device (X) of the CPU modules on the sending

side with the demonstration machines on the receiving side.
Although 10 CPU modules are connected on the same Ethernet network, perform communications only between the CPU
modules with the same demonstration machine number in Exercise 2.
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Module configuration

<Programmable controllers on the sending side A1 to A5>

/’<Demonstration machine No.1>
|
|
|

| Ethernet-equipped module
I(RJ71EN71)

:IP address: 192.168.1.101
INetwork No.: 1

!'Group No.: 0

| Station No.: 11

~<Demonstration machine No.2>

—_—— =~

| Ethernet-equipped module
:(RJ71EN71)

|IP address: 192.168.1.102
INetwork No.: 1

:Group No.: 0
| Station No.: 12
N

~<Demonstration machine No.3>

—_— =~

| Ethernet-equipped module
:(RJ71EN71)

|IP address: 192.168.1.103
INetwork No.: 1

I'Group No.: 0
| Station No.: 13
N

~<Demonstration machine No.4>

- — =~

| Ethernet-equipped module
I(RJIT1ENT1)

|IP address: 192.168.1.104
INetwork No.: 1

!'Group No.: 0

| Station No.: 14

~<Demonstration machine No.5>

—_——

| Ethernet-equipped module
I(RJ71ENT1)

|IP address: 192.168.1.105
INetwork No.: 1

!'Group No.: 0

| Station No.: 15

<Programmable controller A1>

R61P [RCPU

<Programmable controller A2>

R61P [RCPUEmpty|

<Programmable controller A3>

<Programmable controllers on the receiving side B1 to B5>

Ethernet-equipped module
(RJ71ENT71)

IP address: 192.168.1.201
Network No.: 1

Group No.: 0

Station No.: 21

R61P RCPU R60

AD4

R60
DA4

Empty|

O

<Programmable controller B1>

—— e — =

Ethernet-equipped module
(RJ71EN71)

IP address: 192.168.1.202
Network No.: 1

Group No.: 0

Station No.: 22

R61P RCPU R60

AD4

R60
DA4

Empty|

O

<Programmable controller B2>

——— e — =

Ethernet-equipped module
(RJ71EN71)

R61P |RCPU

<Programmable controller A4>

R61P [RCPUEmpty|

<Programmable controller A5>

IP address: 192.168.1.203
Network No.: 1

Group No.: 0

Station No.: 23

R61P RCPU R60

AD4

R60
DA4

Empty|

<Programmable controller B3>

——— e — =

Ethernet-equipped module
(RJ71EN71)

IP address: 192.168.1.204
Network No.: 1

Group No.: 0

Station No.: 24

R61P RCPU R60

AD4

R60
DA4

Empty|

O

<Programmable controller B4>

S ——

Ethernet-equipped module
(RJ71ENT71)

R61P [RCPU R60

AD4

R60
DA4

Empty|

IP address: 192.168.1.205
Network No.: 1

Group No.: 0

Station No.: 25

R61P RCPU R60

AD4

R60
DA4

Empty|

O

<Programmable controller B5>
Ethernet

S ——
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Exercise
Display the information of X100 to X107 and D20 of the CPU module on the sending side on Y170 to Y177 and DO of the CPU

module on the receiving side.

<CPU module on the sending side (Active open)> <CPU module on the receiving side (Passive open)>

S L

Y17E ¥17E 170 W17C V178 W1 7A

©0000006
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6.2 Setting the Ethernet-equipped Module on the
Sending Side

Set the Ethernet-equipped module on the sending side.

6.2.1 Setting parameters with GX Works3

Adding Ethernet-equipped module data

Set parameters of the Ethernet-equipped module with GX Works3.

Set them as described on Page 6 - 1 System Configuration.

Operating procedure

Port 1IP Address

192.168.1.101

Input the Configuration Detailed Information @
RI71EN71(E+E) N
Start XY 0030
Points 32 Points
Control CPU
Port 1Network Type Ethernet

ort ZNetwork Type

Port 2IP Address

thernet
192.168.4.40

1. Set!

[ B=EAENEEE el Ls Input the Configuration Detailed Information -

v

0030:RI71EN71(E+E) Module Parameter

Setting lem List Setting lem

B

Wettines

finput the Setting tem 10 Search = BLoklernmaiE

Tem

Farameter Setting Method
= IP Address
IP Address
Subnet Mask

Setting

Farameter Editor

192168 . 1.101

ternal Device Configuration
ion Setlines

2. Select!

1 Gammunications by Netwerk No./Station No.

Setting Method

Netwerk Humber

Station No.

Transient Transmission Group No.
Enable/ Disable Online Change
Gommunication Data Gade
Openine Method

Enable
Kot Use TP Address
1

n

0

Disable All (SLMP)
ASCI

Open by Program

External Device Configuration

Detailzd Setting

F)| F——

Check. l [ Restors the Default Settings

Ttem List |Find Result

Bpply

Vv

(To the next page)

Create a new project and add
"RJ71EN71(E+E)" from "Information Module"
in the "Element Selection" window to the slot
No.3 of the R35B by following the procedure
described on Page 5 - 8 Adding Ethernet-
equipped module data. After setting the
parameters as follows, fix them.

(Click the [OK] button when the confirmation
window for adding the module appears.)

[Parameters to be set]

Start XY: 0030

Port 1IP address: Set the IP address
(192.168.1.101 to 192.168.1.105) of the
demonstration machine used.

Double-click the RJ71EN71(E+E) module in
the "Module Configuration" window and select
"Basic Settings" in "Setting Item List".

Set "Communications by Network No./Station
No." as follows.

[Parameters to be set]

Communications by Network No./Station No.:
Enable

Setting Method: Not Use IP Address
Network Number: 1

Station No.: Set the station number (11 to 15)
of the demonstration machine used.
Communication Data Code: ASCII

Opening Method: Open by Program

6 EXERCISE 2 (COMMUNICATIONS USING A FIXED BUFFER (PROCEDURE EXIST) BETWEEN CPU MODULES)
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(From the previous page)

Setting Ttem List

fnput the Setting Hem to Search @

S B2

£ Basic Settings

- Own Node Settings
External Device Configuration

{8 Apnlication Settines

) ——

Ttem List | Find Result B

[ Check.

0030:RI71EN71(E+E) Madule Parameter

Ttem

Setting

- Own Node Settines
Parameter Sstting Mathod

= IP Address

TF Address

Subret Mask

Default Gateway
=) Gommunications by Network Ho./Station No.
Setting Method
Netwark Number
Station No.
Transient Transmission Group No.
nable/Disable Online Ghange
Gommunication Data Code
Openine Method
= External Device Confiewration
. External Bovice Coguation

Set external devices to be used for communications.

Parameter Editor

192 163 1101

Enable

Hot Use TP Address
1

n

0

Disable All (SLMF)
ASGI

Open by Program

CDetailed Settire> [

4. Click!

l I Restore the Default Settings l

Hpply

5} Ethernet Confiquration (Start 1/0: 0030)

i Ethernet Configuration Edit View Close with Discarding the Setting | Close with Reflecting the Setting|

i Module List x

Commurication ed Buffer e e
Model Protocol | Send/Recer
ame Method © oetng | IPAddress Port o Pk
= MELSOFT Connection Module -

E Host Station

192.168.1.101

£ SLMP Connection Module
i

B Ethernet Device (COGNEX)
COGNEX Vision System
Bl Ethernet Device (Panasonic Industri
Laser Displacement Sensor

Host Station
Gormected Goun|
Rt}

[Outline]
|Active Connection Module

[Spedification]
Use when specify open method by TCP
IActive

e —
Ethernet Selection | Find Module | M4 »

(To the next page)

=] 4. Click the @ button of "Detailed Setting" of

"External Device Configuration”.

-— sms 9. The "Ethernet Configuration" dialog box

appears. Select "Active Connection Module"
from "Ethernet Device (General)" in "Module

List" and drag and drop it to the list of devices
or device map area.
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(From the previous page)

%

Fixed Buffer e
Mo. Model Mame Communication Method Protocol | Send/Receive
Setting IP Address | Port Nol
—————
fa| 1 Active Connection Module | Fixed Buffer (Procedure Exist)  TCP Send 192.168.1.101 1025 i
1

Sensor/Device
Subnet | Default | Existence Confirmation
\MM: Address |HostMame | IP Address | PortMo. Mask | Gateway
/ 192.168.1.201 1025 Do not confirm existence
6. Added!

%

B, Ethernet Configuration (Start 1/0: 0020)

Ethernet Configuration Edit View Close with Discarding the Setti

*

No. Model Name Communication Method

Host Station
1 Active Connection Module |Fixed Buffer (Procedure Exist)  Tcp

Vv

(To the next page)

Fixed Bu
Protocol | Send H
ared 7. Click! fine.
192.168.1.101
Send 192.168.1.101 1025

n' Close with Reflecting the Setting [

"Active Connection Module" is added to the list
of devices.
Set "Active Connection Module" as follows.

[Parameters to be set]

Communication Method: Fixed Buffer
(Procedure Exist)

Fixed Buffer Send/Receive Setting: Send
Port No. (PLC): 1025

IP Address: Set the IP address (192.168.1.201
to 192.168.1.205) of the demonstration
machine used.

Port No. (Sensor/Device): 1025
Existence Confirmation: Do not confirm
existence

After setting the parameters, click "Close with
Reflecting the Setting" in the menu to close the
"Ethernet Configuration" dialog box.
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8. click [Project] = [Save As] from the menu to

r@ Save as

save the project.
Savein: |, SCHOOL - e rEr
Date modified Type

T Name

=5 No items match your search. Save destination: Desired location
Recent Places )
w File name: EX2-A
Title: Blank

Desktop

Libraries

[‘&&‘:

Computer
«
| . | 3
Network
I File name: BX2-A i -

Save as type: | GX Works3 Project (".g<3) hd Cancel
Title(a):
Other Format:
ick!
[ Save as a Workspace Format Project 8' CIICk'

@ Please change the windows with this button to use workspace format project.
W' (MELSOFT Navigator supports this format.)
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6.2.2

Sequence program

Create a program that sends data to the CPU module.

Open the connection No.1 and send data.

After sending the data, close the connection No.1.

Point/©

After creating the sequence program, perform the following operations with GX Works3.

« Saving the project
Project name: EX2-A
« Specifying a connection destination (Refer to Page 5 - 15 Specifying a connection destination.)

» Writing data to the CPU module (Refer to Page 5 - 17 Writing parameters.)

List of devices used

Device name Description Device name Description

SM400 Always On X108 A command switch to send data

MO Turns on only for one scan after the X109 A command switch to clear an error
open processing for the connection display of the indicator LED
No.1 has completed.

M1 Turns on only for one scan after the X10A A command switch to open a
open processing for the connection connection
No.1 has completed with an error.

M10 Turns on only for one scan after the X10B A command switch to close a
close processing for the connection connection
No.1 has completed.

M11 Turns on only for one scan after the Y17A Turns on after the send processing
close processing for the connection has completed successfully.
No.1 has completed with an error.

M20 Turns on only for one scan after the Y17B Turns on after the send processing
send processing has completed. has completed with an error.

M21 Turns on only for one scan after the D20 Data to be sent to the receiving side
send processing has completed with
an error.

M22 Turns on when data is being sent. D100 to D109 Store the control data of the OPEN
Turns off after the send processing instruction.
has completed.

M32 Turns on after the initial processing of | D110 and D111 Store the control data of the CLOSE
the Ethernet-equipped module has instruction.
completed successfully.

M48 Turns on when the connection No.1is | D120 and D121 Store the control data of the BUFSND
open. instruction.

M64 Turns on when the open request for D122 Stores the send data length.
the connection No.1 is being issued
or the connection No.1 is open.

M100 Turns on only for one scan after an D123 Stores send data (X100 to X107).
error has cleared.

M110 Turns on when an error is cleared. D124 Stores send data (D20).
Turns off when an error has cleared.

X100 to X107 Data to be sent to the receiving side D140 to D144 Store the control data of the

ERRCLEAR instruction.
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Sequence program

For details on the dedicated instructions, refer to the following.
MELSEC iQ-R Programming Manual (Instructions, Standard Functions/Function Blocks)

| Project name | EX2-A
1 | 2 3 4 5 6 | 7 | s 9 | 10 1 12
|1 _|*Open processing
SM400
f U3\G1900 K4M48
0
2 (0)|aiways on MOV Connection open - Open completion
completion for connection
- signal No.1
U3\G1900 K4Me4
008
3 MOV Connection  Open request
open request signal for
signal connection No.1
U3\G1900 K4M32
024
4 MOV Initial status  Initialization
normal
completion signal
| M32 M48 M64 X10A
— | 1 1 1t HO D100
Control D
5 (17) Initialization ~ Open Open request  Connection MOV (OPEN)
normal completion for signal for open switch
completion connection connection
|| signal No.1 No.1
6 | Opening a connection using a dedicated instruction
"us" K1 D100 MO
Control D Completion
7 ZP.OPEN (OPEN) of the OPEN
instruction
8 |Sending data
9 | Setting the send data length
M32 M48 X108 M22
f { { 11 K2 D122
Send data
10 (57) Initialization  Open Send switch Send flag MOV length
normal completion (BUFSND)
completion for connection
|| signal No.1
11| Setting the values of X100 to X107 to the ...
K2X100 D123
Send data 1
12 MOV (BUFSND)
13 | Setiing the value of D20 fo the send data 2
D20 D124
Send data 2
14 MOV (BUFSND)
15 | Sending data by using a dedicated instruction
"ug3" K1 D120 D122 M20
ZP.BUFS Control D Send data Send
16 (BUFSND) length completion
M22
Send fl
17 seT T
| M20 M21
— | 11 Y17A
Normal send
18 (160)|send Send SET
completion completion
with an error
19| Send completion with an error|
M21
— Y178
Send
20 on SET end error
completion
with an error
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1 2 3 4 5 6 8 9 0 | 11 | 12
M22
21 RST Send flag
| Y17A M20
— | 1 TO K30
LED on time
22 (1 77) Normal send Send ouT for send
completion - completion
| T0
— | Y17A
N d
23 (183)|LED on time RST ormal sen
for send
completion -
| M21 I
_| |_
24 Send
completion
with an error
25 |Error LED off
X109 M110
— 1t Y17B
Send
26 (186)|Error clear ~ ERR LED on ﬁ end error
switch
H1 D144
LED off
27 ﬁ specification
M110
28 SET ERR LED on
| M110
— | "U3" D140 M100
Control D Completion
29 (202)ERR LED on ZRERR (ERRCLEAR) of the I
ERRCLEAR
instruction
| M100
— | M110
ERR LED
30 (21 4) Completion RST o
of the
instruction
31 |Close processing
32 | (216) Closing the connection using a dedicated instruction
X10B M48 X108 M22
—T ¥ 1 1 "U3" K1 D110 M10
Control D Ci leti
33 (216)Connection Open Send switch Send flag ZP.CLOSE (COITOrgE) ofotrr?se o
close switch  completion for CLOSE
connection - instruction
|| No.1
{END }
34 (263),
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6-10 6.2 Setting the Ethernet-equipped Module on the Sending Side



6.3

Receiving Side

Setting the Ethernet-equipped Module on the

Set the Ethernet-equipped module on the receiving side.

6.3.1

Setting parameters with GX Works3

Adding Ethernet-equipped module data

Set parameters of the Ethernet-equipped module with GX Works3.

Set them as described on Page 6 - 1 System Configuration.

Operating procedure

Input the Configuration Detailed Information

RI71EN71(E+E)

Start XY 0030
Points 32 Points
Control CPU

Port 1Network Type Ethernet

Port 1IP Address 192.168.1.201

ort ZNetwork Type

Port 2IP Address

thernet
192.168.4.40

i
9

1. Set!

[ B=EAENEEE el Ls Input the Configuration Detailed Information -

v

0020:RI71EN71(E+E) Module Parameter

Setting lem

Setting Item List

Item

Setting

firput the Setting Tem 1o Search 5 Owes Nods Sottings

Parameter Setting Methad Parameter Editor
1 F Address
TP Address

Subret Mask

192 188 1201

Ettings

B
11 Basic Settines

ternal Device Configuration

1= Gommunications by Network No/Station Mo Enable
Setting Method Not Use IP Address
Network Number 1
Station No 21

Transient Transmission Group No [
Enable/Disable Online Change Disable All (SLMP)
Gommunication Data Gode ASCI

Opening Method

2. Select!

Do Mot Open by Frogram

External Device Gonfiguration < Detailed Settine>

Set the infarmation of the own node sudg

l I Restore the Default Settines l

Check

Ttem Ligt | Find Result

Apply

Vv

(To the next page)

Create a new project and add
"RJ71EN71(E+E)" from "Information Module"
in the "Element Selection" window to the slot
No.3 of the R35B by following the procedure
described on Page 5 - 8 Adding Ethernet-
equipped module data. After setting the
parameters as follows, fix them.

(Click the [OK] button when the confirmation
window for adding the module appears.)

[Parameters to be set]

Start XY: 0030

Port 1IP address: Set the IP address
(192.168.1.201 to 192.168.1.205) of the
demonstration machine used.

Double-click the RJ71EN71(E+E) module in
the "Module Configuration" window and select
"Basic Settings" in "Setting Item List".

Set "Communications by Network No./Station
No." as follows.

[Parameters to be set]

Communications by Network No./Station No.:
Enable

Setting Method: Not Use IP Address
Network Number: 1

Station No.: Set the station number (21 to 25)
of the demonstration machine used.
Communication Data Code: ASCII

Opening Method: Do Not Open by Program
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(From the previous page)

0030:RI71EN71(E+E) Madule Parameter

Setting Ttem List

fnput the Setting Hem to Search @

Ttem

Setting

S B2

£ Basic Settings

- Own Node Settings
External Device Configuration

{8 Apnlication Settines

- Own Node Settines

Parameter Setting Method

I IP Address

1P Address
Subnet Mask
Default Gateway

-] Gommunications by Netwark Mo/Station Mo

Settine Method
Hetwerk Number
Station No.
- Transient Transmissian Group No.

- Enable/Disable Online Chanes
- Communication Data Code

- Opening Method

=1 External Device Confiewration

- External Revice Comguration

Set external devices to be used for communications:

Parameter Editor

192 168 1201

Enable

Mat Use IF Address

1

21

0

Disable Al (SLMP)
ASCT

Do Not Open by Program

Detailed Setting> fm

4. Click!

Iem List | Find Result

Check.

] [ Restors the Default Settings ]

Hpply

5} Ethernet Confiquration (Start 1/0: 0030)

i Ethernet Configuration Edit View Close with Discarding the Setting Close with Reflecting the Setting

i Module List x

Ethernet Selection | Find Module | M4 »

Commurication
Model Name i

Fixed Buffer =5
SendReceiv
Settng | TP Address PortNo

Protocol

snsor[Devic . H . BElALS
RE B Ethernet Device (General)
Address

192.168.1.201

= MELSOFT Connection Module -
£ SLMP Connection Module
IDP Connection Module

Host Station
Gonnected aun)

[outiine]
Unpassive Connection Module
[Specificatic

n)
Use when speciy open method by TCP
Unpassive

(To the next page)

=] 4. Click the @ button of "Detailed Setting" of

"External Device Configuration”.

=) 8. The "Ethernet Configuration” dialog box

appears. Select "Unpassive Connection
Module" from "Ethernet Device (General)" in
"Module List" and drag and drop it to the list of
devices or device map area.
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%

. 6. "Unpassive Connection Module" is added to

Fixed Buffer PLC . .
No. Model Name Communication Method Frotocol | Send/Receive the ||St Of deVIceS
Setting 1P Address Part Mo,
Set "Unpassive Connection Module" as
%P 1 Unpassive Connection Module | Fixed Buffer (Frocedure Exist) ~ TCP  Receive 192.168.1.201 1025 f0||OWS
1
I
/ Sensor[Device [P t tob t]
Existence Confirmati arameters 10 be se
%MAC Address | Host Name | IP Address | PortNo. S;I;r;ﬁt GD;:::J; SiEnes tontrmaten c i . -
\ ommunication Method: Fixed Buffer
Do not confirm existence (Procedure EX|St)
Fixed Buffer Send/Receive Setting: Receive
Port No.: 1025
6. Added! Existence Confirmation: Do not confirm
existence

%

Ethernet Configuration Edit View Close with Discarding the Setti

7. After setting the parameters, click "Close with
Reflecting the Setting" in the menu to close the
"Ethernet Configuration" dialog box.

I Ethernet Configuration (Start 1/0: 0030)

Close with Reflecting the Setting

PLC

No. Model N c tion Method | Protocol i
o lodel Name TR SR rotee 7. Click! ks | portho.

<[]

—
= Host Station 192.168.1.201
22| 1 Unpassive Connection Module | Fixed Buffer (Procedure Exist)  TCP Receive 192,168.1.201 1025

v

=5 8. click [Project] = [Save As] from the menu to

'ﬂ Save as
save the project.
Savein: ||, SCHOOL - ﬁ E’ B [~
@& Name = Date modified Type
s No ftems match your search. Save destination: Desired location

Recent Places

File name: EX2-B
-J Title: Blank

Desktop
Libraries
LY
Computer
< n o
Network
N | -
Saveastype: | GXWorks3 Project (".gx3) - Cancel
Title(A):
Other Format:
ick!
[ Save as a Workspace Format Project 8' CIICk

Please change the windows with this button to use workspace format project.
(MELSOFT Mavigator supports this format.)
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6.3.2

Sequence program

Create a program that receives the data sent from the external devices.
Output the sent data (X100 to X107 and D20) to Y170 to Y177 and DO after receive processing has completed successfully.

Point}’

After creating the sequence program, perform the following operations with GX Works3.

« Saving the project

Project name: EX2-B

« Specifying a connection destination (Refer to Page 5 - 15 Specifying a connection destination.)

» Writing data to the CPU module (Refer to Page 5 - 17 Writing parameters.)

List of devices used

Device name Description Device name Description
SM400 Always On Y178 Turns on after the receive processing
has completed successfully.

M30 Turns on only for one scan after the Y179 Turns on after the receive processing
receive processing has completed. has completed with an error.

M31 Turns on only for one scan after the DO Stores the information of D20 sent
receive processing has completed from the sending side.
with an error.

M80 Turns on while the connection No.1 of | D130 and D131 Store the control data of the BUFRCV
the Ethernet-equipped module is instruction.
receiving data.

M100 Turns on only for one scan after an D132 Stores the receive data length.
error has cleared.

M110 Turns on when an error is cleared. D133 Stores receive data (X100 to X107).
Turns off when an error has cleared.

X109 A command switch to clear an error D134 Stores receive data (D20).
display of the indicator LED

Y170 to Y177 Store the information of X100 to X107 | D140 to D144 Store the control data of the

sent from the sending side.

ERRCLEAR instruction.
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Sequence program

For details on the dedicated instructions, refer to the following.
MELSEC iQ-R Programming Manual (Instructions, Standard Functions/Function Blocks)

| Project name | EX2-B
1 | 2 3 4 5 6 | 7 | 8 9 | 10 1 12
|1 |*Receiving data
SM400
f U3\G1900 K4M80
016
2 (0)|aiways On MOV Fixed buffer Data being
receive received
3| (7) Receiving data by using a dedicated instruction
M80
— T "Us" K1 D130 D132 M30
ZP.BUFR Control D Receive data Receive
4 (7) Data being (BUFRCV)  length completion
received _ (BUFRCV)
| M30 M31
f 1 Y178
Normal
5 (38) Receive Receive SET receive
completion completion
with an error
5 | [Receive error |
M31
— } Y179
7 Receive SET Receive error
completion
with an error
[ | Y178 M30
— | Pt TO K30
LED on time
8 (53)|Normal Receive ouT for the normal
receive completion receive
[ | T0
— | Y178
Normal
9 (59) LED on time RST receive
for the normal
receive
| M31 !
— —
10 Receive
completion
with an error
11 |Display in the GOT
12 | Displaying the information of D133 in Y170 to Y177
Y178
— | D133 | K2Y170
Ri dat:
13 (62)|Normal MOV eeetve data
receive
D134 DO
14 MOV Receive data
15 |Error LED off
X109 M110
f 1t Y179
Recei
16 (100)|Error clear ERR LED on RST cosweerer
switch
H1 D144
LED off
17 MoV specification
M110
ERRLED
18 SET o
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20

21

1 9 10 11 12
M110
— "u3" D140 M100
" Control D Completion
(116)|ERR LED on %}T_EARRR (ERRCLEAR) of the
ERRCLEAR
instruction
M100
: M110
ERR LED
(128) Completion RST o
of the
ERRCLEAR

instruction

(130)

{END }

6-16
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6.4 PING Test with GX Works3 (via CPU Modules)

Perform the PING test with GX Works3.
The PING test checks whether the initial processing of the Ethernet-equipped module on the own station has completed

successfully and the Ethernet-equipped module is properly connected to the external device on the same Ethernet network.
Power on the CPU module on the sending and receiving sides, and set the CPU module to the STOP state before performing
the PING test.

<CPU module on the sending side>
GX Works3 IP address
192.168.1.101

Perform the PING test!

R61P |RCPU[Empty| R60 | R60

L]
AD4 | DA4 O
<CPU module on the receiving side>
IP address
192.168.1.201
R61P |RCPUEmpty| R60 | R60 | -
AD4 | DA4
U
Operating procedure
_ _ : 1. Open the project file of the CPU module on the
Diagnostics | Tool Window Help
i sending side.
‘ System Monitor...
Module Diagnostics (CPU Diagnostics)... 2. Click [Diagnostics] — [Ethernet Diagnostics]
Ethernet Diagnostics... from the menu.

CC-Link IE Control Diagngaics (Optical Cable)...
CC-Link IE Centrol Diagndgtics (Twisted Pair Cable)...
CC-Link IE Field Diagnosti

CC-Link IEF Basic
MELSECNET Diag
CC-Link Diagnostics...

Change IP Address Display Change Port. No. Display.

0000 CPU(M] PLC No.1 DEC © HEX DEC © HEX Hcimo | el i
w b o e o Specify the target Ethernet-equipped module

2. Click!

== 3. The "Ethernet Diagnostics" window appears.

on the own station in "Module No.".

Communication | Communication
Destiation
TP Address

gol
83y

Destiation
Port No.

ﬁ
N
3 2%
5

Clear Latest Error Code
dlose

[ BING Test

Vv

(To the next page)
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(From the previous page)

Y%

19 f— -
20 f— =

4. Click!

PING Test [gommuniation Status Test

%

PING Test

Input Item
Connection Destination Setting
Execute Station of PING

Netwaork Mo. 1

Station Mo. 11

Target of PING

IP Address Input Form
IP Address 192 168 1 201 @ DEC HEX

Setting Options

Specify the Communication Time Check I 1 saconds

Specify the Number of Sends 5 Set! the Count A4 4 Times
Execute Cancel
Result
Number of Successes/Transmissions = f

V

(To the next page)

4.

Click the [PING Test] button.

The "PING Test" window appears. Set the
parameters as follows.

[Parameters to be set]

Network No.: 1

Station No.: 11

IP Address: Set the IP address (192.168.1.201
to 192.168.1.205) of the test-target
communication destination demonstration
machine.
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%

1 gl 6. ciick Defz

| |Spec'rﬁ_.r the Em.l’ut v|

| Execute | Can

%

F = N
MELSOFT GX Works3 |-i-"-

. PING test will be run for the
$ IP Address/Host Mame that is specified
from PC side Ethernet board.
Are you sure you want to continue?

7. Click! M[ Yes ]] [ Mo

Result

Pinging 192.168.1.201:

Normal
Normal
Normal
Normal
Total Number of Packet Sends = 4, Success Count = 4, Lost Count = 0

Result

Pinging 192.168.1.201:

Time Qut
Time Qut
Time Qut
Time Out
Total Number of Packet Sends = 4, Success Count = 0, Lost Count = 4

6. Click the [Execute] button.

7. Click the [Yes] button to perform the PING test.

8. The execution result of the PING test is
displayed.

When "Time Out" is displayed, the IP address
of the communication destination
demonstration device may be incorrect or the
communications may be disconnected. Check
the IP address and the connection.
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Point

The following provides an example for checking completion of the initial processing by issuing the PING
command from the external device connected on the same Ethernet network to the Ethernet-equipped
module on the own station (IBM-PC/AT-compatible personal computer — Ethernet-equipped module).
(An example between the devices that have the same class and network ID in their IP addresses)

[Specification method]

Ping IP address

[Program example]

IP address of the Ethernet-equipped module: 192.168.1.201

BN C:\Windows\system32\cmd.exe

C:~>ping 192.168.1.281

Pinging 192.168.1.281 with 32 bytes of data:
o 8 3 s TTL=64

TTL=64

8 s TTL=64

Reply from 192 .168. 1 281 : hyteg—BZ time<ims TTIL=64

Ping statistics for 192.168.1.281:

Packets: Sent = 4, Received = 4, Lost = B (Bx loss),
Approximate round trip times milli—seconds:
Minimum = Bms. Maximum = Bms,. Average = Bms

Gz

lm of™ X

BN C\Windows\system32\cmd.exe

C:~>ping 192.168.1.201

Plnglng 192 168.1.281 with 32 bytes of data:
out
out .
out

Requegt timed out.

Ping statistics for 192.168.1.261:
Packets: Sent = 4, Received = B, Lost = 4 (188x loss),

HER

<When the processing has completed with an error>

Check the following items and send the PING command again.

» Mounting status of the Ethernet-equipped module to the base unit

* Connection to the Ethernet network
» Parameter settings written to the CPU module

* Operating status of the CPU module (whether or not an error has occurred)

+ IP address of the send destination Ethernet-equipped module specified by the PING command
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6.5 Operation of the Demonstration Machine

Operate the demonstration machine to check that data is sent from the CPU module A (sending side) to the CPU module B

(receiving side) over Ethernet.

Operation method
1. write parameters and programs to the CPU module A and CPU module B.

2. Setthe RUN/STOP/RESET switch of the CPU module A (sending side) and CPU module B (receiving side) to the
"RESET" position (for approximately one second) to reset the CPU modules. Then, move it to the "RUN" position.

3. Turn on and off X10A of the CPU module A to open the connection.
The CPU module B is waiting for the connection to be open (Unpassive open) because the following value is set in the
operation setting parameter.
Opening Method: Do Not Open by Program

4. Turn on/off X100 to X107 of the CPU module A. Input a numerical value in the initial input device (D20).
Turn on X108 of the CPU module A to send data.

5. Y170 to Y177 of the CPU module B turn on according to the status of X100 to X107 of the CPU module A.
The numerical value of the initial input device (D20) of the CPU module A is displayed in the initial indication device (DO0)
of the CPU module B.

6. After checking the value, turn off X108 of the CPU module A and end the send processing.
To send the data again, start from Step 4.

7. Turn on and off X10B of the CPU module A to close the connection.
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6.6 Additional Exercises

661 Additional exercise 1

Operation method

1.

On Page 6 - 21 Operation of the Demonstration Machine, disconnect the Ethernet cable from the Ethernet-equipped
module on the demonstration machine A side while data is being sent from the CPU module A to the CPU module B by
using the BUFSND instruction.

The open processing for the connection of the Ethernet-equipped module stops and the ERR LED and P ERR LED turn
on.

Even when the Ethernet cable is connected again and the open instruction is executed, the open processing will not be
performed.

Identify the cause by executing the read monitor function or other functions of GX Works3.
Add the following sequence program to open the connection again without resetting the CPU module.
(For the answer, refer to Page App. - 161 Answers for the Additional Exercise 1 (Section 6.6.1).)

1 | 2 | 3 | 4 | 5 | 6 | 7 \ 8 | 9 | 10 | 1 12
!t :
R
F
A S
sy @0 |
(18) {ENDH

6-22

After writing the sequence program, disconnect and connect the Ethernet cable and check that the open processing is
performed.
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662 Additional exercise 2

Display the information of D20 of the CPU module B on DO of the CPU module A using the fixed buffer No.3.

<B side> <A side>

Module Parameter (External Device Configuration)

Change the settings of "Module Parameter (External Device Configuration)" of the CPU module A and B as follows.
CPU module B

Fixed Buffer PLC Sensor [Device
Mo. Model Name Communication Method Protocol | Send/Receive MAC | Host Subnet| Default | Existence Confirmation
Setting IP Address | PortNo. | yuooo | ame | TP Address | PortNo. | "o Gateway
... Host Station 192.168.1.101
.-A.n. 1 Active Connection Module Fixed Buffer (Procedure Existy TCP  Send 192,168.1.101 1025 192.168.1.201 1025 Do not confirm existence
HEL| | 2 MELSOFT Connection Module | MELSOFT Connection TCP 192.168.1.101 KeepAlive
.-A.n. 3 Active Connection Module Fixed Buffer (Procedure Exist) TCP  Receive 192,168.1.101 1027 192.168.1.201 1027 Do not confirm existence
CPU module A
Fixed Buffer FLC Sensor Device
No. Model Mame Communication Method Protocol |Send/Receive Existence Confirmation
Setting IP Address | PortMo. A;I;:EE:SS I.T;;te 1P Address | PortNo. Sl.:‘;gft Giﬁ;;
-] Host Station 192.168.1.201
!%E 1 Unpassive Connection Module | Fixed Buffer (Procedure Exist) TCP  Receive 192.168.1.201 1025 Do not confirm existence
HEL| | 2 MELSOFT Connection Module |MELSOFT Connection TCP 192.168.1.201 Keephlive
g 3  Unpassive Connection Module | Fixed Buffer (Procedure Exist) TCP  Send 192.168.1.201 1027 Do not confirm existence

* The IP address of the communication destination varies depending on the demonstration machine number.

Sequence program

CPU module A: Use the receive program on Page 6 - 14 Sequence program and add a program that opens/closes the fixed
buffer No.3 (connection No.3).

CPU module B: Use the send program on Page 6 - 8 Sequence program.

Operation of the demonstration machine

Check that the data is sent referring to Page 6 - 21 Operation of the Demonstration Machine.
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7 EXERCISE 3 (COMMUNICATIONS USING A

FIXED BUFFER (NO PROCEDURE) BETWEEN
CPU MODULES)

This exercise is for communications using a fixed buffer (no procedure).
The programmable controllers A and B send and receive data.

7.1 System Configuration

The following figure shows the system configuration of Exercise 3.
In Exercise 3, perform data communications using TCP/IP and monitor the device (X) of the CPU modules on the sending

side with the demonstration machines on the receiving side.
Although 10 CPU modules are connected on the same Ethernet network, perform communications only between the CPU
modules with the same demonstration machine number in Exercise 3.
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Module configuration

<Programmable controllers A1 to A5>
~<Demonstration machine No.1>

—_——

<P | troller A1>
| Ethernet-equipped module rogrammable controller

I(RJ71ENT71)

|IP address: 192.168.1.101
INetwork No.: 1

!'Group No.: 0

| Station No.: 11

~<Demonstration machine No.2>

R61P [RCPU

———~

< >
| Ethernet-equipped module Programmable controller A2

:(RJ71EN71)
|IP address: 192.168.1.102
INetwork No.: 1

| R61P [RCPU[Empty| R60 | R60
:Grogp No.: 0 AD4 [DAd | = |
| Station No.: 12 ]

\

~<Demonstration machine No.3>

—_— =~

. <Programmable controller A3>
| Ethernet-equipped module

<Programmable controllers B1 to B5>

Ethernet-equipped module
(RJ71EN71)

IP address: 192.168.1.201
Network No.: 1

Group No.: 0

Station No.: 21

R61P RCPU R60

AD4

R60
DA4

Empty|

O

<Programmable controller B1>

—— e — =

Ethernet-equipped module
(RJ71ENT71)

IP address: 192.168.1.202
Network No.: 1

Group No.: 0

Station No.: 22

R61P RCPU R60

AD4

R60
DA4

Empty|

O

<Programmable controller B2>

——— e — =

Ethernet-equipped module
(RJ71EN71)

:(RJ71EN71)
|IP address: 192.168.1.103
I Network No.: 1

R61P |RCPU

Empt
I'Group No.: 0 " apa |oae | |
| Station No.: 13 U

N

//<Demonstration machine No.4>
|
|
|

<Programmable controller A4>
| Ethernet-equipped module 9

I(RJ71EN71)

: IP address: 192.168.1.104
INetwork No.: 1

'Group No.: 0

| Station No.: 14

~<Demonstration machine No.5>

R61P [RCPUEmpty|

—_——

<Programmable controller A5>

IP address: 192.168.1.203
Network No.: 1

Group No.: 0

Station No.: 23

R61P RCPU R60

AD4

R60
DA4

Empty|

<Programmable controller B3>

——— e — =

Ethernet-equipped module
(RJ71ENT71)

IP address: 192.168.1.204
Network No.: 1

Group No.: 0

Station No.: 24

R61P RCPU R60

AD4

R60
DA4

Empty|

O

<Programmable controller B4>

S ——

Ethernet-equipped module
(RJ71EN71)

| Ethernet-equipped module
:(RJ71EN71)

|IP address: 192.168.1.105
INetwork No.: 1

'Group No.: 0

| Station No.: 15

R61P [RCPU R60

AD4

R60
DA4

Empty|

IP address: 192.168.1.205
Network No.: 1

Group No.: 0

Station No.: 25

R61P RCPU R60

AD4

R60
DA4

Empty|

O

<Programmable controller B5>
Ethernet

S ——
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Exercise

Display the information of X100 to X107 and D20 of the CPU module A on Y170 to Y177 and DO of the CPU module B.
Display the information of X100 to X107 and D20 of the CPU module B on Y170 to Y177 and DO of the CPU module A.

<CPU module A (Active open)> <CPU module B (Passive open)>

S S S

—_———

nd Receive

(Connection No.2 is used.)

Y170

—_—————_——— 0 -

}

0]

Send Receive ééé@é@@@

P

Receive Send

(]

(Connection No.1 is used.)

(Connection No.2 is used.)

é 6 é 6 é 6 @ 6 R(;eceive Selnd
| |

S S —
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7.2  Setting the Ethernet-equipped Module
(Programmable Controllers A1 to A5)

Set the Ethernet-equipped module (programmable controllers A1 to A5).

7.2.1 Setting parameters with GX Works3

Adding Ethernet-equipped module data

Set parameters of the Ethernet-equipped module with GX Works3.

Set them as described on Page 7 - 1 System Configuration.

Operating procedure

Input the Configuration Detailed Information

RI71EN71(E+E)

_Star‘t XY

Points

Control CPU

Port 1Network Type
Port 1IP Address

T R T ype

Port 2IP Address

0030:RI71EN71(E+E) Module Parameter

By
(=-§f Basic Settines

~ tines

ternal Device Gonfiguration

2. Select!

finput the Setting Tiem to Search B GeniBIE

Setting Item List Setting ltem

= 1.
0030
32 Points
Ethernet
192.168.1.101
thernet
192.168.4.40
|
g
1. Set! |
[ B=EAENEEE el Ls Input the Configuration Detailed Information -
\E‘ 2.
Trem Setting
Parameter Setting Method Parameter Editor
= 1P Address
1P Address 192 168 . 1101 3.
Subnet Mazk
=l Gammunications by Netwark Mo /Station No Enable
Setting Msthod Mot Use IP Address
Network Mumber 1
Station Mo 1
Transient Transmission Group No. 1]
Enable/Disable Online Change Disable All (SLMP)
Communication Data Gode Binary
Opening Method Open by Proeram

External Device Configuration i Detailed Setting>

(e

Explanation
Set the information of the own node su

Check l [ Restore the Default Settines

Ttem List ‘Flnd Result

Apply

Vv

(To the next page)

Create a new project and add
"RJ71EN71(E+E)" from "Information Module"
in the "Element Selection" window to the slot
No.3 of the R35B by following the procedure
described on Page 5 - 8 Adding Ethernet-
equipped module data. After setting the
parameters as follows, fix them.

(Click the [OK] button when the confirmation
window for adding the module appears.)

[Parameters to be set]

Start XY: 0030

Port 1IP address: Set the IP address
(192.168.1.101 to 192.168.1.105) of the
demonstration machine used.

Double-click the RJ71EN71(E+E) module in
the "Module Configuration" window and select
"Basic Settings" in "Setting Item List".

Set "Communications by Network No./Station
No." as follows.

[Parameters to be set]

Communications by Network No./Station No.:
Enable

Setting Method: Not Use IP Address
Network Number: 1

Station No.: Set the station number (11 to 15)
of the demonstration machine used.
Communication Data Code: Optional (The
binary code is used for the communications
regardless of the setting.)

Opening Method: Open by Program

7 EXERCISE 3 (COMMUNICATIONS USING A FIXED BUFFER (NO PROCEDURE) BETWEEN CPU MODULES)
7-4 7.2 Setting the Ethernet-equipped Module (Programmable Controllers A1 to A5)



(From the previous page)

B 4. Click the @ button of "Detailed Setting" of
"External Device Configuration”.

0030:RI71EN71(E+E) Madule Parameter

Ttem Setting
fnput the Setting Hem to Search @ G Node Setiines
Parameter Setting Mathod Parameter Editor
o Ex TP Address
TP Addresss 19 168 1101

£ Basic Settings
~ @ Own Hods Settings
External Devios Configuration

Subnet Mask
Default Gateway

(@ Ponlication Settings = Gommunications by Network MoJStation No.  Enable
Setting Method Hat Use IF Address
Metwark Nurmber 1
Station No. 11
------ Transient Transmission Group No i
Erable/Dizatle Online Chanes Disable All (SLMP)
- Gommunication Data Cods Binary
- Dpenine Method Open by Program
= External Device Confieuration
. External Bovice Coguation <Detailed Setting> i)
Set external devices to be used for communications. -

4. Click!

n;m List ,?nag::q = Check. l l Restore the Default Settings l
b et contauraten (S 102 0070 . N - ~=mw 9. The "Ethernet Configuration" dialog box

i Ethemet Configuration Edit View Close with Discarding the Setting [Close with Reflecting the Setting|

appears. Select "Active Connection Module"

i Module List %

e palboiie| Hild from "Ethernet Device (General)" in "Module

Communication | g, Pl HE nsorfDevic % . ; . .
: — s s s e e List", and drag and drop it to the list of devices

or device map area.
Select "Active Connection Module" again, and
drag and drop it to the list of devices or device

Device (COGNEX)
COGNEX Vision System l
B Ethernet Device (Panasonic Industria
Laser Displacement Sensor

map area.

5. Drag and drop!

[Outiine]
|Active Connection Module

[Spedification]
Use when specify open method by TCP
IActive

(To the next page)
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(From the previous page)

%

]

Mo, Model Name

Communication Method | Protocol

Fixed Buffer FLC
Send/Receive
Setting IP Address

Port M;

g 1 Active Connection Module | Fixed Buffer (No Procedure) ~ TCP
5‘ 2  Active Connection Module | Fixed Buffer (No Procedure) ~ TCP

Pairing (Receive) 192.168.1.101 1025
Pairing (Send) ~ 192.168.1.101 1025

|

SensorDevice

MAC
Address

Host
Name

1P Address ‘ Port No.

Subnet
Mask

Gateway

Default | Existence Confirmation

/

192.168.1.201 1025
192.168.1.201 1025

Do not confirm e
Do not confirm e

wistence

wistence

*

6. Added!

%

I Ethemet Configuration (Start 1/0: 0030)

i Etherpet Configuration Edit View Close with Discarding the Setti

| Close with Reflecting the Setting

No. Model Name

>

Fixed B

Communication Methed | Protocol Send,fRer‘ 7 Clle'

Host Station

]
i

1  Active Connection Module | Fixed Buffer (No Procedure)
2 Active Connection Module | Fixed Buffer (No Procedure)

Setti

Vv

(To the next page)

192,168.1.101

TCP  Pairing (Receive) 192,168.1.101
TCP  Pairing (Send) 192,168.1.101

ort Mo, J

1025
1025

6.

7.

"Active Connection Module" is added to the list
of devices.
Set "Active Connection Module" as follows.

[Parameters to be set: 1]

Communication Method: Fixed Buffer (No
Procedure)

Fixed Buffer Send/Receive Setting: Pairing
(Receive)

Port No. (PLC): 1025

IP Address: Set the IP address (192.168.1.201
to 192.168.1.205) of the demonstration
machine used.

Port No. (Sensor/Device): 1025

Existence Confirmation: Do not confirm
existence

[Parameters to be set: 2]

Communication Method: Fixed Buffer (No
Procedure)

Fixed Buffer Send/Receive Setting: Pairing
(Send)

Port No. (PLC): 1025

IP Address: Set the IP address (192.168.1.201
to 192.168.1.205) of the demonstration
machine used.

Port No. (Sensor/Device): 1025

Existence Confirmation: Do not confirm
existence

After setting the parameters, click "Close with
Reflecting the Setting" in the menu to close the
"Ethernet Configuration" dialog box.
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%

e =) 8. click [Project] = [Save As] from the menu to
save the project.
Savein: | SCHOOL - e
= MName B Date modified Type X . . .
o No items match your search. Save destination: Desired location
Recent Places )

= File name: EX3-A

Deskiop Title: Blank

L\l:rar\es

A
Computer

=
w
< | m »

Network
File name BEX3A - [&T]
ave as fype GX Works3 Project (".g<3) -
Title(A):
Other Format:
ick!
[ Save as a Workspace Format Project 8' Click!

@ Flease change the windows with this button to use workspace format project.
¥ (MELSOFT Navigator supports this format.)
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7.2.2 Ssequence program

Create a sequence program.

Open the connections No.1 and No.2 (specify the paring open) by setting "Fixed Buffer Send/Receive Setting" in the "Ethernet
Configuration" dialog box, and send and receive data.

After sending/receiving the data, close the connections No.1 and No.2.

Pointp

When communications are performed with no procedure, the data length is specified in bytes.
When a procedure exists, the data length is specified in words.
After creating the sequence program, perform the following operations with GX Works3.
« Saving the project

Project name: EX3-A
« Specifying a connection destination (Refer to Page 5 - 15 Specifying a connection destination.)
» Writing data to the CPU module (Refer to Page 5 - 17 Writing parameters.)

List of devices used

Device name Description Device name Description

SM400 Always On X10A A command switch to open a connection

MO Turns on only for one scan after the open X10B A command switch to close a connection
processing for the connection No.1 has completed.

M1 Turns on only for one scan after the open Y170 to Y177 Store the information of X100 to X107 sent from the
processing for the connection No.1 has completed CPU module B.
with an error.

M10 Turns on only for one scan after the close Y178 Turns on after the receive processing has
processing for the connection No.1 has completed. completed successfully.

M11 Turns on only for one scan after the close Y179 Turns on after the receive processing has
processing for the connection No.1 has completed completed with an error.
with an error.

M20 Turns on only for one scan after the send Y17A Turns on after the send processing has completed
processing has completed. successfully.

M21 Turns on only for one scan after the send Y17B Turns on after the send processing has completed
processing has completed with an error. with an error.

M22 Turns on when data is being sent. Turns off after the | DO Stores the information of D20 sent from the CPU
send processing has completed. module B.

M30 Turns on only for one scan after the receive D20 Data to be sent to the CPU module B
processing has completed.

M31 Turns on only for one scan after the receive D100 to D109 Store the control data of the OPEN instruction.
processing has completed with an error.

M32 Turns on after the initial processing of the Ethernet- | D110 and D111 Store the control data of the CLOSE instruction.
equipped module has completed successfully.

M48 Turns on when the connection No.1 is open. D120 and D121 Store the control data of the BUFSND instruction.

M49 Turns on when the connection No.2 is open. D122 Stores the send data length.

M64 Turns on when the open request for the connection | D123 Stores send data (X100 to X107).
No.1 is being issued or the connection No.1 is open.

M65 Turns on when the open request for the connection | D124 Stores send data (D20).
No.2 is being issued or the connection No.2 is open.

M80 Turns on while the connection No.1 of the Ethernet- | D130 and D131 Store the control data of the BUFRCYV instruction.
equipped module is receiving data.

M100 Turns on only for one scan after an error has D132 Stores the receive data length.
cleared.

M110 Turns on when an error is cleared. Turns off when D133 Stores receive data (X100 to X107).
an error has cleared.

X100 to X107 Data to be sent to the CPU module B D134 Stores receive data (D20).

X108 A command switch to send data D140 to D144 Store the control data of the ERRCLEAR instruction.

X109 A command switch to clear an error display of the — —
indicator LED
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Sequence program

For details on the dedicated instructions, refer to the following.
MELSEC iQ-R Programming Manual (Instructions, Standard Functions/Function Blocks)

| Project name | EX3-A
R B 4 5 6 | 7 | s 9 | 10 [ 1 12
|1 _[*Open processing
SM400
— | U3\G1900 K4M48
000
2 (O) Always On MOV Connection open - Open completion
completion signal - for the
connection No.1
U3\G1900 K4M64
008
3 MOV Connection  Open request
open request signal for the
signal connection No.1
U3\G1900 K4M80
016
4 MOV Fixed buffer Data being
receive status received
signal
U3\G1900 K4M32
024
5 MOV Initial status  Initialization
normal
completion signal
[ | M32 M48 M64 X10A
I 1 11 al HO D100
Control D
6 (22) Initialization  Open Open request Connection MOV (OPEN)
normal completion signal for open switch
completion for the connection: the connection
|| signal No.1 No.1
7 | Opening a connection using a dedicated instruction
"u3" K1 D100 MO
Control D Completion
8 ZP.OPEN (OPEN) of the OPEN
instruction
9 [Sending data
10 | Setting the send data length in bytes
M32 M49 X108 M22
f { { e s K4 D122
Send data
1 (61) Initialization - Open Send switch Send flag MOV length
normal completion (BUFSND)
completion for the connection
|| signal No.2
12 | Setting the values of X100 to X107 to the ...
K2X100 D123
Send data 1
[14 | Setting the value of D20 to the send data 2
D20 D124
Send data 2
15 MoV (BUFSND)
16 | Sending data by using a dedicated instruction
"u3" K2 D120 D122 M20
ZP.BUFS Control D Send data  Send
17 (BUFSND) length completion
M22
Send fl
18 seT
| M20 M21
— | 11 Y17A
Normal send
19 (167) send Send SET
completion completion
with an error
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1 2 | 3 4 5 6 7 8

0 | 1 ] 12

Send completion with an error|

20|
M21
f Y178
21 sen ET Send error
completion
with an error S
M22
2 Send flag
[ | Y17A M20
— | 11 TO K30
LED on i
23 (184)INormal send  Send ouTt for thznnc;:]r:al
completion send
| TO
— | Y17A
N | d
24 (190)|LED on time RST ormal sen
for the normal
| M21 I
_| |_
25 Send
completion
with an error
26 [Receiving data
27 (193) Receiving data by using a dedicated instruction
M80
— T "U3" D130 D132 M30
Control D Receive data Receive
28 (1 93) Data being ZRELER (BUFRCV) length completion
received - (BUFRCV)
| M30 M31
— | 11 Y178
N |
29 (230)|Receive Receive ET reirer\nvae
completion completion
with an error
30 | Receive error
M31
f Y179
31 Recoive SET Receive error
completion
with an error -
| Y178 M30
— | 1 T K30
LED on time
32 (245) Normal Receive ouTt for the normal
receive completion - receive
| T
— | Y178
N |
3 (251)LeD on time R -
for the normal
receive
| M31 ’
—
34 Receive
completion
with an error
35 |Display in the GOT
Y178
} D133 K2Y170
R ive dat
3 (254)nomai & 1 BUFRCV).
receive
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1 [ 3 4 5 6 7 8 9 | 10 [ 11 12
l D134 DO
Receive data
37 MOV > (BuFRCV)
38 |Error LED off
X109 M110
— | 11 Y179
Receive error
39 (270) Error clear ERRLED on RST
switch
Y17B
40 RST Send error
H1 D144
LED off
41 MoV specification
M110
42 SET ERRLED on
| M110
— | U3 D140 M100
" Control D Completion of]|
43 (287)[ERR LED on ZRERR (ERRCLEAR) the
ERRCLEAR
instruction
[ | M100
— | M110
ERRLED on
44 (299) Completion of RST
the
ERRCLEAR
instruction
45 [Close processing
X10B M48 X108 M22 M80
— T {1 1 1 1 U3 K1 D110 M10
Control D Ci leti
46 (301 ) Connection  Open completion ' Send switch 'Send flag Data being ZP.CLOSE ((?LnOrgE) ofot?g glﬁ;}SE
close switch for the connection received - instruction
No.1
{END 1
47 (326)
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7.3 Setting the Ethernet-equipped Module
(Programmable Controllers B1 to B5)

Set the Ethernet-equipped module (programmable controllers B1 to B5).

7.3.1 Setting parameters with GX Works3

Adding Ethernet-equipped module data

Set parameters of the Ethernet-equipped module with GX Works3.
Set them as described on Page 7 - 1 System Configuration.

Operating procedure

1. Create a new project and add
"RJ71EN71(E+E)" from "Information Module"
in the "Element Selection" window to the slot

Input the Configuration Detailed Information @

RI71EN71(E+E)

Start XY 0030
Points 32 Points No.3 of the R35B by following the procedure
Control CPU described on Page 5 - 8 Adding Ethernet-
Port 1Network Type Ethernet

Port 1IP Address 192.168.1.201

equipped module data. After setting the

parameters as follows, fix them.

ort 2Network Type thernet
Port 2IP Address *2_168_4_40 (Click the [OK] button when the confirmation
pataildicaing window for adding the module appears.)
1. Set!

[Parameters to be set]

Start XY: 0030

Port 1IP address: Set the IP address
(192.168.1.201 to 192.168.1.205) of the
demonstration machine used.

v

0030 RITIENTL(E+E) Module Paramater B 2. Double-click the RJ71EN71(E+E) module in

Settivg ter List E ) the "Module Configuration" window and select
_ Ttem Setting
5 G o St ;

Parameter Setting Method Parameter Editor

"Basic Settings" in "Setting Item List".

o Bz = IP Address i i .
Ry IP Adess 192,168 1201 3. Set"Communications by Network No./Station
H iings Subnet Mask
[ ernal Device Confieuration| | Lk "

@ lmn‘s[;nmgsc feest =) Gommunications by Network No./Station Mo.  Enable No." as follows.
Setting Methad Mot Use IP Address
Metmork Mumber 1
T i [Parameters to be set]
Transient Transmission Group Mo, 0

2' SeleCt| Enable/Disable Online Ghange i Disable All (SLMP) . . .

Gommunication Data Code Binery Communications by Network No./Station No.:
Openine Method Do Mot Open by Frogram

Enable

Setting Method: Not Use IP Address
Network Number: 1

Station No.: Set the station number (21 to 25)
i of the demonstration machine used.

F External Device Gonfiguration <Detailed Settine?

Check l I Restore the Default Settines

Set the information of the own node sug

e e

Hem List |Fmd Result

Communication Data Code: Optional (The
binary code is used for the communications
regardless of the setting.)

Opening Method: Do Not Open by Program

Vv

(To the next page)
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(From the previous page)

0030:RI71EN71(E+E) Madule Parameter

F B2
£ Basic Settings
~ @ Own Hods Settings
; External Devios Configuration
{8 Apnlication Settines

« . "I

Iem List | Find Result

fnput the Setting Hem to Search @

Subret Mask
Default Gateway

=) Gommunications by Network Ho./Station No.
Setting Method
Netwark Number
Station No.

------ Transient Transmission Group No.
Enable/Disable Online Chanes

- Gommunication Data Code

- Opening Method

= External Device Confiewration

. External Bovice Coguation

Set external devices to be used for communications.

Ttem Setting
Own Node Scttinss
Parameter Sstting Mathod Farameter Editor
=) IP Address
TP Address 192 168 1.201

Enable
Hot Use TP Address

1

21

0

Disable All (SLMF)
Binary

Do Mot Open by Program

CDetailed Settire> [

4. Click!

Check.

l I Restore the Default Settings l

Hpply

£} Ethernet Configuration (Start 1/0: 0030)

= | 5. The "Ethernet Configuration" dialog box

! Ethernet Configuration Edit View Close with Discarding the Setting Close with Reflecting the Setting

{ Module List x

Ethernet Selection | Find Module | M ¢ »

Model Name

(General)
B8] MELSOFT Connection Module -

Host Station

Host Station
Gonnected Caun
0

8. Drag and drop!

& SLMP Connection Module
155 UDP Connection Module

\ctive Connection Module

[Outiine]
Unpassive Connection Module
e

[ n]
Use when spedify open method by TCP
e

(To the next page)

=] 4. Click the @ button of "Detailed Setting" of

"External Device Configuration”.

appears. Select "Unpassive Connection
Module" from "Ethernet Device (General)" in
"Module List" and drag and drop it to the list of
devices or device map area.

Select "Unpassive Connection Module" again,
and drag and drop it to the list of devices or
device map area.
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(From the previous page)
) 6. "Unpassive Connection Module" is added to

Fixed Buffer PLC the list of devices.

Mo. Model Name Communication Method | Protocol | Send/Receive
Set "Unpassive Connection Module" as

Setting IP Address | PortNo
___p 1 Unpassive Connection Module | Fixed Buffer (Mo Procedure) TCP  Pairing (Receive) 192,168.1.201 1025 f0”0WS-
___P 2 Unpassive Connection Module | Fixed Buffer (Mo Procedure) TCP  Pairing (Send) 192.168.1.201 1025

1

/ [Parameters to be set: 1]

( ac | rost M:::D:::ol st | efat Existence Confirmation Communication Method: Fixed Buffer (No

\ Procedure)

) E: :::::::z :::z:: Fixed Buffer Send/Receive Setting: Pairing

[ (Receive)

+ Port No.: 1025
6. Added! Existence Confirmation: Do not confirm

existence

[Parameters to be set: 2]

Communication Method: Fixed Buffer (No
Procedure)

Fixed Buffer Send/Receive Setting: Pairing
(Send)

Port No.: 1025

Existence Confirmation: Do not confirm
existence

\%

i Ethernet Configuration Edit View Close with Discarding the Settir

7. Atter setting the parameters, click "Close with

ﬂ Ethernet Configuration (Start I/O: 0030)

Reflecting the Setting" in the menu to close the
"Ethernet Configuration" dialog box.

e

Fi
No. Model Name Communication Method | Protocol 56:3 7. Cl |Ck' mom
B . 'ort No.

m Host Station 192.168.1.201
B ﬁ 1 Unpassive Connection Module |Fixed Buffer (No Procedure)  TCP  Pairing (Receive) 192,168.1.201 1025
2 Unpassive Connection Module |Fixed Buffer (Mo Procedure) TCP  Pairing (Send) 192,168.1.201 1025

Vv

(To the next page)
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(From the previous page)

%

8. click [Project] = [Save As] from the menu to

r@ Save as ﬂ‘
save the project.
Savein: |, SCHOOL - 0f @
T= Name = Date modified Type
o No items match your search. Save destination: Desired location
Recent Places )
File name: EX3-B
D-emp Title: Blank
Libraries
Computer
-
—
] 1 3
MNetwork p
File name: EX3B -
ave as bpe: GX Works3 Project (".gx3) ance
Title(a):
Other Format: 8 .
. Click!
[ Save as a Workspace Format Project
7 Please change the windows with this button to use workspace format project.
W' (MELSOFT Navigator supports this format.)
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7.3.2 Ssequence program

Create a sequence program.
Establish a connection with Active open on the side of the CPU modules A1 to A5, and send and receive data.

Point}’

When communications are performed with no procedure, the data length is specified in bytes.
When a procedure exists, the data length is specified in words.
After creating the sequence program, perform the following operations with GX Works3.
 Saving the project

Project name: EX3-B
« Specifying a connection destination (Refer to Page 5 - 15 Specifying a connection destination.)
» Writing data to the CPU module (Refer to Page 5 - 17 Writing parameters.)

List of devices used

Device name Description Device name Description
SM400 Always On Y178 Turns on after the receive processing has
completed successfully.

M20 Turns on only for one scan after the send Y179 Turns on after the receive processing has
processing has completed. completed with an error.

M21 Turns on only for one scan after the send Y17A Turns on after the send processing has completed
processing has completed with an error. successfully.

M22 Turns on when data is being sent. Turns off after the | Y17B Turns on after the send processing has completed
send processing has completed. with an error.

M30 Turns on only for one scan after the receive DO Stores the information of D20 sent from the CPU
processing has completed. module A.

M31 Turns on only for one scan after the receive D20 Data to be sent to the CPU module A
processing has completed with an error.

M32 Turns on after the initial processing of the Ethernet- | D120 and D121 Store the control data of the BUFSND instruction.
equipped module has completed successfully.

M48 Turns on when the connection No.1 is open. D122 Stores the send data length.

M80 Turns on while the connection No.1 of the Ethernet- | D123 Stores send data (X100 to X107).
equipped module is receiving data.

M100 Turns on only for one scan after an error has D124 Stores send data (D20).
cleared.

M110 Turns on when an error is cleared. Turns off when D130 and D131 Store the control data of the BUFRCYV instruction.
an error has cleared.

X100 to X107 Data to be sent to the CPU module A D132 Stores the receive data length.

X108 A command switch to send data D133 Stores receive data (X100 to X107).

X109 A command switch to clear an error display of the D134 Stores receive data (D20).
indicator LED

Y170 to Y177 Store the information of X100 to X107 sent from the | D140 to D144 Store the control data of the ERRCLEAR instruction.
CPU module A.
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Sequence program

For details on the dedicated instructions, refer to the following.
MELSEC iQ-R Programming Manual (Instructions, Standard Functions/Function Blocks)

| Project name | EX3-B
1] 2 3 4 5 6 | 7 | 8 9 | 10 | 1 12
1 [*Sending data
SM400
f U3\G1900 K4M48
000
2 (0) Always On MOV Connection Open completion
open for the
completion signal - connection No.1
U3\G1900 K4M80
016
3! MOV Fixed buffer Data being
receive received
status signal
U3\G1900 K4M32
024
4 MOV Initial status  Initialization
normal
completion signal
5 | Setling the send data length in bytes
M32 M49 X108 M22
f { { 11 Ka D122
Send data
6 (1 7) Initialization  Open Send switch Send flag MOV length
normal completion for: (BUFSND)
completion the connection
|| signal No.2
7 | Setting the values of X100 to X107 to the ...
K2X100 D123
Send data 1
o | Seffing the value of D20 10 the send data 2.
D20 D124
Send data 2
10 MoV (BUFSND)
11 Sending data by using a dedicated instruction
"u3" K2 D120 D122 M20
ZP.BUFS Control D Send data  Send
12 (BUFSND) length completion
M22
Send fl
13 SET 7T
| M20 M21
— | 11 Y17A
N | d
14 (116)|send Send SET ormal sen
completion completion
with an error
15 | Send completion with an error|
M21
_| : Y17B
Send
16 ond SET end error
completion
with an error
M22
Send fl
17 RsT N
| Y17A M20
— | 1 TO K30
LED on time
18 (1 33) Normal send  Send ouT for the normal
completion send
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1 2 7 8 9 10 [ 11 [ 12
T0
— Y17A
19 (139)LED on time RST Normal send
for the normal
send -
| M21
_| |_
20 Send
completion
with an error
21 [Receiving data
22 | (142) Receiving data by using a dedicated instruction
M80
— T 03" K1 D130 D132 M30
Control D Receive Receive
23 (142)|pata being 2SR (BUFRCV)  data length completion
received - (BUFRCV)
| M30 M31
— | 1 Y178
N |
24 (1 79) Receive Receive SET re%reni’:/ae
completion completion
with an error -
25 | Receive error
M31
f Y179
Recei
26 Receive SET eﬁgflve
completion
with an error -
| Y178 M30
— | 1 T K30
LED on'ti
27 (1 94) Normal Receive out for thgnncLTr:aI
receive completion - receive
| T1
! Y178
N |
28 (200)L0 on e RST . rccaive
for the normal
receive
| M31 ]
_| |_
29 Receive
completion
with an error
30 |Display in the GOT
31 | Displaying the information of D133 in Y170 to Y177
Y178
f D133 K2Y170
Recei
32 (208)Norma MOV a1
receive (BUFRCV)
33| Displaying the information of D134 in DO
D134 DO
* MOV s )
35 [Error LED off
X109 M110
— | 1 Y179
Recei
36 (256)(Error clear  ERR LED on RST eceive error
switch
Y17B
37 RST Send error
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38

39

40

41

42

1 5 6 7 8 9 | 10 [ 11 12
H1 D144
LED off
| MOV specification
M110
Sgr | ERRLEDON
M110
— | "u3" D140 M100
Control D Completion
(273)|ERR LED on ZRERR (ERRCLEAR) of the
ERRCLEAR
ﬁ instruction
M100
— | M110
ERR LED on
(285) Completion RST
of the
ERRCLEAR -
instruction - |
{END 1
(287)
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7.4  PING Test with GX Works3 (via CPU Modules)

Perform the PING test with GX Works3.

The PING test checks whether the sequence program of the Ethernet-equipped module on the own station has completed
successfully and the Ethernet-equipped module is properly connected to the external device on the same Ethernet network.
Power on the CPU modules A1 to A5 and B1 to B5, and set the CPU modules to the STOP state before performing the PING

test.

<CPU module A>

GX Works3

R61P [RCPUEmpty| R60
AD4

R60
DA4

o0

IPaddress
192.168.1.101

Perform the PING test!

<CPU module B>

R61P [RCPU[Empty| R60 | R60
AD4 | DA4

U
|

IPaddress
192.168.1.201

Refer to Page 6 - 17 PING Test with GX Works3 (via CPU Modules) because the operating procedure is the same.
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7.5 Operation of the Demonstration Machine

Operate the demonstration machine to check that data is sent/received between the CPU module A and CPU module B over
Ethernet.

Operation method

1.
2.

3.

9.

Write parameters and programs to the CPU module A and CPU module B.

Set the RUN/STOP/RESET switch of the CPU module A (sending side) and CPU module B (receiving side) to the
"RESET" position (for approximately one second) to reset the CPU modules. Then, move it to the "RUN" position.

Turn on and off X10A of the CPU module A to open the connection.

The CPU module B is waiting for the connection to be open (Unpassive open) because the following value is set in the
operation setting parameter.

Opening Method: Do Not Open by Program

Turn on/off X100 to X107 of the CPU module A. Input a numerical value in the initial input device (D20).
Turn on X108 of the CPU module A to send data.

Y170 to Y177 of the CPU module B turn on according to the status of X100 to X107 of the CPU module A.
The numerical value of the initial input device (D20) of the CPU module A is displayed in the initial indication device (DO0)
of the CPU module B.

After checking the value, turn off X108 of the CPU module A and end the send processing.
To send the data again, start from Step 4.

Turn on/off X100 to X107 of the CPU module B. Input a numerical value in the initial input device (D20).
Turn on X108 of the CPU module B to send data.

Y170 to Y177 of the CPU module A turn on depending on the status of X100 to X107 of the CPU module B.
The numerical value of the initial input device (D20) of the CPU module B is displayed in the initial indication device (DO0)
of the CPU module A.

After checking the value, turn off X108 of the CPU module B and end the send processing.
To send the data again, start from Step 7.

10. Turn on and off X10B of the CPU module A to close the connection.
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8 EXERCISE 4 (COMMUNICATIONS USING A FIXED
BUFFER (NO PROCEDURE) VIA A ROUTER)

This exercise is for data communications via a router.

Perform the communications using a fixed buffer (no procedure), which is described in Exercise 3 in Chapter 7, via a router.

8.1 System Configuration

The following figure shows the system configuration of Exercise 4.
Although 10 CPU modules are connected on the same Ethernet network, perform communications only between the CPU
modules with the same demonstration machine number in Exercise 4.

Module configuration

<Demonstration machine No.1>

\
I —<Personal computer 1> — — <Programmable controller A1> — <Programmable controller B1> |
: IP address: 192.168.1.1 IP address: 192.168.1.101 IP address: 172.16.1.101 !
| Network No.: 1 Network No.: 1 Network No.: 2 :
| | Group No.: 0 Group No.: 0 Group No.: 0 |
| | Station No.: 1 Station No.: 11 Station No.: 11 |
\ ]
N o e e e e e o o — — —— — —— — — — L e e e e e e e e e e e e e  — — — — — — — —  — — —  — — — —  — —  — — —— — — — — — — —— P
<Demonstration machine No.2>
—_————— e —— 1 F—— e ~
/ \
I —<Personal computer 2> — — <Programmable controller A2> — <Programmable controller B2> |
I | IP address: 192.168.1.2 IP address: 192.168.1.102 IP address: 172.16.1.102 I
: Network No.: 1 Network No.: 1 Network No.: 2 I
| Group No.: 0 Group No.: 0 Group No.: 0 :
| | Station No.: 2 Station No.: 12 Station No.: 12 |
\ ]
N e e e o e e e I L e e e e e e e e o — — — —— — P
<Demonstration machine No.3>
—_————— e - — 4 e o it Fe——— e e — = ~
/ \
| <Personal computer 3> <Programmable controller A3> <Programmable controller B3> I
I | IP address: 192.168.1.3 IP address: 192.168.1.103 |IP address: 172.16.1.103 |
: Network No.: 1 Network No.: 1 Network No.: 2 |
| Group No.: 0 Group No.: 0 Group No.: 0 :
| Station No.: 3 Station No.: 13 Station No.: 13 |
\ ]
S | I e I Lo e e e e e e e e e e o  — — —— — — P
<Demonstration machine No.4>
——— e e ] R R N N e g e e L ~
/ \
| <Personal computer 4> <Programmable controller A4> <Programmable controller B4> |
I | IP address: 192.168.1.4 IP address: 192.168.1.104 IP address: 172.16.1.104 |
I | Network No.: 1 Network No.: 1 Network No.: 2 |
: Group No.: 0 Group No.: 0 Group No.: 0 |
| Station No.: 4 Station No.: 14 Station No.: 14 :
\ ]
N e e e ] O e N I I O -
<Demonstration machine No.5>
———— e Y P S e N O A R R A A . L s N e g ~
\
| <Personal computer 5> <Programmable controller A5> <Programmable controller B5> |
I | IP address: 192.168.1.5 IP address: 192.168.1.105 IP address: 172.16.1.105 |
I | Network No.: 1 Network No.: 1 Network No.: 2 |
I | Group No.: 0 Group No.: 0 Group No.: 0 |
: Station No.: 5 Station No.: 15 Station No.: 15 :
\ ]
N e e e o e e e L e e e e e e e P
Hub Hub
*1)
[Ratar |

Router
192.1681.254 22T 147516 1.254

*1 Set the router referring to the manual of the router used.

Exercise

Refer to Page 7 - 3 Exercise because the exercise is the same as Exercise 3.
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8.2

Setting the Ethernet-equipped Module

(Programmable Controllers A1 to A5)

Set the Ethernet-equipped module (programmable controllers A1 to A5).

8.2.1

Setting parameters with GX Works3

Adding Ethernet-equipped module data

Set parameters of the Ethernet-equipped module with GX Works3.

Set them as described on Page 8 - 1 System Configuration.

Operating procedure

Input the Configuration Detailed Information @
RJ71EN71(E+E)
Start XY 0030
Points 32 Points
Control CPU
Port 1Network Type Ethernet
Port 1IP Address 192.168.1.101
mﬂse thernet
Port 2IP Address 192.168.4.40
q
1. Set! |

[ B=EN IR R L3 Input the Configuration Detailed Information -

0030:RJ71EN71(E+E) Module Parameter

Settine em

Setting

=

14 Basic Setlings
tings
mal Device Ganfiguration

LYY

2. Select!

[rput the Setting ftem 1o Search =
ara

r Setting Method

Parameter Editor

IP Address
Subnet Mask
Detault Gatenay

= Communications by Metwork Mo./Station Mo

Settitig Method

Network Number

Station No.

Transient Transmission Group No.

Enable/Disable Online Chanee
Communication Data Gode
Opening Method

192 168 . 1101
265 265 265 . 0
192 168 . 1254
Enable

Mot Use TP Address
1

1

0

Disable Al (SLMP)
Binary

Open by Proaram

External Device Configuration

g Setting>

Set the information of the own node such 2z IP,

Ttem Ligt | Find Result

Check

] l Restore the Default Settings

Apply

Vv

(To the next page)

Create a new project and add
"RJ71EN71(E+E)" from "Information Module"
in the "Element Selection" window to the slot
No.3 of the R35B by following the procedure
described on Page 5 - 8 Adding Ethernet-
equipped module data. After setting the
parameters as follows, fix them.

(Click the [OK] button when the confirmation
window for adding the module appears.)

[Parameters to be set]

Start XY: 0030

Port 1IP address: Set the IP address
(192.168.1.101 to 192.168.1.105) of the
demonstration machine used.

Double-click the RJ71EN71(E+E) module in
the "Module Configuration" window and select
"Basic Settings" in "Setting Item List".

Set "Communications by Network No./Station
No." as follows.

[Parameters to be set]

Subnet Mask: 255.255.255.0

Default Gateway: 192.168.1.254
Communications by Network No./Station No.:
Enable

Setting Method: Not Use IP Address
Network Number: 1

Station No.: Set the station number (11 to 15)
of the demonstration machine used.
Communication Data Code: Optional (The
binary code is used for the communications
regardless of the setting.)

Opening Method: Open by Program

8 EXERCISE 4 (COMMUNICATIONS USING A FIXED BUFFER (NO PROCEDURE) VIA A ROUTER)
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(From the previous page)

0030:RJ71EN71(E+E) Module Parameter

[Toput the Setting tem to Search @

%
- Basic Settines

i@ Own Mode Settines

- External Device Gonfiguration
(il Application Settings

Ttem List | Find Result

Ttem

Setting

=] 4. Click the @ button of "Detailed Setting" of
"External Device Configuration”.

Own Node Settines
Parameter Setting Methad
1P Address
P Address
Subnet Mask
Default Gateway
) Communications by Netwark No./Station No.
- Setting Method
~ Network Nurmber
Station No
~ Transient Transmission Graup No
Enablz/Disable Online Chanee
~ Communication Data Cods
Opening Method
-] External Device Configuration
- Extornal Devics Gonfiguation

Set external devices to be used for communications

Parameter Editor

192 168 . 1101
255 . 265 . 265 0
192 168 . 1 258
Enable

Nat Use [P Address
1

1

0

Disable All (SLMF)
Binary

Open by Program

<DetalledSettine: ______________________

4. Click!

Check

l [ Restore the Default Settings l

Apply

5}, Ethernet Configuration (Start [/O: 0030)

-— sms 9. The "Ethernet Configuration" dialog box

§ Ethernet Configuration Edit View Close with Discarding the Setting [Close with Reflecting the Setting|

Host Station

Hast Station
Camected Caun
4

i Module List

Ethernet Selection | Find Module | M4

251 SLMP Connection Module
i

[Outline]
|Active Connection Module

[Specification]
Use when specify apen method by TCP
|Active

x

appears. Select "Active Connection Module"

>

from "Ethernet Device (General)" in "Module

g
[ e wetws | " PTRR wasaes | e G, | (9 Edemet Dede Gerera) List", and drag and drop it to the list of devices

or device map area.

Select "Active Connection Module" again, and
drag and drop it to the list of devices or device
map area.

(To the next page)
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8-4

MNo.

A
A

Model Name

(From the previous page)
Fixed Buffer

Communication Method | Protocol | Send/Receive
Setting

PLC

IP Address | PortMNo

MAC

Address | Name

1 Active Connection Module |Fixed Buffer (Mo Procedure) TCP  Pairing (Receive)
2 Active Connection Module |Fixed Buffer (Mo Procedure) TCP  Pairing (Send)

Sensor/Device

Host Subnet | Default

1P Address | PortMNo. Mask | Gateway

192.158.1.101
192.158.1.101

Existence Confirmation

1025
1025

172.16.1.101 1025
172.16.1.101 1025

Do not confirm existence|
Do not confirm existence|

*

6. Added!

%

I, Ethernet Configuration (Start I/O: 0030)

Ethernet Configuration Edit View Close with Discarding the Settinglc\a';e with Reflecting the Setting]

A
=
A

=l

No.

Model Name

Host Station

?

Fixed Buff
Communication Method  |Protocol | Send/Re
Settin

7. Click!

rt No.

Ly

1 Active Connection Module |Fixed Buffer (No Procedure) TCP  Pairing (Receive) 192.168.1.101
2 Active Connection Module | Fixed Buffer (No Procedure)  TCP  Pairing (Send)

192.168.1.101

1025
1025

4

Vv

(To the next page)

7.

"Active Connection Module" is added to the list
of devices.
Set "Active Connection Module" as follows.

[Parameters to be set: 1]

Communication Method: Fixed Buffer (No
Procedure)

Fixed Buffer Send/Receive Setting: Pairing
(Receive)

Port No. (PLC): 1025

IP Address: Set the IP address (172.16.1.101
to 172.16.1.105) of the demonstration
machine used.

Port No. (Sensor/Device): 1025

Existence Confirmation: Do not confirm
existence

[Parameters to be set: 2]

Communication Method: Fixed Buffer (No
Procedure)

Fixed Buffer Send/Receive Setting: Pairing
(Send)

Port No. (PLC): 1025

IP Address: Set the IP address (172.16.1.101
to 172.16.1.105) of the demonstration
machine used.

Port No. (Sensor/Device): 1025

Existence Confirmation: Do not confirm
existence

After setting the parameters, click "Close with
Reflecting the Setting" in the menu to close the
"Ethernet Configuration" dialog box.
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(From the previous page)

%

e =) 8. click [Project] = [Save As] from the menu to
save the project.
Savein J SCHOOL - @7 e mr
= MName B Date modified Type
o No items match your search. Save destination: Desired location
Recent Places )
= File name: EX4-A
Deskiop Title: Blank
L\l;rar\es
L)
Computer
=
w
Network all T 2
File name EX4-A -
aVE as YPEe orkcs3 Project (".g3) nc
Title(A):
Other Format:
ick!
[ Save as a Workspace Format Project 8. C“Ck'
,6-, Please change the windows with this button to use workspace format project.
¥ (MELSOFT Navigator supports this format.)

8.2.2 sequence program

Use the same sequence program as Page 7 - 8 Sequence program.

Point;9

After creating the sequence program, perform the following operations with GX Works3.
 Saving the project
Project name: EX4-A
« Specifying a connection destination (Refer to Page 5 - 15 Specifying a connection destination.)
» Writing data to the CPU module (Refer to Page 5 - 17 Writing parameters.)
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8.3  Setting the Ethernet-equipped Module
(Programmable Controllers B1 to B5)

Set the Ethernet-equipped module (programmable controllers B1 to B5).

8.3.1 Setting parameters with GX Works3

Adding Ethernet-equipped module data

Set parameters of the Ethernet-equipped module with GX Works3.
Set them as described on Page 8 - 1 System Configuration.

Operating procedure

1. Create a new project and add
"RJ71EN71(E+E)" from "Information Module"
| in the "Element Selection" window to the slot

Input the Configuration Detailed Information @

0030 No.3 of the R35B by following the procedure
Paoints 32 Points described on Page 5 - 8 Adding Ethernet-
Control CPU equipped module data. After setting the
Port 1Network Type Ethemnet parameters as follows, fix them.

Port 1IP Address

Ot ZNetwor

172.16.1.101 (Click the [OK] button when the confirmation

themet window for adding the module appears.)
192,168.4.40

ype
Port 2IP Address

1. Set! 9 [Parameters to be set]

Start XY: 0030

Port 11P address: Set the IP address
(172.16.1.101 to 172.16.1.105) of the
demonstration machine used.

2. Double-click the RJ71 EN71(E+E) module in

00230:RI71EN71(E+E) Module Parameter IE\
Settine Htem List Setting e the "Module Configuration" window and select
§ Ttem Setting " . . A . . om
S e— Basic Settings" in "Setting ltem List".
Parameter Setting Method Parameter Editor
i T — 3. Set "Communications by Network No./Station
"mgs Subret Mask 255 955 0. D "
y terns| Device Configuration Default Gataway W26 1254 NO as fOHOWS
ion Settines 1= Gommunications by Network Mo/Station No Enable
Setting Method Mot Use IP Address
Network Mumber 2
P Station Ho 1 [Parameters to be set]
| Transient Transmission Group No 1
- Select! Enable/Disable Online Change : Disable All (SLMP) Subnet Mask: 255.255.0.0
Gommunication Data Gode Eiinary
Openine Method 05 et Ogen by Pracram Default Gateway: 172.16.1.254
S SO
External Device Ganfiguration < Detailed Setting Communications by Network No./Station No.:

Enable

Setting Method: Not Use IP Address

Network Number: 2

- Station No.: Set the station number (11 to 15)

tem List | Fnd Fesult sl l | R CUE e ) l of the demonstration machine used.
Communication Data Code: Optional (The

binary code is used for the communications

regardless of the setting.)

Opening Method: Do Not Open by Program

V

(To the next page)
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(From the previous page)

0030:RI71EN71(E+E) Madule Parameter

fnput the Setting Hem to Search @

F B2
£ Basic Settings
~ @ Own Hods Settings
; External Devios Configuration
{8 Apnlication Settines

Iem List | Find Result

Ttem

Setting

Own Node Settines
Parameter Sstting Method
= IP Address
T Address
Subret Mask
Default Gateway
=) Cammunications by Network No./Station No.
Setting Method
Netwark Mumber
Station No.
- Transient Tranemiseion Group No
- Enable/Disable Online Change
- Communication Data Gode
- Opening Method
= External Device Gonfieuration
. Extermal Dovice Coliguration

Set external devices to be used for communications.

Parameter Editor

17216 1101
255 255 0. 0
172,16, 1.264
Enable

Mot Lise IF Address
2

11

I

Disable All (SLMP)
Binary

Do Mot Open by Program

TCDetailed Setting> [

4. Click!

Check. l I Restore the Default Settings l

Hpply

5} Ethernet Confiquration (Start 1/0: 0030)

=] 4. Click the @ button of "Detailed Setting" of

"External Device Configuration”.

—=mw D. The "Ethernet Configuration" dialog box

i Ethernet Configuration Edit View Close with Discarding the Setting Close with Reflecting the Setting

i Module List x

Model Name

Commurication
Method

Fixed Buffer HE

eSetting | IPAddress Port No.

ncorfDevi

adiress {Gener)
[ MELSOFT Connection Module -

172.16.1.101

£ SLMP Connection Module
5 UDP Connection Module

Syst
Bl Ethernet Device (Panasonic Industria
Laser Displacement Sensor

Host Station
Gonmected Coun
€

5. Drag and drop!

[Outline] N
Unpassive Connection Module
[Spedticti H

n]
Use when specify open method by TCP
passive

Ethernet Selection | Find Module | M4 »

(To the next page)

appears. Select "Unpassive Connection
Module" from "Ethernet Device (General)" in
"Module List" and drag and drop it to the list of
devices or device map area.

Select "Unpassive Connection Module" again,
and drag and drop it to the list of devices or
device map area.
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(From the previous page)
) 6. "Unpassive Connection Module" is added to

Fixed Buffer PLC the ||St Of deViceS.

Mo. Model Name Communication Method | Protocol | Send/Receive
Set "Unpassive Connection Module" as

Setting 1P Address | PortNo.
Hoot oo o
E 1 Unpassive Connection Module | Fixed Buffer (No Procedure) ~ TCP Pairing (Receive) 172,16.1.101 1025 f0||OWS.
Eq 2 Unpassive Connection Module | Fixed Buffer (No Procedure) ~ TCP  Pairing {Send) 172.16.1.101 1025

1

| [Parameters to be set: 1]
SensorDevice
MAC | Host Subnet | Defauit | Existence Confirmation Communication Method: Fixed Buffer (No
Address | Name | ¥ Address | Part No. Mask |Gateway
\ Procedure)
Do not confirm existence Fixed Buffer Send/Receive Setting: Pairing
Do not confirm existence

(Receive)
Port No. (PLC): 1025
Existence Confirmation: Do not confirm

6. Added!

existence

[Parameters to be set: 2]

Communication Method: Fixed Buffer (No
Procedure)

Fixed Buffer Send/Receive Setting: Pairing
(Send)

Port No. (PLC): 1025

Existence Confirmation: Do not confirm
existence

\%

i Ethernet Configuration Edit View Close with Discarding the Setti

T e o —— 7. After setting the parameters, click "Close with

Reflecting the Setting" in the menu to close the
"Ethernet Configuration" dialog box.

Close with Reflecting the Setting

Fixed Buffer
diR

Mo. Model Name Communication Method | Protocol nd)|
Sef 'ort No.

Host Station 7- Click!

1 Unpassive Connection Module |Fixed Buffer (No Procedure)  TCP  Pairing (Rm 1025
2 Unpassive Connection Module |Fixed Buffer (Mo Procedure)  TCP  Pairing (Send) 172.16.1.101 1025

> |

]
s B

Vv

(To the next page)
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(From the previous page)

%

e =) 8. click [Project] = [Save As] from the menu to
save the project.
Savein J SCHOOL - @7 e mr
= MName B Date modified Type
o No items match your search. Save destination: Desired location
Recent Places )
= File name: EX4-B
Deskiop Title: Blank
L\l;rarlwes
L)
Computer
=
w
Network all T 2
File name EX4-B -
ave a5 Bpe lorks3 Project (*.x3) - n
Title(A):
Other Format: 8 C . |
[ Save as a Workspace Format Project - lICk'
,6-, Please change the windows with this button to use workspace format project.
¥ (MELSOFT Navigator supports this format.)

8.3.2 Sequence program

Use the same sequence program as Page 7 - 16 Sequence program.

Pointp

After creating the sequence program, perform the following operations with GX Works3.
 Saving the project
Project name: EX4-B
« Specifying a connection destination (Refer to Page 5 - 15 Specifying a connection destination.)
» Writing data to the CPU module (Refer to Page 5 - 17 Writing parameters.)
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8.4 PING Test from the Personal Computer

Perform the PING test from the personal computer, which was used for the exercise of MX Component, to the programmable

controllers B.

The PING test checks whether the initial processing of the Ethernet-equipped module on the side of the programmable
controllers B has completed successfully and the personal computer is properly connected to the programmable controllers B.
Power on the CPU modules A1 to A5 and B1 to B5, and set the CPU modules to the STOP state before performing the PING
test.

<CPU modules A1 to A5>

Personal computer |IP address
192.168.1.1

R61P [RCPUEmpty| R60 | R60
AD4 | DA4

0o

IP address IP address
192.168.1.254 172.16.1.254

<CPU modules B1 to B5>

IP address
172.16.1.101

\__ Perform the PING test!

v

R61P |RCPU[Empty| R60 | R60 0
AD4 | DA4
[

For an operating procedure example on the personal computer side, refer to Page 6 - 17 PING Test with GX Works3 (via CPU
Modules).

8.5 Operation of the Demonstration Machine

Refer to Page 7 - 21 Operation of the Demonstration Machine because the operating procedure is the same.
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APPENDICES

Appendix 1 Microsoft® Visual Basic® 2012
Appendix 1.1 starting Visual Basic® 2012

This textbook describes how to start Visual Basic 2012 of Microsoft® Visual Studio® 2012. For details, refer to the product
manual.

WStarting Visual Basic®

1. Click [Microsoft Visual Studio 2012] = [Visual Studio 2012] from the Windows® Start menu’".
*1 Select [Start] = [All apps] or [Start] = [All Programs].

| Microsoft Visual Studio 2012
Music

B Visual Studio 2012 REEey

EJIM Foundation senyer | ools

) Visual Studic Tools =

Devices and Printers
Default Programs

Help and Support

1 Back

| Search programs and files

HCreating a new Visual Basic® project
1. Select [New Project].

2. Select [Visual Basic] = [Windows Forms Application].

New Project 12 [
b Recent NET Fraimiework 4:51 |+ Sort by: Default g = Search Installed Templates (Ctri+E 0 ~
0
4 [zl "] windows Forms Applcation Visual Basic Type: Visual Basic
4 Templates v A project for creating an application
4 Visual Basic [TI wee applcation Visual Bosic  with @ Windows user interface
ndows o
L BN console Application Visual Basic
Web.
v
v Office Egi! Claes Library Visual Basic
Cloud h
v
Reporting Ew‘! Portable Class Library Visual Basic
v SharePoint v
Silverfight ﬁE WPF Browser Application Visual Basic
et ] Empty project Visual Ba:
mpty Project Visual Basic
WCeF N Emety Proj
o
Roskios =] windows service Visual Basic
Lightswitch
vy
b Other Languages Ei! WPE Custom Control Library Visual Basic
b Other Project Types o
WPF User Control Librai Visual Basic
Samples - Y
vy
+ Online EI!- "'| Windows Forms Control Library Visual Basic
Name: WindowsApplicationl
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EmVisual Basic® 2012 window

@ Tab ® Toolbar O cCode editor @ solution Explorer
¢ E71-1] Microsoft Visual Studio Quick Launch (Ctrl+Q) p = & X
FLE EDIf VEW PROJECT BULD UG TEAM SOL TOOLS TET ANALYZE WINDOW  HELP
- B-abd wH 2~ P Start - 6. G Debug A
= (CFEERE obicct Browser = Ysolution Explorer =5 o e v X
g| % frme711 - [J¥ (Declarations) @ -2nan o p
' E71-1.vb — .
Option Strict On ' Limit the implicit data type [fonversion to "Expand” conversion i Se=chSalunonlExplocey (G ) &
Option Explicit On ' Force the variable declarati E71-1
& MyProject
ElPublic Class frmE71 1 b o AT
* Device monitor interval (Millisecond)
Private Const MONITOR_INTERVAL As Int 100 (B Ay
rivate Cons s Integer =
. B 4 [F 1
* Sequence data of the monitor device name list b % frmE711
Private DEVICE_NUMBERS As String() = { _
"X166", "XI01", "X162", "X163", "X164", "X185", "XI66", "X167", "DI60", "DI61", "D102", "Dl63", "D104" _
1
B Private sub frmE71_1_Load(sender As Object, e As EventArgs) Handles MyBase.Load
+imMONITOR. Interval = MONITOR INTERVAL ' Timer interval setting
End Sub
B Private Sub btnOPEN_Click(sender As Object, e As EventArgs) Handles btnOPEN.Click
Dim nRet As Integer * Return value
nRet = AxActUtlTypel.open * Open the communication 1i
If nRet = @ Then
tXtSTATUS. Text = "Communication line was normally opened.” ' Message at normal open
btnOPEN.Enabled = False * Disable the Open button Solution Explorer | Team Explorer
btnCLOSE.Enabled = True * Enable the Close button
btnMONITOR.Enabled = True * Enable the Monitor start FIBESIIE oo cosmn oo i oo = 5 13
btREXIT.Enabled = False * Disable the Exit button o
Else oz,
tXtSTATUS. Text = "Error occurrence (Error code:” + nRet.Tostring("x") + )" * Message at abnormal open &R
End If
End Sub
B Private Sub btnCLOSE Click(sender As Object, e As EventArgs) Handles btnCLOSE.Click
Dim nRet As Integer * Return value
nRet = AxActUtlTypel.Close 0 Document window ' close the communication 1
If nRet = @ Then
tXtSTATUS. Text = "Communication line was normally closed.” ' Message at normal close
(0% - 4 ),
EERTO LISE 5555000 5 55 5 5 5 0 0550 0000 55005000 05000 R R S R -~ 0 x
Y- Search Error List P~
Description File Line Column | Project
Ready Ln5 Col 22 ch22 INS

@ Document window

This window is created dynamically when a file is opened or items are edited. The document window is also called workspace.

O Tab

This part is used to switch windows displayed in a document window. The current window can be identified by the front tab. To

switch the window, click another tab.

© Toolbar

Frequently used commands can be selected.
O Code editor

Program codes are displayed and edited in this window. This window appears when an appropriate file is selected in "Solution

Explorer" described below.
@ Solution Explorer

This area displays solutions and file structures of projects. Select a file to be displayed and edited in the document window.
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@ Toolbox a Form designer

n WindosApplicationl - Microsoft Visual Studio (Administrator] Quick Launch (Ctrl+Q) p = 0O x
FILE EDI| VIEW PROJECT BUILD DEBUG TEAM fOL FORMAT TOOLS TEST ANALYZE WINDOW HELP
- (5 - &l W - - P Start ~ G G Debug - A

§ B . Bl ~o11.vb [Design] ~  Solution Explorer ooz w 10X
1o Search Toolbox p- &l e-2nan o p
é 4 All Windows Forms - o Forml Search Solution Explorer (Ctrl+:) p-

[ R [ windowsApplicationl

P Backgroundworker £ My Project

&° BindingNavigator ¥ App.config

& BindingSource 4 Form1.vb

Button

CheckBox

8= CheckedListBox

®0 ColorDialog

B ComboBox

Bl ContextMenuStrip

@ DataGridview

§ DataSet 5

B DateTimePicker

2 DirectoryEntry

P DirectorySearcher Solution Explorer Team Explorer

[ DomainUpDown Properties s v B X

@ ErrorProvider Form1 System.Windows.Forms.Form -

] Eventlog @ 5|5

& FileSystemWatcher Gy e .

¥ FlowLayoutPanel Padding 0,0,0,0

E]  FolderBrowserDialog RightTol eft No

FontDialog RightToLeftLayout False

"] GroupBox ShowlIcon True

H Helpprovider ShowlInTaskbar True

me  HScrollBar Size 300, 300

B ImageList SizeGripStyle Auto

A Label EET U5t = OPE 0 DTTU TS oo 50001500 01 e s s s ssssnmnsnsa. B 5% StartPosition WindowsDefaultLocation

A LinkLabel - 0 of 0 Errors 0 of 0 Warnings 0of 0 g Search Error List o Tag

ListBox Description File Line Column Project = Text Formi
TopMost False
W stView TransparencyKey (|
(). MaskedTextBox [P roien e
MenuStrip Text

MessageQueue The text associated with the control.

=
&
=)

ManthCalandar

@ Properties window
O Toolbox
Controls to be arranged in the form can be selected in this window.
@ Form designer
This window is the basis of an application.

A desired interface can be created by arranging controls in the form.
O Properties window
Attributes (properties) such as a shape and color can be set to the control in this window.
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HLoading a solution

1. Select [FILE] = [Open] = [Open Project].
2. Select the file location.

3. Select a solution file name (*.sIn) and click the [Open] button.
[ Open Project =)

@\;}-vl T 4] [ Sear

Organize v New folder B~ 0 @

E] Microsoft Visual Studi Rame

. bin
[ Favorites obj
¥ E71-1.5hn
4 Libraries

& Homegroup
8 Computer

§i Metwork

< 1 »

File name: +  [AlProject Files *sin;” dswyve ~|

| Open |v| [ Cancel ]

All the projects and files in the solution are loaded.

ESaving a solution
Select [FILE] = [Save All].

EClosing a solution
Select [FILE] = [Close Project].

Point ;>

In Visual Basic .NET, a project contains files composing an execution file and a solution organizes multiple
projects.

Although a solution file or a project file can be specified, projects are always included in the solution after
loading an application. Therefore, specify a solution file when loading an application.

In Visual Basic .NET, multiple files are required to complete an application. Even when the name or save
destination of the application is changed and saved, all the files will not be saved in the changed save
destination. Therefore, if you do not understand the file structure, create an application with the specified
name and save destination, and always overwrite the application.

EDisplaying the form designer

Right-click the form module file in the Solution Explorer window and click [View Designer].

EDisplaying the code editor

Double-click a control in the form.
Or, right-click the form module file in the Solution Explorer window and click [View Code].

EDisplaying the properties window
Select [VIEW] = [Properties Window].

EExecution
Select [DEBUG] = [Start Debugging] or » start - on the toolbar.

BEnding the application
Select [DEBUG] = [Stop Debugging] or = on the toolbar.
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MEnding Visual Basic®
Select [FILE] = [Exit].

i@ New Project... Ctrl+N
New Web Site... Shift+Alt+MN

New Team Project...

New File...

Open Project... Ctrl+0
Open Web Site... Shift+Alt+0

t @& o

Connect to Team Project...

Open File...
Add ’

Close

[}

Close Project
W Save E71-1.vb Ctrl+S
Save E71-1.vb As...
¥ Save All Ctrl+Shift+S
Export Template...
Source Control »

Recent Files »
Recent Projects and Solutions »

Exit Alt+F4
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Appendix 1.2 Editing the form

HPasting a control
Search Toolbox P~
=l Form1 (= =]==]

-
FIHILE LSV IS W Ul

530.N05 2180

PrintPreviewDialog
Process

Send data?
ProgressBar
PropertyGrid
RadicButton
RichTextBox

Send data Received data
ASCT

SaveFileDialog -+
Template3 A
SerialPort
ServiceController
SplitContainer
Splitter
StatusStrip
TabControl

o4
yaxl
o
E=
2
O]
=
]
&
=
"
=
€=
==
s

TableLayoutPanel

@ Tﬁmer

ﬂ Select a control. 9 Select a pasting position.

@ Select a control to be pasted in the toolbox.
O Click a position to past the control.

EEditing properties

@ select a control. @ Edit properties.

Fomi ooy 1 x|

a2 Form1

Send datf? (DataBindings)
(Name) TextBox2

Send dat. Received data AcCSpLSien =

AcceptsTab False
ASCT ASCT

AccessibleDescription

AccessibleName

AccessibleRole Default
AllowDrop False
Anchor Top, Left
AutoCompleteCustomS: (Collection)
AutoCompleteMode None

AutoCompleteSource  Mone
@ Select a control to edit its properties.
@ Edit the properties.

HLocking a control

The size or position of a control may be changed accidentally while the form or control is being edited. Controls can be fixed
by the "Lock Controls" function to prevent them from being changed accidentally. With right-click on the form or control,
controls can be locked or unlocked.

The locked state of the control can be checked and changed from "Locked" in the "Properties" window.
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Appendix 1.3 How to write a program

ESample code/basic statements
E71-1.vb [Design]

4

14 (General) - B (Declarations)
' E71-1.vb
Option Strict On " Linit the implicit data type conversion to "Expand” conversion (fem— 0
Option Explicit On ' Force the variable declaration 4_ e

ElPublic Class frn 57;_,1_ 9
" Device monitor interval (Millisecond)
Private Const MONITOR_INTERVAL As Integer = 180 4— o

' Sequence data of the monitor device name list
Private DEVICE NUMBERS As String() = { _
"X18@", "X101", "X182", "X183", "X1e4", "X1@5", "X1@6", "X167", "D1ee", "D1el”, "D1e2", "D1@3", "D164" _

?
o Private Sub frmE71_1_Load(sender As Object, e As EventArgs) Handles MyBase.load
timMONITOR. Interval = MONITOR_INTERVAL ' Timer interval setting
End Sub
5 Private Sub btnOPEN_Click(sender As Object, e As EventArgs) Handles btnOPEN.Click e
Dim nRet As Integer ' Return value

MRet = AXACEUEITypel.Open (fmmm— e * Open the communication line

If nRet = @ Then
tXtSTATUS.Text = "Communication line was normally opened.” " Message at normal open
btnOPEN.Enabled = False " Disable the Open button
btnCLOSE.Enabled = True ble the Close button
bENMONITOR.Enabled = True ble the Monitor start button

bENEXIT.Enabled = False * Disable the Exit button
Else
tXtSTATUS.Text = "Error occurrence (Error code:” + nRet.ToString("X") + )" " Message at abnormal open
End If
End Sub

* Function for getting integer values of word device areas (D@ to D4) by specifying the index
El Private Function GetWordDevice(Byval Alndex As Integer) As Integer F 9
Dim svalue As String = "8
Dim nValue As Integer
' Get each control information corresponding to index
' Convert decimal string type data to numerical value type data (Exception handling)
Try
nvalue = System.Convert.ToInt32(sValue.Trim())
Catch ex As Exception
nvalue = @
End Try
Return nvalue
End Function
End Class

@ Option Strict {On|Off*}

L

This statement sets whether to enable all type conversions implicitly without specifying the data type conversion by using
program codes (Off) or to enable only safe conversions (On). The default value is Off. Specify On when creating a high-

reliable program.

@ Option Explicit {On*|Off}

This statement sets whether to declare the variable implicitly (Off) or not (On) when a local variable is not declared. The

default value is On and variable declaration is required.

©[accessibility] Class classname [Inherits inheritsclassname]
Describe the class structure and program here.
End Class

This statement defines a class.

accessibility: Set the access level of the class.

classname: Set the name of the class.

inheritsclassname: Optional. Specify another class to be inherited.

O[accessibility] Const constname As type = initexpr

This statement defines a constant.

accessibility: Set the access level of the constant.
constname: Set the name of the constant.

type: Specify the constant type.

initexpr: Specify the constant value.
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O[accessibility] Sub subname[(arglist)] [Handles event]
Describe a program code of a procedure here.
End Sub

This statement defines a procedure with no return value.
accessibility: Set the access level of the procedure.
funcname: Set the name of the procedure.

arglist: Specify the argument list.

event: Specify the events to be processed in this procedure.

@[accessibility] Dim varname As type [= initexpr]

This statement defines a variable.

accessibility: Set the access level of the variable.

varname: Set the name of the variable.

type: Specify the variable type.

initexpr: Specify an initial value of the variable.

When accessibility is specified, the Dim keyword is optional.

0varname = expr

This statement assigns a value to the variable.
varname: Set the name of the variable.
expr: Specify a value to be assigned.

@[accessibility] Function funcname[(arglist)] As type [Handles event]
Describe a program code of a procedure here.
End Function

This statement defines a procedure with a return value.
accessibility: Set the access level of the procedure.
funcname: Set the name of the procedure.

arglist: Specify the argument list.

type: Specify the return value type.

event: Specify the events to be processed in this procedure.

« accessibility
Specify the access level for the elements such as modules, classes, constants, and variables.
Private: The elements can be accessed only from within the same class or module.
Public: The elements can be accessed from out of their class and module.
There are other access levels such as Friend and Protected.
* arglist
Specify the argument to be passed to a procedure.
[Optional] [{ByVal*|ByRef}] argname As type [= defaultvalue]
Optional: An argument can be omitted.
ByVal: The procedure cannot change argument values.
ByRef: The procedure can change argument values in the same way as variables.
argname: Specify the name of the argument called formal argument.
type: Specify the argument type.
defaultvalue: Specify the default value of the argument. When Optional is specified, always specify the default value.
When ByVal or ByRef is not specified, ByVal is considered to be specified.

APPENDICES
App. -8 Appendix 1 Microsoft® Visual Basic® 2012



Appendix 1.4 List of data types

Data type Function
Boolean Description Boolean type
Value range True or False
Definition Dim variable name As Boolean
example
Byte Description Byte type (1-byte unsigned integer type)
Value range 0 to 255 (Unsigned)
Definition Dim variable name As Byte
example
Char Description Character type (2-byte unsigned integer type)
Value range 0 to 65536 (Unsigned)
Definition Dim variable name As Char
example
Date Description Date type
Value range January 1, 0001, 0:00:00 to December 31, 9999, 11:59:59 PM
Definition Dim variable name As Date
example
Decimal Description Decimal type (16-byte decimal floating-point type)
Value range -79,228,162,514,264,337,593,543,950,335 to 79,228,162,514,264,337,593,543,950,335
Definition Dim variable name As Decimal
example
Double Description Double-precision floating-point type (8-byte floating-point type)
Value range -1.79769313486231570E+308 to 1.79769313486231570E+308
Definition Dim variable name As Double
example
Integer Description Integer type (4-byte signed integer type)
Value range -2,147,483,648 to 2,147,483,647
Definition Dim variable name As Integer
example
Long Description Long integer type (8-byte signed integer type)
Value range -9,223,372,036,854,775,808 to 9,223,372,036,854,775,807
Definition Dim variable name As Long
example
Object Description Object type
Value range (Any type data can be stored.)
Definition Dim variable name As TextBox
example
Short Description Short integer type (2-byte signed integer type)
Value range -32,768 to 32,767
Definition Dim variable name As Short
example
Single Description Single-precision floating-point type (4-byte floating-point type)
Value range -3.4028235E+38 to 3.4028235E+38
Definition Dim variable name As Single
example
String Description String type
Value range 0 to 2 billion of Unicode characters
Definition Dim variable name As String
example
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Appendix 1.5 Listof classes

Class

Function

System.Convert

Converts a base data type to another base data type.
Tolnt32(method): Converts a specified value to a 32-bit signed integer.

System.Data
(Namespace)

Provides access to classes that represent the ADO.NET architecture.

System.Drawing.Pens

Defines an object used to draw lines and curves. This class cannot be inherited.

System.Drawing.Brushs

Defines objects used to fill the interiors of graphical shapes such as rectangles, ellipses, pies, polygons, and paths.

System.Drawing.Graphics

Encapsulates a GDI+ drawing surface. This class cannot be inherited.

DrawLine(method): Draws a line connecting the two points specified by the coordinate pairs.

DrawsString(method): Draws the specified text string at the specified location with the specified Brush and Font objects.
FillRectangle(method): Fills the interior of a rectangle specified by a pair of coordinates, a width, and a height.

System.|O.File

Provides static methods for the creation, copying, deletion, moving, and opening of a single file, and aids in the creation
of FileStream objects.

Copy(method): Copies an existing file to a new file.

Delete(method): Deletes the specified file.

Exists(method): Determines whether the specified file exists.

Open(method): Opens the specified file.

System.|O.Path

Performs operations on String instances that contain file or directory path information.

GetDirectoryName(method): Returns the directory information for the specified path string.

GetExtension(method): Returns the extension of the specified path string.

GetFileName(method): Returns the file name and extension of the specified path string.

GetTempFileName(method): Creates a uniquely named, zero-byte temporary file on disk and returns the full path of that
file.

System.Math

Provides constants and static methods for trigonometric, logarithmic, and other common mathematical functions.
E(constant): Represents the natural logarithmic base, specified by the constant, e.

Pl(constant): Represents the ratio of the circumference of a circle to its diameter, specified by the constant, =.
Abs(method): Returns the absolute value of a specified value.

Cos(method): Returns the cosine of the specified angle.

Log(method): Returns the natural logarithm of a specified number.

Sin(method): Returns the sine of the specified angle.

Sqrt(method): Returns the square root of a specified number.

Tan(method): Returns the tangent of the specified angle.

System.String

Represents text as a sequence of UTF-16 code units.

Length(property): Gets the number of characters in the current String object.
IndexOf(method): Searches for the specified string in a particular string and get the index.
Replace(method): Replaces the specified character in a string with another character.
Substring(method): Retrieves a substring from the instance.

ToLower(method): Returns a copy of the string converted to lowercase.
ToUpper(method): Returns a copy of the string converted to uppercase.

Socket

Implements the Berkeley sockets interface.

Close(method): Closes the Socket connection and releases all associated resources.
Connect(method): Establishes a connection to a remote host.

Receive(method): Receives data from a bound Socket.

Send(method): Sends data to a connected Socket.

Shutdown(method): Disables sends and receives on a Socket.

Microsoft.VisualBasic
(Namespace)

Contains types that support the Visual Basic Runtime in Visual Basic.

(Function example) Division method of a string by using the Strings module
Strings.Left(str, length)

Strings.Mid(str, start, length)

Strings.Right(str, length)

str: A string to be divided

start: Starting position of the characters to divide (Numerical value beginning with 1)
length: The number of characters to be divided

*Note that the pure .NET programming uses String.Substring.
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Appendix 1.6 Brief commands

For...Next statement

EFunction
This is a flow control statement which repeats a sequential statement for the specified number of times.

HEFormat

For counter = start To end [Step step]
[statements]

[Exit For]

[statements]

Next [counter]

The following table lists the parts of the For...Next statement.

Part Description

counter Required in the For statement. Numeric variable. The control variable for the loop.

start Required. Numeric expression. The initial value of counter.

end Required. Numeric expression. The final value of counter.

step Optional. Numeric expression. The amount by which counter is incremented each time through the loop.
statements Optional. One or more statements between For and Next that run the specified number of times.

If...Then...Else statement

EFunction
This is a flow control statement which performs the execution with conditions depending on the value of an expression.

BFormat
If condition Then statements[Else elsestatements]

The following block type statement can also be used.
If condition Then

[statements]

[Elself condition-n Then

[elseifstatements]]...

[Else

[elsestatements]]

End If

The following table lists the parts of the If...Then...Else statement.

Part Description

condition Required. Expression. Must evaluate to True or False, or to a data type that is implicitly convertible to Boolean.

statements Optional. One or more statements following If...Then that are executed if condition evaluates to True.

condition-n Same as the condition argument

elseifstatements Optional. One or more statements following Elself...Then that are executed if elseifcondition evaluates to True.

elsestatements Optional. One or more statements that are executed if no previous condition or elseifcondition expression evaluates to
True.
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Exception handling

EFunction
This is a statement which handles exceptions in statements that may cause errors.

EFormat

Try: Describe a code that may cause an error. (This statement is always executed.)

[Catch value As anyexceptionclass]: Describe a code to be executed when a specific error occurs. (This statement is
executed only when a specific error occurs.)

Catch ex As Exception: Describe a code which is executed when an error occurs. (This statement is executed when an error
occurs.)

[Finally]: Describe a code which is executed finally regardless of whether an error occurs or not in the Try-Catch statement.
(This statement is always executed.)

End Try: To execute different programs depending on the error type, specify the exception class for anyexceptionclass.
Specify Exception to perform the exception handling for any errors.

HENote

Perform the exception handling within a narrow range.
The exception handling for many functions and the whole statement in a wide range prevents users from identifying the
problems in programming and creating a stable system.

Type conversion functions (Convert)

EFunction
This is a statement which converts a specified value to the specified type.

BFormat
Convert.ToString(value, tobase): Specify a mathematical expression for the value argument and a base (2, 8, 10, or 16) for

the tobase argument.

Convert.ToByte(value): This function converts the value specified by the value argument to the Byte type.
Convert.Tolnt16(value): This function converts the value specified by the value argument to the Short type.
Convert.Tolnt32(value): This function converts the value specified by the value argument to the Integer type.
Convert.Tolnt64(value): This function converts the value specified by the value argument to the Long type.

HReference

To return a hexadecimal string of the integer variable type, the method of the variable can also be used.

Variable name.ToString("X") =« This function returns a hexadecimal string in uppercase, for example "10AD78FC".
Variable name.ToString("x") «*+ This function returns a hexadecimal string in lowercase, for example "10ad78fc".

ENote

When a conversion has failed, an error occurs. An exception handling is required for the conversion part.
Try

sHexCode = Convert.ToString(nValue, "16")

Catch ex As Exception

sHexCode = "0"
End Try
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Appendix 1.7 List of controls

When arranging controls in the form, use the buttons in the toolbox.

Control Function

A Label Used to display text and cannot be edited by the user.
Text(property): Gets or sets the text content of the Label control.

E— Used to display information entered by the user at run time, or assigned to the Text property of the control at design or run
time.
Text(property): Text entered into the text box control is contained.
ReadOnly(property): Prevents users from editing text box contents.

] GroupBox Used to provide an identifiable grouping for other controls.

— Used to begin, interrupt, or end a process.

utcon

Click(event): Occurs when a Button is clicked.

CheckBox Displays a check mark when it is selected. It is commonly used to present a Yes/No or True/False selection to the user.

You can use check box controls in groups to display multiple choices from which the user can select one or more.
Checked(property): Gets or set a value indicating whether the CheckBox is in the checked state.
CheckedChanged(event): Occurs when the value of the Checked property changes.

Used to display options, usually in option button groups, from which the user can choose one.
Checked(property): Gets or sets a value indicating whether the control is checked.
CheckedChanged(event): Occurs when the value of the Checked property changes.

® RadioButton

Displays a list of items from which the user can select one or more.

E5 ListBox
MultiColumn(property): Gets or sets a value indicating whether the ListBox supports multiple columns.
Selectedltem(property): Gets or sets the currently selected item in the ListBox.
Iltems.Add(method): Adds an item to the list of items for a ListBox.
SelectedIndexChanged(event): Occurs when the SelectedIndex property or the SelectedIndices collection has changed.
B ComboBox Allows the user to select an item either by typing text into the combo box, or by selecting it from the list.

DropDownStyle(property): Gets or sets a value specifying the style of the combo box.
Selectedltem(property): Gets or sets currently selected item in the ComboBox.
SelectedIndex(property): Gets or sets the index specifying the currently selected item.
Iltems.Add(method): Adds an item to the list of items for a ComboBox.
SelectedindexChanged(event): Occurs when the SelectedIindex property has changed.

BAdding a control

Controls not prepared in the standard toolbox can be added or deleted by selecting [Choose Toolbox Items] from [TOOLS]

menu.

1. Select [TOOLS] = [Choose Toolbox Items].
2.
3. The control is added in the lowest part of the tab selected in "Toolbox".
- |

WEF Components |
System.Activities Components

Check the check box of the control to be added and select [OK].

Choose Toolbex Items

Silverlight Components | Windows Phone Components |

COM Components ‘

-NET Framework Components ‘

Path
C:¥MELSEC¥Act¥Control¥ActLIt.dll

Name
[T] MITSUBISHI ActSIM Control

Library -
MITSUBISHI Ac...

[C] MITSUBISHI ActSupport Control

[F] MITSUBISHI ActSupportMsg Cont...

C:¥MELSEC¥Act¥Control¥ActSuppor...
C:¥MELSEC¥Act¥Control¥ActSuppor...

MITSUBISHI Ac...
MITSUBISHI Ac...

[[V] MITSUBISHI ActUtIType Control

C:¥MELSEC¥Act¥Control¥ActUtiTyp...  MITSUBISHI Ac...

[F] MITSUBISHI ActWizard Control
[E] MMC IconCentrol class

[E] MMCCtrl class

[£] MS TV Video Control

Cr¥MELSEC¥Act¥Control¥ActUWzd.dll  MITSUBISHI Ac...
C:¥windows¥system32¥mmcndmgr.dil |
Cr¥windows¥system32¥cic.dll cic 1.0 Type Lib...

C:¥Windows¥SysWOwe4¥msvidetl.dll  MS Video Contr... i

1

n | 3

MITSUBISHI ActUtIType Control
Language: Language Neutral

Version: 1.0

Browse...

0K

H Cancel H Reset

Pointp

» Add the control of "MITSUBISHI Act ..." when using MX Component.
» Use "MITSUBISHI ActUtIType Control" in the exercises.
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Appendix 1.8 Terms

Term Description

Form A window that forms the basis of the interface of the application.
An application consists of at least one form.

Control An object that is contained within form objects (such as a button and text box)

Object A generic term for the objects operated by users, such as forms and controls

Property An attribute of the object.
Setting a value to the properties allows users to define features of appearance of an object, such as the size, color,
display position in the window, and status whether the size can be changed.

Event An operation such as clicking the mouse and pressing keys.
Available events depend on the object type.
In an application, processing corresponding to the event is described in the Visual Basic code.
Events occur when users operate an object. Some events occur from the program or the system side.

Method A keyword used to control the objects.
The object (a noun) is followed by the method (a verb).

Solution A conceptual container that manages multiple programs

Class A reference type that defines the operations that an object can perform (methods, events, or properties) and the data
that the object contains.
It can also inherit and reuse code defined in other classes.

Statement A complete instruction. A declaration statement names a variable, constant, or procedure and an executable statement
performs actions and can call a method or function.

Reference To use Public elements defined in another project, a reference needs to be set first to that project's assembly or type
library.

Assembly A fundamental unit of physical code grouping used for several purposes: deployment, type identity, versioning,

reference scope, and security

Startup project

A project that Visual Studio will build and debug first

Configuration manager

A dialog box used to create and edit solution build configurations and project configurations

Debugging The process of finding and fixing errors in a program. Processing of the program can be stopped (broken) during
debugging as needed.

Step Into A command that executes code one statement at a time. If the statement is a call to a procedure, the next statement
displayed is the first statement in the procedure.

Step Over A command that executes code one statement at a time. The next statement displayed is the next statement in the
current procedure regardless of whether the current statement is a call to another procedure.

Step Out A command that executes the remaining lines of a function in which the current execution point lies. All of the code is
executed between the current and the final execution points.

Namespace A fundamental unit of logical code grouping. Namespaces are a way of grouping type names and reducing the chance
of name collisions.

Build A process to create an execution program by compiling the source program and linking with libraries.
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Appendix 2 MX Component

Appendix 2.1 Functions of MX Component

Using MX Component with an application created with Visual Basic®, Visual C++®, VBScript, or VBA allows to access the

CPU module over various

communication paths.

In this textbook, create an application with Visual Basic® 2012 and access the CPU module over Ethernet.

Support of a wide range of communication paths for programmable controller

A wide range of communication paths to the programmable controller are supported to enable the user to configure up a

system as desired.

Personal computer

Serial communications

Ethernet communications

CPU COM communications

CPU USB communications

MELSECNET/H communications

CC-Link IE Controller Network
communications

CC-Link IE Field Network
communications

CC-Link communications

CC-Link G4 communications

RS-232

RS-232/RS-485 conversion

IT

Ethernet
sl]ie)]
Ethernet board
| | Ethernet adapter CC-Link IE Field
module Network
RS-232

RS-232, RS-232/RS-422 conversion

Converter/cable

usB
iy
ool MELSECNET/H
MELSECNET/H board
CC-Link IE
oo [ Controller Network
CC-Link IE Controller
Network board
[TUTTTTT| CC-Link IE
[©le] Field Network
CC-Link IE Field
Network board
oo ]

CC-Link board
RS-232/RS-422

conversion

CC-Link G4 module
(Software version D or later)

o

=

o

MELSEC iQ-R series-compatible C24,
MELSEC-Q series-compatible C24,
MELSEC-L series-compatible C24

FX extended port
(FX***-485-BD, FX***-485ADP)

Ethernet-equipped module

Built-in Ethernet CPU

CC-Link IE Field Network module

Ethernet adapter/module

FX5CPU (FX5-232-BD, FX5-232ADP)

QCPU (Q mode), LCPU, Q motion CPU,
FXCPU

FXCPU

(FXo/F Xos/FXon/F X1s/F X1n/F Xan/F X1nc/F Xane/F Xas/F Xae/
FXaac/FXsu/FXauc)

RCPU, R motion CPU, QCPU (Q mode),
LCPU, C Controller module, QSCPU, Q motion CPU,
FXCPU (FX3S/FX3G/FX3GC)

MELSECNET/H module

CC-Link IE Controller Network module

CC-Link IE Field Network module

CC-Link module
(Software version N or later)

CC-Link module
(Software version N or later)
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Substantial improvement in user's development efficiency

MX Component comes with the wizard type communication setup utility.

By simply setting dialog-based communication settings on the screen, the user can achieve communication settings to access
the programmable controller CPU to communicate with.

Once the communication settings are set, stations can be accessed by merely specifying the logical station number of the
programmable controller CPU stored on the communication setup utility.

Save and read of communication settings

MX Component features the functions to save and read the communication settings set on the communication setup utility.

The set data can easily be moved from the personal computer used for development to that used for operation.*1

Communication setting
Personal computer  |data are moved. Personal computer

used for development used for operation

MX
Component

Enter and save communication setting data. Read communication setting data and establish communication path.

Shorten the time for operations

*1  MX Component must be installed in both the personal computer used for development and the actually used personal computer.

Label function

This function allows users to create a program with labels.
Programs can be created without considering device numbers, and devices can be read or written by using labels names.

"Perform the processing of ReadDeviceRandom?2.
iReturnCode=
DotUtIType.ReadDeviceRandom2(

Structured data type label
Word

"Amount of production”,
3,
objData)

[Specify the label name.]

"Perform the processing of ReadDeviceRandom2.

iReturnCode=

DotUtIType.ReadDeviceRandom2(
"AlarmArray", Array type label
- [0]:D0 Word
3’ [11:D1 Word
objectValue) [2:D2  Word

[Free from complex use of data-type-dedicated methods. ]

Device monitor function

Utilizing the PLC monitor utility enables users to monitor the status of the specified device and change its data.”

MX
Component o

0
(¢}

Ea— Device status is checked. {

| Set and connect communication path on MX Component. I

*1 Device data of QSCPU cannot be changed.
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Access to buffer memory of special function module

Not only the devices of the programmable controller CPU but also the buffer memory of an intelligent function or special
function module can be accessed.

intelligent or special function

" Buffer memory data of connected
meit}ule can be read/written!"!

MX
Component )

)

Z—= — Access to buffer memory H

o

*1 Buffer memory data of QSCPU cannot be written.

Read/write of programmable controller CPU clock data

The clock data of the programmable controller CPU connected to the personal computer can be read/written. !

Clock data of connected programmable
controller CPU can be read/written!

MX
Component )

o

= Access to clock data | H

o —

*1  Clock data of QSCPU cannot be written.

Multi-thread communications

The same communication path can be accessed from multiple threads at the same time.

[ \

‘ ‘ ‘ ‘ User program

A A A A O 1T VT oF |
f/f/f}f}\\)l\\ \ D
[T 7777 T > —1/°

. )
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The simulator function for offline debugging

By using the simulation function, debugging can be performed on a single personal computer without connecting the
programmable controller.

MX
Component

Personal computer Programmable controller

E’rogrammable controller is j

not required to be connected.
ESoftware required for the simulation function
» GX Developer and GX Simulator are separately required to use GX Simulator .
* GX Works2 is required to use GX Simulator2”".
The maximum of four projects can be simulated simultaneously.

* GX Works3 is required to use GX Simulator3.

The number of projects of GX Simulator3 can simultaneously simulate depends on the number of starts of GX Works3.
*1  This function is not supported by QSCPU.

EWhen using the simulation function (MT Simulator2) of MT Developer2*1
* MT Developer? is required to use MT Simulator2.

* The maximum of three projects can be simulated simultaneously.

*1  This function is supported by Q motion CPU only.

A wide variety of programming languages supported

MX Component supports VBScript and VBA as well as Visual Basic®, Visual C++®, and Visual C#®.

ECreation of monitoring page by using VBScript

* Monitoring page can be created in HTML format
A graphical monitoring home page (HTML format) can be created by using the text editor.
Visual Basic®, Visual C++®, and Visual C#® are not required to be purchased.

Monitoring using Internet Explorer®

("« MX Component )
» Web browser
Internet Explorer 5.0%0r later
« HTML for programmable
controller monitoring
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Using ASP function for monitoring over Internet/intranet

Using the ASP function of VBScript and releasing the Web pages on the factory side (side which monitors data using MX
Component) enables the programmable controller device status or remote operation for an error to be performed from a
remote location or during business trip over the Internet/intranet by merely specifying the factory side URL on Internet

Internet
Intranet

Explorer®.

<Factory side>

* MX Component

— Web server”
» Programmable controller N .
L 1: Web server supported by operating
controller monitoring
system
S (such as Internet Information Server
HI (= and Personal Web Server)
<Office side> ——
Web browser only
Such as MELSECNET/H
uch as Internet Explorer®5.0 or later
7 EE————

HVBA-driven data collection and monitoring function
Programming using VBA allows Excel or Access functions to be utilized to create an application for providing a real-time

graph display.
Device data of the programmable controller can be logged and device data can be sampled/saved in real time.

<Excel>

<Access>

1]

ssssss

ST e

Compatibility with multi-CPU system of QCPU (Q mode)

Setting the communication setup utility or control properties enables access to the multi-CPU system.
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Operability on personal computer CPU module

MELSEC-Q series bus communications from the personal computer CPU module enables access to the QCPU module (Q
mode) on the same base.

Using the MELSECNET/H communication control and CC-Link communication control enables access to other stations via
the MELSECNET/H module and CC-Link module controlled by the PC CPU module.

ch as a CPU module (Q mode)

Su

CC-Link

Such as a QCPU module (Q mode)

Accessibility to gateway devices of GOT

The gateway device data of GOT can be read/written by using the gateway function communications of MX Component.
The device data of the programmable controller CPU that is being monitored by GOT can be read/written by reading/writing
the gateway device data of GOT.

MX
Component

Gateway device data of GOT can be
read/written using MX Component
(gateway functions).

T 3

.|| coT | coT -
Programmable controller CPU data are
read/written with GOT.

il 1 i— I T _E: E‘
BB =1
= 18 N
Mitsubishi Company A Company B
programmable programmable programmable
controller controller controller

Compatibility with GOT transparent function

Using the GOT transparent function, the programmable controller CPU can be accessed via GOT.

MX

Component GoT T! A
_ -
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Reduction of error description search time

The ActSupport control for troubleshooting function is supported.

The error description and corrective action are displayed within the user application by only specifying the error code.
Therefore, checking error description or corrective action on the programming manual is not required when an error occurs in

a control.
<Example of displaying error description on message box>

Communication support utility @or description and corrective action are displayeD

USE driver connect error
_!A Connection of the USB driver failed.
The corrective action is as follows:
Exit the program and restart the IBM-PC/AT compatible.
Reinstall MX Component.
Check USB driver installation.

<ErrorCode1808502[Hex]>
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Appendix 2.2 operation procedure

This section describes the selection of the MX Component development type and the procedure for creating user

applications.

For details, refer to the following.

L1 MX Component Version 4 Operating Manual

Selecting development type

When using MX Component to create user applications, select the utility setting type or program setting type before creating a

user application.

The following describes the utility setting type and program setting type.

EUtility setting type

Set the communication settings by using the communication setting wizard.

With the communication setup utility, a user program can be created without being aware of the complicated parameters of

any communication.

In the user program, the communication line can be connected by simply setting the logical station number set on the

communication setting wizard for the ACT control or the .NET control property or into a user program.

EProgram setting type

A user program is created without using the communication setup utility.

Set the ACT control settings for the corresponding communications on the property window directly or within the user

program.

The required settings for the properties differ depending on the ACT control.

EComparison

The following table compares the utility setting type and program setting type.

Item Utility setting type Program setting type

Feature Communication settings can be set easily by using the All communication settings can be set in the user program.
communication setting wizard. Communication settings can be changed flexibly in the user
In program creation, communications can be performed by program.
merely setting the parameter (logical station number) on the
communication setting wizard. (The number of development
processes can be reduced.)

Used ACT control ActUtIType, ActMLUtIType ActProgType, ActMLProgType

Used .NET control

DotUtIType (when labels are used)

Communication setup utility

Used

Not used

How to connect the PLC
monitor utility

Select the logical station number.

Change the settings every connection. (Use the wizard.)
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Procedure for creating a user application (when using Visual Basic® .NET)

The following figure shows the creation procedure by using Visual Basic® .NET.

(Power on the personal computer and start Windows®.)

| Install MX Component Version 4. |

Program setting type

Select the setting type.

Utility setting type

Use labels.

No

Start Communication Setup Utility and
set the communication settings by
following the instructions of wizard.

Add controls to Visual Basic® .NET.

(ActUtIType)

Set the property (logical station number;

Create a form and paste the controls. |
)
of the pasted controls.

v

Start Label Utility, and create and
register labels.

Start Communication Setup Utility and
set the communication settings by
following the instructions of wizard.

v v
| Start Visual Basic® .NET. | Start Visual Basic® .NET.
v v

Add controls to Visual Basic® .NET.

Create a form and paste the controls.
(DotUtIType)

Set the property (logical station number)
of the pasted controls.

| Start Visual Basic® .NET.

v

| Add controls to Visual Basic® .NET.

Create a form and paste the controls.
(ActProgType)

Set the property of the pasted controls.

v

Create a program using the functions supported by

corresponding controls.

}

Debug the program using PLC Monitor Utility.

!

( Completion of user application
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Appendix 2.3 List of controls

The following tables list the controls included in each DLL supported by MX Component.

EACT control
The following table lists the ActiveX controls supported by MX Component.

Data can be accessed by using devices.

DLL name Included control name Application
For VB, VC++, VC#, VBA | For VBScript
ActUtIType.dll ActUtIType ActMLUtIType*1 The utility setting type control which is used to create a user

program by using the communication setup utility.

ActProgType.dII*2 ActProgType ActMLProgType*1 The program setting type control which is used to create a
user program without using the communication setup utility.

ActSupportMsg.dll ActSupportMsg ActMLSupportMsg This control is used for the troubleshooting function.

*1  Communications are disabled if the communication path is a modem.
*2 This function is not applicable to inverter communications/robot controller communications.

E.NET control
The following table lists the .NET controls supported by MX Component.
Data can be accessed by using labels.

DLL name Included control name Application
For VB, VC++, VC#
DotUtIType.dll DotUtIType The utility setting type control which is used to create a user
program by using the communication setup utility.
DotSupportMsg.dll DotSupportMsg This control is used for the troubleshooting function.
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Appendix 2.4 List of functions

The following table lists the features of the functions and the functions that can be used for the controls.

Function name

Feature

Open

Opens a communication line.

Close

Closes a communication line.

ReadDeviceBlock

Reads devices in bulk. (4-byte data)

WriteDeviceBlock Writes devices in bulk. (4-byte data)
ReadDeviceRandom Reads devices randomly. (4-byte data)
WriteDeviceRandom Writes devices randomly. (4-byte data)

SetDevice Sets one point of the device. (4-byte data)

GetDevice Gets data of one point of the device. (4-byte data)
ReadBuffer Reads data from the buffer memory.

WriteBuffer Writes data to the buffer memory.

GetClockData Reads clock data from the programmable controller CPU.
SetClockData Writes clock data to the programmable controller CPU.
GetCpuType Reads a programmable controller CPU model.
SetCpuStatus Sets the remote RUN/STOP/PAUSE of the programmable controller CPU.
EntryDeviceStatus Registers a device status monitor.

FreeDeviceStatus

Deregisters a device status monitor.

OnDeviceStatus Announces an event.
ReadDeviceBlock2 Reads devices in bulk. (2-byte data)
WriteDeviceBlock2 Writes devices in bulk. (2-byte data)

ReadDeviceRandom2

Reads devices randomly. (2-byte data)

WriteDeviceRandom2 Writes devices randomly. (2-byte data)

SetDevice2 Sets one point of the device. (2-byte data)

GetDevice2 Gets data of one point of the device. (2-byte data)

Connect Connects a telephone line.

Disconnect Disconnects a telephone line.

GetErrorMessage Displays an error definition and corrective action.
Point

« Consideration for using RnSFSCPU
To protect the safety programmable controller system, the functions to write data to buffer memory and write

data to safety devices in safety mode cannot be executed.

» Consideration for using QSCPU

To protect the safety programmable controller system, an error code is returned when a function to write

data to buffer memory, write/set devices, or write clock data is executed.
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Appendix 2.5 Details of functions (For ACT control)

Open (Opening communication line)

BMApplicable controls
This function is applicable to the Act(ML)ProgType control and the Act(ML)UtIType control.

HFeature
This function opens the communication line.

BFormat (Dispatch interface)
+ Visual C++® .NET(MFC), VBA

IRet = object.Open()

Long IRet Return value Output
» VBScript
varRet = object.Open()
VARIANT varRet Return value (LONG type) Output

+ Visual Basic® .NET
IRet = object.Open()
Integer IRet Return value Output
+ Visual C++® NET
iRet = object.Open()
int iRet Return value Output
+ Visual C#® .NET
iRet = object.Open()
int iRet Return value Output

EFormat (Custom interface)
- Visual C++® NET(MFC)

hResult = object.Open(*IpIRetCode)
HRESULT hResult Return value of COM Output
LONG *IpIRetCode Return value of Output
communication function

EDescription
Lines are connected according to the setting value of the Open function property.

HReturn value
Normal end: O is returned.

Abnormal end: Any value other than 0 is returned.

Point ;>

* When modem communications are used, the Open function cannot be executed without the execution of
the Connect function.

« If the Open function property is changed after the completion of the Open function, the setting of
communication target is not changed. To change the communication setting, close the communication line,
set the setting of communication target, and open the communication line again.

» Even when a CPU type which is different from the CPU used for the communications is set to the
ActCpuType property, the Open function may complete successfully.

In such a case, the connection range, usable method, or device range may be narrowed.
When executing the Open function, set the correct CPU type to the ActCpuType property.
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Close (Closing communication line)

EApplicable controls
This function is applicable to the Act(ML)ProgType control and the Act(ML)UtIType control.

HMFeature
This function closes the communication line.

HBFormat (Dispatch interface)
« Visual C++® NET(MFC), VBA

IRet = object.Close()

Long IRet Return value Output
» VBScript
varRet = object.Close()
VARIANT varRet Return value (LONG type) Output

+ Visual Basic® .NET
IRet = object.Close()
Integer IRet Return value Output
« Visual C++® NET
iRet = object.Close()
int iRet Return value Output
« Visual C#® .NET
iRet = object.Close()
int iRet Return value Output

EFormat (Custom interface)
- Visual C++® NET(MFC)
hResult = object.Close(*IpIRetCode)
HRESULT hResult Return value of COM Output
LONG *IpIRetCode Return value of Output
communication function

EDescription
The line connected using the Open function is closed.

HReturn value
Normal end: 0 is returned.

Abnormal end: Any value other than 0 is returned.
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ReadDeviceRandom (Reading devices randomly)

EApplicable controls
This function is applicable to the Act(ML)ProgType control and the Act(ML)UtIType control.

HFeature
This function reads devices randomly.
It reads monitor types of inverters/robot controllers randomly.

EFormat (Dispatch interface)
* VBA

IRet = object.ReadDeviceRandom(szDevicelist, ISize, IData(0))

Long IRet Return value Output
String szDeviceList Device name/monitor type  Input
Long ISize Number of read points Input
Long IData(n) Read device value Output

- Visual C++® NET(MFC)
IRet = object.ReadDeviceRandom(szDevicelist, ISize, *IplData)

Long IRet Return value Output

CString szDevicelList Device name/monitor type  Input

Long ISize Number of read points Input

Long *IplData Read device value Output

» VBScript
varRet = object.ReadDeviceRandom(varDevicelList, varSize, IpvarData)

VARIANT varRet Return value (LONG type) Output

VARIANT varDeviceList Device name/monitor type  Input
(string type)

VARIANT varSize Number of read points Input
(LONG type)

VARIANT IpvarData Read device value (LONG  Output
array type)

+ Visual Basic® .NET
IRet = object.ReadDeviceRandom(szDevicelist, iSize, iData(0))

Integer IRet Return value Output
String szDeviceList Device name/monitor type  Input
Integer iSize Number of read points Input
Integer iData(n) Read device value Output

« Visual C++® NET
iRet = object.ReadDeviceRandom(*szDevicelist, iSize, *ipIData)

int iRet Return value Output
String *szDeviceList Device name/monitor type  Input
int iSize Number of read points Input
int *iplData Read device value Output

+ Visual C#® .NET
iRet = object.ReadDeviceRandom(szDevice, iSize, out iData[0])

int iRet Return value Output

String szDeviceList Device name/monitor type  Input

int iSize Number of read points Input

int[n] iData Read device value Output
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EFormat (Custom interface)
« Visual C++® NET(MFC)

hResult = object.ReadDeviceRandom(szDevice, ISize, *IpIData, *IpIRetCode)

HRESULT hResult Return value of COM Output
BSTR szDevice Device name/monitor type  Input
LONG ISize Number of read points Input
LONG *IplData Read device value Output
LONG *IpIRetCode Return value of Output
communication function
EDescription

» Data of a device group/monitor type group for the size of ISize (varSize) specified for szDeviceList (varDeviceList) are read.
» The read device values are stored in IData (IpIData or IpvarData).
+ Use the line feed symbol to separate the string specified for the device list. The line feed symbol is not necessary to be

suffixed to the last device.

[Ex]

When using Visual Basic® .NET, VBA, VBScript: "D0" & vbLf & "D1" & vbLf & "D2"
When using Visual C++® NET: DO\nD1\nD2
When using Visual C#® .NET: DO\nD1\nD2

* For IData (IpIData or IpvarData), reserve arrays for more than the amount specified for ISize (varSize).
* For details on the items (monitor types) that can be monitored, refer to the following.
L[] MX Component Version 4 Operating Manual

HEHow to specify devices
The following describes how to specify the devices.

Example 1: When devices are specified as follows (Number of points: 3 points)
When using Visual Basic® .NET, VBA, VBScript: "M0" & vbLf & "D0" & vbLf & "K8MO0"
When using Visual C++® .NET: MO\nDO\nK8MO
When using Visual C#® .NET: M0\nD0O\nK8MO

Upper 2 bytes

Lower 2 bytes

Not used MO
(0 is stored.) DO
M16 to M31" MO to M15™"

Example 2: When double word devices are specified
When using Visual Basic® .NET, VBA, VBScript: "LTNO" & vbLf & "LTN1" & vbLf & "LTN2"
When using Visual C++® NET: LTNO\nLTN1\nLTN2
When using Visual C#® .NET: LTNO\nLTN1\nLTN2

Upper 2 bytes Lower 2 bytes

H of LTNO L of LTNO
H of LTN1 L of LTN1
H of LTN2 L of LTN2

Example 3: When devices including FXCPU devices of CN200 and later are specified (Total number of points: 3 points)*2
When using Visual Basic® .NET, VBA, VBScript: "D0" & vbLf & "CN200" & vbLf & "D1"
When using Visual C++® NET: DO\nCN200\nD1

When using Visual C#® .NET: DO\nCN200\nD1

Upper 2 bytes Lower 2 bytes
Not used DO

(0 is stored.)

H of CN200 L of CN200

Not used D1

(0 is stored.)

Appendix 2 MX Component
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Example 4: When devices including FD are specified (Total number of points: 3 points)
When using Visual Basic® .NET, VBA, VBScript: "D0" & vbLf & "FD0" & vbLf & "D1"
When using Visual C++® NET: DO\nFDO\nD1
When using Visual C#® .NET: DO\nFD0O\nD1

Upper 2 bytes Lower 2 bytes
Not used DO
(O is stored.) LL of FDO

D1

Example 5: When 8-bit devices including EG are specified (Total number of points: 3 points)
The following is the example when 8-bit device areas (E0000 and E0001 of SHARP programmable controller) are
assigned to EGO.
When using Visual Basic® .NET, VBA, VBScript: "D0" & vbLf & "EG0" & vbLf & "D1"
When using Visual C++® .NET: DO\nEG0\nD1
When using Visual C#® .NET: DO\nEG0O\nD1

Upper 2 bytes Lower 2 bytes

Not used DO

(0 is stored.) EGO
(E0001) (E0000)
D1

Example 6: When monitor types (1, 2, and 5) of inverter are specified (Total number of points: 3 points)
When using Visual Basic® .NET, VBA, VBScript: "1" & vbLf & "2" & vbLf & "5"
When using Visual C++® NET: 1\n2\n5
When using Visual C#® .NET: 1\n2\n5

Upper 2 bytes Lower 2 bytes
Hof 1 L of 1
Hof 2 Lof2
Hof5 Lof5

Example 7: When monitor types (223.102.A and 223.103.B) of robot controller are specified (Total number of points: 2 points)
Format: (Request ID).(Data type).(Argument)
When using Visual Basic® .NET, VBA, VBScript: "223.102.A" & vbLf & "223.103.B"
When using Visual C++® NET: 223.102.A\n223.103.B
When using Visual C#® .NET: 223.102.A\n223.103.B

Upper 2 bytes

Lower 2 bytes

H of 223.102.A

L of 223.102.A

H of 223.103.B

L of 223.103.B

*1 Devices are stored from the lower bit in the order of device number.
*2 For CN200 or later of FXCPU, 2 words are read for each point when devices are read randomly.

EReturn value
Normal end: 0 is returned.
Abnormal end: Any value other than 0 is returned.

Pointp
» The maximum number of read points that can be specified for ISize (varSize) is 0x7TFFFFFFF points.
« For IData (IplData or IpvarData), reserve a memory area for the number of points specified for ISize
(varSize).
If the memory area is not reserved, a critical error, such as an application error, may occur.
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WriteDeviceRandom (Writing devices randomly)

EApplicable controls

This function is applicable to the Act(ML)ProgType control and the Act(ML)UtIType control.”!
*1 This function is not applicable to inverter communications/robot controller communications.

HEFeature

This function writes devices randomly.

BFormat (Dispatch interface)

* VBA

IRet = object.WriteDeviceRandom(szDevicel.ist, ISize, IData(0))

Long
String
Long
Long
« Visual C++® NET(MFC)

IRet = object.WriteDeviceRandom(szDevicelList, ISize, *IpIData)

Long
CString
Long
Long

» VBScript

IRet
szDeviceList
ISize
IData(n)

IRet
szDeviceList
ISize
*IplData

Return value

Device name

Number of write points
Device value to be written

Return value

Device name

Number of write points
Device value to be written

varRet = object.WriteDeviceRandom(varDeviceList, varSize,varData)

VARIANT
VARIANT
VARIANT
VARIANT

- Visual Basic® .NET

varRet
varDevicelist
varSize

varData

Return value (LONG type)
Device name (string type)
Number of write points
(LONG type)

Device value to be written
(LONG array type)

IRet = object.WriteDeviceRandom(szDevicel.ist, iSize, iData(0))

Integer
String
Integer
Integer
+ Visual C++® .NET

IRet
szDeviceList
iSize
iData(n)

Return value

Device name

Number of write points
Device value to be written

iRet = object.WriteDeviceRandom(*szDeviceL.ist, iSize, *iplData)

int
String
int
int
« Visual C#® .NET

iRet = object.WriteDeviceRandom(szDevice, iSize, out iData[0])

int
String
int
int[n]

iRet
*szDevicelList
iSize

*iplData

iRet
szDevice
iSize
iData

Return value

Device name

Number of write points
Device value to be written

Return value

Device name

Number of write points
Device value to be written

Output
Input
Input
Input

Output
Input
Input
Input

Output
Input
Input

Input

Output
Input
Input
Input

Output
Input
Input
Input

Output
Input
Input
Input
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EFormat (Custom interface)
« Visual C++® NET(MFC)

hResult = object.WriteDeviceRandom(szDevice, ISize, *IpIData, *IpIRetCode)

HRESULT hResult Return value of COM Output
BSTR szDeviceList Device name Input
LONG ISize Number of write points Input
LONG *IplData Device value to be written  Input
LONG *IpIRetCode Return value of Output

communication function

EDescription
 Data of a device group for the size of ISize (varSize) specified for szDeviceList (varDeviceList) are written.

» The device values to be written are stored in IData (IplData or varData).
» Use the line feed symbol to separate the string specified for the device list.
The line feed symbol is not necessary to be suffixed to the last device.

[Ex]

When using Visual Basic® .NET, VBA, VBScript: "D0" & vbLf & "D1" & vbLf & "D2"
When using Visual C++® NET: DO\nD1\nD2
When using Visual C#® .NET: DO\nD1\nD2

* For IData (IpIData or varData), reserve arrays for more than the amount specified for ISize (varSize).

HEHow to specify devices
The following describes how to specify the devices.

Example 1: When devices are specified as follows (Number of points: 3 points)
When using Visual Basic® .NET, VBA, VBScript: "M0" & vbLf & "D0" & vbLf & "K8M0"
When using Visual C++® .NET: MO\nDO\nK8MO
When using Visual C#® .NET: MO\nDO\nK8MO

Upper 2 bytes Lower 2 bytes
Not used MO

DO
M16 to M31™" MO to M15""

Example 2: When double word devices are specified
When using Visual Basic® .NET, VBA, VBScript: "LTNO" & vbLf & "LTN1" & vbLf & "LTN2"
When using Visual C++® .NET: LTNO\NLTN1\nLTN2
When using Visual C#® .NET: LTNO\NLTN1\nLTN2

Upper 2 bytes Lower 2 bytes
H of LTNO L of LTNO
H of LTN1 L of LTN1
H of LTN2 L of LTN2

Example 3: When devices including FXCPU devices of CN200 and later are specified (Total number of points: 3 points)*2
When using Visual Basic® .NET, VBA, VBScript: "D0" & vbLf & "CN200" & vbLf & "D1"
When using Visual C++® NET: DO\nCN200\nD1

When using Visual C#® .NET: DO\nCN200\nD1

Upper 2 bytes Lower 2 bytes

Not used DO

H of CN200 L of CN200

Not used D1
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Example 4: When devices including FD are specified (Total number of points: 3 points)

Upper 2 bytes Lower 2 bytes
Not used DO

LL of FDO

D1

Example 5: When 8-bit devices including EG are specified (Total number of points: 3 points)
The following is the example when 8-bit device areas (E0000 and E0001 of SHARP programmable controller) are
assigned to EGO.
When using Visual Basic® .NET, VBA, VBScript: "D0" & vbLf & "EG0" & vbLf & "D1"
When using Visual C++® .NET: DO\nEG0\nD1
When using Visual C#® .NET: DO\nEGO\nD1

Upper 2 bytes Lower 2 bytes

Not used DO
EGO
(E0001) (E0000)
D1

*1 Devices are stored from the lower bit in the order of device number.
*2 For CN200 or later of FXCPU, 2 words are read for each point when devices are read randomly.

HReturn value
Normal end: 0 is returned.

Abnormal end: Any value other than 0 is returned.

Point ;>

» The maximum number of write points that can be specified for ISize (varSize) is 0Ox7TFFFFFFF points.

« For IData (IpIData or varData), reserve a memory area for the number of points specified for ISize (varSize).
If the memory area is not reserved, a critical error, such as an application error, may occur.

« If a Q motion CPU is accessed, an error is returned.

« If the function is run against the safety device in safety mode of RnSFCPU, an error code 0x010A42A5 (an
operation that cannot be performed in safety mode was performed) is returned.
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Appendix 2.6 Details of functions (For .NET control)

Open (Opening communication line)

EApplicable control
This function is applicable to the DotUtIType control.

HFeature
This function opens the communication line.

HEFormat
- Visual C++® NET

IRet = object.Open()

Integer IRet Return value Output
+ Visual C++® NET
iRet = object.Open()
int iRet Return value Output
« Visual C#® NET
iRet = object.Open()
int iRet Return value Output

EDescription
Lines are connected according to the setting value of the Open function property.

HEReturn value
Normal end: 0 is returned.

Abnormal end: Any value other than 0 is returned.

Point

* When modem communications are used, the Open function cannot be executed without the execution of
the Connect function.

« If the Open function property is changed after the completion of the Open function, the setting of
communication target is not changed. To change the communication setting, close the communication line,
set the setting of communication target, and open the communication line again.

» Even when a CPU type which is different from the CPU used for the communications is set to the
ActCpuType property, the Open function may complete successfully.

In such a case, the connection range, usable method, or device range may be narrowed.
When executing the Open function, set the correct CPU type to the ActCpuType property.
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Close (Closing communication line)

HEApplicable control
This function is applicable to the DotUtIType control.

HMFeature
This function closes the communication line.

HEFormat
+ Visual Basic® .NET
IRet = object.Close()
Integer IRet Return value
« Visual C++® NET
iRet = object.Close()
int iRet Return value
« Visual C#® NET
iRet = object.Close()
int iRet Return value

EDescription
The line connected using the Open function is closed.

EReturn value
Normal end: 0 is returned.
Abnormal end: Any value other than 0 is returned.

Output

Output

Output
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ReadDeviceRandom (Reading devices randomly)

HEApplicable control
This function is applicable to the DotUtIType control.

HFeature
This function reads devices randomly.

HEFormat
+ Visual Basic® .NET
IRet = object.ReadDeviceRandom(szLabel, iSize, iData(0))

Integer IRet Return value Output
String szlabel Label name Input
Integer iSize Number of read points Input
Integer iData(n) Read device value Output
IRet = object.ReadDeviceRandom(szLabellList, iSize, iData(0))
Integer IRet Return value Output
String szl abellList(n) Label list Input
Integer iSize Number of read points Input
Integer iData(n) Read device value Output

* Visual C++® NET
iRet = object.ReadDeviceRandom(*szLabel, iSize, *ipiData)

int iRet Return value Output
String* szlabel Label name Input
int iSize Number of read points Input
int iplData Read device value Output
iRet = object.ReadDeviceRandom(**szLabellList, iSize, *ipiData)
int IRet Return value Output
String** szl abellist Label list Input
int iSize Number of read points Input
int iData Read device value Output

« Visual C#® .NET
iRet = object.ReadDeviceRandom(ref szLabel, iSize, ref iData)

int iRet Return value Output
String szlabel Label name Input
int iSize Number of read points Input
int[n] iData Read device value Output
iRet = object.ReadDeviceRandom(ref szLabellList, iSize, ref iData)
int iRet Return value Output
System.String[] szLabelList Label list Input
int iSize Number of read points Input
int[n] iData Read device value Output
EDescription

 Data of a device group for the size of iSize specified for the label name szLabel (szLabelList) are read.
» The read device values are stored in iData (ipiData).
 For iData (ipiData), reserve arrays for more than the amount specified for iSize.
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HEHow to specify devices

The following describes how to specify label names and device values to be read.

» The following data types can be specified for the label name.

Type class Label data type Label name format
Basic type Bit, Word, Double Word, Float (Single Precision), Float (Double Label name
Precision), String™", String (Unicode)™, Time, Timer, Long timer, Counter,
Long counter, Retentive Timer, Long retentive timer
Array Label name
Member (The label data type can be specified in the same manner as the basic Label name [number of elements]
type.) Label name [n1] [n2] [n3]
Structure Label name
Member (The label data type can be specified in the same manner as the basic Label name.Member name
type.)
Structured array Label name [number of elements]
Member (The label data type can be specified in the same manner as the basic Label name [number of
type.) elements].Member name
Label name [n1] [n2] [n3].Element

*1  The maximum number of characters that can be specified is 32 + NULL.

For the number of read points, specify the sum of the following values correspond to the elements according to the label data

type.

Label data type

Number of applicable
words

Number of read points to be specified

Bit, Word 1 Number of label elements

Double Word, Float (Single Precision) 2 Number of label elements multiplied by 2

Float (Double Precision) 4 Number of label elements multiplied by 4

String 17 Number of label elements multiplied by 17
String (Unicode) 33 Number of label array elements multiplied by 33
Time 2 Number of label elements multiplied by 2

Timer, Long timer, Counter, Long counter, Retentive Timer, Long

retentive timer

1

Number of label elements

 For the number of read points, specify the sum of the following values correspond to the elements according to the label

data type.

<When the bit device and word device are specified>

[Ex]

Read data from each 1 point of MO and DO.

* Label setting

szLabelList Data type Device
[0] LABEL1 Bit MO
[1] LABEL2 Word DO

* Number of read points: 2
* Read device value

Upper 2 bytes

Lower 2 bytes

Applicable label

Not used (0 is stored.)

Mo™!

LABEL1

DO

LABEL2

*1  The device to be read is 1 point of MO, and 0 or 1 is stored for the device value.
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<When FXCPU devices of CN200 and later are specified>

F]

Read 3 points of data from the devices including CN200."2
* Label setting

[0] LABEL1 Word DO
1 LABEL2 Word CN200
2] LABEL3 Word D1

* Number of read points: 3
* Read device value

Not used (0 is stored.) DO LABEL1
H of CN200 L of CN200 LABEL2
Not used (0 is stored.) D1 LABEL3

*2  For FXCPU devices of CN200 and later, 4 bytes are read as 1 read point.

<When FD devices are specified (4-word device)>

[F]

Read 3 points of data from the devices including FDO.
* Label setting

[0] LABEL1 Word DO
] LABEL2 Word FDO
2] LABEL3 Word D1

* Number of read points: 3
* Read device value

Not used (0 is stored.) DO LABEL1
LL of FDO™® LABEL2
D1 LABEL3

*3  Only lower 2 bytes are read. Data is not read from HH, HL, and LH (upper 6 bytes) of the specified devices.
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<When the data type equivalent to 2 words or more is specified for label>

[Ex]

Read data by specifying labels of Double Word, Float (Single Precision), Float (Double Precision), String*4, and Time types.
* Label setting

szLabelList Data type Device
[0] LABEL1 Double Word DO

[1] LABEL2 Float (Single Precision) D100
[2] LABEL3 Float (Double Precision) D200
[3] LABEL4 String D300
[4] LABEL5 Time D400

* Number of read points: 27
* Read device value

Upper 2 bytes Lower 2 bytes Applicable label
Not used (0 is stored.) DO LABEL1
D1
D100 LABEL2
D101
D200 LABEL3
D201
D202
D203
D300 LABEL4
D316™
D400 LABEL5
D401

*4 The number of points of characters to be read is 17 (32 characters + NULL). The characters need to be converted in a user program
because the characters of String type are not converted.

<When array type labels are specified>

[Ex]

Read data from the devices by specifying array type labels.
* Label setting

szLabelList Data type Device
[0] LABEL1 Bit (0..1) MO

[1] LABEL2 Word (0..1) CN200
[2] LABEL3 Double Word (0..1) DO

* Number of read points: 8
* Read device value

Upper 2 bytes Lower 2 bytes Applicable label
Not used (0 is stored.) MO LABEL1[0]
M1 LABEL1[1]
H of CN200 L of CN200 LABEL2[0]
H of CN201 L of CN201 LABEL2[1]
Not used (0 is stored.) D100 LABEL3[0]
D101
D102 LABEL3[1]
D103
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<When Long timer, Long counter, or Long retentive timer type is specified>

F]

Read 3 points of data from LTO.
* Label setting

[0] LABEL Long timer LTO
[1] LABEL Long timer LT1
[2] LABEL Long timer LT2

* Number of read points: 3
* Read device value

Hof LTO L of LTO LABEL[1]
Hof LT1 L of LT1 LABEL[2]
Hof LT2 L of LT2 LABEL[3]

<When structure type labels are specified>

F]

Read data from the devices by specifying structure type labels.

« Structure setting

STRUCT

L1

Bit

L2

Double Word

* Label setting

[0] LABEL1 STRUCT L1 DO0.0
L2 DO

[1] LABEL2 STRUCT L1 M10
L2 CN200

* Number of read points: 6
* Read device value

Not used (0 is stored.) DO0.0 LABEL1.L1
DO LABEL1.L2
D1
MO LABEL2.L1
H of CN200 L of CN200 LABEL2.L2
H of CN201 L of CN201°°

*5 Data of two devices are read when the device of CN200 and later is specified for the Double Word type label.
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<When labels with combined structure and label are specified>

[Ex]

Read data from the devices by specifying structure type array and structure array type label.
« Structure setting

Structure name Label name Data type
STRUCT1 L1 Bit
L2 Word
STRUCT2 L1 Bit (0..2)
L2 Double Word
« Label setting
szLabelList Data type Label name Device
[0] LABEL1 STRUCT1 (0..1) L1 X0
L2 DO
[1] LABEL2 STRUCT2 L1 MO
L2 D100

* Number of read points: 9
* Read device value

Upper 2 bytes

Lower 2 bytes

Applicable label

Not used (0 is stored.)

X0 LABEL1[0].L1
DO LABEL1[0].L.2
X1 LABEL1[1].L1
D1 LABEL1[1].L.2
MO LABEL2.L1[0]
M1 LABEL2.L1[1]
M2 LABEL2.L1[2]
D100 LABEL2.L2
D101

HEReturn value

Normal end: 0 is returned.

Abnormal end: Any value other than 0 is returned.

Pointp

» The maximum number of read points that can be specified is 0x7FFFFFFF.
» For the number of read points, specify the number of words which applies to the data type specified for the
label name. For the read device values, reserve a memory area for the number of points specified for the

number of read points. If the memory area is not reserved, a critical error, such as an application error, may

occur.

» When a device which corresponds to the label name does not exist, an error occurs and data cannot be

read.

When any one of devices which correspond to multiple label names does not exist, an error occurs and data

cannot be read.

« Digit specified bit device and index setting cannot be used.
* When system label Ver.2 is used, the data type defined in the label utility of MX Component must match the

data type managed by MELSOFT Navigator.

If the data type does not match, the read data length may be incorrect, or the array of the read device value
may not correspond to the label name when multiple labels are specified.
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WriteDeviceRandom (Writing devices randomly)

HEApplicable control
This function is applicable to the DotUtIType control.

EFunction
This function writes devices randomly.

HEFormat
- Visual Basic® .NET

Ret = object.WriteDeviceRandom(szLabel, iSize, iData(0))

Integer IRet Return value Output
String szlabel Label name Input
Integer iSize Number of write points Input
Integer iData(n) Device value to be written  Input
Ret = object.WriteDeviceRandom(szLabelList, iSize, iData(0))
Integer IRet Return value Output
String szl abellList(n) Label list Input
Integer iSize Number of write points Input
Integer iData(n) Device value to be written  Input

* Visual C++® NET
iRet = object.WriteDeviceRandom(*szLabel, iSize, *ipiData)

int iRet Return value Output
String* szlabel Label name Input
int iSize Number of write points Input
int* iplData Device value to be written  Input
iRet = object.WriteDeviceRandom(**szLabelList, iSize, *ipiData)
int iRet Return value Output
String** szl abellist Label list Input
int iSize Number of write points Input
int* ipIData Device value to be written  Input

« Visual C++® NET
iRet = object.WriteDeviceRandom(ref szLabel, iSize, iData)

int iRet Return value Output
String szlabel Label name Input
int iSize Number of write points Input
int[n] iData Device value to be written  Input
iRet = object.WriteDeviceRandom(ref szLabellList, iSize, iData)
int iRet Return value Output
System.String[] szlLabelList Label list Input
int iSize Number of write points Input
int[n] iData Device value to be written  Input
EDescription

« Data of a device group for the size of iSize specified for the label name szLabel (szLabellList) are written.
» The device values to be written are stored in iData (ipiData).
 For iData (ipiData), reserve arrays for more than the amount specified for iSize.
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HEHow to specify devices
The following describes how to specify label names and device values to be written.

» The following data types can be specified for the label name.

Type class Label data type Label name format
Basic type Bit, Word, Double Word, Float (Single Precision), Float (Double Label name
Precision), String™", String (Unicode)™, Time, Timer, Long timer, Counter,
Long counter, Retentive Timer, Long retentive timer
Array Label name
Member (The label data type can be specified in the same manner as the basic Label name [number of elements]
type.) Label name [n1] [n2] [n3]
Structure Label name
Member (The label data type can be specified in the same manner as the basic Label name.Member name
type.)
Structured array Label name [number of elements]
Member (The label data type can be specified in the same manner as the basic Label name [number of
type.) elements].Member name
Label name [n1] [n2] [n3].Element

*1  The maximum number of characters that can be specified is 32 + NULL.

» For the number of write points, specify the sum of the following values correspond to the elements according to the label

data type.

Label data type Number of applicable Number of write points to be specified
words

Bit, Word 1 Number of label elements
Double Word, Float (Single Precision) 2 Number of label elements multiplied by 2
Float (Double Precision) 4 Number of label elements multiplied by 4
String 17 Number of label elements multiplied by 17
String (Unicode) 33 Number of label array elements multiplied by 33
Time 2 Number of label elements multiplied by 2
Timer, Long timer, Counter, Long counter, Retentive Timer, Long 1 Number of label elements
retentive timer

» Set the device values to be written as follows.

<When the bit device and word device are specified>

[Ex]

Write data to each 1 point of MO and DO.

« Label setting

szLabelList Data type Device
[0] LABEL1 Bit MO
1] LABEL2 Word DO

* Number of write points: 2
» Device value to be written

Upper 2 bytes Lower 2 bytes Applicable label
Not used MO LABEL1
DO LABEL2
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<When FXCPU devices of CN200 and later are specified>

F]

Write 3 points of data to the devices including CN200."

* Label setting

[0] LABEL1 Word DO
1 LABEL2 Word CN200
2] LABEL3 Word D1

* Number of write points: 3
* Device value to be written

Not used DO LABEL1
H of CN200 L of CN200 LABEL2
Not used D1 LABEL3

*1  For FXCPU devices of CN200 and later, 4 bytes are written as 1 write point.

<When FD devices are specified (4-word device)>

F]

Write 3 points of data to the devices including FDO.

* Label setting

[0] LABEL1 Word DO
4] LABEL2 Word FDO
2] LABEL3 Word D1

* Number of write points: 3
* Device value to be written

Not used

DO LABEL1
LL of FDO2 LABEL2
D1 LABEL3

*2 Only lower 2 bytes can be set. "0" is written to HH, HL, and LH (upper 6 bytes) of the specified devices.

APPENDICES
App. - 44 Appendix 2 MX Component



<When the data type equivalent to 2 words or more is specified for label>

[Ex]

Write data by specifying labels of Double Word, Float (Single Precision), Float (Double Precision), String*3, and Time types.

« Label setting

szLabelList Data type Device
[0] LABEL1 Double Word DO

[1] LABEL2 Float (Single Precision) D100
[2] LABEL3 Float (Double Precision) D200
[3] LABEL4 String D300
[4] LABEL5 Time D400

* Number of write points: 27
» Device value to be written

Upper 2 bytes Lower 2 bytes Applicable label
Not used DO LABEL1
D1
D100 LABEL2
D101
D200 LABEL3
D201
D202
D203
D300 LABEL4
D316"
D400 LABEL5
D401

*3 The number of points of characters to be written is 17 (32 characters + NULL). The characters need to be converted in a user program
because the characters of String type are not converted.

<When array type labels are specified>

[Ex]

Write data to the devices by specifying array type labels.

* Label setting

szLabelList Data type Device
[0] LABEL1 Bit (0..1) MO

[1] LABEL2 Word (0..1) CN200
[2] LABEL3 Double Word (0..1) DO

* Number of write points: 8
» Device value to be written

Upper 2 bytes

Lower 2 bytes

Applicable label

Not used (0 is stored.) MO LABEL1[0]
M1 LABELA1[1]
H of CN200 L of CN200 LABEL2[0]
H of CN201 L of CN201 LABEL2[1]
Not used D100 LABEL3[0]
D101
D102 LABEL3[1]
D103
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<When Long timer, Long counter, or Long retentive timer type is specified>

F]

Write 3 points of data from LTO.
* Label setting

[0] LABEL Long timer LTO
[1] LABEL Long timer LT1
[2] LABEL Long timer LT2

* Number of write points: 3
* Device value to be written

Hof LTO L of LTO LABEL[1]
Hof LT1 L of LT1 LABEL[2]
Hof LT2 L of LT2 LABEL[3]

<When structure type labels are specified>

F]

Write data to the devices by specifying structure type labels.

« Structure setting

STRUCT

L1

Bit

L2

Double Word

* Label setting

[0] LABEL1 STRUCT L1 DO0.0
L2 DO

[1] LABEL2 STRUCT L1 M10
L2 CN200

* Number of write points: 5
* Device value to be written

Not used D0.0 LABEL1.L1
DO LABEL1.L2
D1
MO LABEL2.L1
H of CN200 L of CN200 LABEL2.L2
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<When labels with combined structure and label are specified>

[Ex]

Write data to the devices by specifying structure type array and structure array type label.
« Structure setting

Structure name Label name Data type
STRUCT1 L1 Bit
L2 Word
STRUCT2 L1 Bit (0..2)
L2 Double Word
« Label setting
szLabelList Data type Device Device
[0] LABEL1 STRUCT1 (0..1) L1 X0
L2 DO
[1] LABEL2 STRUCT2 L1 MO
L2 D100

* Number of write points: 9
» Device value to be written

Upper 2 bytes

Lower 2 bytes

Applicable label

Not used

X0 LABEL1[0].L1
DO LABEL1[0].L.2
X1 LABEL1[1].L1
D1 LABEL1[1].L.2
MO LABEL2.L1[0]
M1 LABEL2.L1[1]
M2 LABEL2.L1[2]
D100 LABEL2.L2
D101

HEReturn value

Normal end: 0 is returned.

Abnormal end: Any value other than 0 is returned.

Pointp

» The maximum number of write points that can be specified is 0x7FFFFFFF.
» For the number of write points, specify the number of words which applies to the data type specified for the
label name. For the device values to be written, reserve a memory area for the number of points specified

for the number of write points. If the memory area is not reserved, a critical error, such as an application

error, may occur.

» When a device which corresponds to the label name does not exist, an error occurs and data cannot be

written.

When any one of devices which correspond to multiple label names does not exist, an error occurs and data

cannot be written.

« Digit specified bit device and index setting cannot be used.

« If a Q motion CPU is accessed, an error is returned.

* When system label Ver.2 is used, the data type defined in the label utility of MX Component must match the

data type managed by MELSOFT Navigator.

If the data type does not match, the read data length may be incorrect, or the array of the read device value
may not correspond to the label name when multiple labels are specified.
« If the function is run against the safety device in safety mode of RnSFCPU, an error code 0x010A42A5 (an

operation that cannot be performed in safety mode was performed) is returned.
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Appendix 2.7 List of error codes

For error codes that are returned from the controls, CPU module, module, and network board, refer to the following.
L[] MX Component Version 4 Programming Manual
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Appendix 3 Connecting GX Works3 and a CPU
Module over Ethernet

This section describes how to connect GX Works3 directly to the Ethernet-equipped module (Ethernet connection) and
access the CPU module from GX Works3 via the Ethernet-equipped module.
The demonstration machine No.1 of Exercise 1 is used for an example of how to change the connection path to the Ethernet

connection.
s <Demonstration machine No.1> - - - — """ "-"""""-"—-"—-"—-"—-"—-" -~ - - -~ — — (— (—————— —————————— ~
| <Personal computer 1> |
I I
I ) <Programmable controller A1> —| 1P :192.168.1.1 [
| Ethernet-equipped module 9 % Ne?vgg:ssl\?o 91 68 I
I (RIT1ENT7T) o '
! IP address: 192.168.1.101 - Group No.: 0 !
: Network No.: 1 =1 Station No.: 1 :
| o R61P |RCPUEmpty| R60 | R60 R |
| Group No.: 0 AD4 | pAd | L I
| Station No.: 11 0 Hab |
\_ ., ,,SAAAAYYTY YV Y Y Y ¥ T . e ... /
Point />

« Before directly connecting GX Works3 to the Ethernet-equipped module, Ethernet parameters must be
registered (written) to the CPU module on the station where the connection-target Ethernet-equipped
module is mounted.

Refer to Page 5 - 5 Starting GX Works3 to Page 5 - 17 Writing parameters and write the parameters to the
CPU module in advance.

Operating procedure

1. Select [Online] = [Current Connection
Online | Debug Diagnestics Tool Windc Destination] from the menu of the engineering

Current Connection Destination... tool.

M Read PLC...
L |

Write to PLY-

1. Click!
Verify With ©
Remote Operation(S)...

(Spacty Comachon Do ERn == 2. Click the [Ethernet Board] button on the
s . "Specify Connection Destination Connection”
CCHIE Cont CC IF Field iQR Series .
Nirn_(ali’m Board Bus Wi nd oWw.
Sz i :
CCIE Cont Gor CCQHEM Haadu\e
Module NET/10(H) Module Master/Local
Module Module
. PLC Mode RCPU
Click!
£
No Other Station Other Station
(Single Network) (Co-existence Network)
Time Out (Sec.) 30 Retry Tmes 0
(To the next page)
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(From the previous page)

%

. Current setting content will be lost when new items are selected. Are
;L you sure you want te continue?

=)

MELSOFT GX Works3

3. Click! Ves

Specify Connection Destination Connection =

Eﬁ' 59’ L _

Serial CC IE Cont. CCink CC IE Field QR Series

UsB NET/10(H] Board Board Bus
Board
StationNo. 1 Protocol TCP
PLC side 1F
C2% GaT CCIEFeld  Head Module

Master/Local
Module

4. Double-click!

Connection Channel List...
CPU Mogule Direct Coupled Setting

No Specification Other Station Other Station
(Single Network) (Co-existence Network)

Connection Test

v

PC side I/F Detailed Setting of Ethernet Board

Network Mo.

Station Mo.

This setting j
Please exe

n assignment for Ethernet board.
he following settings.

Neter ion Mo. are not necessary for th
com shown belowr. 4

- Communicafon with Ethermnet port of CPU buitt-in B
- Communicaf§on via GOT Transparent.
- Communi via CC IE Field Ethernet adapter.

Protocol TCP -

Vv

(To the next page)

APPENDICES

3. Click the [Yes] button.

4. Double-click the [Ethernet Board] button on
the "Specify Connection Destination
Connection" window.

5. setthe parameters as follows on the "PC side
I/F Detailed Setting of Ethernet Board"

window.

[Parameters to be set]

Network No.: 1
Station No.: A station number of a personal

computer (1 to 5)
Protocol: TCP

6. Click the [OK] button.
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(From the previous page)

Specify Connection Destination Connection

I3

=
&
(=}

]
n

=
5

=
E

]

1=
o
CCIF Cont CCink
NET/10(H)

Board

QR Series
Bus

CC [E Cont. CC IE Field Head Module
NET/10(H) Master/Local
Module Module

No Specification

7. Double-click!
AT —r

Connection Channel List...
CPU Mogule Direct Coupled Setting
Connection Test

Response Wait Time

following cases:

Search for Ethernet module on network.
2 Seconds

Search for Ethernet module on the same network. Unable to search for the

- No response within a speciic time period.
- Connected via a router or subnet mask i different.

PLC side I/F Detailed Setting of Ethernet Module =
PLCMode  [RCPU
© Ethemet Port Direct Connection @ Connection via HUB
* Please select ‘Connection via HUB' when you use HUB evenfll PLC Type RIZ1EN71 -
if there is only icate.
If HUB s conn, ‘Ethemet Port [l Network No. 1 station No. 11
E‘;ﬁ;‘miz"o”vi‘j 8 Setl! ol N © i A 102 68 1] 100 IP Input Format
communicatiorf " ° .
© Host Name
Station No.<->IP Information | Automatic Response System -

Display Only CPU Type of Project(V)

Selection IP Address Input Find(S)

IP Address

PLG Type

Label Gomment B

m

9. Click!

Specify Connection Destination Connection

> % L §- i
el  CCIECont  CCAnk Ethemet  CCIEFeld QR Series
USE NET/10(H) Board Board Bus
Board
StaionNo. 1 | Protocol TCP
PLC side IJF r D
PLC inet c2a Gor CCTEFeld  Head Module
Modde  NET/10(H) e
Module
Modue Name Jl R171EN71 NetworkMo. 1 Station 1 1 . Click!
IP Address/Host Name 19 1
Station No. <->IP Information _ MPlomatic Response System
No i Other Station Other Station
[Single Network) [Co-existence Network) CPU Module Dire¥ Coupled Setting

Time Cut (Sec.)

30

Retry Times 0

‘ Connection Test ‘

(To the next page)

Appendix 3 Connecting GX Works3 and a CPU Module over Ethernet

7. Double-click the [Ethernet Module] button.

8. setthe parameters as follows on the "PLC

side I/F Detailed Setting of Ethernet Module"
window.

[Parameters to be set]

PLC Type: RJ71EN71

Station No.: A station number of a
demonstration machine (11 to 15)

IP Address: An IP address of a demonstration
machine (192.168.1.101 to 192.168.1.105)
Station No.<->IP Information: Automatic
Response System

9. Click the [OK] button.

10. Click the [Other Station (Single Network)]
button.

11. Click the [Connection Test] button.
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(From the previous page)

r B 12. Check that the connection between the
MELSOFT GX Work=3 Ethernet-equipped module and CPU module is

successfully established.

:I Successfully connected with the ROBCPLU.

@ 13. Click the [OK] button.

Specify Connection Destination Connection

PCside 1 ﬁﬁ- 55 &_ ﬁ m'\ J

Serial CC IE Cont CCink Ethernet CC IF Field QR Series
NET/10(H] Board Board Board Bus
Board

Metwork No. 1 StationNo. 1 Protocol TCP

CC IE Field Head Module

CC IE Cont CCAink Cc24
NET/10(H) Module Master/Local
Module Module
Module Name ~ RI71IEN71 NetworkNo. 1 Station No. 11

IP Address/Host Name 192.168.1.101
Station MNo. <->IP Information ~ Automatic Response System
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Appendix 4 Troubleshooting

This section describes troubleshooting of when the Ethernet function is used.

Appendix 4.1 checking with LED

This section describes troubleshooting using LED.
Error status can be determined by status of the RUN LED and the ERR LED.

RUN LED ERR LED Error status™ Description

Off On, flashing Major error An error such as hardware failure or memory failure. The module stops operating.

On Flashing Moderate error An error, such as parameter error, which affect module operation. The module stops operating.
On On Minor error An error such as communication failure. The module continues operating.

*1  When multiple errors occur, the error status is displayed in the order of major, moderate, and minor.

Point}s3

For the RU71EN71 or RnENCPU, whether the error occurs in the P1 or P2 can be checked with the P ERR
LED.

When the RUN LED or READY LED turns off

When the READY LED of the CPU module turns off after power-on, refer to the troubleshooting of the CPU module. (L1
MELSEC iQ-R CPU Module User's Manual (Application))

When the RUN LED of the RJ71EN71 or RnENCPU turns off, check the following.

Check item Action

Is the Ethernet-equipped module mounted correctly? Securely mount the Ethernet-equipped module on the base unit.

If the above action does not solve the problem, perform the module communication test to check for hardware failure.
(==~ Page 4 - 22 Module Communication Test)

When the ERROR LED or ERR LED turns on or flashes
When the ERROR LED of the CPU module turns on or flashes, perform the module diagnostics of the CPU module.

O [Diagnostics] = [Module Diagnostics (CPU Diagnostics)]

When the ERR LED of the RJ71EN71 or RnENCPU turns on or flashes, identify the error cause using the engineering tool.
(==~ Page App. - 55 Checking the module status)

If the above action does not solve the problem, perform the module communication test to check for hardware failure.

(==~ Page 4 - 22 Module Communication Test)
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When the SD/RD LED does not turn on at data sending

When the SD/RD LED does not turn on at data sending, check the following items.

Check item Action
Is the ERROR LED or ERR LED on or flashing? Identify the error cause using the engineering tool.
Are the cables properly connected? Connect the cable properly.

Perform the following tests to check for the status of the cable connection and
line.

* PING test

» Communication status test

Is the program correct? Check and correct the send program of the Ethernet-equipped module.

If the above action does not solve the problem, perform the module communication test to check for hardware failure.!

*1  The module communication test cannot be performed for the CPU module (built-in Ethernet port part). Perform the troubleshooting of
the CPU module and check for hardware failure. (L1 MELSEC iQ-R CPU Module User's Manual (Startup))

When data cannot be received with the SD/RD LED off

When data cannot be received with the SD/RD LED off, check the following.

Check item Action
Is the ERROR LED or ERR LED on or flashing? Identify the error cause using the engineering tool.
Are the cables properly connected? Connect the cable properly.

Perform the following tests to check for the status of the cable connection and
line.

* PING test

» Communication status test

Are the parameter settings correct? Check the module parameters of the Ethernet-equipped module. Correct the
value for the following setting if it is wrongly set.

* "IP Address" under "Own Node Settings" of "Basic Settings"

« "Gateway Parameter Settings" of "Application Settings"

Is the program correct? Check and correct the send program of the external device.

If the above action does not solve the problem, perform the module communication test to check for hardware failure.™!

*1  The module communication test cannot be performed for the CPU module (built-in Ethernet port part). Perform the troubleshooting of
the CPU module and check for hardware failure. (LI MELSEC iQ-R CPU Module User's Manual (Startup))

When the L ER LED turns on

When the L ER LED turns on, check the following.

Check item Action

Are the Ethernet cables used normally? » Check if the Ethernet cable which conforms the standard is used. (LI
MELSEC iQ-R Ethernet/CC-Link IE User's Manual (Startup))

» Check if the station-to-station distance is set within range. (LI1 MELSEC
iQ-R Ethernet/CC-Link IE User's Manual (Startup))

* Check if the Ethernet cables are not disconnected.

Does the cabling condition (bending radius) meet the specifications? Refer to the manual for the Ethernet cable, and correct the bending radius.

Is the hub used operating normally? » Check if the hub which conforms the standard is used. (LL1 MELSEC iQ-R
Ethernet/CC-Link IE User's Manual (Startup))
» Power off and on the hub.

Is there any source of noise near the module or cables? Change the location of the module or cables.

If the above action does not solve the problem, perform the module communication test to check for hardware failure.
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Appendix 4.2 cChecking the module status

The following table lists the functions which can be used in the "Module Diagnostics" window of the Ethernet-equipped

module.

Error Information Displays the details of the errors currently occurring.

Click the [Event History] button to check the history of errors that have
occurred on the network, errors detected for each module, and operations that
have been executed.

Module Information List Displays various status information of the Ethernet-equipped module.

Supplementary Function Ethernet diagnostics Enables checking the cause to resolve the problem when an error occurs in

the Ethernet system.

Check the details of the error currently occurring and action to remove the error.

Module Name Production information ETTETETAY FVEAT _
Ethemet di i - —
-

Error If ion | Module Infs ion List

MNo. Occurrence Date Status Egg; Overview Jump

2014/07/01 00:00:10.857 A 1811 CPU module stop error

] I 3 Detail (]

legend A Major & Moderste N\ Minor

Detailed Information

Cause A stop error was detected in the CPU module.

Corrective Action |Check the error of the CPU module and take corrective action using the module diagnostics
of an engineering tool.

T
G . ese |
Status Major: An error such as hardware failure or memory failure. The module stops operating.
Moderate: An error, such as parameter error, which affect module operation. The module stops operating.
Minor: An error such as communication failure. The module continues operating.
Detailed Information Displays detailed information about each error (maximum of 3 pieces).
Cause Displays the detailed error causes.
Corrective Action Displays the actions to eliminate the error causes.
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Module Information List

Switch to the [Module Information List] tab to check various status information of the Ethernet-equipped module.

Module Diagnostics(Start I/0 No. 0000} E

Module Name

Production information

Supplementary Function

RITIENT1{E+E)

- I

|__ [Edmdagnsus

Modie rfraton =

Enzoute Stop Manitoring

Item ‘Content
LED information
RUN ‘On: Running
PLIEF 1-
PZIEF
ERR
MST/PRM
P1_D LINK
P1_P ERR Ont Minor emror or major emor (when the RUN LED is off)
P2_D LINK
P2_P ERR Ont Minor emror or major emor (when the RUN LED is off)
Individual information {P1: Ethemnet)
NetworkMNo. Not set
Station Number MNot set
Transient transmission groupMo. No group specification
Send Frame Ethemet (V2.0) frame
Jumba Frzme Disable (MTU 1500 byte])
‘Communication speed sstting Automatic negotiation
TP address(1st octet) 192
IP address(2nd octet) []
1P address{3rd octet) 1
IP address{4th octet) 100
Control system IP address{ist octet]) 0
Control system IP address(2nd octet) 0
Control system IP address(3nd octet) 0
Control system IP address{4th octet) 0
Mac address(1st ocet) - -
_—

Item

Description

LED information

Displays the LED status of the Ethernet-equipped module.

Individual information (P1:
Ethernet)”!

Network No.

Displays the network number set for the selected module.

Station Number

Displays the station number set for the selected module.

Transient transmission group No.

Displays the transient transmission group number set for the selected module.

Send Frame

Displays the send frame setting set for the selected module.

Jumbo Frame

Displays the jumbo frame setting set for the selected module.

Communication speed setting

Displays the communication mode set for the selected module.

IP address (1st octet)

IP address (2nd octet)

IP address (3rd octet)

IP address (4th octet)

Displays the IP address set for the selected module.

Control system IP address (1st octet)

Displays the control system IP address set for the selected module.

Control system IP address (2nd octet)

Control system IP address (3rd octet)

Control system IP address (4th octet)

MAC address (1st octet) Displays the MAC address of the selected module.

MAC address (2nd octet)

MAC address (3rd octet)

MAC address (4th octet)

MAC address (5th octet)

MAC address (6th octet)

Individual information (P2: Ethernet)”! (Same as the P1 connector)

*1 This item is displayed when the network type is set to "Ethernet".
For when the network type is set to "CC-Link IE Control", refer to the following.
L[] MELSEC iQ-R CC-Link IE Controller Network User's Manual (Application)
For when the network type is set to "CC-Link IE Field", refer to the following.
] MELSEC iQ-R CC-Link IE Field Network User's Manual (Application)
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Appendix 4.3 checking the network status

The communication status of the Ethernet-equipped module and external device can be checked with Ethernet diagnostics.

O [Diagnostics] = [Ethernet Diagnostics]

Ethernet Diagnostics @
Target Module Spedfication Change IP Address Display . Change Port Mo. Display —
/O Address | 0000 ) CPUM) | PLC Mo.1 @DEC () HEX CIDEC @ HEX Menitoring
Status of Each Connection | Status of Each Protocol | Connection Status |
) . Communication Communication | Communication Latest =
Connectm_n 2k SOEE SR Destination Destination Destination Error Protocol LIET e F
RITG T ML Communication IP Address Port No. Code EET HEEE
1 — MELSOFT Connection — — — TCP — Disconnected
2 = MELSOFT Connection = = = TCP = Disconnected | =
2 — MELSOFT Connection — — — TCP — Disconnected
4 = MELSOFT Connection = = = TCP = Disconnected
= — MELSOFT Connection — — — TCP — Disconnected |—
6 = MELSOFT Connection = = = TCP = Disconnected
7 — MELSOFT Connection — — — TCP — Disconnected
8 = MELSOFT Connection = = = TCP = Disconnected
9 — MELSOFT Connection — — — TCP — Disconnected
10 = MELSOFT Connection = = = TCP = Disconnected
11 — MELSOFT Connection — — — TCP — Disconnected
12 = MELSOFT Connection = = = TCP = Disconnected
13 — MELSOFT Connection — — — TCP — Disconnected
14 = MELSOFT Connection = = = TCP = Disconnected
15 — MELSOFT Connection — — — TCP — Disconnected
16 = MELSOFT Connection = = = TCP = Disconnected
17 — MELSOFT Connection — — — TCP — Disconnected
18 = MELSOFT Connection = = = TCP = Disconnected
19 — MELSOFT Connection — — — TCP — Disconnected
20 = MELSOFT Connection = = = TCP — Disconnected | =
4 I 2
[ emGTest | |Communication Status Test |

Set the Ethernet-equipped module to be diagnosed in "Target Module Specification".

Pointp

» The Ethernet diagnostics cannot be started when another station has been specified in "Other Station
Setting" on the "Specify Connection Destination Connection" window. Directly connect the engineering tool
to the station to be diagnosed, and start the Ethernet diagnostics.

« In a redundant system configuration of the remote head module, the Ethernet diagnostics cannot be started
when the engineering tool is connected to the remote head module of the standby system. Connect it to the
remote head module of the control system, and start the diagnostics.
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Status of Each Connection

The status of each connection of the Ethernet-equipped module selected.

Ethernet Diagnostics @
Target Module Spedfication Change IP Address Display . Change Port Mo. Display —
@ 1O Address |0000 @ cPUM) [PLC No.1 @DEC () HEX FDEC @ HEX Menitoring
Status of Each Connection | Status of Each Protocol | Connection Status |
) . Communication Communication | Communication Latest =
Connectm_n 2k SOEE SR Destination Destination Destination Error Protocol LIET e F
RITG T ML Communication IP Address Port No. Code EET HEEE
1 — MELSOFT Connection — — — TCP — Disconnected
2 = MELSOFT Connection = = = TCP = Disconnected | =
2 — MELSOFT Connection — — — TCP — Disconnected
4 = MELSOFT Connection = = = TCP = Disconnected
5 — MELSOFT Connection — — — TCP — Disconnected |—
6 = MELSOFT Connection = = = TCP = Disconnected
7 — MELSOFT Connection — — — TCP — Disconnected
8 = MELSOFT Connection = = = TCP = Disconnected
9 — MELSOFT Connection — — — TCP — Disconnected
10 = MELSOFT Connection = = = TCP = Disconnected
11 — MELSOFT Connection — — — TCP — Disconnected
12 = MELSOFT Connection = = = TCP = Disconnected
13 — MELSOFT Connection — — — TCP — Disconnected
14 = MELSOFT Connection = = = TCP = Disconnected
15 — MELSOFT Connection — — — TCP — Disconnected
16 = MELSOFT Connection = = = TCP = Disconnected
17 — MELSOFT Connection — — — TCP — Disconnected
18 = MELSOFT Connection = = = TCP = Disconnected
19 — MELSOFT Connection — — — TCP — Disconnected
20 = MELSOFT Connection = = = TCP — Disconnected | =
4 I 2
[ emGTest | |Communication Status Test |

The following table lists the displayed items in "Status of Each Connection" tab.

Item Description

Connection No./Function Displays the connection number and functions (FTP server, FTP client™®, MELSOFT direct connection).

Host Station Port No. Displays the own station port number used.

Communication Destination Displays the communication method.

Communication Method 2

Communication Destination IP Displays the IP address of the sensor/device to be connected, which is set in the parameter settings.

Address

Communication Destination Port No. Displays the port number of the sensor/device to be connected, which is set in the parameter settings.

Latest Error Code Displays the error code that indicates the definition of latest error occurred.

Protocol Displays the protocol (TCP/IP or UDP/IP).

Open System Displays the open method (Active, Unpassive, or Fullpassive) when the protocol of the connection is TCP/IP.

TCP Status Displays the status (open status) of connection with the sensor/device when the protocol of the connection status is
TCP/IP.

Pairing Open'1 Displays the setting status of pairing open when the communication method of the connection is the fixed buffer.

Existence Confirmation™! Displays the alive check method set in the parameter settings.

Remote Password Status Displays the remote password setting status.

Consecutive failed unlock attempts Displays the total number of continuous failure of remote password unlock.

Force Deactivation Status Displays the status of forced invalidation specification.

*1 This item is displayed only for the RU71EN71 and the RnENCPU (network part).

*2 This item is displayed only when the network type of the RU71EN71 is set to "Q Compatible Ethernet" and "MELSOFT Connection
Module" is set as an external device in "External Device Configuration" of "Basic Settings".

*3 This item is displayed only for the CPU module (built-in Ethernet port part).

Click the [Clear Latest Error Code] button to clear all the errors displayed in "Latest Error Code" of each connection.

Point >

Information about connections No.17 to 64, FTP server, and MELSOFT direct connection are not displayed
when "Q Compatible Ethernet" is set in the network type of the RJ71EN71.
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Status of Each Protocol

The total number of packets sent/received by each protocol of the selected Ethernet-equipped module can be checked.

Ethernet Diagnostics
Target Module Spedfication

@ Module No.  |Board No. 1 (Port1)

Status of Each Connection

Total Number of Receives

Total Number of Sends

Total Number of Sum Check Error Cancels
Total Mumber of Echo Request Receives
Total Mumber of Echo Reply Sends

Total Number of Echo Request Sends

Total Mumber of Echo Reply Receives

Change IP Address Display . Change Port Mo. Display
/O Address | 0000 @ CPUMM) [PLC No.1 @) DEC HEX DEC (@ HEX
Connection Stamsl
IP Packet ICMP Packet TCP Packet LDP Packet
| “l ol “l |
| 45 | [i | 31 | [i
| ol ol

==
| Monitoring

[ emGTest | |Communication Status Test |

The following table lists the displayed items in "Status of Each Protocol" tab.

Item Description Display range
Total Number of Receives Displays the total number of received packets. 0 to 4294967295
Total Number of Sends Displays the total number of sent packets. 0 to 4294967295
Total Number of Sum Check Error Displays the number of times the received packet was discarded due to checksum error. 0 to 4294967295
Cancels

Total Number of Echo Request Displays the total number of received ICMP echo request packets. 0 to 4294967295
Receives

Total Number of Echo Reply Sends Displays the total number of sent ICMP echo replay packets. 0 to 4294967295
Total Number of Echo Request Sends | Displays the total number of sent ICMP echo request packets. 0 to 4294967295
Total Number of Echo Reply Receives | Displays the total number of received ICMP echo reply packets. 0 to 4294967295
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Connection Status

The communication status of the Ethernet-equipped module.

Ethernet Diagnostics

Target Module Spedfication Change IP Address Display . Change Port Mo. Display l—
@) Module No.  |Board No. 1{Port1) - 1/O Address | 0000 &) CPU(M) |PLC No.1 @) DEC HEX DEC @) HEX
Stop Monitoring

Status of Each Connecﬁonl Status of Each Protocol

Communication Status

Full Duplex/Half Duplex | Full Duplex

Connection Status | Connecting
Communication Rate | 1000BASE-TX

MNumber of Disconnections | 0

Broadcast

Maximum Size of Detection | 174 gyte
Amount of Data per Unit Time (Latest) | 0 Byte/Sec
Amount of Data per Unit Time (Maximum) | 174 Byte/Sec

Clear Line Status

[ emGTest | |Communication Status Test |

The following table lists the displayed items in "Connection Status" tab.

Item Description Display range

Communication Full Duplex/Half Duplex | Displays whether the line is full-duplex or half-duplex. —

Status Connection Status Displays the cable connection status. —
Communication Rate Displays the communication speed. —
Number of Displays the number of times the line entered a state where communication cannot 0 to 65535
Disconnections be performed.

Broadcast Maximum Size of Displays the maximum size of discarded broadcast messages. 0 to 65535
Detection
Amount of Data per Unit | Displays the size (latest value) per second of discarded broadcast messages. 0 to 4294967295
Time (Latest)
Amount of Data per Unit | Displays the size (maximum value) per second of discarded broadcast messages. 0 to 4294967295
Time (Maximum)

Click the [Clear Line Status] button to clear all the data in "Broadcast".

Point;9

Information in "Broadcast" is not displayed when "Q Compatible Ethernet" is selected for the network type of
the RU71ENT1.
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PING Test

The PING test checks existence of an Ethernet device on the same Ethernet network.

This test is performed on the network of stations connected to the engineering tool by sending packets for check. If a
response returns, the communications can be performed.

O "Ethernet Diagnostics" window = [PING Test] button

PING Test =

Input Item
Address Spedfication

_ IP Address Input Form

©) IP Address @DEC () HEX

() IP Address/Host Name
Setting Options

[ Display the Host Name Default

Specify the Data Size 32 Byte

Spedify the Communication Time Check 1 Seconds

Spedify the Number of Sends Spedify the Count - 4 Times

Result

Mumber of Successes Transmissions = / Close

HEProcedure

Set the required items in "Input ltem" and click the [Execute] button to execute the PING test. The test results are displayed in
the "Result" box.

Point ;>

When executing the PING test from the RJ71EN71 and the RnENCPU (network part) by connecting the
engineering tool and CPU module with an USB cable, network number and station number setting is required
to specify the PING executing station.

BAction for abnormal end

If the test fails, check the following and perform the test again.

* Whether the Ethernet-equipped module is properly mounted on the base unit

« Connection to the Ethernet network

» Parameter settings written to the CPU module

» Operating status of the CPU module (whether or not an error has occurred)

+ IP addresses set in the engineering tool and the PING test target station

» Whether the external device has been reset after the Ethernet-equipped module was replaced
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Communication Status Test

The communication status test checks whether the communications between the own station and the external device on the
same Ethernet are operated normally.

The following external devices are the target of communication status test.

* RJ71EN71 (when the Ethernet function is used)

* RNENCPU (network part) (when the Ethernet function is used)

+ MELSEC-Q series Ethernet interface module (function version B or later)

* MELSEC-L series Ethernet interface module

This test is performed on the network of stations connected to the engineering tool, by sending the test messages sequentially
to specified network and station number range. If the module that received the message returns a response, communications
are normal.

O "Ethernet Diagnostics" window = [Communication Status Test] button

Communication Status Test @
MNetwork No. P—
MNumber of Start Station Mo. End Station No.
Confirmation — PING Test
Stations
Chedk 10
Communication Time Seconds

Result

Station | IP Address / Emor Code

-~

Change IP Address Display
@ DEC

© HEX

Mumber of Response Stations

4

The communication status test cannot be performed when the Ethernet function of the CPU module (CPU part
for the RnNENCPU) is used.

HProcedure
Set the required items in "Setting Item" and click the [Execute] button to execute the communication status test. The test
results are displayed in the "Result" box.
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HWAction for abnormal end

If the communication status test fails,

"Result".

"No Response" or an error code is displayed in the "IP Address / Error Code" field in

Displayed test
result

Status of the
external device

Cause

Action

No Response

No error

The initial process for the Ethernet-equipped module
has not completed successfully.

Correct the module parameters.

There is an error in the line connection to the
Ethernet-equipped module. (Cable disconnection,
line disconnection, or other errors)

« Check the cable.
« Check the hub and gateway.

The IP address of the Ethernet-equipped module is
incorrect. (The class or subnet address differs from
that of the Ethernet-equipped module.)

The same IP address has been set to multiple
Ethernet-equipped modules.

The same network number or station number has
been set to multiple Ethernet-equipped modules.

Correct the module parameters.

No error/Error exists

The Ethernet line is heavily loaded.

Perform the test again when the Ethernet line is not
heavily loaded.

Error exists

The routing settings are not configured.

Correct the setting value for "Routing Setting" of
"CPU Parameter".

Error code No error The "MELSOFT Transmission Port (UDP/IP)" for the | Disable the remote password setting and write the
Ethernet-equipped module is locked with the remote | parameters to the CPU module.
password.
The target module does not support the Check the module name and function version.
communication status test.
No error/Error exists The Ethernet line is heavily loaded. Perform the test again when the Ethernet line is not
heavily loaded.
HEPrecautions

* The communication status test cannot be executed when "MELSOFT Transmission Port (UDP/IP)" for the target Ethernet-

equipped module is locked with the remote password.

* When executing the communication status test, set "Gateway Other Than Default Gateway" under "Gateway Parameter

Settings" in "Application Settings" to "Not Use".
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Appendix 5 Dedicated Instructions

Dedicated instructions facilitate programming for using functions of intelligent function modules.

This section describes the Ethernet-equipped module dedicated instructions available on the CPU module and the
instructions used in sequence programs on this textbook.

For details, refer to the following.

L[] MELSEC iQ-R Programming Manual (Instructions, Standard Functions/Function Blocks)

Appendix 5.1 List of dedicated instructions

This section describes the dedicated instructions that can be used in Ethernet.

Point

For details on dedicated instructions, refer to the following.
L[] MELSEC iQ-R Programming Manual (Instructions, Standard Functions/Function Blocks)

Open/close instructions

The following table lists the dedicated instructions used for open or close processing.
O: Available, X: Not available

Instruction Description Availability
RJ71ENT1, CPU module (built-in
RnENCPU (network | Ethernet port part)
part)

GP.CONOPEN Establishes a connection. @) X

SP.SOCOPEN X O

OPEN @) X

GP.CONCLOSE Closes the connection. O X

SP.SOCCLOSE X O

CLOSE @) X

Instructions for predefined protocol communications

The following table lists the dedicated instructions used for communications using the predefined protocol.
O: Available, X: Not available

Instruction Description Availability
RJ71ENT71, CPU module (built-in
RnENCPU (network | Ethernet port part)
part)
GP.ECPRTCL Executes the protocol registered with the engineering tool's predefined O X
SP.ECPRTCL protocol support function. « )
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The following table lists the dedicated instructions used for socket communications.
O: Available, X: Not available

GP.SOCRCV Reads the receive data from the external device. O X
SP.SOCRCV X O
G.SOCRCVS O O
S.SOCRCVS X O
GP.SOCSND Sends data to the external device. O O
SP.SOCSND X O
SP.SOCCINF Reads connection information. X O
SP.SOCCSET Changes the communication target. X O
SP.SOCRMODE Changes the connection receive mode. X O
S(P).SOCRDATA Reads the specified size of data from the socket communication receive data X O
area.

The following table lists the dedicated instruction used for communications using the SLMP.
O: Available, X: Not available

SP.SLMPSND Sends SLMP message to the SLMP-compatible device. X O

The following table lists the dedicated instructions used for the file transfer function (FTP client).
O: Available, X: Not available

SP.FTPPUT This instruction sends files in the CPU module (FTP client) to the folder path of | X O
the specified FTP server.

SP.FTPGET This instruction retrieves files on the FTP server to the folder path of the X O
specified CPU module (FTP client).

fixed buffer

The following table lists the dedicated instructions used in the RJ71EN71 and the RnENCPU (network part) for
communications using the fixed buffer.

BUFRCV Reads the receive data from the external device.
BUFRCVS Reads the receive data with an interrupt program.
BUFSND Sends data to the external device.

APPENDICES
Appendix 5 Dedicated Instructions ~ App. - 65



Link dedicated instructions

The following table lists the dedicated instructions used in the RJ71EN71 and the RnENCPU (network part) for transient
transmission with programmable controllers on other stations. Each link dedicated instruction allows access to a station on a
network other than Ethernet.

Instruction Description

SEND Sends data to another station.

RECV Reads the receive data from another station (for main program).

RECVS Reads the receive data from another station (for interrupt program).

READ Reads data from the word device of another station.

SREAD Reads data from the word device of another station (with completion device).

WRITE Writes data to the word device of another station.

SWRITE Writes data to the word device of another station (with completion device).

REQ Requests the remote RUN/STOP to the CPU module on another station.
Reads/writes clock data from/to another station.

ZNRD Reads data from the word device in another station (ACPU).

ZNWR Writes data to the word device in another station (ACPU).

Other dedicated instructions

Other instructions used by the RJ71EN71 and the RnENCPU (network part)

Instruction Description

ERRCLEAR Turns off the LED and clears error information.”
ERRRD Reads error information.

UINI Performs re-initial processing.

*1  Availability for turning off the LED depends on the firmware version of the RJ71EN71.

Appendix 5.1.1 Precautions for dedicated instructions

This section describes precautions when using the dedicated instructions.

Precautions for dedicated instructions (common)

HEWhen changing data specified by dedicated instructions
Do not change any data (such as control data) until execution of the dedicated instruction completes.

EWhen the dedicated instruction does not complete
Check whether "Module Operation Mode" in "Application Settings" of the RJ71EN71 and the RnENCPU (network part) is

"Online".
A dedicated instruction cannot be executed when the mode is "Offline" or "Module Communication Test".

Precautions for link dedicated instructions

The following describes precautions when executing multiple link dedicated instructions simultaneously.

EChannel of the link dedicated instructions
When executing multiple link dedicated instructions simultaneously, check that the instructions do not use the same channel

number. Link dedicated instructions specifying the same channel number cannot be executed simultaneously. To use the
same channel for multiple link dedicated instructions, configure an interlock so that an instruction is executed after completion
of another.
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Appendix 5.2 opening a connection

GP.OPEN, ZP.OPEN

A
RnPCPU l§ RnPCPU [l RnSFCPU lf RnSFCPU
RnCPU JRnENCPU (Redundant)l(Standard)R (Safety)

These instructions establish (open) a connection with an external device for data communications.

Ladder

ST

— = w|en]ea] @

ENO: =GP_OPEN(EN,U,s1,s2,d);
ENO: =ZP_OPEN(EN,U,s1,s2,d);

FBD/LD

1
— EN ENO —
— u d —
— s1
— s2

HEExecution condition

Instruction Execution condition
GP.OPEN
ZP.OPEN I

Setting data

EDescription, range, data type

Operand Description Range Data type Data type (label)

V) GP.OPEN Start I/O number (first three digits in four-digit O00H to FEH 16-bit unsigned binary | ANY16
hexadecimal representation) of own station or own
node

ZP.OPEN Start 1/0 number (first three digits in four-digit 00H to FEH String ANY16_OR_STRING

hexadecimal representation) of own station or own _SINGLE
node

(s1) Connection No. 1t0 16 16-bit unsigned binary | ANY16

(s2) Own station start device where control data is stored | Refer to the control data. Device name ANY16"!

(d) Device of the own station, which turns on for one — Bit ANYBIT_ARRAY
scan upon completion of the instruction. (Number of elements:
When the instruction completes with an error, (d)+1 2)
also turns on.

EN Execution condition — Bit BOOL

ENO Execution result — Bit BOOL

*1  When specifying setting data by using a label, define an array to secure enough operation area and specify an element of the array

label.
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BApplicable devices

U |GPo |— — o — —|— —|o o |—|—]o0
PEN
PO | — — o — —|—= — |0 — |—|ol]o
PEN
(s1) o — 0% — —|—= —|o o |—|—|—
(s2) — — 0% — —|— —|o — | =|=]=
) o — 0% — —|— - | = — | =|=]-

*1  FXand FY cannot be used.
*2 FD cannot be used.
*3 T, ST, C, and FD cannot be used.
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HEControl data

Operand: (s2)

Device Item Description Setting range | Set by
+0 Execution type/End Specify whether to use the parameter value set by the engineering tool or the value | 0000H User
type set in (s2)+2 to (s2)+6 of control data for opening a connection. 8000H
« 0000H: The open processing is performed according to the setting in "External
Device Configuration" of the engineering tool.
« 8000H: The open processing is performed according to the setting in (s2)+2 to
(s2)+6 of control data.
+1 Completion status The completion status is stored upon completion of the instruction. — System
« 0: Completed successfully
« Other than 0: Completed with an error (error code)
+2 Application setting area | Specify the application of a connection. Left User
b15b14 b13--- b11 b10 b9 b8 b7 b6 b2 b1 b0
Lol o [ lwae) o [l
(1) Application of fixed buffer (b0)
« 0: For sending
« 1: For receiving
(2) Target station alive check (b1)
« 0: Disable the alive check
+ 1: Alive check”’!
(3) Pairing open (b7)
« 0: Disable pairing open
« 1: Enable pairing open*2
(4) Protocol (b8)
« 0: TCP/IP
« 1: UDP/IP
(5) Fixed buffer communications procedure (b9 and b10)
« 00: Procedure exist
« 01: No procedure
« 10: Predefined protocol
(6) Opening method (b14 and b15)
« 00: Active open or UDP/IP
« 10: Unpassive open
« 11: Fullpassive open
+3 Own station port Specify the port number of the own station. 1024 to 4999, User
number (Port numbers 5000 to 5009 is reserved for the system and cannot be used.) 5010 to 65534
(0400H to 1387H,
1392H to FFFEH)
+4to +5 IP address of external Specify the IP address (IPv4) of an external device. 00000001H to User
device™ « The IP address is stored in (s2)+4 and (s2)+5. FFFFFFFFH
« To enable broadcast, specify FFFFFFFFH.
+6 Destination port Specify the destination port number. 1 to 65534, 65535 | User
number™3 When receiving data from all port numbers, specify FFFFH. (0001H to FFFEH,
FFFFH)
+7 to +9 System area — — —
*1  When the TCP/IP protocol is used, the alive check method is fixed to KeepAlive. (When UDP/IP is used, it is fixed to Ping.)
*2 This item can be set when the connection number set in (s1) is one from 1 to 7 and 9 to 15.
*3 Settings are ignored if the open method (bits 14 and 15) specified by (s2)+2 is "10: Unpassive open".
APPENDICES

Appendix 5 Dedicated Instructions

App. - 69



Processing. details

» These instructions open the connection specified by (s1) of the module specified by (U).

» The selection of the setting value used for open processing is specified by (s2)+0. (Specify whether to use the parameter
value set by the engineering tool or the value set in (s2)+2 to (s2)+16 of control data.)

» The execution status and the completion status of the OPEN instruction can be checked with the completion device (d) and

the completion status indication device (d)+1.
» Completion device (d)
This device turns on during END processing of the scan where the OPEN instruction completes, and turns off during the next END processing.
» Completion status indication device (d)+1
This device turns on or off depending on the completion status of the OPEN instruction.
When completed successfully: The device remains off.
When completed with an error: The device turns on during END processing of the scan where the OPEN instruction completes, and turns off during the next
END processing.

» The following figure shows the operation at completion of the OPEN instruction.

Sequence scan [o END—0 END—0 END—0 END|

Execution of the instruction
'
OPEN instruction : !

ON :
i
:¢0FF
ON _Completed with an error}
4 'y OFF

Completed successfully |
1 scan

N,

Completion device (d)
OFF

Completion status indication  oeg
device (d)+1

\A| Opening a connection

» The OPEN instruction is executed on the rising edge (OFF to ON) of the open command.

Precautions

For the same connection, do not perform open and close processing using the OPEN and CLOSE instructions simultaneously
with open and close processing using other means. Simultaneous use results in a malfunction.

Operation.error

Error code Description
((s2)+1)

COO0OH to CFFFH | L1 MELSEC iQ-R Ethernet User's Manual (Application)

» The communication method of the target connection is fixed buffer communications (procedure exist), fixed
buffer communications (no procedure), or predefined protocol. Make settings in (b9, b10) (fixed buffer
communications procedure) of (s2)+2 in control data.

» When the protocol is set to TCP/IP, the alive check method is fixed to KeepAlive.

» The connection numbers that can be specified range from 1 to 16. Connection number 17 and after cannot
be specified.

« If no parameter data is set in "External Device Configuration” of the engineering tool, the communication
data code becomes "Binary". If one or more parameter data are set, the instruction follows the value set in
"Communication Data Code".

« If no parameter data is set in "External Device Configuration" of the engineering tool, the opening method
becomes "Do Not Open by Program". If one or more parameter data are set, the instruction follows the
value set in "Opening Method".
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Appendix 5.3 closing a connection

GP.CLOSE, ZP.CLOSE

A
RnSFCPU fRnSFCPU

RnPCPU |l RnPCPU
RnCPU RnENCPU (Standard)ll (Safety)

These instructions disconnect (close) the connection from the external device during data communications.

Ladder ST
ENO: =GP_CLOSE(EN,U,s1,52,d);
— ENO: =ZP_CLOSE(EN,U,s1,52,d);
— = w|en]e] @
FBD/LD
C— 1
— EN ENO —
— si
— s2

HEExecution condition

Instruction Execution condition
GP.CLOSE
ZP.CLOSE I

Setting data

EDescription, range, data type

Operand Description Range Data type Data type (label)

V) GP.CLOSE | Start I/O number (first three digits in four-digit O00H to FEH 16-bit unsigned binary | ANY16
hexadecimal representation) of own station or own
node

ZP.CLOSE | Start I/O number (first three digits in four-digit 00H to FEH String ANY16_OR_STRING

hexadecimal representation) of own station or own _SINGLE
node

(s1) Connection No. 1t0 16 16-bit unsigned binary | ANY16

(s2) Own station start device where control data is stored | Refer to the control data. Device name ANY16"!

(d) Device of the own station, which turns on for one — Bit ANYBIT_ARRAY
scan upon completion of the instruction. (Number of elements:
When the instruction completes with an error, (d)+1 2)
also turns on.

EN Execution condition — Bit BOOL

ENO Execution result — Bit BOOL

*1  When specifying setting data by using a label, define an array to secure enough operation area and specify an element of the array

label.
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BApplicable devices

Operand Bit Word Double word | Indirect Constant | Others
X,Y,M, L, SM, |JO\O |T,ST,C,D,W,SD, | umeO,Jo\d, | z | LT,LsT, | Lz | specification [ "[g ¢ | (U)
F, B, SB, FX, FY SW, FD, R, ZR, RD | U3EO\(H)GO LC H
(U |GPC |— — @) — —| = — |0 o|—|—1|0
LOSE
ZPCL | — — o — —| = — |0 —|—|0|0
OSE
(s1) o — 0" — — | — — | O O|—|—|—
(s2) — — 02 — —|— — |0 el Bl el
(d1) o — o — — | — — | = — | ===
*1  FXand FY cannot be used.
*2 FD cannot be used.
*3 T, ST, C, and FD cannot be used.
EControl data
Operand: (s2)
Device Item Description Setting range | Set by
+0 System area — — —
+1 Completion status The completion status is stored upon completion of the instruction. — System

« 0: Completed successfully
* Other than 0: Completed with an error (error code)

Processing details

» These instructions close the connection specified by (s1) of the module specified by (U).

» The execution status and the completion status of the CLOSE instruction can be checked with the completion device (d)

and the completion status indication device (d)+1.

» Completion device (d)

This device turns on during END processing of the scan where the CLOSE instruction completes, and turns off during the next END processing.

« Completion status indication device (d)+1
This device turns on or off depending on the completion status of the CLOSE instruction.
When completed successfully: The device remains off.
When completed with an error: The device turns on during END processing of the scan where the CLOSE instruction completes, and turns off during the next

END processing.

» The following figure shows the operation at completion of the CLOSE instruction.

Sequence scan o END—{0 END—{0 END—{0 END]
Execution of the instruction , :
CLOSE instruction i : H ;
Completion device (d) : el :
(o] etion device ' ' |
P OFF . B ;*OFF
E QN Completed with an error}
Completion status indication g ! ! 4 ' OFF
device (d)+1 E E Completed successfully :
' ! 1scan

W

Closing a connection

'
»
< Lt
'
'
'

» The CLOSE instruction is executed on the rising edge (OFF to ON) of the close command.

Precautions

» For the same connection, do not perform open and close processing using the OPEN and CLOSE instructions
simultaneously with open and close processing using other means. Simultaneous use results in a malfunction.

« If a connection for which the OPEN instruction is in execution is specified in TCP Unpassive/Fullpassive open mode, an

error (C1B2H: OPEN/CLOSE instruction is in execution for the specified connection) occurs.

Operation.error

Error code ((s2)+1)

Description

CO00H to CFFFH

L1 MELSEC iQ-R Ethernet User's Manual (Application)
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Appendix 5.4 Reading receive data

GP.BUFRCV, ZP.BUFRCV

A
RnPCPU l§ RnPCPU [l RnSFCPU lf RnSFCPU
RnCPU JRnENCPU (Redundant)l(Standard)R (Safety)

These instructions read receive data from the external device through fixed buffer communications.

Ladder ST

— = w|en]e2 ]| en] e

ENO: =GP_BUFRCV(EN,U,s1,s2,d1,d2);
ENO: =ZP_BUFRCV(EN,U,s1,s2,d1,d2);

FBD/LD

C—1
— EN ENO —
— U d1 —
— si da2 —
— s2

HEExecution condition

Instruction Execution condition
GP.BUFRCV
ZP.BUFRCV I

Setting data

EDescription, range, data type

Operand Description Range Data type Data type (label)

(U) | GP.BUFRCYV | Start I/O number (first three digits in four-digit O00H to FEH 16-bit unsigned binary | ANY16
hexadecimal representation) of own station or own
node

ZP.BUFRCV | Start I/O number (first three digits in four-digit 00H to FEH String ANY16_OR_STRING

hexadecimal representation) of own station or own _SINGLE
node

(s1) Connection No. 1t0 16 16-bit unsigned binary | ANY16

(s2) Own station start device where control data is stored | Refer to the control data. Device name ANY16"!

(d1) Own station start device for storing the receive data | — Device name ANY16™!

(d2) Device of the own station, which turns on for one — Bit ANYBIT_ARRAY
scan upon completion of the instruction. (Number of elements:
When the instruction completes with an error, (d2)+1 2)
also turns on.

EN Execution condition — Bit BOOL

ENO Execution result — Bit BOOL

*1  When specifying setting data by using a label, define an array to secure enough operation area and specify an element of the array

label.
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BApplicable devices

Uy |GPB |— O — —| — — |0 O O
UFR
cv
ZPB | — O — —| = — | O — O
UFR
cv
(s1) oM o — —| = — |0 @ —
(s2) — o — —| = — |0 — —
(d1) - 07 - —|— — |0 - -
(d2) o™ o3 — —|— — |= - -
*1  FXand FY cannot be used.
*2 FD cannot be used.
*3 T, ST, C, and FD cannot be used.
HEControl data
+0 System area — — —
+1 Completion status The completion status is stored upon completion of the instruction. — System

 0: Completed successfully
« Other than 0: Completed with an error (error code)

HReceive data

+0 Receive data length The length of the data read from the fixed buffer Procedure exist (binary): 1t0 5113 System
data area is stored. Number of words (1t0 1017)
(The data length is represented in words or bytes Procedure exist (ASCII): 1 to 2556
according to the procedure of fixed buffer Number of words (1to 508)""
communications.)
No procedure (binary): 1to 10238
Number of bytes (1 to 2046)"
+1to +O Receive data The data read from the fixed buffer data areas is stored sequentially in ascending — System
order of addresses.

*1 This setting range is applicable when the network type is "Q-compatible Ethernet".
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Processing. details

» These instructions read the receive data (fixed buffer communications area) of the connection specified by (s1) of the
module specified by (U). These instructions can be used only for the connections for which "Fixed Buffer (Procedure Exist/

No Procedure)" is set as the communication method.
[Reading receive data from the sending station to the own station]

[Own station] [Sending station]
CPU module Ethernet-equipped module CPU module Ethernet-equipped module
(d1) [ Receive data ength Fixed buffer data area Fixed buffer data area

-

- ~

’ .
" BUFSND 1 No.1
~ oL

Receive data No.1

No.16 No.16

No.: Connection No.
» The execution status and the completion status of the BUFRCYV instruction can be checked with the completion device (d2)

and the completion status indication device (d2)+1.
» Completion device (d2)
This device turns on during END processing of the scan where the BUFRCYV instruction completes, and turns off during the next END processing.
« Completion status indication device (d2)+1
This device turns on or off depending on the completion status of the BUFRCV instruction.
When completed successfully: The device remains off.
When completed with an error: The device turns on during END processing of the scan where the BUFRCYV instruction completes, and turns off during the next
END processing.

» The following figure shows the operation at completion of the BUFRCV instruction.

Sequence scan lo END—0 END—0 ENDF—0 END|

Execution of the instruction
BUFRCYV instruction i :\

'
i
Completion device (d2) ' o ;
ompletion aevice ! T
P oFF : ) WOFF
' '
: ON Completed with an error}
Completion status indication e i 4 w OFF
. + L
device (d2)+1 . \ Completed successfully ]
' . 1 scan |
' ' »
| Receiving data '/ \‘.| Storing receive data k/ H

« The BUFRCYV instruction is executed on the rising edge (OFF to ON) of the socket/fixed buffer receive status signal
(Un\G1900016 to Un\G1900023).

When the BUFRCYV instruction reads receive data from the same connection, it cannot be used in combination
with the BUFRCVS instruction (for interrupt programs).

Operation.error

Error code Description
((s2)+1)
COO0OH to CFFFH L1 MELSEC iQ-R Ethernet User's Manual (Application)
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Appendix 5.5 sending data

GP.BUFSND, ZP.BUFSND

A
RnPCPU |l RnPCPU [ RnSFCPU lf RnSFCPU
RnCPU JRnENCPU (Redundant)l(Standard)R (Safety)

These instructions send data to the external device through fixed buffer communications.

Ladder

ST

— = dlw|en]e 6] @

ENO: =GP_BUFSND(EN,U,s1,s2,s3,d);
ENO: =ZP_BUFSND(EN,U,s1,s2,s3,d);

FBD/LD
C—1
— EN ENO |—
— u 4 —
— s
— 82
— s3

HEExecution condition

Instruction Execution condition
GP.BUFSND
ZP.BUFSND l

Setting data

EDescription, range, data type

Operand Description Range Data type Data type (label)

(U) | GP.BUFSND | Start I/O number (first three digits in four-digit O00H to FEH 16-bit unsigned binary | ANY16
hexadecimal representation) of own station or own
node

ZP.BUFSND | Start I/O number (first three digits in four-digit 00H to FEH String ANY16_OR_STRING

hexadecimal representation) of own station or own _SINGLE
node

(s1) Connection No. 1t0 16 16-bit unsigned binary | ANY16

(s2) Own station start device where control data is stored | Refer to the control data. Device name ANY16™!

(s3) Own station start device where send data is stored — Device name ANY16™!

(d) Device of the own station, which turns on for one — Bit ANYBIT_ARRAY
scan upon completion of the instruction. (Number of elements:
When the instruction completes with an error, (d)+1 2)
also turns on.

EN Execution condition — Bit BOOL

ENO Execution result — Bit BOOL

*1  When specifying setting data by using a label, define an array to secure enough operation area and specify an element of the array

label.
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BApplicable devices

Uy |GPB |— — o) - —| = — |0 o |—|—|O
UFS
ND
ZPB | — — o} - —|— — |0 — |=]0o|0
UFS
ND
(s1) oM — o — —| = — |0 O |—|—|—
(s2) — — 02 — —|— — |0 — | ===
(s3) - — o — —|— — |0 — | ===
(d) o - o3 - —|— e — | ===

*1  FXand FY cannot be used.
*2 FD cannot be used.
*3 T, ST, C, and FD cannot be used.

HEControl data

+0 System area — — —
+1 Completion status The completion status is stored upon completion of the instruction. — System
 0: Completed successfully
« Other than 0: Completed with an error (error code)
ESend data

+0 Send data length Specify the send data length. Procedure exist (binary): 1t0 5113 User
(Specify the data length in words or bytes Number of words (1to 1017)"1
according to the procedure of fixed buffer Procedure exist (ASCII): 1 to 2556
communications.) Number of words (1 to 508)""
No procedure (binary): 1to 10238
Number of bytes (1 to 2046)"!
+1to +O Send data Specify the send data. — User

*1 This setting range is applicable when the network type is "Q-compatible Ethernet".
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Processing. details

» These instruction send the data in the device specified by (s3) to the external device of the connection specified by (s1) of
the module specified by (U). These instructions can be used only for the connections for which "Fixed Buffer (Procedure
Exist/No Procedure)" is set as the communication method.

[Own station] [Target station]
CPU module Ethernet-equipped module CPU module Ethernet-equipped module
(s3) Fixed buffer data area Fixed buffer data area
Send data length

-

- ~

P kS
" BUFRCV 1 No.1
~ oL

4%......---- Nr;.n 4_

Send data No.1

1
]

]

]

]

]

]

]

]

]

]

——» Non '
]

]

H 1
: ]
]

]

]

]

]

]

No.16 No.16

No.: Connection No.
* The execution status and the completion status of the BUFSND instruction can be checked with the completion device (d)

and the completion status indication device (d)+1.
» Completion device (d)
This device turns on during END processing of the scan where the BUFSND instruction completes, and turns off during the next END processing.
« Completion status indication device (d)+1
This device turns on or off depending on the completion status of the BUFSND instruction.
When completed successfully: The device remains off.
When completed with an error: The device turns on during END processing of the scan where the BUFSND instruction completes, and turns off during the next
END processing.

» The following figure shows the operation at completion of the BUFSND instruction.

Sequence scan lo ENDF—0 ENDF—0 END—0 END|

Execution of the instruction . H
ﬁ I I .
BUFSND instruction ! ]
i i
|

T
:*OFF
oN Completed with an error}

4 'y OFF

Completed successfully .

1scan

ON

Completion device (d)

Y

OFF

Completion status indication g
device (d)+1

\A| Sending data

« The BUFSND instruction is executed on the rising edge (OFF to ON) of the send command.

Operation.error

Error code Description
((s2)+1)

COO0OH to CFFFH | L1 MELSEC iQ-R Ethernet User's Manual (Application)
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Appendix 6 Communications Using the Random
Access Buffer

With communications using the random access buffer, data can be freely read and written between any external device
(excluding Ethernet-equipped module) and the RJ71EN71 or the RnENCPU (network part). The external device does not
need to be fixed. The random access buffer is used as the common buffer area for external devices connected to Ethernet.

RJ71EN71 or RnENCPU
(network part)

External device Write Write External device
\\A la—1 /
Read Random Read
access

Write ] buffer ™ Write
External device / ‘ \ External device

Read Read

Write Read

External device

Precautions
The CPU module (CPU part for the RnENCPU) cannot exchange data with the random access buffer.

Appendix 6.1 setting procedure

Set "External Device Configuration" under "Basic Settings".

1. Select the external device to be connected in "Module List", and drag and drop it to the list of devices or device map.

External device name Description
UDP Connection Module Select to communicate with the external device using UDP/IP.
Active Connection Module Select to perform the open processing to the external device from the Ethernet-equipped module (Active open)

and communicate using TCP/IP.

Unpassive Connection Module Select to receive the open processing from an unspecified external device (Unpassive open) and communicate
using TCP/IP.

Fullpassive Connection Module Select to receive the open processing from the specified external device (Fullpassive open) and communicate
using TCP/IP.

2. Set "Communication Method" for external device to "Random Access Buffer".
3. Set the IP address of the external device.

4. Setthe other parameters required for communications in the connections.
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Appendix 6.2 communication process

This section describes the mechanism of communications using the random access buffer.

Data flow

This section describes the flow of data communications using the random access buffer.

A dedicated packet is used to exchange data between the external device and the RJ71EN71 or the RnENCPU (network
part).

A program is used to access the random access buffer from the CPU module.

Point ;>

The process is executed asynchronously with the program, so if synchronization is required, use socket
communications or communications using the fixed buffer.

External devices capable of data communications

Data can be exchanged with the following external devices.

+ Devices in Ethernet to which the RJ71EN71 is connected

* Devices in Ethernet to which the RnENCPU (network part) is connected
 Devices connected via a router

Appendix 6.3 Procedure for reading data from the
external device

The following figure shows the processing when sending data from the RJ71EN71 or the RnENCPU (network part) in
response to a read request from the external device.

RJ71EN71 or RnENCPU

CPU module (network part) @ Read request (command) |
:> Random access ACK (TCP only) R
@ Writing using the buffer
TO instruction | 6 Response/data read >
J < External device
ACK (TCP only)

@ After the module parameters are set, check that the initial processing of the RJ71EN71 or the RnNENCPU (network part) has completed normally. ('Initial
status' (Un\G1900024.0): On)

@ The open processing is performed to establish a connection between the RJ71EN71 or the RnENCPU (network part) and external device. (15~ Page 2 - 21
Open/Close Processing)

© The program writes the data to the random access buffer of the RI71EN71 or the RNENCPU (network part).

@ The read request is sent from the external device to the RJ71EN71 or the RNENCPU (network part) asynchronously from the above processing. (RJ71EN71
or RnENCPU (network part) side: Receives command)

@ When the read request is received from the external device, the RJ71EN71 or the RnENCPU (network part) send the data written to the random access
buffer to the external device. (RJ71EN71 or RnENCPU (network part) side: Sends response)

@ Close the connection when communications are finished.
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Appendix 6.4 Procedure for writing data from the external
device

This section describes the procedure when writing data from the external device to the random access buffer of the
RJ71EN71 or the RnENCPU (network part).

1. After the module parameters are set, check that the initial processing of the RJ71EN71 or the RnENCPU (network part)
has completed normally. (‘Initial status' (Un\G1900024.0): On)

2. The open processing is performed to establish a connection between the RJ71EN71 or the RnENCPU (network part)
and external device.

3. Data is written from the external device to the random access buffer of the RJ71EN71 or the RnENCPU (network part).
(RJ71EN71 or RnENCPU (network part) side: Receives command)

4. The RI7T1EN71 or the RnENCPU (network part) performs the write processing requested by the external device, and
returns the write results to the external device that sent the write request. (RJ71EN71 or RnENCPU (network part) side:
Sends response)

5. The data written to the random access buffer is read asynchronously from the above processing by the program.

6. Close the connection when communications are finished.
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Appendix 6.5 Data format

The communication data is configured of the header and application data.

Header

The header is for TCP/IP or UDP/IP. The RJ71EN71 or the RnENCPU (network part) automatically adds and deletes the
header, the setting is not required.

HDetails of header section size
The details of the header section data format and size are shown below.

* TCP/IP

| Ethemet (14 bytes) ‘ IP (20 bytes) ‘ TCP (20 bytes) |
» UDP/IP

| Ethernet (14 bytes) | IP (20 bytes) |UDP (8 bytes)

Application data

The application data expresses the following data code as binary code or ASCII code. Switch between the binary code and
ASCII code with "Own Node Settings" under "Basic Settings".

HEFormat
* When exchanging data with binary codes

Application data area
(command message)

N
2 bytes 2 bytes 2 bytes Maximum of 1017 words
p A v A A A
‘ ‘ ‘ Text
B Data length (command)
Communication Subheader Start address setting (none at read
request source request)
OH | 00H L | H L | H
Communication Text
request destination Subheader End code E;eosnpeOZtsSv)rite
request)
— v A v I\ v J
1 byte 1 byte Maximum of 1017 word
—
Application data area
(Response)
» When exchanging data with ASCI| codes
Application data area
(command message)
4 bytes 4 bytes 4 bytes Maximum of 1016 words
I A Y A v — M A
‘ | | Text
Data length (command)
Communication Subheader Start address setting (none at read
request source t
a H | L [soHaoH| H | - | - [L|H|-|-|L | et
Communication | | Text
unicati
response
request destination Subheader End code EnonF:a at w)rite
Ho| L H | L request)
- A J
Y 2\
2 bytes 2 bytes  Maximum of 1016 word
"
Application data area
(Response)
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ESubheader
The RJ71EN71 or the RnENCPU (network part) automatically adds and deletes the subheader, the setting is not required.

b7 b6 b5 b4 b3 b2 b1 b0
o1 1i0l0i0io0}1] 00H
L—

L

Only for command (not for response)

Command/response type

(When communications are performed using the random access buffer, this format is used.)

For data read: 61H
For data write: 62H

* During read

> Command/response flag
For command: 0
For response: 1

Data format

Command (external device - RJ71EN71 or
RnENCPU (network part))

Response (RJ71EN71 or RnENCPU (network
part) —» external device)

Binary code

b7 b0 b7 b0
‘oi1i1io|oioioi1‘ |1:1E1Eo|0505051
61H O00H E1H
R D
Subheader Subheader
ASCII code
b7 b0 b7 b0
‘oi1i1io|oioioi1‘ |1:1E1Eo oioioi1|
"6" 4> 6H "1" <> 1H "E" <> EH "1" ¢ 1H
36H 31H|30H 30H 45H 31H
Subheader Subheader
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Appendix 6.6 Pnhysical address and logical address of
random access buffer

This section describes the start address of the random access buffer of the RU71EN71 or the RnENCPU (network part)
specified in the command.

The address specified for the random access buffer differs from the address specified by the external device and the address
specified with the FROM/TO instruction.

» Physical address: Address specified with the FROM/TO instruction in the program

* Logical address: Address specified by the external device in start address item of command

Physical address Buffer memory areas Logical address

20000 0

Random access
buffer

26143 6143

Appendix 6.7 Precautions

This section describes the precautions for communications using the random access buffer.

Precautions for creating programs

HInitial processing and open processing completion
The initial processing and open processing for the connection must complete.

ESend request from the CPU module
Send cannot be requested from the CPU module. Receive completion of CPU module is not checked. If the send/receive

processing must be synchronized between the CPU module and external device, use fixed buffer communications.

BRandom access buffer address

The address specified by the external device is different from the address specified with the FROM/TO instruction. For details,
refer to the following.

(==~ Page App. - 84 Physical address and logical address of random access buffer)
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Appendix 6.8 communications using the random access
buffer (Read)

Read data using the random access buffer.

HEExecution window

P

a5l Communications using random access buffer (Read)

m@ﬂ

OFEM Address

Walue (addrezs)

@ Hexadecimal

Read source zetting method
@ Mumber of read points/Start address
() Start addres=/End address ) Decimal

MHumber of read pointz Start addreszEnd address
0 4E20 4E20

Connection status End

Read address: 4E20 to BE1F (Hexadecimal)
;20000 to 26143 (Decimal)

Mumber of read points: Up to 508 points (during communications using ASCI code)

Current value

~

HIP address setting on the personal computer
IP address on the personal computer: 192. 168. 1. 1

HEProgrammable controller setting
Configuration detailed information

Input the Configuration Detailed Information

RIZ1EN71(E+E)

Start XY 0030

Points 32 Points

Control CPU

Port 1Network Type Ethernet

Port 1IP Address 192.168.1.101

Port 2Network Type Ethernet

Port 2IP Address 192.168.4.40
Detailed Setting

RIZ1EN71(E+E)
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Setting the module parameter

0030:RI71EN71(E+E) Module Parameter =

Ttem Setting

[irput the Setting Ttem 1o Search I8 Gl

Parameter Setting Methad Parameter Editor
5 Bz £ TF Address
TP Address 192 168 1.101

£ Basic Settines
H Own Hode Settines Subnet Mask
External Device Configuratia Default Gateway

Application Ssttings 1= Gommunications by Network No/Station Mo Enable
Setting Method Mot Use IP Address
Network Number 1
Station No "
Transient Transmission Group Mo ]
Enable,/Disable Online Change Disable All (SLMF)
GCommunication Data Code ASCT
Opening Method Do MNot Open by Program

- External Device Gonfigwation
External Device Gonfiguation <Detailed Setting>

Set the infarmation of the own node such as IP address -

« i »

Trem List | Find Resull| l Checle I l Restare the Default Settines I

Apply

Setting the external device configuration

Fed pufer | ne | sensonpevice |
No Model Name Commurication Method | Protocol | Send/Receive Defaut | Existence Confirmation
Setting 1P Address | Portio. | MAC Address | HostName | IP Address | PortNo. | SubnetMask | JTitll
= Host Station 192.168.1.101
28| 1 Unpassive Connection Module |Random AccessBuffer  TCP 192.168.1.101 8192 Do not confirm existence

EOperation check procedure

=

Write data to the random access buffer memory areas.

N

Click the "OPEN" button to open the communications.

w

Set the number of read points and the target buffer memory address.

A

Click the "Check" button and check the settings.

o

Click the "Read" button to read data from the programmable controller.

©

Check the read data on the display of the personal computer.

N

Click the "CLOSE" button to close the communications.

R

Click the "End" button to end the processing.
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EVisual Basic 2012 Program

Option Strict Off
Option Explicit On

Imports System
Imports System.Text
Imports System.Net

Public Class Form1
Private state As Boolean
Private Ajsock As Sockets.Socket

Private Sub cmdOPEN_Click(sender As Object, e As EventArgs) Handles cmdOPEN.Click
'Connect the programmable controller with the Ethernet-equipped module.
Dim sock As New Sockets.Socket(Sockets.AddressFamily.InterNetwork, _
Sockets.SocketType.Stream, Sockets.ProtocolType.Tcp)
Ajsock = sock
Dim ip As IPAddress
Dim ipend As IPEndPoint

Try
ip = IPAddress.Parse("192.168.1.101")
ipend = New IPEndPoint(ip, 8192)
Ajsock.Connect(ipend)

Catch ex As Exception
MsgBox("Data communications not performed")
Exit Sub

End Try

MsgBox("Connected")
state = Ajsock.Connected

cmdTEST.Enabled = True
cmdCLOSE.Enabled = True
cmdCHECK_.Enabled = True
cmdEND.Enabled = False
cmdOPEN.Enabled = False

End Sub

Private Sub cmdTEST_Click(sender As Object, e As EventArgs) Handles cmdTEST.Click
Dim sData As Byte()
Dim rData(256) As Byte

' Read data of the buffer memory addresses H4E20 and H4E21.
'"6100" ...Subheader (61 is a read command.)

'"0000" ...Read address (specified by logical address)

'"0002" ...Number of read points

sData = Encoding.ASCIl.GetBytes("610000000002")

' Send data.

Ajsock.Send(sData)

MsgBox("Sending data completed”, MsgBoxStyle.Information)

' Read the response message (response) from the CPU module.

'"E1" ...Subheader (E1 is a read response.)

'"00" ...End code (00 is a normal end.)

Ajsock.Receive(rData)

MsgBox(Encoding.ASCIl.GetString(rData), MsgBoxStyle.Information)
End Sub
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Private Sub cmdREAD_Click(sender As Object, e As EventArgs) Handles cmdREAD.Click
Dim sData As Byte()
Dim rData(2048) As Byte

Dim Address As String ' Read start address
Dim Number As String ' Number of read points
Dim rDataCheck1 As String ' Read data

Dim rDataCheck2 As String ="" ' Read data

Dim rDataCheck(508) As String ' Read data
Dim n As Integer
Dim ni As Integer

' Read data from the random access buffer memory areas.
' Convert read addresses.
If (rbHEX.Checked = True) Then
Address = Convert.Tolnt16(Convert. Tolnt16(sAddress.Text, 16) - 20000).ToString("X4")
Else
Address = Convert.Tolnt16(sAddress.Text - 20000). ToString("X4")
End If

' Convert the number of read points.
Number = Convert.Tolnt16(wNumber.Text). ToString("X4")

' Encode the addresses and number of points as a command message.
sData = Encoding.ASCII.GetBytes("6100" + Address + Number)

' Send data.
Ajsock.Send(sData)
MsgBox("Sending data completed”, MsgBoxStyle.Information)

' Read the response message (response) from the CPU module.
Ajsock.Receive(rData)
MsgBox(Encoding.ASCIl.GetString(rData), MsgBoxStyle.Information)

' Display the response in the text box.
n = wNumber.Text
rDataCheck1 = Encoding.ASCII.GetString(rData)
Forni=0To(n-1)
rDataCheck(ni) = Convert.Tolnt16(Strings.Mid(rDataCheck1, ni * 4 + 5, 4), 16)
Next

If (rbHEX.Checked = True) Then
Forni=0To(n-1)
rDataCheck2 = rDataCheck2 & " H" & Hex(Convert.Tolnt16(sAddress.Text, 16) + ni) & " =" _
& Convert.Tolnt16(rDataCheck(ni)) & vbCrLf
Next
Else
Forni=0To(n-1)
rDataCheck2 = rDataCheck2 & " " & Convert.Tolnt16(sAddress.Text) + ni& " =" _
& Convert.Tolnt16(rDataCheck(ni)) & vbCrLf
Next
End If

TextBox1.Text = rDataCheck2
cmdREAD.Enabled = False
End Sub
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Private Sub cmdCLOSE_Click(sender As Object, e As EventArgs) Handles cmdCLOSE.Click
' Close the sockets connected to TCP (UDP). (Disconnection)
Ajsock.Shutdown(Net.Sockets.SocketShutdown.Both)

Ajsock.Close()
MsgBox("Disconnected", MsgBoxStyle.Information)
state = Ajsock.Connected()

cmdTEST.Enabled = False

cmdOPEN.Enabled = True

cmdCHECK.Enabled = False

cmdEND.Enabled = True

cmdCLOSE.Enabled = False

cmdREAD.Enabled = False
End Sub

Private Sub cmdEND_Click(sender As Object, e As EventArgs) Handles cmdEND.Click
End
End Sub

Private Sub cmdSTATUS_ Click(sender As Object, e As EventArgs) Handles cmdSTATUS.Click
' Check the connection status.
If state Then
MsgBox("Connecting")
Else
MsgBox("Closed")
End If
End Sub

Private Sub wNumber_sAddress_CheckedChanged(sender As Object, e As EventArgs) Handles wNumber_sAddress.CheckedChanged
' Change the operation when the radio buttons in the Read source setting method are operated.
If (WNumber_sAddress.Checked = True) Then
wNumber.ReadOnly = False
IAddress.ReadOnly = True
Else
IAddress.ReadOnly = False
wNumber.ReadOnly = True
End If
End Sub

Private Sub rboHEX_CheckedChanged(sender As Object, e As EventArgs) Handles rboHEX.CheckedChanged
' Convert address numbers to decimal or hexadecimal.
If ((sAddress.Text <> "") And (IAddress.Text <> "")) Then
If (rbHEX.Checked = True) Then
Try
sAddress.Text = Hex(sAddress.Text)
|IAddress.Text = Hex(IAddress.Text)
Catch ex As Exception ' Exception handling for when characters have been pasted from the right-click menu
sAddress.Text = "4E20"
IAddress.Text = "4E20"
End Try
Else
Try
sAddress.Text = Convert.ToString(Convert.Tolnt32(sAddress.Text, 16))
IAddress.Text = Convert.ToString(Convert.ToInt32(IAddress.Text, 16))
Catch ex As Exception ' Exception handling for when characters have been pasted from the right-click menu
sAddress.Text = 20000
IAddress.Text = 20000
End Try
End If
End If
End Sub
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Private Sub cmdCHECK_ Click(sender As Object, e As EventArgs) Handles cndCHECK.Click
' Check the number of read points, read start address, and end address.
' Number of read points...Up to 508 words (during communications using ASCII code)
' Address range...H4E20 (20000) to H661F (26143) Physical address (buffer memory address)
' HO (0) to H17FF (6143) Physical address
Dim a As Integer
Dim b As Integer
Dim c As Integer
Dim d As Integer

'Get the number of read points and address number.
Try
If (rbHEX.Checked = True) Then
a = Convert.ToInt32(sAddress.Text, 16)
b = wNumber.Text
¢ = Convert.ToInt32(IAddress.Text, 16)
Else
a = sAddress.Text
b = wNumber.Text
¢ = |Address.Text
End If
Catch ex As Exception ' Exception handling for when characters have been pasted from the right-click menu
Exit Sub
End Try

' Check the setting when Number of read points/Start address is selected in the Read source setting method.
If (WNumber_sAddress.Checked = True) Then
d=a+b-1
If (b >=1)And (b <= 508) And (a >= 20000) And (a <= 26143) And (d <= 26143)) Then
If (rbHEX.Checked = True) Then
IAddress.Text = Hex(d)
Else
IAddress.Text = d
End If
cmdREAD.Enabled = True
Else
MessageBox.Show("Review the setting.", "Check")
If (rbHEX.Checked = True) Then
IAddress.Text = Hex(d)
Else
IAddress.Text = d
End If
cmdREAD.Enabled = False
End If
Else
' Check the setting when Start address/End address is selected in the Read source setting method.
d=c-a+1
If ((d <= 508) And (a >= 20000) And (a <= 26143) And (a <= c) And (c <= 26143)) Then
wNumber.Text = d
cmdREAD.Enabled = True
Else
MessageBox.Show("Review the setting.", "Check")
wNumber.Text = d
cmdREAD.Enabled = False
End If
End If
End Sub
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Private Sub Form1_Load(sender As Object, e As EventArgs) Handles MyBase.Load
' Disable the IME mode in the text box.
wNumber.ImeMode = Windows.Forms.ImeMode.Disable
sAddress.ImeMode = Windows.Forms.ImeMode.Disable
IAddress.ImeMode = Windows.Forms.ImeMode.Disable
End Sub

Private Sub wNumber_KeyPress(sender As Object, e As KeyPressEventArgs) Handles wNumber.KeyPress
' Prohibit non-numeric input in the text box for the number of read points.
Dim intKey As Integer = Asc(e.KeyChar)

If (intkey < 47) Or (intKey > 57) Then
If (intkey <> 8) Then
e.Handled = True
End If
End If
End Sub

Private Sub sAddress_KeyPress(sender As Object, e As KeyPressEventArgs) Handles sAddress.KeyPress
' Prohibit non-numeric input in the text box for the start address (for decimal).
' Prohibit input of other than numerical values, a to f, and A to F in the text box for the start address (for hexadecimal).
Dim intKey As Integer = Asc(e.KeyChar)

If (rbHEX.Checked = True) Then
If ((intkey < 47) Or (intKey > 57)) And ((intKey < 64) Or (intKey > 70)) And ((intKey < 96)
Or (intKey > 102)) Then
If (intkey <> 8) Then
e.Handled = True
End If
End If
Else
If (intkey < 47) Or (intKey > 57) Then
If (intkey <> 8) Then
e.Handled = True
End If
End If
End If
End Sub

Private Sub IAddress_KeyPress(sender As Object, e As KeyPressEventArgs) Handles IAddress.KeyPress
' Prohibit non-numeric input in the text box for the end address (for decimal).
' Prohibit input of other than numerical values, a to f, and A to F in the text box for the end address (for hexadecimal).
Dim intKey As Integer = Asc(e.KeyChar)

If (rbHEX.Checked = True) Then
If ((intKey < 47) Or (intkey > 57)) And ((intKey < 64) Or (intKey > 70))
And ((intKey < 96) Or (intKey > 102)) Then
If (intKey <> 8) Then
e.Handled = True
End If
End If
Else
If (intKey < 47) Or (intkey > 57) Then
If (intKey <> 8) Then
e.Handled = True
End If
End If
End If
End Sub

End Class
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Appendix 6.9 communications using the random access
buffer (Write)

Write data using the random access buffer.
HEExecution window
a5l Communications using random access buffer (Write) L =AY ﬁ,l

QOPEM
Wirite zource setting method Walue (addrezs)
@ Mumber of read pointz/Start address @ Hexadecimal
() Start address/End address ) Decimal

Mumber of write pointsStart address End address

I 4E20 4E20

Wirite data (Decimal)

il Write data range: -32768 = 32768
Connection status End

Number of write points: Up to 508 points (during communications using &5CI code)
Wirite address: 4E20 to BE1F (Hexadecimal)
: 20000 to 26143 (Decimal)

HIP address setting on the personal computer
IP address on the personal computer: 192. 168. 1. 1

HEProgrammable controller setting
Configuration detailed information

Input the Configuration Detailed Information @
RI71EN71(E+E)
Start XY 0030
Points 32 Points
Control CPU
Port 1Network Type Ethernet
Port 1IP Address 192.168.1.101
Port 2Network Type Ethernet
Port 2IP Address 192.168.4.40
Detailed Setting
RI71EN71(E+E)
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Setting the module parameter

0030:RI71EN71(E+E) Module Parameter =

Ttem Setting
[frput the Setting ftem to Search :

) Own Nade Sctings

Parameter Setting Methad Parameter Editor
5 Bz £ TF Address
TP Address 192 168 1.101

£ Basic Settines
! Oun Hode Settines
External Dewice Gonfiguratio

Subret Mask
Default Gateway

Application Ssttings 1= Gommunications by Network No/Station Mo Enable
Setting Method Mot Use IP Address
Network Number 1
Station No "
Transient Transmission Group Mo ]
Enable,/Disable Online Change Disable All (SLMF)
GCommunication Data Code ASCT

Opening Method Do Mot Open by Frogram
- External Device Gonfigwation
External Device Gonfiguation <Detailed Setting>

Set the infarmation of the own node such as IP address -

« i »

Trem List | Find Resull| l Checle I l Restare the Default Settines I

Apply

Setting the external device configuration

Fed pufer | ne | sensonpevice |
No Model Name Commurication Method | Protocol | Send/Receive Defaut | Existence Confirmation
Setting 1P Address | Portio. | MAC Address | HostName | IP Address | PortNo. | SubnetMask | JTitll
= Host Station 192.168.1.101
28| 1 Unpassive Connection Module |Random AccessBuffer  TCP 192.168.1.101 8192 Do not confirm existence

EOperation check procedure

=

Click the "OPEN" button to open the communications.

N

Set the number of read points, the target buffer memory address, and write data.

w

Click the "Check" button and check the settings.

A

Click the "Write" button to write data to the programmable controller.

o

Check the write processing on the "Device/Buffer Memory Batch Monitor" of GX Works3.

©

Click the "CLOSE" button to close the communications.

N

Click the "End" button to end the processing.

APPENDICES
Appendix 6 Communications Using the Random Access Buffer ~ App. - 93



EVisual Basic 2012 Program

Option Strict Off
Option Explicit On

Imports System
Imports System.Text
Imports System.Net

Public Class Form1
Private state As Boolean
Private Ajsock As Sockets.Socket

Private Sub cmdOPEN_Click(sender As Object, e As EventArgs) Handles cmdOPEN.Click

'Connect the programmable controller with the Ethernet-equipped module.

Dim sock As New Sockets.Socket(Sockets.AddressFamily.InterNetwork, _
Sockets.SocketType.Stream, Sockets.ProtocolType.Tcp)

Ajsock = sock

Dim ip As IPAddress

Dim ipend As IPEndPoint

Try
ip = IPAddress.Parse("192.168.1.101")
ipend = New IPEndPoint(ip, 8192)
Ajsock.Connect(ipend)

Catch ex As Exception
MsgBox("Data communications not performed")
Exit Sub

End Try

MsgBox("Connected")
state = Ajsock.Connected

cmdTEST.Enabled = True

cmdCLOSE.Enabled = True

cmdCHECK_.Enabled = True

cmdEND.Enabled = False

cmdOPEN.Enabled = False
End Sub

Private Sub cmdTEST_Click(sender As Object, e As EventArgs) Handles cmdTEST.Click

Dim sData As Byte()
Dim rData(2048) As Byte

' Write H1234 and H5678 to the buffer memory addresses H4E20 and H4E21.
'"6200" ...Subheader (62 is a write command.)

'"0000" ...Write address (specified by logical address)

'"0002" ...Number of write points

'"1234" "5678" ...Write data

sData = Encoding.ASCIl.GetBytes("62000000000212345678")

' Send data.
Ajsock.Send(sData)
MsgBox("Sending data completed”, MsgBoxStyle.Information)

' Read the response message (response) from the CPU module.

'"E2" ...Subheader (E2 is a write response.)

'"00" ...End code (00 is a normal end.)

Ajsock.Receive(rData)

MsgBox(Encoding.ASCIl.GetString(rData), MsgBoxStyle.Information)
End Sub
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Private Sub cmdWRITE_Click(sender As Object, e As EventArgs) Handles cmdWRITE.Click
Dim sData As Byte()
Dim rData(256) As Byte

Dim SD As String ' Send data
Dim Address As String ' Write start address
Dim Number As String ' Number of write points

Dim n As Integer
Dim ni As Integer

' Write data to the random access buffer memory areas.
' Convert write addresses.
If (rbHEX.Checked = True) Then
Address = Convert.Tolnt16(Convert. Tolnt16(sAddress.Text, 16) - 20000).ToString("X4")
Else
Address = Convert.Tolnt16(sAddress.Text - 20000). ToString("X4")
End If

' Convert the number of write points.
Number = Convert.Tolnt16(wNumber.Text). ToString("X4")

' Convert write data.
n = wNumber.Text
sD="
Forni=0Ton-1
SD = SD + Convert.Tolnt16(wData.Text). ToString("X4")
Next

' Encode the addresses and number of points as a command message.
sData = Encoding.ASCII.GetBytes("6200" + Address + Number + SD)

' Send data.

Ajsock.Send(sData)

MsgBox("Sending data completed”, MsgBoxStyle.Information)

' Read the response message (response) from the CPU module.
Ajsock.Receive(rData)
MsgBox(Encoding.ASCIl.GetString(rData), MsgBoxStyle.Information)
cmdWRITE.Enabled = False

End Sub

Private Sub cmdCLOSE_Click(sender As Object, e As EventArgs) Handles cmdCLOSE.Click
' Close the sockets connected to TCP (UDP). (Disconnection)
Ajsock.Shutdown(Net.Sockets.SocketShutdown.Both)

Ajsock.Close()
MsgBox("Disconnected", MsgBoxStyle.Information)
state = Ajsock.Connected()

cmdTEST.Enabled = False

c¢mdOPEN.Enabled = True

cmdCHECK.Enabled = False

cmdEND.Enabled = True

cmdCLOSE.Enabled = False

cmdWRITE.Enabled = False
End Sub

Private Sub cmdEND_Click(sender As Object, e As EventArgs) Handles cmdEND.Click
End
End Sub

Private Sub cmdSTATUS_ Click(sender As Object, e As EventArgs) Handles cmdSTATUS.Click
' Check the connection status.
If state Then
MsgBox("Connecting")
Else
MsgBox("Closed")
End If
End Sub
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Private Sub wNumber_sAddress_CheckedChanged(sender As Object, e As EventArgs) Handles wNumber_sAddress.CheckedChanged
' Change the operation when the radio buttons in the Read source setting method are operated.
If (WNumber_sAddress.Checked = True) Then
wNumber.ReadOnly = False
IAddress.ReadOnly = True
Else
IAddress.ReadOnly = False
wNumber.ReadOnly = True
End If
End Sub

Private Sub rboHEX_CheckedChanged(sender As Object, e As EventArgs) Handles rboHEX.CheckedChanged
' Convert address numbers to decimal or hexadecimal.
If ((sAddress.Text <> "") And (IAddress.Text <> "")) Then
If (rbHEX.Checked = True) Then
Try
sAddress.Text = Hex(sAddress.Text)
IAddress.Text = Hex(IAddress.Text)
Catch ex As Exception ' Exception handling for when characters have been pasted from the right-click menu
sAddress.Text = "4E20"
IAddress.Text = "4E20"
End Try
Else
Try
sAddress.Text = Convert. ToString(Convert.Tolnt32(sAddress.Text, 16))
IAddress.Text = Convert.ToString(Convert.ToInt32(IAddress.Text, 16))
Catch ex As Exception ' Exception handling for when characters have been pasted from the right-click menu
sAddress.Text = 20000
IAddress.Text = 20000
End Try
End If
End If
End Sub

Private Sub cmdCHECK_Click(sender As Object, e As EventArgs) Handles cmdCHECK.Click
' Check the number of write points, write start address, and write end address.
' Number of write points...Up to 508 words (during communications using ASCII code)
' Address range...H4E20 (20000) to H661F (26143) Physical address (buffer memory address)
' HO (0) to H17FF (6143) Logical address
Dim a As Integer
Dim b As Integer
Dim c As Integer
Dim d As Integer
Dim f As Integer

' Get the number of write points and address number.
Try
If (rbHEX.Checked = True) Then
a = Convert.ToInt32(sAddress.Text, 16)
b = wNumber.Text
¢ = Convert.ToInt32(IAddress.Text, 16)
f = wData.Text
Else
a = sAddress.Text
b = wNumber.Text
¢ = |Address.Text
f = wData.Text
End If
Catch ex As Exception ' Exception handling for when characters have been pasted from the right-click menu
MsgBox("Review the input.")
Exit Sub
End Try
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' Check the setting when Number of write points/Start address is selected in the Write source setting method.
If (WNumber_sAddress.Checked = True) Then
d=a+b-1
If (b >= 1) And (b <= 508) And (a >= 20000) And (a <= 26143) And (d <= 26143) And (f >= -32768)
And (f <= 32768)) Then
If (rbHEX.Checked = True) Then
IAddress.Text = Hex(d)

Else
IAddress.Text = d
End If
cmdWRITE.Enabled = True
Else

MessageBox.Show("Review the setting.", "Check")
If (rbHEX.Checked = True) Then
IAddress.Text = Hex(d)

Else
IAddress.Text = d

End If

cmdWRITE.Enabled = False
End If

Else

' Check the setting when Start address/End address is selected in the Write source setting method.
d=c-a+1

If ((d <= 508) And (a >= 20000) And (a <= 26143) And (a <= c) And (c <= 26143)
And (f >=-32768) And (f <= 32768)) Then
wNumber.Text = d
cmdWRITE.Enabled = True
Else
MessageBox.Show("Review the setting.", "Check")
wNumber.Text = d
cmdWRITE.Enabled = False
End If
End If
End Sub

Private Sub Form1_Load(sender As Object, e As EventArgs) Handles MyBase.Load
' Disable the IME mode in the text box.
wNumber.ImeMode = Windows.Forms.ImeMode.Disable
sAddress.ImeMode = Windows.Forms.ImeMode.Disable
IAddress.ImeMode = Windows.Forms.ImeMode.Disable
wData.ImeMode = Windows.Forms.ImeMode.Disable
End Sub

Private Sub wData_KeyPress(sender As Object, e As KeyPressEventArgs) Handles wData.KeyPress
' Prohibit non-numeric input in the text box for the number of write points.
Dim intKey As Integer = Asc(e.KeyChar)

If ((intkey < 47) Or (intKey > 57)) And (intKey <> 45) Then
If (intKey <> 8) Then
e.Handled = True
End If
End If
End Sub

Private Sub wNumber_KeyPress(sender As Object, e As KeyPressEventArgs) Handles wNumber.KeyPress
' Prohibit non-numeric input in the text box for the number of read points.
Dim intKey As Integer = Asc(e.KeyChar)

If (intKey < 47) Or (intkey > 57) Then
If (intKey <> 8) Then
e.Handled = True
End If
End If
End Sub
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Private Sub sAddress_KeyPress(sender As Object, e As KeyPressEventArgs) Handles sAddress.KeyPress
' Prohibit non-numeric input in the text box for the start address (for decimal).
' Prohibit input of other than numerical values, a to f, and A to F in the text box for the start address (for hexadecimal).
Dim intKey As Integer = Asc(e.KeyChar)

If (rbHEX.Checked = True) Then
If ((intkey < 47) Or (intKey > 57)) And ((intKey < 64) Or (intKey > 70))
And ((intKey < 96) Or (intKey > 102)) Then
If (intkey <> 8) Then
e.Handled = True
End If
End If
Else
If (intkey < 47) Or (intKey > 57) Then
If (intkey <> 8) Then
e.Handled = True
End If
End If
End If
End Sub

Private Sub IAddress_KeyPress(sender As Object, e As KeyPressEventArgs) Handles |IAddress.KeyPress
' Prohibit non-numeric input in the text box for the end address (for decimal).
' Prohibit input of other than numerical values, a to f, and A to F in the text box for the end address (for hexadecimal).
Dim intKey As Integer = Asc(e.KeyChar)

If (rbHEX.Checked = True) Then
If ((intkey < 47) Or (intKey > 57)) And ((intKey < 64) Or (intKey > 70))
And ((intKey < 96) Or (intKey > 102)) Then
If (intkey <> 8) Then
e.Handled = True
End If
End If
Else
If (intkey < 47) Or (intKey > 57) Then
If (intkey <> 8) Then
e.Handled = True
End If
End If
End If
End Sub
End Class
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Appendix 7 Ethernet-equipped Module
Specifications

This section describes the 1/0O signals of the RJ71EN71 and the RnENCPU (network part) for the CPU module. The following
tables show the 1/O signal assignment of when the start I/O number of the RU71EN71 or the RnENCPU (network part) is "0".

Appendix 7.1 List of /O signals

The following tables list I/O signals. The device X is an input signal from the RJ71EN71 and the RnENCPU (network part) to
the CPU module. The device Y is an output signal from the CPU module to the RJ71EN71 and the RnENCPU (network part).
The 1/O signals differ when the network type is Ethernet and Q-compatible Ethernet.

When network type is "Ethernet"

Hinput signals
Device No. Signal name
xo™ Module failure
(On: Module failure, Off: Module normal)
X1to XE Use prohibited
XF Module ready
(On: Available for module operation, Off: Not available for module operation)
X10 to X1F Use prohibited

*1 This signal is enabled when the network type for the P2 connector is set to "CC-Link IE Field". For details on operation of the signal,
refer to the following.
L1 MELSEC iQ-R CC-Link IE Field Network User's Manual (Application)

EOutput signals

Device No. Signal name

YO0 to Y1F Use prohibited
Pointp

» Do not use (turn on) any "use prohibited" signals as an input or output signal to the CPU module. Doing so
may cause malfunction of the programmable controller system.

« For the 1/O signals of the P2 connector when its network type is set to "CC-Link IE Control", refer to the
following.

[ MELSEC iQ-R CC-Link IE Controller Network User's Manual (Application)

« For the 1/O signals of the P2 connector when its network type is set to "CC-Link IE Field", refer to the
following.

L1 MELSEC iQ-R CC-Link IE Field Network User's Manual (Application)
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When the network type is "Q Compatible Ethernet"
With Q-compatible Ethernet, the same |/O signals as the MELSEC-Q series Ethernet interface module can be used except in

some cases.
The following table lists the differences of the RU71EN71 and MELSEC-Q series Ethernet interface modules.

Device No. RJ71EN71 QJ71E71-100
X1C ERR LED lit confirmation” COM.ERR LED lit confirmation
(On: Lit, Off: —) (On: Lit, Off: —)
Y17 ERR LED off request™ COM.ERR LED off request
(On: At off request, Off: —) (On: At off request, Off: —)
Y19 Use prohibited Initial request signal
(On: At request, Off: —)

*1 This signal turns on when the ERR LED or the P ERR LED of P1 is on or flashing.
*2 The details are listed below.
- The ERR LED and the P ERR LED of P1 turn off.
- An off request continues to be issued while this signal is on. (The LED does not turn on while the signal is on.)
- The event is registered in the event history during off processing.
- This signal cannot be turned off during major error.
- If the error occurs again after the device is turned on and off, the ERR LED or P ERR LED will turn on or flash according to the error
details.
- A currently occurring error and error history information are not cleared.
For details on the other I/O signals, refer to the following.

[T1 Q Corresponding Ethernet Interface Module User's Manual (Basic)

Pointp
Do not use (turn on) any "use prohibited" signals as an input or output signal to the CPU module. Doing so
may cause malfunction of the programmable controller system.
APPENDICES

App. - 100 Appendix 7 Ethernet-equipped Module Specifications



Appendix 7.2 Buffer memory

The buffer memory is used for the following applications.

Module

Application

RJ71EN71, RnENCPU (network part)

Exchanges data with the CPU module.

CPU module (built-in Ethernet port

part)

Stores data such as the setting values for the Ethernet function and monitor values, and data used for exchanging
data with the multiple CPU function.

Buffer memory values are reset to default when the CPU module is reset or the system is powered off.

Appendix 7.2.1 List of buffer memory addresses

The following table lists the buffer memory addresses of the RJ71EN71 and the RnENCPU (network part) when the network
type is set to "Ethernet".

P1 address (P2 address*1) Application Name

Decimal Hexadecimal

Oto3 OH to 3H System area

(2000000 to (1E8480H to

2000003) 1E8483H)

4t05 4H to 5H Own node setting status | Own node IP address
(2000004 to (1E8484H to storage area

2000005) 1E8485H)

6to 13 6H to DH System area

(2000006 to (1E8486H to

2000013) 1E848DH)

14t0 15 EH to FH Subnet mask

(2000014 to (1E848EH to

2000015) 1E848FH)

16 to 17 10H to 11H System area

(2000016 to (1E8490H to

2000017) 1E8491H)

18to 19 12H to 13H Default gateway IP address
(2000018 to (1E8492H to

2000019) 1E8493H)

20 to 27 14H to 1BH System area

(2000020 to (1E8494H to

2000027) 1E849BH)

28 to 30 1CH to 1EH Own node MAC address
(2000028 to (1E849CH to

2000030) 1E849EH)

31 1FH (1E849FH) Own node network number
(2000031)

32 20H (1E84A0QH) Station number

(2000032)

33 21H (1E84A1H) Transient transmission group number
(2000033)

34 22H (1E84A2H) Send frame setting
(2000034)

35 23H (1E84A3H) Jumbo frame setting
(2000035)

36 24H (1E84A4H) Communication speed setting
(2000036)

37 25H (1E84A5H) Auto-open UDP port number
(2000037)

38 26H (1E84A6H) MELSOFT connection TCP port number
(2000038)

39 27H (1E84A7H) Own node setting status | MELSOFT connection UDP port number
(2000039) storage area

40 28H (1E84A8H) MELSOFT direct connection port number
(2000040)
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P1 address (P2 address’?) Application Name
Decimal Hexadecimal
41 to 99 29H to 63H System area
(2000041 to (1E84A9H to
2000099) 1E84E3H)
100 to 163 64H to A3H Connection status Connection No.1 latest error code to Connection No.64 latest error code
(2000100 to (1E84E4H to storage area
2000163) 1E8523H)
164 to 999 A4H to 3E7H System area
(2000164 to (1E8524H to
2000999) 1E8867H)
1000 3E8H System port latest error | FTP server latest error code
(2001000) (1E8868H) code storage area
1001 3E9H MELSOFT direct connection latest error code
(2001001) (1E8869H)
1002 to 4999 3EAH to 1387H System area
(2001002 to (1E886AH to
2004999) 1E9807H)
5000 to 5001 1388H to 1389H Status for each protocol | IP packet Total Number of Receives
(2005000 to (1E9808H to
2005001) 1E9809H)
5002 to 5003 138AH to 138BH Total Number of Sum Check Error
(2005002 to (1E980AH to Cancels
2005003) 1E980BH)
5004 to 5005 138CH to 138DH Total Number of Sends
(2005004 to (1E980CH to
2005005) 1E980DH)
5006 to 5021 138EH to 139DH System area
(2005006 to (1E980EH to
2005021) 1E981DH)
5022 to 5023 139EH to 139FH Simultaneous transmission error detection
(2005022 to (1E981EH to count (receive buffer full count)
2005023) 1E981FH)
5024 to 5039 13A0H to 13AFH System area
(2005024 to (1E9820H to
2005039) 1E982FH)
5040 to 5041 13BOH to 13B1H ICMP packet Total Number of Receives
(2005040 to (1E9830H to
2005041) 1E9831H)
5042 to 5043 13B2H to 13B3H Total Number of Sum Check Error
(2005042 to (1E9832H to Cancels
2005043) 1E9833H)
5044 to 5045 13B4H to 13B5H Total Number of Sends
(2005044 to (1E9834H to
2005045) 1E9835H)
5046 to 5047 13B6H to 13B7H Total Number of Echo Request Receives
(2005046 to (1E9836H to
2005047) 1E9837H)
5048 to 5049 13B8H to 13B9H Total Number of Echo Reply Sends
(2005048 to (1E9838H to
2005049) 1E9839H)
5050 to 5051 13BAH to 13BBH Total Number of Echo Request Sends
(2005050 to (1E983AH to
2005051) 1E983BH)
5052 to 5053 13BCH to 13BDH Total Number of Echo Reply Receives
(2005052 to (1E983CH to
2005053) 1E983DH)
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P1 address (P2 address’?) Application Name

Decimal Hexadecimal

5054 to 5079 13BEH to 13D7H Status for each protocol | System area

(2005054 to (1E983EH to

2005079) 1E9857H)

5080 to 5081 13D8H to 13D9H TCP packet Total Number of Receives
(2005080 to (1E9858H to

2005081) 1E9859H)

5082 to 5083 13DAH to 13DBH Total Number of Sum Check Error
(2005082 to (1E985AH to Cancels

2005083) 1E985BH)

5084 to 5085 13DCH to 13DDH Total Number of Sends
(2005084 to (1E985CH to

2005085) 1E985DH)

5086 to 5119 13DEH to 13FFH System area

(2005086 to (1E985EH to

2005119) 1E987FH)

5120 to 5121 1400H to 1401H UDP packet Total Number of Receives
(2005120 to (1E9880H to

2005121) 1E9881H)

5122 t0 5123 1402H to 1403H Total Number of Sum Check Error
(2005122 to (1E9882H to Cancels

2005123) 1E9883H)

5124 to 5125 1404H to 1405H Total Number of Sends
(2005124 to (1E9884H to

2005125) 1E9885H)

5126 to 5159 1406H to 1427H System area

(2005126 to (1E9886H to

2005159) 1E98A7H)

5160 to 5161 1428H to 1429H Receiving error Framing error count
(2005160 to (1E98A8H to

2005161) 1E98A9H)

5162 to 5163 142AH to 142BH Receive FIFO overflow count
(2005162 to (1E98AAH to

2005163) 1E98ABH)

5164 to 5165 142CH to 142DH CRC error count
(2005164 to (1E98ACH to

2005165) 1E98ADH)

5166 to 5188 142EH to 1444H System area

(2005166 to (1E98AEH to

2005188) 1E98C4H)

5189 1445H Own node operation LED status

(2005189) (1E98C5H) status storage area

5190 1446H System area

(2005190) (1E98C6H)

5191 1447H Hub connection status area Communication mode
(2005191) (1E98CT7H)

5192 1448H Connection status
(2005192) (1E98C8H)

5193 1449H Communication speed
(2005193) (1E98C9H)

5194 144AH Disconnection count
(2005194) (1E98CAH)

5195 to 5199 144BH to 144FH System area

(2005195 to (1E98CBH to

2005199) 1E98CFH)

5200 1450H IP address duplication status storage area | Same IP address detection flag
(2005200) (1E98DOH)

5201 to 5203
(2005201 to

1451H to 1453H
(1E98D1H to

2005203) 1E98D3H)
5204 to 5206 1454H to 1456H
(2005204 to (1E98D4H to
2005206) 1E98D6H)

MAC address of the station already
connected to the network

MAC address of the station with the IP
address already used
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P1 address (P2 address’?)

Decimal

Hexadecimal

Application

Name

5207 to 5300

1457H to 14B4H

System area

(2005207 to (1E98D7H to

2005300) 1E9934H)

5301 14B5H Area for sending/ RECV instruction execution request

(2005301) (1E9935H) receiving instructions

5302 to 5322 14B6H to 14CAH System area

(2005302 to (1E9936H to

2005322) 1E994AH)

5323 14CBH Link dedicated instruction ZNRD instruction execution result
(2005323) (1E994BH)

5324 14CCH System area
(2005324) (1E994CH)

5325 14CDH ZNWR instruction execution result
(2005325) (1E994DH)

5326 to 5625 14CEH to 15F9H System area

(2005326 to (1E994EH to

2005625) 1E9A79H)

5626 15FAH Remote password lock Remote password lock status (connection No.1 to 16)
(2005626) (1EQA7AH) status storage area

5627 15FBH Remote password lock status (connection No.17 to 32)
(2005627) (1E9A7BH)

5628 15FCH Remote password lock status (connection No.33 to 48)
(2005628) (1E9A7CH)

5629 15FDH Remote password lock status (connection No.49 to 64)
(2005629) (1E9A7DH)

5630 15FEH Remote password lock status system port

(2005630) (1E9A7EH)

5631 to 5645
(2005631 to

15FFH to 160DH
(1E9A7FH to

System area

2005645) 1E9A8DH)

5646 160EH Forced connection Forced connection invalidation (connection No.1 to 16)

(2005646) (1EQA8EH) invalidation setting area

5647 160FH Forced connection invalidation (connection No.17 to 32)

(2005647) (1E9A8FH)

5648 1610H Forced connection invalidation (connection No.33 to 48)

(2005648) (1E9A90H)

5649 1611H Forced connection invalidation (connection No.49 to 64)

(2005649) (1E9A91H)

5650 1612H Forced connection invalidation system port

(2005650) (1E9A92H)

5651 to 8299 1613H to 206BH System area

(2005651 to (1E9A93H to

2008299) 1EA4EBH)

8300 206CH Predefined protocol Connection No.1 Protocol execution status

(2008300) (1EA4ECH) support function

8301 206DH execution status check System area

(2008301) (1EA4EDH) area

8302 to 8317 206EH to 207DH Received data verification result (receive

(2008302 to (1EA4EEH to packet No.1 to 16)

2008317) 1EA4FDH)

8318 207EH (1EA4FEH) Protocol execution count

(2008318)

8319(2008319) 207FH Protocol cancellation specification
(1EA4FFH)

8320 to 8335 2080H to 208FH System area

(2008320 to (1EA500H to

2008335) 1EA50FH)

8336 to 8875 2090H to 22ABH Connection No.2 to Connection No.16

(2008336 to (1EA510H to

2008875) 1EA72BH)
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P1 address (P2 address’?)

Decimal

Hexadecimal

Application

Name

8876 to 10999

22ACH to 2AF7H

System area

(2008876 to (1EA72CH to

2010999) 1EAF77H)

11000 2AF8H Time setting function Time setting function operation result

(2011000) (1EAF78H) (SNTP) area

11001 2AF9H Time setting function execution time (Year)
(2011001) (1EAF79H)

11002 2AFAH (Month)
(2011002) (1EAF7AH)

11003 2AFBH (Day)
(2011003) (1EAF7BH)

11004 2AFCH (Hour)
(2011004) (1EAF7CH)

11005 2AFDH (Minute)
(2011005) (1EAF7DH)

11006 2AFEH (Second)
(2011006) (1EAF7EH)

11007 2AFFH (Day of the week)
(2011007) (1EAF7FH)

11008 2B0OOH Time setting function required response time

(2011008) (1EAF80H)

11009 2B01H Time setting function (SNTP client) execution

(2011009) (1EAF81H)

11010 to 11049 2B02H to 2B29H System area

(2011010 to (1EAF82H to

2011049) 1EAFA9H)

11050 to 11051 2B2AH to 2B2BH IP packet transfer IP packet transfer latest data volume

(2011050 to (1EAFAAH to function area

2011051) 1EAFABH)

11052 to 11053 2B2CH to 2B2DH IP packet transfer maximum data volume

(2011052 to (1EAFACH to

2011053) 1EAFADH)

11054 to 11499 2B2EH to 2CEBH | System area

(2011054 to (1EAFAEH to

2011499) 1EB16BH)

11500 to 11514 2CECH to 2CFAH | Dynamicrouting function | Communication path determination status

(2011500 to (1EB16CH to area

2011514) 1EB17AH)

11515 to 11599 2CFBH to 2D4FH System area

(2011515 to (1EB17BH to

2011599) 1EB1CFH)

11600 to 11663 2D50H to 2D8FH Remote password Connection No.1 continuous unlock failure count to Connection No.64 continuous
(2011600 to (1EB1DOH to function monitoring area | unlock failure count

2011663) 1EB20FH)

11664 2D90H Auto-open UDP port continuous unlock failure count
(2011664) (1EB210H)

11665 2D91H MELSOFT transmission port (UDP/IP) continuous unlock failure count
(2011665) (1EB211H)

11666 2D92H MELSOFT transmission port (TCP/IP) continuous unlock failure count
(2011666) (1EB212H)

11667 2D93H FTP transmission port (TCP/IP) continuous unlock failure count
(2011667) (1EB213H)

11668 2D94H MELSOFT direct connection continuous unlock failure count
(2011668) (1EB214H)

11669 2D95H System area

(2011669) (1EB215H)

11670 to 11671 2D96H to 2D97H Area for both systems Control system IP address

(2011670 to (1EB216H to identical IP address

2011671) 1EB217H) setting function
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P1 address (P2 address’?) Application Name

Decimal Hexadecimal

11672 to 11699 2D98H to 2DB3H System area

(2011672 to (1EB218H to

2011699) 1EB233H)

11700 to 11701 2DB4H to 2DB5H IP address change IP Address IP address
(2011700 to (1EB234H to function area

2011701) 1EB235H)

11702 to 11703 2DB6H to 2DB7H Subnet mask
(2011702 to (1EB236H to

2011703) 1EB237H)

11704 to 11705 2DB8H to 2DB9H Default gateway
(2011704 to (1EB238H to

2011705) 1EB239H)

11706 2DBAH Communications by Network No./Station Network number
(2011706) (1EB23AH) No.

11707 2DBBH Station number
(2011707) (1EB23BH)

11708 2DBCH Transient transmission group number
(2011708) (1EB23CH)

11709 2DBDH IP address storage area write request

(2011709) (1EB23DH)

11710 2DBEH IP address storage area write error

(2011710) (1EB23EH)

11711 2DBFH IP address storage area writing error cause

(2011711) (1EB23FH)

11712 2DCOH IP address storage area clear request

(2011712) (1EB240H)

11713 2DC1H IP address storage area clear error

(2011713) (1EB241H)

11714 2DC2H IP address storage area clear error cause

(2011714) (1EB242H)

11715 2DC3H IP address change function operating status

(2011715) (1EB243H)

11716 to 19999 2DC4H to 4E1FH System area

(2011716 to (1EB244H to

2019999) 1ED29FH)

20000 to 26143 4E20H to 661FH Random access buffer Random access buffer

(2020000 to (1ED2AOH to area

2026143) 1EEA9FH)

26144 to 65534 6620H to FFFEH System area

(2026144 to (1EEAAOQH to

2065534) 1F847EH)

65535 FFFFH Network type Network type information

(2065535) (1F847FH) information area

65536 10000H Area for communication | Fixed buffer No.1 Data length
65537 t0 70655 | 10001H to 113FFH | Using a fixed buffer Fixed buffer data

70656 to 147455

11400H to 23FFFH

Fixed buffer No.2 to Fixed buffer No.16

(The bit configuration is the same as
Fixed buffer No.1)

147456 to
1899999
(2147456 to
3899999)

24000H to
1CFDDFH
(20C480H to
3B825FH)

System area

*1  The P2 address cannot be used for the RnENCPU (network part).
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HP1/P2 common area

Address Application Name
Decimal Hexadecimal
1900000 to 1CFDEOH to Ethernet PORT1/2 Open completion signal
1900007 1CFDE7H common information
1900008 to 1CFDES8H to Open request signal
1900015 1CFDEFH
1900016 to 1CFDFOH to Socket/fixed buffer reception status signal
1900023 1CFDF7H
1900024 1CFDF8H Initial status
1900025 1CFDF9H Initial error code
1900026 to 1CFDFAH to System area
1900029 1CFDFDH
1900030"" 1CFDFEH Receive buffer status State of receive buffer
storage area
1900031 to 1CFDFFH to System area
1901001 1D01C9H
1901002 1D01CAH Predefined protocol Predefined protocol ready
support function check
area
1901003 to 1D01CBH to System area
1901019 1D01DBH
1901020 1D01DCH Predefined protocol Predefined protocol setting data error Protocol number
setting data check area information
1901021 1D01DDH Setting type
1901022 1D01DEH Packet number
1901023 1D01DFH Element number
1901024 1DO1EOH Number of registered predefined protocols
1901025 to 1DO1E1H to System area
1901031 1DO1E7H
1901032 to 1DO1E8H to Predefined protocol registration
1901047 1DO1F7H
1901048 to 1D01F8H to System area
1901999 1DO5AFH
1902000 to 1D05BOH to Send/receive area for Send/receive area for predefined protocol support function
1904047 1DODAFH predefined protocol
support function
1904048 to 1DODBOH to System area
1999999 1E847FH

*1  Availability for the buffer memory depends on the firmware version.

Point}@

» Do not write any data to "System area". Doing so may cause malfunction of the programmable controller

system.

« If the value in an area of one word in size becomes equal to or higher than 65536, the count stops at 65535

(FFFFH).
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Appendix 7.2.2 Details of buffer memory areas

This section describes details of the buffer memory areas of the Ethernet-equipped module.

The buffer memory addresses used are for the P1 connector of the RU71EN71.

Ethernet PORT1/2 common information

HOpen completion signal (Un\G1900000 to Un\G1900007)

The open status of each connection is stored.

+ 0: Closed or not open

* 1: Open completed

Address b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 b5 b4 b3 b2 b1 b0
Un\G1900000 | 16 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1
UMG1900007 ‘ 128 | 127 ‘ 126 | 125 ‘ 124 | 123 | 122 ‘ 121 | 120 ‘ 119 | 118 ‘ 17 ‘ 116 | 15 ‘ 14 | 113
The numbers in the table indicate connection numbers.

HOpen request signal (Un\G1900008 to \G1900015)

The open processing status of each connection is stored.

» 0: No open request

* 1: Requesting open

Address b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 b5 b4 b3 b2 b1 b0
Un\G1900008 | 16 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1
UMG1900015 ‘ 128 | 127 ‘ 126 | 125 ‘ 124 | 123 | 122 ‘ 121 | 120 ‘ 119 | 118 ‘ 17 ‘ 116 | 15 ‘ 14 | 113
The numbers in the table indicate connection numbers.

ESocket/fixed buffer reception status signal (Un\G1900016 to Un\G1900023)

The reception status of each connection is stored.

* 0: Data not received

+ 1: Data reception completed

Address b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 b5 b4 b3 b2 b1 b0
Un\G1900016 | 16 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1
UMG1900023 ‘ 128 | 127 ‘ 126 | 125 ‘ 124 | 123 | 122 ‘ 121 | 120 ‘ 119 | 118 ‘ 17 ‘ 116 | 15 ‘ 14 | 113

The numbers in the table indicate connection numbers.

HInitial status (Un\G1900024)

Address

Description

Un\G1900024

Stores the status of the initial processing of the RJI71EN71 or the RnENCPU (network part).
Initial normal completion status (b0)

0:—

1: Initialization normal completion

Initial abnormal completion status (b1)

0:—

1: Initialization abnormal completion

b2 to b15: Use prohibited

HInitial error code (Un\G1900025)

Address Description
Un\G1900025 Stores the information when the initial processing of the RJ71EN71 or the RnENCPU (network part) has completed
abnormally.
0: In initial processing or initial normal completion
Other than 0: Initial processing error code (An error code is stored.)
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Appendix 7.3 Data format (Communications using the
fixed buffer)

This section describes the data format used during communications using the fixed buffer.
The communication data is configured of the header and application data.

Header

The header is for TCP/IP or UDP/IP. The RU71EN71 or the RnENCPU (network part) automatically adds and deletes the
header, the setting is not required.

The contents of the header are shown below.

« TCP/IP

| Ethernet (14 bytes) | IP (20 bytes) | TCP (20 bytes) |
« UDP/IP

| Ethernet (14 bytes) | IP (20 bytes) | UDP (8 bytes)

Application data

If the communication method is "Fixed Buffer (No Procedure)", the application data expresses the following data code with
binary codes. Data is exchanged with binary codes regardless of the communication data code setting.

Text (command)

—
Maximum of 10238 bytes

Point}3

With nonprocedural, the subheader and data length added for procedural are not used, so the data is all
handled as valid text. The RJ71EN71 and the RnENCPU (network part) turn on the fixed buffer reception
status signal after storing the size of the received message (packet) in the receive data length storage area.
Providing a check procedure including the data length or data type code in the message's application data is
recommended so that the application data's byte size and data type can be seen on the receiving side.
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The following figures show the configuration of the application data when the communication method is set to "Fixed Buffer
(Procedure Exist)".

HEFormat
* When exchanging data with binary codes

Application data area
(command message)

2 bytes 2 bytes Maximum of 5113 words
Is A g A \a N
| \
L Data length Text
Communication Subheader setting (command)
request source
L | H L | H
Communication
request destination Subheader End code

N v A J
1 byte 1 byte
N
Application data area
(Response)
» When exchanging data with ASCII codes
Application data area
(command message)
4 bytes 4 bytes Maximum of 5112 words
p A v A A
| \
o Data length Text
Communication Subheader setting (command)
request source
H]-|-[LIH[-]-]L ‘ |
Communication
request destination Subheader End code
H | L H | L
. A v J
2 bytes 2 bytes
N
Application data area
(Response)
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ESubheader

The RJ71EN71 or the RnENCPU (network part) automatically adds and deletes the subheader, the setting is not required.

Data format

Command (external device - RJ71EN71 or

RnENCPU (network part))

Response (RJ71EN71 or RnENCPU (network
part) —» external device)

Bi d
nary code b7 b0 b7 b0
05151,0|05050:o 15151:0|05050:0
60H O00H EOH
— S
Subheader Subheader
ASCII code
b7 ) b7 b0
|o:1i1:0|oioio:0| |1:1:1:0 0:0:0:0|
"6" 4> 6H "0" <> OH "E" 4> EH "0" «» OH
36H 30H|30H 30H 45H 30H
| —
Subheader Subheader

EData length setting

This setting shows the amount of data in the text (command) section.

* When exchanging data with binary codes: Maximum 5113 words

* When exchanging data with ASCII codes: Maximum 2556 words
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HText (command)

The following figures show the format of the command/response.

* When exchanging data with binary codes

Data specifying/storing device for

Command format

Maximum of 5113 words

60H O00H

(H)

Subheader

sending/receiving instructions

Send/receive
data

n+2

n+3

n+setting data length

Data length
setting

L

L

A

L)

A

L)

* When exchanging data with ASCI| codes

Command format

1 word (2 bytes)

Maximum of 5112 words

36H 30H 30H 30H

(H) ... (L)

(H) ...

L)

(H) ... (L)

Data specifying/storing device for
sending/receiving instructions

Subheader

|

ASCII-binary conversion

Data length

(L)

(L)

(L)

[
|

(Maximum of 2556 words)

1 word (2 bytes)

n+1
Send/receive n+2
data
n+setting data length
APPENDICES

App. - 112 Appendix 7 Ethernet-equipped Module Specifications



HEnd code

The error code is stored in the end command added to the response.
The end code is also stored in the BUFSND instruction and BUFRCV instruction completion status area (inside control data).
The following cases may apply if an error code for communications using the SLMP or random access buffer is stored even

when communications using the fixed buffer is executed.

Description

Action

The data length specified in the application data section of the message sent | Specify the actual data size in the text section as the data length in the
from the external device to the RJ71EN71 or the RnENCPU (network part) application data section. (Refer to the following descriptions.)

differs from the actual data size in the text section.

The subheader of the message sent from the external device to the Review the subheader specified in the application data section.

RJ71EN71 or the RnENCPU (network part) is incorrect.

The communication data may be split and exchanged due to buffer limitations to the own station or external station. The data
that is split and received is restored (reassembled) by the RJ71EN71 or the RnENCPU (network part) and exchanged. (The
received data is restored (reassembled) based on the data length in the communication data.) The following table shows the
processing of the RU71EN71 and the RnENCPU (network part) for when the data in the communication data is incorrect.

Communication
method

Description

Fixed Buffer
(Procedure Exist),
Random Access
Buffer

When data length specified immediately after subheader < text data volume
» The data immediately after the text corresponding to the data length specified immediately after the subheader is handled as the

second message.

* The start of each statement becomes the subheader, so the RJ71EN71 and the RnENCPU (network part) perform processing
according to the subheader code.

« If the subheader is not a code supported by the RJ71EN71 and the RnENCPU (network part), an abnormal completion response is
sent to the external device.

Data sent from the external device Data processed by the RJ71EN71 or the RnENCPU (network part)
(1st data) (2nd data)
»

<

A 4

< <

——» (Subheader]| |

Subheader|

LThis section is processed as a subheader.

In the above case, the code processed as the subheader with the uppermost bit set as 1 is returned as the response.
For example, if the command's subheader section is 65H, the response's subheader is ESH.

When data length specified immediately after subheader > text data volume
The RJ71EN71 and the RnENCPU (network part) wait to receive the insufficient remaining data.

If the remaining data is received within the response monitor timer value, the RJ71EN71 and the RnENCPU (network part) perform
processing according to the subheader code.

If the remaining data is not received within the response monitor timer value, the RJ71EN71 and the RnENCPU (network part) perform
the following processing.

» The ABORT(RST) instruction is sent to the external device, and the line is closed.

* The error code is stored in 'Connection status storage area' (Un\G100 to Un\G163).

Fixed Buffer (No
Procedure)

With nonprocedural, there is no message data length, so the received data is stored as is into the receive buffer area. Providing a
check procedure including the data length or data type code in the message's application data is recommended so that the application
data's byte size and data type can be seen on the receiving side.
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Appendix 7.4 List of Error Codes

This section lists the error codes, error details and causes, and action for the errors occur in the processing for data

communication between the Ethernet-equipped module and slave stations or caused by processing requests from the CPU

module on the own station.

Error codes are classified into major error, moderate error, and minor error, and can be checked in the [Error Information] tab

in the "Module Diagnostics" window of an Ethernet-equipped module.
For details, refer to the following.
[TIMELSEC iQ-R Ethernet User's Manual (Application)

Error | Error details and causes Action Detailed information
code
1080H The number of writes to the flash ROM has exceeded Replace the module. —
100000.
1120H Clock setting has failed when the system is powered on * Check if the time settings are correctly set in —
or the CPU module is reset. parameter.
« Check if the specified SNTP server is operating
normally and there is no failure on the network
accessing to the SNTP server computer.
1124H * The default gateway is not set correctly. * Correct the default gateway IP address. Parameter information
« The gateway IP address is not set correctly. + Set the same network address as that of the IP » Parameter type
« The default gateway/gateway IP address (network address. * 1/0 No.
address after the subnet mask) is different from that of « Parameter No.
the IP address of the own node. * Network No.
« Station No.
1128H The port number is incorrect. Correct the port number. —
1129H The port number of the external device is not set Correct the port number of the external device. —
correctly.
112DH The data was sent to the external device while the IP « Correct the IP address of the external device in —
address setting of the device set in "External Device "External Device Configuration" under "Basic
Configuration" under "Basic Settings" was incorrect. Settings".
 Check that the IP address class of the external device
is set to A/B/C in "External Device Configuration"
under "Basic Settings".
112EH A connection could not be established in the open » Check the operation of the external device. —
processing.  Check if the open processing has been performed in
the external device.
* Correct the port number of the Ethernet-equipped
module, IP address/port number of the external device,
and opening method.
» When the firewall is set in the external device, check if
the access is permitted.
* Check if the Ethernet cable is disconnected.
1133H The response send failed during socket communications » Check the operation of the external device or switching | —
or communications using the fixed buffer. hub.
« Since there may be congestion of packets on the line,
send data after a certain period of time.
« Check if the connection cable is disconnected.
» Check that there is no connection failure with the
switching hub.
» Execute the communication status test, and if the test
completed with an error, take the corrective action.
» Execute the module communication test, and check
that there is no failure in the module.
1134H A TCP ULP timeout error has occurred in the TCP/IP » Check the operation of the external device. —
communication. (The external device does not send an « Correct the TCP ULP timeout value of the Ethernet-
ACK response.) equipped module.
« Since there may be congestion of packets on the line,
send data after a certain period of time.
« Check if the connection cable is disconnected.
1152H » The IP address is not set correctly. « Correct the IP addresses. Parameter information
* The same IP address has been set to port 1 and port2 | « Set different IP addresses for port 1 and port 2. » Parameter type
of the Ethernet-equipped module. * 1/0 No.
» Parameter No.
* Network No.
« Station No.
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Error
code

Error details and causes

Action

Detailed information

1155H

* The specified connection was already closed in TCP/IP
communications.
« Open processing is not performed.

« Perform the open processing for the specified
connection.

« Check if the open processing has been performed in
the external device.

1157H

* The specified connection was already closed in UDP/
IP communications.
« Open processing is not performed.

« Perform the open processing for the specified
connection.

 Check if the open processing has been performed in
the external device.

1158H

« The receive buffer or send buffer is not sufficient.

« The window size of the external device is not sufficient.

« Check the operation of the external device or switching
hub.

* When communications using a fixed buffer or socket
communications is used, increase the execution
frequency of the BUFRCV/SOCRCYV instruction.

* When the value of 'State of receive buffer'
(Un\G1900030) is 0001H, reduce the frequency of data
receive from the external device.

1165H

Data was not sent correctly with UDP/IP.

Check the settings for connection with the external
device.

Check the operation of the external device or switching
hub.

Since there may be congestion of packets on the line,
send data after a certain period of time.

Check if the connection cable is disconnected.

Check that there is no connection failure with the
switching hub.

Execute the PING test and communication status test,
and if the test completed with an error, take the
corrective action.

1166H

Data was not sent correctly with TCP/IP.

Check the settings for connection with the external
device.

Check the operation of the external device or switching
hub.

Since there may be congestion of packets on the line,
send data after a certain period of time.

Check if the connection cable is disconnected.

Check that there is no connection failure with the
switching hub.

Execute the PING test and communication status test,
and if the test completed with an error, take the
corrective action.

1167H

Unsent data found, but could not be sent.

Check the settings for connection with the external
device.

Check the operation of the external device or switching
hub.

Since there may be congestion of packets on the line,
send data after a certain period of time.

Check if the connection cable is disconnected.

Check that there is no connection failure with the
switching hub.

Execute the PING test and communication status test,
and if the test completed with an error, take the
corrective action.

1180H

» The same IP address has been set as the system A IP
address, system B IP address, and/or control system
IP address.

« Network addresses of the system A IP address,
system B IP address, and control system IP address
are different.

Set different IP addresses for the system A IP address,
system B IP address, and control system IP address.
Set the same network address for the system A IP
address, system B IP address, and control system IP
address.

Parameter information
« Parameter type

+ 1/0 No.

» Parameter No.

* Network No.

« Station No.

1801H

IP address of the external device could not be acquired.

« Correct the IP address in "Network/Station No. <-> IP
information setting" under "Application Settings".

« Check if the network or station number of the external
device is correctly specified by using control data of the
dedicated instruction.

Parameter information
» Parameter type

« 1/0 No.

« Parameter No.

* Network No.

« Station No.

1811H

An error was detected in the CPU module.

Check the error of the CPU module and take action using
the module diagnostics of the engineering tool.

APPENDICES

Appendix 7 Ethernet-equipped Module Specifications App. - 115



Error
code

Error details and causes

Action

Detailed information

1830H

Number of reception requests of transient transmission
(link dedicated instruction) exceeded upper limit of
simultaneously processable requests.

Lower the transient transmission usage frequency, and
then perform again.

1845H

Too many processing of transient transmission (link
dedicated instruction) and cannot perform transient
transmission.

Correct the transient transmission execution count.

20EOH

The module cannot communicate with the CPU module.

The hardware failure of the CPU module may have been
occurred. Please consult your local Mitsubishi
representative.

2160H

Overlapping IP addresses were detected.

Check and correct the IP addresses.

2220H

The parameter setting is corrupted.

Check the detailed information of the error by executing
module diagnostics using the engineering tool, and write
the displayed parameter. If the error occurs again even
after taking the above, the possible cause is a hardware
failure of the module. Please consult your local Mitsubishi
representative.

Parameter information
» Parameter type

2221H

The set value is out of the range.

Check the detailed information of the error by executing
module diagnostics using the engineering tool, and
correct the parameter setting corresponding to the
displayed number.

Parameter information
» Parameter type

+ 1/0 No.

« Parameter No.

* Network No.

« Station No.

2250H

The protocol setting data stored in the CPU module is not
for the Ethernet-equipped module.

Write the protocol setting data for the Ethernet-equipped
module to the CPU module.

Parameter information
» Parameter type

24COH
to
24C3H

An error was detected on the system bus.

« Take measures to reduce noise.

* Reset the CPU module, and run it again. If the error
occurs again even after taking the above, the possible
cause is a hardware failure of the module, base unit, or
extension cable. Please consult your local Mitsubishi
representative.

System configuration
information

* 1/0 No.

» Base No.

« Slot No.

* CPU No.

24C6H

An error was detected on the system bus.

Take measures to reduce noise.

Reset the CPU module, and run it again. If the error
occurs again even after taking the above, the possible
cause is a hardware failure of the module, base unit, or
extension cable. Please consult your local Mitsubishi
representative.

3020H

A value of the port number is out of range.

Check the each system port number registered in the
buffer memory.

If the error occurs again even after taking the above,
the possible cause is a hardware failure of the error
module. Please consult your local Mitsubishi
representative.

3040H

Response data of the dedicated instruction cannot be
created.

Increase the request interval.

Decrease the number of request nodes.

Wait for a response to the previous request before
sending the next request.

Correct the timeout value.

3060H

The send/receive data size exceeds the allowable range.

Check and change the send data size of the Ethernet-
equipped module or the external device.

If the same error code is displayed again, the possible
cause is a hardware failure of the error module or CPU
module. Please consult your local Mitsubishi
representative.

3CO00H
to
3CO3H

A hardware failure has been detected.

Take measures to reduce noise.

Reset the CPU module, and run it again. If the same
error code is displayed again, the possible cause is a
hardware failure of the error module. Please consult

your local Mitsubishi representative.

3COFH
to
3C11H

A hardware failure has been detected.

Take measures to reduce noise.

Reset the CPU module, and run it again. If the same
error code is displayed again, the possible cause is a
hardware failure of the error module. Please consult

your local Mitsubishi representative.
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Error | Error details and causes Action Detailed information
code
3C13H A hardware failure has been detected. Reset the CPU module, and run it again. If the same —
error code is displayed again, the possible cause is a
hardware failure of the error module. Please consult your
local Mitsubishi representative.
3C14H | A hardware failure has been detected. Reset the CPU module, and run it again. If the same —
error code is displayed again, the possible cause is a
hardware failure of the error module or CPU module.
Please consult your local Mitsubishi representative.
3C2FH | An error was detected in the memory. Reset the CPU module, and run it again. If the same —
error code is displayed again, the possible cause is a
hardware failure of the error module. Please consult your
local Mitsubishi representative.
3EO01H Network type of the own station is unexpected setting. Rewrite the module parameter using the engineering —
tool. If the same error code is displayed again, the
possible cause is a hardware failure of the error module.
Please consult your local Mitsubishi representative.
4000H Errors detected by the CPU module (LI MELSEC iQ-R CPU Module User's Manual (Application))
to
4FFFH
CO001H * The IP address setting value of the E71 for the initial « Correct the IP address setting value for the initial —
processing is incorrect. processing.
« The setting value of the subnet mask field for the router | <« Check if the class of the IP address is set to A/B/C.
relay function is incorrect. « Correct the subnet mask setting value for the initial
processing.
CO012H | The port number used in a connection already opened is | Correct the port numbers of the Ethernet-equipped —
set. (For TCP/IP) module and the external device.
CO13H The port number used in a connection already opened is | Correct the port numbers of the Ethernet-equipped —
set. (For UDP/IP) module and the external device.
CO15H *» The specified IP address of the external device for the | < Correct the specified IP address of the external device | —
open processing is incorrect. of the CONOPEN/OPEN instruction. Set the class to A/
« The specified IP address of the external device of the B/C.
dedicated instruction is incorrect. « Execute the dedicated instruction again after
correcting the specified IP address of the external
device.
CO016H | The open processing of the connection specified for « Check that none of the connections targeted for pairing | —
pairing open has already completed. open has been opened.
« Correct the combination of modules set for pairing
open.
CO018H | The specified IP address of the external device is Correct the specified IP address of the external device. —
incorrect.
CO020H | The send/receive data length exceeds the allowable « Correct the data length to be sent. —
range. + When the amount of data to be sent exceeds the limit,
divide the data into smaller chunks to send it.
C021H | An abnormal end response was received for « Check the command/response type of the subheader. | —
communications using the fixed buffer and random « Check the data length setting to be sent.
access buffer. « Check if the communication data code setting of the
Ethernet-equipped module meets the binary/ASCII of
the message to be sent.
CO022H * A response could not be received within the response » Check the operation of the external device. —
monitoring timer value. « Correct the response monitoring timer value of the
* The connection with the external device was closed Ethernet-equipped module.
while waiting for a response. » Check the open status of the connection with the
external device.
C024H « Communications using the fixed buffer or  Check that there is no error in the connection number | —

communications using a random access buffer were
executed when communication method is set to the
"Predefined Protocol" connection.

« Predefined protocol was executed when
communication method is set to "Fixed Buffer
(Procedure Exist)" or "Fixed Buffer (No Procedure)"
connection.

specification of the dedicated instruction.
« Correct the communication method of the connection
with the external device.
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Error | Error details and causes Action Detailed information

code

CO025H | There is an error in the usage setting area when starting * When starting the open by using the CONOPEN/ —
the open processing by the CONOPEN/OPEN instruction OPEN instruction, correct the usage setting area of the
or 1/O signals. control data.

* When starting the open by I/O signals, correct the
connection usage setting area of the buffer memory.

CO026H | An error has occurred when reading/writing/verifying the » Check that connection cable with the engineering tool | —
predefined protocol setting data. is not disconnected and read/write/verify the

predefined protocol setting data again.
+ Do not write data simultaneously when writing protocol
setting data from multiple engineering tools.

CO027H Message send of the socket communications has failed. « Check the operation of the external device or switching | —

hub.

« Since there may be congestion of packets on the line,
send data after a certain period of time.

« Check if the connection cable is disconnected.

 Check that there is no connection failure with the
switching hub.

» Execute the communication status test, and if the test
completed with an error, take the corrective action.

« Execute the module communication test, and check
that there is no failure in the module.

« Check the IP address specified as the destination.

C028H | Message send of the fixed buffer has failed. + Check the operation of the external device or switching | —

hub.

« Since there may be congestion of packets on the line,
send data after a certain period of time.

« Check if the connection cable is disconnected.

« Check that there is no connection failure with the
switching hub.

» Execute the communication status test, and if the test
completed with an error, take the corrective action.

« Execute the module communication test, and check
that there is no failure in the module.

« Check the IP address specified as the destination.

CO29H + Description of control data is not correct. « Correct the descriptions of the control data. —
« Open instruction was executed through open settings « Set the open settings parameters. Execute the OPEN

parameter even though parameters are not set. instruction through control data.

CO035H | The existence of the external device could not be « Check the operation of the external device. —
checked within the response monitoring timer value. « Correct the settings in "Timer Settings for Data

Communication" under "Application Settings" of the
Ethernet-equipped module.
« Check if the connection cable is disconnected.
CO040H * Not all the data could be received within the response « Correct the data length of the communication data. —
monitoring timer value. « The packets may be crowded in the line, so send the
« Sufficient data for the data length could not be data again from the external device after a random
received. time has passed.
« The remaining part of the message divided at the TCP/
IP level could not be received within the response
monitoring timer value.

CO50H When "ASCII" has been selected in the communication Check if ASCII code data which cannot be converted into | —
data code setting of the Ethernet-equipped module, binary code data has been sent from the external device.
ASCII code data which cannot be converted into binary
code data has been received.

CO051H | The number of read/write points from/to the device of Correct the number of read/write points and send the —
SLMP message is out of the allowable range in the CPU | SLMP message to the Ethernet-equipped module again.
module (in units of words).

CO052H | The number of read/write points from/to the device of Correct the number of read/write points and send the —
SLMP message is out of the allowable range in the CPU | SLMP message to the Ethernet-equipped module again.
module (in units of bits).

CO053H | The number of read/write points from/to the random Correct the number of read/write points and send the —
device of SLMP message is out of the allowable range in | SLMP message to the Ethernet-equipped module again.
the CPU module (in units of bits).

CO054H | The number of read/write points from/to the random Correct the number of read/write points and send the —
device of SLMP message is out of the allowable range in | SLMP message to the Ethernet-equipped module again.
the CPU module (in units of words, double words).
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Error | Error details and causes Action Detailed information

code

CO055H | The read/write size from/to the file data of SLMP Correct the read/write size and send the SLMP message | —

message is out of the allowable range. to the Ethernet-equipped module again.

CO056H | The read/write request exceeds the largest address. Correct the start address or the number of read/write —
points so that the request does not exceed the largest
address and send the data to the Ethernet-equipped
module again.

CO057H | The request data length of the SLMP message does not | Check and correct the text or request data length, and —

match with the number of data in the character (a part of | send the SLMP message to the Ethernet-equipped
text). module again.
CO058H | The request data length of the SLMP message after the Check and correct the text or request data length, and —
ASCll/binary conversion does not match with the number | send the SLMP message to the Ethernet-equipped
of data in the character (a part of text). module again.
CO59H * The specified command and subcommand of the « Check that there is no error in the specification of the —
SLMP message are incorrect command and subcommand of the SLMP message.
« The function which is not supported by the target » Check whether the function executed is supported by
device was executed. the target device.
« Check the version of the target device.
CO5AH | The Ethernet-equipped module cannot read/write data Correct the specification of the device to be read/written | —
from/to the device specified by the SLMP message. and send the SLMP message to the Ethernet-equipped
module again.
CO5BH | The Ethernet-equipped module cannot read/write data Correct the specification of the device to be read/written | —
from/to the device specified by the SLMP message. and send the SLMP message to the Ethernet-equipped
module again.

CO05CH « The received request data of the SLMP message is « Correct the request data and send the SLMP message | —

incorrect. to the Ethernet-equipped module again.
« The setting value of the communication setting when « Correct the setting details of when the iQSS function is
the iQSS function is executed is out of range. executed, and retry the operation.
» When the iQSS function is executed, the items of
communication setting which cannot be set on the
target device are set.
* When the iQSS function is executed, the required
setting items have not been set to the target device.
CO05DH | The "Monitor Request" command is received before the Register the monitoring data using "Monitor Registration/ | —
monitor registration is performed by "Monitor Clear" command and perform monitoring.
Registration/Clear" command of the SLMP message.

CO5EH | The time between received the SLMP message from the | < Increase the monitoring timer value. —
Ethernet-equipped module and returned response from « Check if the access destination is operating normally.
the access destination exceeded the monitoring timer « Correct the network number or request destination
value set in the SLMP command. station number.

* When the access destination is a module with a
different network number, check if "Routing Setting" of
"CPU Parameter" is correctly set.

« If the access destination is a module with a different
network number, check if the network number is not in
use.

CO5FH | This request cannot be executed to the access Correct the access destination. —

destination specified by the SLMP message.

CO060H | The request details for bit devices of the SLMP message | Correct the request details and send the SLMP message | —

is incorrect. to the Ethernet-equipped module again.

C061H * The request data length of the SLMP message does » Check and correct the text or request data length, and | —

not match with the number of data in the character (a
part of text).

* The write data length specified by the label write
command is not even byte.

» When the iQSS function is executed, incorrect frame is
received.

send the SLMP message to the Ethernet-equipped
module again.

+ Add the dummy data for one byte, and specify the
length by even byte.

« Check the operating status and connection status of
the target device of when the iQSS function is
executed.

« Check the connection of an Ethernet cable and a hub
of when the iQSS function is executed.

« Check the line status of Ethernet of when the iQSS
function is executed.

« Reset the CPU module and device to be targets of the
iQSS function, and retry the operation.

For the error occurred when the iQSS function is

executed, contact the manufacturer of the target device if
the above actions do not solve the problem.
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CO70H | The device memory cannot be extended for the access * Correct the SLMP message to read/write data without | —
destination specified by the SLMP message. the device memory set for extension.
« Specify the extension of the device memory only for an
Ethernet-equipped module mounted station and a R/Q/
QnACPU over CC-Link IE Controller Network,
MELSECNET/H, or MELSECNET/10.
CO071H | The number of device points for data read/write set for Correct the number of read/write points and send the —
modules other than a R/Q/QnACPU is out of the range. SLMP message to the Ethernet-equipped module again.
CO072H | The request details of the SLMP message is incorrect. « Check if the data can be requested to the access —
(For example, a request for data read/write in bit units destination.
has been issued to a word device.) « Correct the request details and send the SLMP
message to the Ethernet-equipped module again.
CO073H | The access destination of the SLMP message cannot Correct the request details of the SLMP message. —
issue this request. (For example, the number of double
word access points cannot be specified for modules
other than a R/Q/QnACPU.)
CO75H | The request data length for the label access is out of « Correct the number of read/write points and send the —
range. SLMP message to the Ethernet-equipped module
again.
* Correct the label to shorten the label name and send
the SLMP message to the Ethernet-equipped module
again.
CO081H | The termination processing for the Ethernet-equipped Finish all the communications to perform the —
module that is involved with the reinitialization processing | reinitialization processing of the Ethernet-equipped
is being performed, and arrival of link dedicated module.
instructions cannot be checked.
CO083H | The communication processing was abnormally ended in | < Check if the relay station and external station are —
the link dedicated instruction communications operating normally.
« Check if there is an error with the cable connection
between the own station and the external station.
« If the line is heavily loaded, reduce the load, and retry
the operation.
* Increase the number of resends for the link dedicated
instructions and execute the operation.
CO084H | The communication processing was abnormally ended in | < Check if the own station/relay station/external stationis | —
the link dedicated instruction communications operating normally.
« Check if there is an error with the cable connection
between the own station and the external station.
* Increase the TCP resend timer value of the Ethernet-
equipped module.
C085H | The target station's channel specified by the link Correct the target station's channel of the SEND —
dedicated instruction SEND is currently in use. instruction.
CO0B2H (Receive buffer full error) « Increase the request interval and execute the —
operation.
* Do not access through one station using the
MELSOFT connection, link dedicated instruction, or
SLMP.
» Wait for a response to the previous request before
sending the next request.
« Correct the set value for "Timer Settings for Data
Communication" under "Application Settings" of the
Ethernet-equipped module.
COB3H | Arequest that cannot be processed was issued from the * Correct the request details. —
CPU module. « Correct the network number or request destination
station number.
COB6H | The channel specified by the dedicated instruction is out | Correct the channel to a value within the allowable range | —
of the range. of each dedicated instruction.
COBAH | Since the close processing is being performed using the | Do no perform the send processing during the close —
CONCLOSE/CLOSE instruction, a send request cannot processing.
be accepted.
COC4H | The UINI instruction has been executed during Execute the UINI instruction after closing all connections. | —
communications.
CODOH | The specified data length of the link dedicated instruction | Correct the data length. —
is incorrect.
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COD1H | The number of resends of the link dedicated instruction is | Correct the number of resends. —

incorrect.

COD3H | The number of relay stations to communicate with other « Check if the specification (network number/station —

networks exceeds the allowable range. number) for the communication destination is correct.
« Check that number of relay stations accessing to the
communication destination is 7 or less.
« Correct the settings in the Network station number <->
IP information for the stations between the own station
and the communication destination.
COD4H | The number of relay stations to communicate with other « Check if the specification (network number/station —
networks exceeds the allowable range. number) for the communication destination is correct.
« Check that number of relay stations accessing to the
communication destination is 7 or less.
« Correct the settings in the Network station number <->
IP information for the stations between the own station
and the communication destination.

COD5H | The number of retries of the link dedicated instructionis | Correct the number of retries. —

incorrect.

COD6H | The network number or station number of the link Check if the specification (network number/station —

dedicated instruction is incorrect. number) for the communication destination is correct.

COD7H | Data were sent without the initial processing completed. | After normal completion of the initial processing, perform | —

the communications with the external device.

COD8H | The number of specified blocks exceeded the range. Correct the number of blocks. —

COD9H | The specified subcommand of the SLMP message is Correct the subcommand. —

incorrect.

CODAH | Aresponse to the PING test could not be received within | < Correct the IP address and host name of the target —

the time of the communication time check. module where the PING test is executed.
« Check that the initial processing of the Ethernet-
equipped module where the PING test is executed has
completed successfully.

CODBH | The IP address and host name of the target module Correct the IP address and host name of the target —

where the PING test is execute are incorrect. module where the PING test is executed.

CODEH | Data could not be received within the specified arrival « Correct the specified arrival monitoring time. —

monitoring time. « Correct the channel of the link dedicated instruction.

« Check if the sending station and relay station are

operating normally.
C101H | A response could not be received from the DNS server. » Check the address of the DNS server. —

* Check that the data communications with the DNS
server is possible by using the Ping command.

 Check that the own station IP address and the DNS
server |IP address are in the same class. (If not, check
the router setting.)

C1A2H « A response to the request could not be received. « Check and correct the response waiting time. —
« In transient transmission, the number of relay to other « Change the system configuration so that the number of
networks exceeded seven. relay stations may be seven or less.

« For the RECV instruction, execute again after
correcting the channels used by own station in the
control data.

« For the RECV instruction, check that 'RECV execution
request' (Un\G5301 b0 to b7) are on.

« Check the operation of the external device.

« Check if the external device supports the executed
function.

C1A4H « Any of the specified command, subcommand, or * Check that all of the specified command, —
request destination module I/O number of the SLMP subcommand, and request destination module /0
message is incorrect. number of the SLMP message is correct.

« The specified clear function set by the ERRCLEAR « Correct the specified value for the clear function set by
instruction is incorrect. the ERRCLEAR instruction.

« The specified information to be read set by the ERRRD | < Correct the specified value for the information to be
instruction is incorrect. read set by the ERRRD instruction.

C1A5H | The specified target station or clear target is incorrect. Correct the specified the target station or clear target. —

C1A6H | The specified connection number is incorrect. Correct the setting value of the connection number. —

C1A7H | The specified network number is incorrect. Correct the specified network number. —

C1A8H | The specified station number is incorrect. Correct the specified station number. —
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C1A9H | The specified device number is incorrect. Correct the specified device number. —
C1AAH | The specified device name is incorrect. Correct the specified device name. —
C1ACH | The specified number of resends is incorrect. Correct the number of resends. —
C1ADH | The specified data length is incorrect. Correct the specified data length. —
C1AFH | The specified port number is incorrect. Correct the specified port number —
C1BOH | The open processing of the specified connection has « Do not perform the open processing to a connection —
already completed. already opened.
« When communications with the external device cannot
be performed, perform the close processing before the
open processing.
C1B1H | The open processing of the specified connection has not | After completion of the open processing, perform the —
completed. communication.
C1B2H | The open or close processing using CONOPEN/ Execute again after the CONOPEN/CONCLOSE/OPEN/ | —
CONCLOSE/OPEN/CLOSE instruction is being executed | CLOSE instruction has completed.
in the specified connection.
C1B3H | Another send or receive instruction is being executed in « Change the channel number. —
the specified channel. « Execute again after the send or receive instruction has
completed.
C1B4H | The specified arrival monitoring time is incorrect. Set the arrival monitoring time to a value within the —
allowable range.
C1B8H | The RECV instruction was executed for the channel that | < Correct the execution condition of the RECV —
had not received data. instruction for the channel that had received data.
« Correct the specified channel of the RECV instruction.
C1B9H | The CONOPEN/OPEN instruction cannot be executed Correct the specified connection. —
for the specified connection.
C1BAH | The dedicated instruction was executed with the Execute the dedicated instruction after the initial —
initialization not completed. processing has completed.
C1BBH | The target station CPU type of the link dedicated Correct the specified target station CPU type. —
instruction is incorrect.
C1BCH | The target network number of the link dedicated « Execute the link dedicated instruction again after —
instruction is incorrect. correcting the network number.
« When specifying another network station, check if the
settings in "Routing Setting" of "CPU Parameter" are
made correctly.
C1BDH | The target station number of the link dedicated instruction | < Execute the link dedicated instruction again after —
is incorrect. correcting the target station number.
« When specifying another network station, check if the
settings in "Routing Setting" of "CPU Parameter" are
made correctly.
C1BEH | The command code of the dedicated instruction is « Execute again after correcting the command code at —
incorrect. the request source.
« If the request source is on another network, check if
the routing parameters are set correctly, and take
action.
C1BFH | The channel used in the dedicated instruction is « Execute again after correcting the used channel within | —
incorrect. the allowable range at the request source.
« If the request source is on another network, check if
the routing parameters are set correctly, and take
action.
C1COH | The transient data is incorrect. « Correct the transient data at the request source, and —
retry the operation.
« If the error occurs again even after taking the above,
please consult your local Mitsubishi representative.
C1C1H | The transient data is incorrect. « Correct the transient data at the request source, and —

retry the operation.
« If the error occurs again even after taking the above,
please consult your local Mitsubishi representative.
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C1C2H

When the dedicated instruction was executed, data was
received twice.

« Check the network status and take corrective action
using the Ethernet diagnostics of the engineering tool.

« Check if the switching hub and the cables at the
request source are connected properly.

« If the request source is on another network, check if
the routing parameters are set correctly, and take
action.

C1C4H

The arrival check of the link dedicated instruction
completed with an error.

« Execute link dedicated instruction again after changing
the execution type in the control data to "No arrival
acknowledgment".

« For the REQ instruction, execute again after correcting
request type.

C1C5H

A dedicated instruction which the target station does not
support was executed.

« Change the target station at the station that executed
the SEND instruction.

« If the error occurs again even after taking the above,
please consult your local Mitsubishi representative.

C1Ce6H

The execution or error completion type of the dedicated
instruction is incorrect.

« Execute again after correcting the execution/error
completion type in the control data.

« If the problem cannot be resolved with the above
actions, the possible cause is a hardware failure of the
module. Please consult your local Mitsubishi
representative.

C1C7H

The request type of the REQ instruction is incorrect.

+ Execute again after correcting the request type of the
REQ instruction.

« If the problem cannot be resolved with the above
actions, the possible cause is a hardware failure of the
module. Please consult your local Mitsubishi
representative.

C1C8H

The channel specified in the dedicated instruction is in
use.

Change the channels used by own station or the target
station's channel in the control data.

C1C9H

The device specification for the ZNRD/ZNWR instruction
is not correct.

« Execute again after correcting the device specification
for the ZNRD/ZNWR instruction.

« If the problem cannot be resolved with the above
actions, the possible cause is a hardware failure of the
module. Please consult your local Mitsubishi
representative.

C1CAH

The device specification for the ZNRD/ZNWR instruction
is not correct.

« Execute again after correcting the device specification
for the ZNRD/ZNWR instruction.

« If the problem cannot be resolved with the above
actions, the possible cause is a hardware failure of the
module. Please consult your local Mitsubishi
representative.

C1CBH

The transient data is incorrect.

« Correct the transient data at the request source, and
retry the operation.

« If the error occurs again even after taking the above,
please consult your local Mitsubishi representative.

C1CCH

A response of the data length that exceeds the allowable
range was received by the SLMPSND instruction.

« Execute again after correcting the request data to be
within the range.

« If the error occurs again even after taking the above,
please consult your local Mitsubishi representative.

C1CDH

Message send of the SLMPSND instruction has failed.

+ Check the operation of the external device or switching
hub.

« Since there may be congestion of packets on the line,
send data after a certain period of time.

« Check if the connection cable is disconnected.

« Check that there is no connection failure with the
switching hub.

* Execute the communication status test, and if the test
completed with an error, take the corrective action.

« Execute the module communication test, and check
that there is no failure in the module.

« Check the IP address specified as the destination.
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C1DOH | The requested module I/O No. of the dedicated « Execute again after correcting the requested module I/ | —
instruction is incorrect. O No. at the request source of the dedicated
instruction.
« If the error occurs again even after taking the above,
please consult your local Mitsubishi representative.
C1D2H | The target station IP address of the link dedicated Execute the link dedicated instruction again after —
instruction is incorrect. correcting the IP address.
C1D3H | The dedicated instruction not supported by the « Check that the dedicated instruction can be executed —
communication method of the connection was executed. by the specified communication method. Correct the
program when the instruction cannot be executed.
« Check that there is no error in the connection
specification of the dedicated instruction.
C200H | The remote password is incorrect. Correct the remote password, and unlock/lock the remote | —
password again.
C201H | The remote password status of the port used for After unlocking the remote password, perform —
communications is in the lock status. communications.
C202H When another station was accessed, the remote When accessing another station, do not set the remote —
password could not be unlocked. password on the relay station or access station, or do not
execute the remote password check on them.
C203H | An error has occurred by checking the remote password. | Correct the remote password, and unlock/lock the remote | —
password again.
C204H The device is different from the one requesting the Request the lock processing of the remote password —
remote password unlock processing. from the external device that requested the unlock
processing of the remote password
C205H When another station was accessed, the remote When accessing another station, do not set the remote —
password could not be unlocked. password on the relay station or access station, or do not
execute the remote password check on them.
C207H | The file name has too many characters. Name the file with 255 characters or less. —
C208H | The password length is out of range. Set the password within 6 to 32 characters. —
C400H The ECPRTCL instruction was executed when « Execute the ECPRTCL instruction after Predefined —
Predefined protocol ready does not complete. protocol ready has turned on.
« Execute the ECPRTCL instruction after rewriting the
protocol setting data to the Ethernet-equipped module.
« If the error occurs again even after taking the above,
the possible cause is a hardware failure of the module.
Please consult your local Mitsubishi representative.
C401H | The protocol number specified by the ECPRTCL « Correct the specified protocol number and execute the | —
instruction is not registered in the Ethernet-equipped instruction again.
module. « Register the protocol specified protocol number to the
Ethernet-equipped module.
C402H | A error has occurred in the protocol setting data Correct the protocol setting data and register it again. —
registered in the Ethernet-equipped module and the
ECPRTCL instruction cannot be executed.
C403H Multiple dedicated instructions was executed « Do not execute the dedicated instructions which do not | —
simultaneously. support simultaneous execution.
« Correct the specified connection number and execute
the dedicated instruction again.
C404H | The protocol being executed by the ECPRTCL instruction | Check the canceled protocol in the control data of the —
was canceled. ECPRTCL instruction (execution count result) and
eliminate the cause of the cancellation.
C405H | The protocol number specified by the ECPRTCL Correct the specified protocol number. —
instruction is incorrect.
C406H | The continuous protocol execution count of the Correct the continuous protocol execution count. —
ECPRTCL instruction is incorrect.
C407H | The connection number specified by the ECPRTCL « Correct the specified connection number and execute | —
instruction is incorrect. the protocol again.
« Correct the specified connection number in "External
Device Configuration" under "Basic Settings" of the
Ethernet-equipped module and execute the protocol
again.
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C408H

An error has occurred when the send processing of the
predefined protocol using the ECPRTCL instruction was
performed.

« Check the operation of the external device or switching
hub.

« Since there may be congestion of packets on the line,
send data after a certain period of time.

« Check if the connection cable is disconnected.

« Check that there is no connection failure with the
switching hub.

« Execute the communication status test, and if the test
completed with an error, take the corrective action.

« Execute the module communication test, and check
that there is no failure in the module.

C410H

Receive waiting time of the ECPRTCL instruction timed
out.

« Check if the cable is disconnected.

« Correct the specified connection number in "External
Device Configuration" under "Basic Settings" of the
Ethernet-equipped module and execute the protocol
again.

« Check that there is no error in the external device.

« Check that the sending from the external device is not
interrupted.

 Check that there is no data lost due to a receive error.

« Check that there is no error in the data (packet) sent by
the external device.

C412H

The data which cannot be converted from ASCII to binary
code was received.

« Check that there is no data lost due to a receive error.
« Check that there is no error in the data (packet) sent by
the external device.

C413H

The number of digits of the received data using the
predefined protocol is not sufficient.

« Check that there is no data lost due to a receive error.
« Check that there is no error in the data (packet) sent by
the external device.

C414H

The number of digits of the received data using the
predefined protocol is incorrect.

« Check that there is no data lost due to a receive error.
« Check that there is no error in the data (packet) sent by
the external device.

C417H

The data length or data quantity of the received data
using the predefined protocol is out of range.

« Check the maximum allowable data length and specify
the maximum length or less in the data length storage
area.

« Check the maximum allowable data quantity, and
specify the maximum quantity or less in the data
quantity storage area.

C420H

Protocol setting data write has failed.

« Write the data again.

« If the error occurs again even after taking the above,
the possible cause is a hardware failure of the
specified module. Please consult your local Mitsubishi
representative.

C421H

Writing was requested to the module whose flash ROM
write count had exceeded the limit.

Replace the module because the number of writes
exceeded the limit.

C430H

Protocol setting data was written during the ECPRTCL
instruction execution.

Do not write the protocol setting data during the
ECPRTCL instruction execution.

C431H

Close processing of the connection was performed
during the ECPRTCL instruction execution.

« Check the operation of the external device.

« Check the connection open status with the external
device.

« Open the connection with the external device again
and execute the instruction.

C440H
to
C44FH

A communication error has occurred with an engineering
tool when executing the Ethernet diagnostics.

* Execute the communication status test, and if the test
completed with an error, take the corrective action.

« Execute the module communication test, and check
that there is no failure in the module.

C610H
to
C613H

The module processing completed with an error.

» Execute the communication status test, and if the test
completed with an error, take the corrective action.

« Execute the module communication test, and check
that there is no failure in the module.

C614H

The module processing completed with an error.

* Correct the setting value of "Response Monitoring
Timer" under "FTP Server Settings" because writing
files may require a longer time.

« Execute the communication status test, and if the test
completed with an error, take the corrective action.

« Execute the module communication test, and check
that there is no failure in the module.
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C615H | The module processing completed with an error. » Execute the communication status test, and if the test | —
completed with an error, take the corrective action.
« Execute the module communication test, and check
that there is no failure in the module.
C616H | Connection of the control port to the FTP server failed. « Correct the IP address setting of the Ethernet- —
equipped module.
* Correct the FTP server setting.
» Check connection with the FTP server.
« Disconnect the user session on the FTP server.
» Data communications may not be ready. Wait for a
while and perform the operation again.
* Correct the TCP ULP timeout value because
connecting to the FTP server may require a longer
time.
C617H | Disconnection of the control port to the FTP server failed. | « Correct the FTP server setting. —
« Check connection with the FTP server.
C618H | Login to the FTP server failed. * Correct the FTP server setting (login user name and —
login password).
» Check the FTP server software settings (login user
name and login password).
« Check the data communication history of the FTP
server software.
C619H | Execution of the FTP command to the FTP server failed. | < Correct the FTP server setting (folder path and —
connection method).
« Check that the user has a right to access (read/write)
the FTP server or the specified file.
» Check that the specified folder path exists in the FTP
server.
« Check that the specified file exists in the FTP server.
* Correct the FTP server software settings.
« Check the data communication history of the FTP
server software.
» Check that the file access is being performed in the
FTP server.
C620H Connection of the data transfer port to the FTP server » Check connection with the FTP server. —
failed. « Correct the FTP server setting (connection method).
« If a firewall is active or the proxy server is on the
connection path, consult a network administrator about
the settings.
C621H Disconnection of the data transfer port to the FTP server | <« Check connection with the FTP server. —
failed. « Correct the FTP server setting (connection method).
« If a firewall is active or the proxy server is on the
connection path, consult a network administrator about
the settings.
C622H | An error has occurred during file transfer to the FTP « Delete unnecessary files on the FTP server to increase | —
server. free space.
» Check connection with the FTP server.
« The specified file may be used in the other process.
Wait for a while and perform the operation again.
» The Ethernet line may be congested. Wait for a while
and perform the operation again.
C623H | A response could not be received from the FTP server. * Check that the FTP server name is registered in the —
DNS.
« Change the FTP server name to the IP address, and
check the operation.
 Check that the data communications with the FTP
server is possible by using the Ping command.
C700H The module processing completed with an error. » Execute the communication status test, and if the test | —
completed with an error, take the corrective action.
« Execute the module communication test, and check
that there is no failure in the module.
C701H | The IP address (network number) setting is incorrect in Check the IP address (network number). —
communications using the IP packet transfer function.
C702H | The IP address (station number) setting is incorrect in Check the IP addresses (station number). —
communications using the IP packet transfer function.
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C703H | The destination IP address (upper level) setting is Check the destination IP address. —
incorrect in communications using the IP packet transfer
function.
C704H | The destination IP address (lower level) setting is Check the destination IP address. —
incorrect in communications using the IP packet transfer
function.
C705H The module processing completed with an error. » Execute the communication status test, and if the test | —
to completed with an error, take the corrective action.
C707H « Execute the module communication test, and check
that there is no failure in the module.
C708H | When communicating with the IP packet transfer When communicating with the IP packet transfer —
function, "IP Packet Transfer Function" is set as "Not function, set "IP Packet Transfer Function" as "Not Use"
Use" in "IP Packet Transfer Setting" under "Application in "IP Packet Transfer Setting" under "Application
Settings" of the Ethernet-equipped module connected Settings".
with the Ethernet devices.
C709H | A communication error has occurred with MELSOFT « Do no execute the specification of the direct —
direct connection. connection when direct connection is not used.
« Do not power off the system or reset the CPU module,
or remove the cable during the communications when
direct connection is used.
C810H Remote password authentication has failed when Set a correct password and perform password —
required. authentication again.
C811H Remote password authentication has failed when Set a correct password and perform password —
required. authentication again one minute later.
C812H Remote password authentication has failed when Set a correct password and perform password —
required. authentication again 5 minutes later.
C813H Remote password authentication has failed when Set a correct password and perform password —
required. authentication again 15 minutes later.
C814H Remote password authentication has failed when Set a correct password and perform password —
required. authentication again 60 minutes later.
C815H Remote password authentication has failed when Set a correct password and perform password —
required. authentication again 60 minutes later.
C816H | The security function was activated and remote Set a correct password and perform password —
password authentication cannot be performed. authentication again after a certain period of time.
C840H Number of transient request exceeded the upper limit of « Pause the transient transmission temporarily, and retry | —
simultaneously processable requests. the operation.
« Lower the transient transmission usage frequency, and
then perform again.
C842H | The routing setting is not set to reach to the destination « Execute the link dedicated instruction again after —
network number. correcting the target network number and station
number.
« When the dynamic routing is used, check that
communication path to the destination network number
is set.
* When the dynamic routing is not used, or a module of
the series other than MELSEC iQ-R is included, retry
the operation after correcting the settings in "Routing
Setting" of "CPU Parameter".
C843H Link dedicated instruction that cannot be executed on the | Check the network type of the Ethernet-equipped —
network type were executed. module.
C844H | Incorrect frame is received. Correct the request data at the transient request source, | —
« Unsupported pre-conversion protocol and retry the operation.
« Unsupported frame type
« Application header variable part
« Application header HDS
« Application header RTP
* Read command not requiring response
CEEOH | The devices supporting iQSS which were detected by the | Execute the other function after the automatic detection | —

other peripheral device, or other iQSS functions were
executed while the automatic detection of connected
devices is in process.

of connected devices has completed.
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Error Error details and causes Action

code

» Check the operating status and connection status of

the target device.

 Check the connection of an Ethernet cable and a hub.
« Check the line status of Ethernet.

* Reset the CPU module and target device, and retry the

CEE1H | Incorrect frame is received.

operation.
If the above actions do not solve the problem, contact the

manufacturer of the target device.

CEE2H | Incorrect frame is received. » Check the operating status and connection status of
the target device.

« Check the connection of an Ethernet cable and a hub.
« Check the line status of Ethernet.
* Reset the CPU module and target device, and retry the

operation.
If the above actions do not solve the problem, contact the

manufacturer of the target device.

» Check the operating status and connection status of

the target device.
« Check the connection of an Ethernet cable and a hub.

« Check the line status of Ethernet.
« Reset the CPU module and target device, and retry the

operation.
If the above actions do not solve the problem, contact the

manufacturer of the target device.

CF10H Incorrect frame is received.

CF20H * The setting value of the communication setting is out of | Correct the setting details, and retry the operation.

range.
« The items of communication setting which cannot be

set on the target device are set.
« The required setting items have not been set to the

target device.

CF30H | The parameter which is not supported by the target Check the version of the target device.

device was specified.

+ Check the operating status and connection status of

CF31H | Incorrect frame is received.
the target device.

« Check the connection of an Ethernet cable and a hub.
« Check the line status of Ethernet.
* Reset the CPU module and target device, and retry the

operation.
If the above actions do not solve the problem, contact the

manufacturer of the target device.

+ Check the operation of the target device.

CF70H | An error occurred on the Ethernet communication path.
« Check if the connection cable is disconnected.

CF71H | Atimeout error has occurred. + Check the operation of the target device. Since there
may be congestion of packets on the line, perform the

operation after a while.
« Correct the setting details of when the iQSS function is
executed, and retry the operation.
« Check the connection of an Ethernet cable and a hub.
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Appendix 8 Procedure for Communications
Appendix 8.1 Auto-open UDP port

The auto-open UDP port is used for communications using the SLMP.

The auto-open UDP port is a UDP/IP port that automatically opens and closes at the following timing. When this port is used,
communications are enabled when the initial processing completes. Communications can be performed without a program
regardless of the connection's open status.

. Communications are enabled by
Checking the normal | using an auto-open UDP port.
completion of the |
CPU module | initial processing N A
('Initial status' -

(Un\G1900024.0): On)

A

Ethernet-
equipped
module

Ethernet

[
1
1
1
|
1
1
1
1
1
1
1
1
1
1
1
|
1
1
1
1
1
1
[
1
1
1
|
1
1
1
1
|
' v v
e

1

Request Response Request Response

Open/close timing

After the Ethernet-equipped module initial processing completes, the port automatically opens according to the registered

parameter settings. The port automatically closes when the Ethernet-equipped module station is powered off or reset.

Pointp

» When the initial processing completes successfully, the Ethernet-equipped module enables
communications using an automatic open UDP port. The module waits for a communication request to the
Ethernet-equipped module on the own station. (Automatic open)

» The Ethernet-equipped module accepts and processes requests from anywhere as long as they are
addressed to the Ethernet-equipped module itself.

« If a communication request is received from an external device, the corresponding port number is occupied
until that processing ends. Even if another communication request is accepted during this time, the
communication processing will be waited.
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Appendix 9 Dedicated Instructions

Appendix 9.1 Reading data from the programmable
controller on another station

JP.READ, GP.READ

X
RnPCPU § RnPCPU J RnSFCPURRnSFCPU
RnCPU JRnENCPU (Redundantl (Standard)}| (Safety)

These instructions read data from a device in the programmable controller of another station (in units of words).

Ladder

ST

—{C. ]| en |62 ] en] @ }—{

ENO: =JP_READ(EN,J,s1,52,d1,d2);
ENO: =GP_READ(EN,U,s1,s2,d1,d2);

FBD/LD

C—1
— EN ENO —
— Ju d1 —
— s d2 —
— 82

HExecution condition

Instruction Execution condition
JP.READ
GP.READ l

Setting data

EDescription, range, data type

Operand Description Range Data type Data type (label)
(J/U) | JP.READ | (J): Own station network number 1to 239 16-bit unsigned binary ANY16
GP.READ | (U): Start I/O number (first three digits in four- 00H to FEH 16-bit unsigned binary ANY16
digit hexadecimal representation) of own station
or own node
(s1) Own station start device where control data is Refer to the control data. Device name ANY16"!
stored
(s2) Target station start device where the data to be — String'2 ANYSTRING_SINGLE'2
read is stored
(d1) Own station start device (a continuous area for — Device name ANY16"!
the length of the read data) for storing the data
that has been read
(d2) Device of the own station, which turns on forone | — Bit ANYBIT_ARRAY
scan upon completion of the instruction. (Number of elements: 2)
When the instruction completes with an error,
(d2)+1 also turns on.
EN Execution condition — Bit BOOL
ENO Execution result — Bit BOOL

*1  When specifying setting data by using a label, define an array to secure enough operation area and specify an element of the array

label.

*2 For the specifications of the string data to be specified, refer to the following.
L1 MELSEC iQ-R Programming Manual (Instructions, Standard Functions/Function Blocks)
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BApplicable devices

() | JPRE | — — - - — |- - |- —
AD
GPR | — - O - — = - |0 o
EAD
(s1) - - 0 - —|— — |0 -
(s2) — — — - — |- - |- —
(d1) — — o — —| = — |0 -
(d2) o" - o' - = - | = -

*1  FXand FY cannot be used.
*2 FD cannot be used.
*3 T, ST, C, and FD cannot be used.

» The READ instruction cannot be executed when the target station is ACPU.

* Specify the own station start device (d1) for storing the data that has been read, by considering the range in

which the data that has been read can be stored.
(Example: When areas D150 and later in the own station CPU module are already in use)

Good example
(D50 is specified by (d1).)

CPU module CPU module
on the own station on thetarget station
R DO
D50
. D99
i d
D149 ¢
D150

Bad example
(D100 is specified by (d1).)
CPU module CPU module
on the own station on the target station
R4 DO
.
4
4
D100 R D99
*
D150 o
D199

- : Data to be read by using the READ instruction

|:| : Area that has already been used in the CPU module on the own station

I]] : Overlapping area
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HEControl data

Operand: (s1)

Device Item Description Setting range | Set by
+0 Error completion type 0000H User
b15 b8 b7 b0 0080H
[3)] 0 (@[] 0 0100H
(1) Error completion type (bit 7) 0180H
Specify whether to set data at completion with an error. 8000H
« 0: Dos not set data in (s1)+12 and later at completion with an error. 8080H
« 1: Set data in (s1)+12 and later at completion with an error. 8100H
(2) Arrival check time setting (bit 8) 8180H
« 0: 1s units
* 1: 100ms units
(3) Target station address specification method (bit 15)
« 0: Specify "network No." in (s1)+4 and "station number" in (s1)+5.
« 1: Specify "IP address" in (s1)+4 and (s1)+5 (Ethernet only).
+1 Completion status The completion status is stored upon completion of the instruction. — System
« 0: Normal
« Other than 0: Error (error code)
+2 Own station channel Specify the channel used by the own station. 1t018 User
+3 Target station CPU type | Specify the CPU type of the target station. 0000H User
« 0000H: Addressed to target station CPU (control CPU) 03DOH to 03D3H
« 03DOH: Addressed to control system CPU 03EOH to 03E3H
* 03D1H: Addressed to standby system CPU 03FFH
« 03D2H: Addressed to system A CPU
« 03D3H: Addressed to system B CPU
* 03EOH: Addressed to multiple CPU No.1
* 03E1H: Addressed to multiple CPU No.2
* 03E2H: Addressed to multiple CPU No.3
* 03E3H: Addressed to multiple CPU No.4
« 03FFH: Addressed to target station CPU (control CPU)
+4 Target network number | [CC-Link IE Controller Network or CC-Link IE Field Network] H(s1)+4 User
Specify the network number (1 to 239) of the target station. Network No.:
[Ethernet] 110239
EWhen "0" is specified in bit 15 of (s1)+0 W(s1)+5
Specif