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SAFETY PRECAUTIONS

(Read these precautions before using this product.)

Before using this product, please read this manual and the relevant manuals carefully and pay full attention to safety to handle
the product correctly.

The precautions given in this manual are concerned with this product only. For the safety precautions for the programmable
controller system, refer to the user's manual for the module used and the MELSEC iQ-R Module Configuration Manual.

In this manual, the safety precautions are classified into two IeveIs:"AWARNING“ and "ACAUTION".

f WARN I NG Indicates that incorrect handling may cause hazardous conditions, resulting in
death or severe injury.

f CAUTION Indicates that incorrect handling may cause hazardous conditions, resulting in
minor or moderate injury or property damage.

Under some circumstances, failure to observe the precautions given under "ACAUTION" may lead to serious
consequences.

Observe the precautions of both levels because they are important for personal and system safety.

Make sure that the end users read this manual and then keep the manual in a safe place for future reference.



[Design Precautions]

/\WARNING

@ Configure safety circuits external to the programmable controller to ensure that the entire system
operates safely even when a fault occurs in the external power supply or the programmable controller.
Failure to do so may result in an accident due to an incorrect output or malfunction.

(1) Emergency stop circuits, protection circuits, and protective interlock circuits for conflicting
operations (such as forward/reverse rotations or upper/lower limit positioning) must be configured
external to the programmable controller.

(2) When the programmable controller detects an abnormal condition, it stops the operation and all
outputs are:

» Turned off if the overcurrent or overvoltage protection of the power supply module is activated.
» Held or turned off according to the parameter setting if the self-diagnostic function of the CPU
module detects an error such as a watchdog timer error.

(3) All outputs may be turned on if an error occurs in a part, such as an 1/O control part, where the
CPU module cannot detect any error. To ensure safety operation in such a case, provide a safety
mechanism or a fail-safe circuit external to the programmable controller. For a fail-safe circuit
example, refer to the MELSEC iQ-R Module Configuration Manual.

(4) Outputs may remain on or off due to a failure of a component such as a relay and transistor in an
output circuit. Configure an external circuit for monitoring output signals that could cause a
serious accident.

® In an output circuit, when a load current exceeding the rated current or an overcurrent caused by a
load short-circuit flows for a long time, it may cause smoke and fire. To prevent this, configure an
external safety circuit, such as a fuse.

@ Configure a circuit so that the programmable controller is turned on first and then the external power
supply. If the external power supply is turned on first, an accident may occur due to an incorrect output
or malfunction.

@ Configure a circuit so that the external power supply is turned off first and then the programmable
controller. If the programmable controller is turned off first, an accident may occur due to an incorrect
output or malfunction.

@ For the operating status of each station after a communication failure, refer to manuals for the network
used. For the manuals, please consult your local Mitsubishi representative. Incorrect output or
malfunction due to a communication failure may result in an accident.

® When connecting an external device with a CPU module or intelligent function module to modify data
of a running programmable controller, configure an interlock circuit in the program to ensure that the
entire system will always operate safely. For other forms of control (such as program modification,
parameter change, forced output, or operating status change) of a running programmable controller,
read the relevant manuals carefully and ensure that the operation is safe before proceeding. Improper
operation may damage machines or cause accidents. When a Safety CPU is used, data cannot be
modified while the Safety CPU is in SAFETY MODE.

@ Especially, when a remote programmable controller is controlled by an external device, immediate
action cannot be taken if a problem occurs in the programmable controller due to a communication
failure. To prevent this, configure an interlock circuit in the program, and determine corrective actions
to be taken between the external device and CPU module in case of a communication failure.




[Design Precautions]

/A\WARNING

® Do not write any data to the "system area" and "write-protect area" of the buffer memory in the
module. Also, do not use any "use prohibited" signals as an output signal from the CPU module to
each module. Doing so may cause malfunction of the programmable controller system. For the
"system area", "write-protect area", and the "use prohibited" signals, refer to the user's manual for the
module used. For areas used for safety communications, they are protected from being written by
users, and thus safety communications failure caused by data writing does not occur.

@ If a communication cable is disconnected, the network may be unstable, resulting in a communication
failure of multiple stations. Configure an interlock circuit in the program to ensure that the entire
system will always operate safely even if communications fail. Incorrect output or malfunction due to a
communication failure may result in an accident. When safety communications are used, an interlock

by the safety station interlock function protects the system from an incorrect output or malfunction.

[Design Precautions]

/N\CAUTION

® Do not install the control lines or communication cables together with the main circuit lines or power
cables. Doing so may result in malfunction due to electromagnetic interference. Keep a distance of
100mm or more between those cables.

® During control of an inductive load such as a lamp, heater, or solenoid valve, a large current
(approximately ten times greater than normal) may flow when the output is turned from off to on.
Therefore, use a module that has a sufficient current rating.

@ After the CPU module is powered on or is reset, the time taken to enter the RUN status varies
depending on the system configuration, parameter settings, and/or program size. Design circuits so
that the entire system will always operate safely, regardless of the time.

® Do not power off the programmable controller or do not reset the CPU module while the settings are
being written. Doing so will make the data in the flash ROM or SD memory card undefined. The values
need to be set in the buffer memory and written to the flash ROM or the SD memory card again. Doing
so may cause malfunction or failure of the module.

® When changing the operating status of the CPU module from external devices (such as the remote
RUN/STOP functions), select "Do Not Open by Program" for "Opening Method" of "Module
Parameter”. If "Open by Program" is selected, an execution of the remote STOP function causes the
communication line to close. Consequently, the CPU module cannot reopen the line, and external
devices cannot execute the remote RUN function.




[Security Precautions]

/\WARNING

@ To maintain the security (confidentiality, integrity, and availability) of the programmable controller and
the system against unauthorized access, denial-of-service (DoS) attacks, computer viruses, and other
cyberattacks from external devices via the network, take appropriate measures such as firewalls,
virtual private networks (VPNs), and antivirus solutions.

[Installation Precautions]

/\WARNING

@ Shut off the external power supply (all phases) used in the system before mounting or removing the
module. Failure to do so may result in electric shock or cause the module to fail or malfunction.

[Installation Precautions]

/N\CAUTION

@ Use the programmable controller in an environment that meets the general specifications in the
MELSEC iQ-R Module Configuration Manual. Failure to do so may result in electric shock, fire,
malfunction, or damage to or deterioration of the product.

® To mount a module, place the concave part(s) located at the bottom onto the guide(s) of the base unit,
and push in the module until the hook(s) located at the top snaps into place. Incorrect interconnection
may cause malfunction, failure, or drop of the module.

@® To mount a module with no module fixing hook, place the concave part(s) located at the bottom onto
the guide(s) of the base unit, push in the module, and fix it with screw(s). Incorrect interconnection
may cause malfunction, failure, or drop of the module.

® When using the programmable controller in an environment of frequent vibrations, fix the module with
a screw.

@ Tighten the screws within the specified torque range. Undertightening can cause drop of the
component or wire, short circuit, or malfunction. Overtightening can damage the screw and/or module,
resulting in drop, short circuit, or malfunction. For the specified torque range, refer to the MELSEC iQ-
R Module Configuration Manual.

® When using an extension cable, connect it to the extension cable connector of the base unit securely.
Check the connection for looseness. Poor contact may cause malfunction.

® When using an SD memory card, fully insert it into the SD memory card slot. Check that it is inserted
completely. Poor contact may cause malfunction.




[Installation Precautions]

/N\CAUTION

@ Securely insert an extended SRAM cassette or a battery-less option cassette into the cassette
connector of the CPU module. After insertion, close the cassette cover and check that the cassette is
inserted completely. Poor contact may cause malfunction.

@ Beware that the module could be very hot while power is on and immediately after power-off.

® Do not directly touch any conductive parts and electronic components of the module, SD memory
card, extended SRAM cassette, battery-less option cassette, or connector. Doing so can cause
malfunction or failure of the module.

[Wiring Precautions]

/\WARNING

® Shut off the external power supply (all phases) used in the system before installation and wiring.
Failure to do so may result in electric shock or cause the module to fail or malfunction.

@ After installation and wiring, attach a blank cover module (RG60) to each empty slot before powering
on the system for operation. Also, attach an extension connector protective cover ! to each unused
extension cable connector as necessary. Directly touching any conductive parts of the connectors
while power is on may result in electric shock.

*1 For details, please consult your local Mitsubishi Electric representative.




[Wiring Precautions]

/\CAUTION

Individually ground the FG and LG terminals of the programmable controller with a ground resistance
of 100 ohms or less. Failure to do so may result in electric shock or malfunction.

Use applicable solderless terminals and tighten them within the specified torque range. If any spade
solderless terminal is used, it may be disconnected when the terminal screw comes loose, resulting in
failure.

Check the rated voltage and signal layout before wiring to the module, and connect the cables
correctly. Connecting a power supply with a different voltage rating or incorrect wiring may cause fire
or failure.

Connectors for external devices must be crimped or pressed with the tool specified by the
manufacturer, or must be correctly soldered. Incomplete connections may cause short circuit, fire, or
malfunction.

Securely connect the connector to the module. Poor contact may cause malfunction.

Do not install the control lines or communication cables together with the main circuit lines or power
cables. Doing so may result in malfunction due to noise. Keep a distance of 100mm or more between
those cables.

Place the cables in a duct or clamp them. If not, dangling cables may swing or inadvertently be pulled,
resulting in malfunction or damage to modules or cables.

In addition, the weight of the cables may put stress on modules in an environment of strong vibrations
and shocks.

Do not clamp the extension cables with the jacket stripped. Doing so may change the characteristics
of the cables, resulting in malfunction.

Check the interface type and correctly connect the cable. Incorrect wiring (connecting the cable to an
incorrect interface) may cause failure of the module and external device.

Tighten the terminal screws or connector screws within the specified torque range. Undertightening
can cause drop of the screw, short circuit, fire, or malfunction. Overtightening can damage the screw
and/or module, resulting in drop, short circuit, fire, or malfunction.

When disconnecting the cable from the module, do not pull the cable by the cable part. For the cable
with connector, hold the connector part of the cable. For the cable connected to the terminal block,
loosen the terminal screw. Pulling the cable connected to the module may result in malfunction or
damage to the module or cable.

Prevent foreign matter such as dust or wire chips from entering the module. Such foreign matter can
cause a fire, failure, or malfunction.

When a protective film is attached to the top of the module, remove it before system operation. If not,
inadequate heat dissipation of the module may cause a fire, failure, or malfunction.




[Wiring Precautions]

/N\CAUTION

® Programmable controllers must be installed in control panels. Connect the main power supply to the
power supply module in the control panel through a relay terminal block. Wiring and replacement of a
power supply module must be performed by qualified maintenance personnel with knowledge of
protection against electric shock. For wiring, refer to the MELSEC iQ-R Module Configuration Manual.

@ For Ethernet cables to be used in the system, select the ones that meet the specifications in the user's
manual for the module used. If not, normal data transmission is not guaranteed.

[Startup and Maintenance Precautions]

/\WARNING

® Do not touch any terminal while power is on. Doing so will cause electric shock or malfunction.

® Correctly connect the battery connector. Do not charge, disassemble, heat, short-circuit, solder, or
throw the battery into the fire. Also, do not expose it to liquid or strong shock. Doing so will cause the
battery to produce heat, explode, ignite, or leak, resulting in injury or fire.

@ Shut off the external power supply (all phases) used in the system before cleaning the module or
retightening the terminal screws, connector screws, or module fixing screws. Failure to do so may
result in electric shock.




[Startup and Maintenance Precautions]

/\CAUTION

® When connecting an external device with a CPU module or intelligent function module to modify data
of a running programmable controller, configure an interlock circuit in the program to ensure that the
entire system will always operate safely. For other forms of control (such as program modification,
parameter change, forced output, or operating status change) of a running programmable controller,
read the relevant manuals carefully and ensure that the operation is safe before proceeding. Improper
operation may damage machines or cause accidents.

@ Especially, when a remote programmable controller is controlled by an external device, immediate
action cannot be taken if a problem occurs in the programmable controller due to a communication
failure. To prevent this, configure an interlock circuit in the program, and determine corrective actions
to be taken between the external device and CPU module in case of a communication failure.

® Do not disassemble or modify the modules. Doing so may cause failure, malfunction, injury, or a fire.

® Use any radio communication device such as a cellular phone or PHS (Personal Handy-phone
System) more than 25cm away in all directions from the programmable controller. Failure to do so
may cause malfunction.

@ Shut off the external power supply (all phases) used in the system before mounting or removing the
module. Failure to do so may cause the module to fail or malfunction.

@ Tighten the screws within the specified torque range. Undertightening can cause drop of the
component or wire, short circuit, or malfunction. Overtightening can damage the screw and/or module,
resulting in drop, short circuit, or malfunction.

@ After the first use of the product, do not perform each of the following operations more than 50 times
(IEC 61131-2/JIS B 3502 compliant).

Exceeding the limit may cause malfunction.
* Mounting/removing the module to/from the base unit
* Inserting/removing the extended SRAM cassette or battery-less option cassette to/from the
CPU module
* Mounting/removing the terminal block to/from the module
» Connecting/disconnecting the extension cable to/from the base unit

@ After the first use of the product, do not insert/remove the SD memory card to/from the CPU module
more than 500 times. Exceeding the limit may cause malfunction.

® Do not touch the metal terminals on the back side of the SD memory card. Doing so may cause
malfunction or failure of the module.

@ Do not touch the integrated circuits on the circuit board of an extended SRAM cassette or a battery-
less option cassette. Doing so may cause malfunction or failure of the module.

@® Do not drop or apply shock to the battery to be installed in the module. Doing so may damage the
battery, causing the battery fluid to leak inside the battery. If the battery is dropped or any shock is
applied to it, dispose of it without using.




[Startup and Maintenance Precautions]

/N\CAUTION

@ Startup and maintenance of a control panel must be performed by qualified maintenance personnel
with knowledge of protection against electric shock. Lock the control panel so that only qualified
maintenance personnel can operate it.

@ Before handling the module, touch a conducting object such as a grounded metal to discharge the
static electricity from the human body. Wearing a grounded antistatic wrist strap is recommended.
Failure to discharge the static electricity may cause the module to fail or malfunction.

@ After unpacking, eliminate static electricity from the module to prevent electrostatic discharge from
affecting the module. If an electrostatically charged module comes in contact with a grounded metal
object, a sudden electrostatic discharge of the module may cause failure.

For details on how to eliminate static electricity from the module, refer to the following.
Antistatic Precautions Before Using MELSEC iQ-R Series Products (FA-A-0368)
® Use a clean and dry cloth to wipe off dirt on the module.

[Operation Precautions]

/\CAUTION

® When changing data and operating status, and modifying program of the running programmable
controller from an external device such as a personal computer connected to an intelligent function
module, read relevant manuals carefully and ensure the safety before operation. Incorrect change or
modification may cause system malfunction, damage to the machines, or accidents.

® Do not power off the programmable controller or reset the CPU module while the setting values in the
buffer memory are being written to the flash ROM in the module. Doing so will make the data in the
flash ROM or SD memory card undefined. The values need to be set in the buffer memory and written
to the flash ROM or SD memory card again. Doing so can cause malfunction or failure of the module.
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[Computer Connection Precautions]

/N\CAUTION

® When connecting a personal computer to a module having a USB interface, observe the following
precautions as well as the instructions described in the manual for the personal computer used.
Failure to do so may cause the module to fail.
(1) When the personal computer is AC-powered
When the personal computer has a 3-pin AC plug or an AC plug with a grounding wire, connect
the plug to a grounding receptacle or ground the grounding wire. Ground the personal computer
and the module with a ground resistance of 100 ohms or less.
When the personal computer has a 2-pin AC plug without a grounding wire, connect the computer
to the module by following the procedure below. For power supplied to the personal computer and
the module, using the same power source is recommended.
1. Unplug the personal computer from the AC receptacle.
2. Check that the personal computer is unplugged. Then, connect the personal computer to the
module with a USB cable.
3. Plug the personal computer into the AC receptacle.
(2) When the personal computer is battery-powered
The personal computer can be connected to the module without taking specific measures.
For details, refer to the following.
Cautions When Using Mitsubishi Electric Programmable Controllers or GOTs Connected to a
Personal Computer With the RS-232/USB Interface (FA-A-0298)
When the USB cable used is the GT09-C30USB-5P manufactured by Mitsubishi Electric, specific
measures are not required to connect the AC-powered personal computer to the module. However,
note that the signal ground (SG) is common for the module and its USB interface. Therefore, if an SG
potential difference occurs between the module and the connected devices, it causes failures of the
module and the connected devices.

[Disposal Precautions]

/\CAUTION

® When disposing of this product, treat it as industrial waste.

® When disposing of batteries, separate them from other wastes according to the local regulations. For
details on battery regulations in EU member states, refer to the MELSEC iQ-R Module Configuration
Manual.

[Transportation Precautions]

/N\CAUTION

@® When transporting lithium batteries, follow the transportation regulations. For details on the regulated
models, refer to the MELSEC iQ-R Module Configuration Manual.

® The halogens (such as fluorine, chlorine, bromine, and iodine), which are contained in a fumigant
used for disinfection and pest control of wood packaging materials, may cause failure of the product.
Prevent the entry of fumigant residues into the product or consider other methods (such as heat
treatment) instead of fumigation. The disinfection and pest control measures must be applied to
unprocessed raw wood.




CONDITIONS OF USE FOR THE PRODUCT

(1) MELSEC programmable controller ("the PRODUCT") shall be used in conditions;

i) where any problem, fault or failure occurring in the PRODUCT, if any, shall not lead to any major or serious accident;

and

ii) where the backup and fail-safe function are systematically or automatically provided outside of the PRODUCT for the

case of any problem, fault or failure occurring in the PRODUCT.

(2) The PRODUCT has been designed and manufactured for the purpose of being used in general industries.

MITSUBISHI ELECTRIC SHALL HAVE NO RESPONSIBILITY OR LIABILITY (INCLUDING, BUT NOT LIMITED TO

ANY AND ALL RESPONSIBILITY OR LIABILITY BASED ON CONTRACT, WARRANTY, TORT, PRODUCT

LIABILITY) FOR ANY INJURY OR DEATH TO PERSONS OR LOSS OR DAMAGE TO PROPERTY CAUSED BY the

PRODUCT THAT ARE OPERATED OR USED IN APPLICATION NOT INTENDED OR EXCLUDED BY

INSTRUCTIONS, PRECAUTIONS, OR WARNING CONTAINED IN MITSUBISHI ELECTRIC USER'S, INSTRUCTION

AND/OR SAFETY MANUALS, TECHNICAL BULLETINS AND GUIDELINES FOR the PRODUCT.

("Prohibited Application")

Prohibited Applications include, but not limited to, the use of the PRODUCT in;

* Nuclear Power Plants and any other power plants operated by Power companies, and/or any other cases in which the
public could be affected if any problem or fault occurs in the PRODUCT.

» Railway companies or Public service purposes, and/or any other cases in which establishment of a special quality
assurance system is required by the Purchaser or End User.

« Aircraft or Aerospace, Medical applications, Train equipment, transport equipment such as Elevator and Escalator,
Incineration and Fuel devices, Vehicles, Manned transportation, Equipment for Recreation and Amusement, and
Safety devices, handling of Nuclear or Hazardous Materials or Chemicals, Mining and Drilling, and/or other
applications where there is a significant risk of injury to the public or property.

Notwithstanding the above restrictions, Mitsubishi Electric may in its sole discretion, authorize use of the PRODUCT in

one or more of the Prohibited Applications, provided that the usage of the PRODUCT is limited only for the specific

applications agreed to by Mitsubishi Electric and provided further that no special quality assurance or fail-safe,
redundant or other safety features which exceed the general specifications of the PRODUCTSs are required. For details,
please contact the Mitsubishi Electric representative in your region.

(3) Mitsubishi Electric shall have no responsibility or liability for any problems involving programmable controller trouble and
system trouble caused by DoS attacks, unauthorized access, computer viruses, and other cyberattacks.
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INTRODUCTION

Thank you for purchasing the Mitsubishi Electric MELSEC iQ-R series programmable controllers.

This manual describes the functions and programming to use the module listed below.

Before using the product, please read this manual and relevant manuals carefully and develop familiarity with the
performance of MELSEC iQ-R series programmable controller to handle the product correctly.

When applying the example programs provided in this manual to an actual system, ensure the applicability and confirm that it
will not cause system control problems.

Please make sure that the end users read this manual.

Poin t/@

The program examples shown in this manual are the examples in which C24 is assigned to the input/output
No. X/YO0 to X/Y1F unless otherwise specified. To use the program examples shown in this manual, the input/
output number assignment is required. For details on the assignment of input/output number, refer to the
following manual.

[TIMELSEC iQ-R Module Configuration Manual

Relevant products

RJ71C24, RJ71C24-R2, RJ71C24-R4
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RELEVANT MANUALS

The following manuals are relevant to this product.

Manual name [manual number]

Description

MELSEC iQ-R Serial Communication Module User's
Manual(Application)
[SH-081251ENG] (this manual)

Functions, input/output signals, buffer memory, parameter setting, and trouble shooting of Serial
communication module

MELSEC iQ-R Serial Communication Module User's
Manual(Startup)
[SH-081250ENG]

Specifications, procedures prior to operation, system configurations, wring, and data communication
examples of Serial communication module

MELSEC iQ-R Module Configuration Manual
[SH-081262ENG]

The combination of the MELSEC iQ-R series modules, common information on the installation/wiring in
the system, and specifications of the power supply module, base unit, SD memory card, and battery

MELSEC iQ-R Programming Manual (Module
Dedicated Instructions)
[SH-081976ENG]

Dedicated instructions for an intelligent function module

MELSEC iQ-R Serial Communication Module
Function Block Reference
[BCN-P5999-0379]

FBs of a Serial communication module

GX Works3 Operating Manual
[SH-081215ENG]

System configurations, parameter settings, and operation methods for the online function in GX Works3

MELSEC Communication Protocol Reference
Manual
[SH-080008]

Specifications, accessible range, message protocols, and functions of MELSEC Communication
Protocol
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TERMS

Unless otherwise specified, this manual uses the following terms.

Terminology Description

3C frame A message format for C24 for data communications with ASCII code data using the MC protocol

(Formats 1 to 4) This is the same message format as the communication frame using the dedicated protocol for the QnA series Serial
4C frame Communication Module.

(Formats 1 to 4)

* QnA compatible 3C frame (Formats 1 to 4): QnA frame (Formats 1 to 4)
* QnA compatible 4C frame (Formats 1 to 4): QnA extension frame (Formats 1 to 4)

4C frame
(Format 5)

A message format for C24 for data communication with binary code data using the MC protocol

This is the same message format as the communication frame using the dedicated protocol for the QnA series Serial
Communication Module.

* QnA compatible 4C frame (Format 5): QnA extension frame (Format 5)

Bidirectional protocol

A data communication function to communicate any data between a CPU module and the target device using the
communication procedure for C24

Buffer memory

A memory of an Intelligent function module to store data (including setting value and monitored value) sent to/receive from
CPU module

BUFRCVS An abbreviation for Z.BUFRCVS

C24 Another term for the MELSEC iQ-R series Serial Communication Module
CPRTCL An abbreviation for G.CPRTCL or GP.CPRTCL

CPU module A generic term for MELSEC iQ-R series CPU module

CSET An abbreviation for ZP.CSET

Data communication function

A generic term for data communication functions using MC protocol, predefined protocol, nonprocedural protocol,
bidirectional protocol, MODBUS, and simple CPU communication

Engineering tool

A tool for setting, programming, debugging, and maintaining programmable controllers
For the supported tools, refer to the following manual.
LLIMELSEC iQ-R Module Configuration Manual

GETE

An abbreviation for G.GETE or GP.GETE

Independent operation

A mode of interface operation to communicate data with the target device with a function specified in each communication
protocol setting without interaction between two interfaces of C24

INPUT

An abbreviation for G.INPUT

Intelligent function module

A generic term for modules which has functions other than input and output, such as A/D converter module and D/A
converter module

Interlink operation

A mode of interface operation to communicate data with the target device with the two interfaces linked one another when
two interfaces of C24 are connected to target devices respectively

The two interfaces communicate data with the same data communication function (MC protocol (identical format) or
nonprocedural protocol) and the same transmission specifications. (Interlink operation of the predefined protocol and the
bidirectional protocol is not allowed.)

MC protocol

An abbreviation for MELSEC communication protocol, which is a name of communication method to access a CPU module
form a target device using the communication procedure for Serial communication modules or Ethernet communication
modules

Multidrop connection

A name of connection when more than one target devices or other C24s are connected on a 1:n basis or an m:n basis using
the RS-422/485 interface of C24

Nonprocedural protocol

A data communication function to communicate any data between a CPU module and the target device using user's
communication procedure

ONDEMAND An abbreviation for G.ONDEMAND or GR.ONDEMAND
OUTPUT An abbreviation for G.OUTPUT or GP.OUTPUT
Packet A data string used for communication with a target device by predefined protocol

Predefined protocol

A data communication function to send/receive data using a protocol of the target device for data communication between
C24 and the target device
This setting is configured with GX Works3 (the predefined protocol support function).

Predefined protocol support

A function available using GX Works3 (the predefined protocol support function)

function The function includes the following:
« Setting the protocol appropriate to respective target devices
+ Writing or reading the protocol setting data to/from CPU module or C24
« Debug support function

PRR An abbreviation for G.PRR or GP.PRR

PUTE An abbreviation for G.PUTE or GP.PUTE

Redundant system with
redundant extension base unit

A redundant system that is configured using extension base unit(s)

Remote head module

An abbreviation for RJ72GF15-T2 CC-Link IE Field Network remote head module.




Terminology

Description

SPBUSY

An abbreviation for G.SPBUSY or GP.SPBUSY

Target device

A generic term for GOT, measuring instruments, ID modules, barcode readers, regulators, and other C24s connected to this
C24 for data communication

UINI

An abbreviation for ZP.UINI

User frame

A data name used to send/receive data by registering the fixed format part of messages to be sent/received between C24
and the target device to the module (The contents of a user frame data should conform to the specifications of the target
device.)

The data array of the head and tail sections in messages to be sent/received (transmission control code, C24 station
number, sum check, fixed data, etc.) are registered to C24 respectively before use.

This is used for the on-demand function of MC protocol and the data transmit/receive function by nonprocedural protocol.
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PART 1

PART 1 BASIC FUNCTIONS

This part explains the basic functions of C24.

1 DATA COMMUNICATION USING MC PROTOCOL

2 DATA COMMUNICATION USING PREDEFINED PROTOCOL

3 DATA COMMUNICATION USING NONPROCEDURAL PROTOCOL

4 DATA COMMUNICATION USING BIDIRECTIONAL PROTOCOL

5 DATA COMMUNICATION USING MODBUS

6 DATA COMMUNICATION IN SIMPLE CPU COMMUNICATION

7 DEBUG SUPPORT FUNCTION
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1 DATA COMMUNICATION USING MC
PROTOCOL

MC protocol is a communication method for programmable controllers, which enable device data and programs in the CPU
module to be read from/written to target devices via C24.

C24 returns a response message automatically based on requests from the target devices. Thus, programs for response
messages are not required.

For details of the MC protocol, refer to the following manual.

[TIMELSEC Communication Protocol Reference Manual

Sum
ENQ| --- [Command| Characters check
code

Sum
check | ETX Characters .o | sTX
code

1.1 Accessing to CPU Module Using MC Protocol

This section explains how to access to a CPU module using MC protocol.

Reading/writing device memory of CPU module

Read/write data from/to the device memory of the access target CPU or intelligent function module buffer memory. For the
accessible range, refer to the following manual.
LTIMELSEC Communication Protocol Reference Manual

Reading/writing programs and parameters

This function reads and writes program files and parameter files stored in the CPU module.

Remote control of CPU module

This function performs remote RUN/STOP/PAUSE/latch clear/reset operations.

Monitoring of CPU module

This function monitors the operation status and data in the device memory of the CPU module.

Transmitting data to a target device from a CPU module

This function requests data transmission from a CPU module to a target device, and transmits on-demand data to the target
device.

1 DATA COMMUNICATION USING MC PROTOCOL
1.1 Accessing to CPU Module Using MC Protocol



File access method

To access to a file, which the password setting is configured, from external devices using the MC protocol, specifying the

command for file password is required.
1. Specify the password with a request message.

2. Perform the password authentication by using the specified password.
For command requiring the password authentication, specify "0040" with the setting value of "subcommand" in the request
message.

Function Command (subcommand)
Deleting file 1822 (0040)
Copying file 1824 (0040)
Changing file attribute 1825 (0040)
Opening file 1827 (0040)

For more details on the commands, refer to the following manual.
LIMELSEC Communication Protocol Reference Manual

1.2 Data Communication

MC protocol uses the following communication frames for data communication.

Transmit/receive data from the target device in the data format corresponding to the MC protocol.
For details on the communication frames format, refer to the following manual.

[TIMELSEC Communication Protocol Reference Manual

Formats and codes

There are five formats for the data communication frames:

Setting format Code of communication data Remarks Reference

value

1 Format 1 ASCII code — LIMELSEC

2 Format 2 ASCII code A format that a block number is added Communication Protocol
Reference Manual

3 Format 3 ASCII code A format enclosed with STX and ETX

4 Format 4 ASCII code A format that CR and LF are added at the end

5 Format 5 Binary code This can be used only for 4C frame.

Set the format in the Communication protocol setting of an Engineering tool.

Point >

Communication using binary code shortens the communication time since the amount of communication data
is about a half of the one in data communications using ASCII code.

1 DATA COMMUNICATION USING MC PROTOCOL 2
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Frames

The following explains the types of frame (data communication message) used for a target device to access a supported

equipment using the MC protocol, and the purpose of each frame.
The data communication frames are as shown below.

Frame Feature and purpose Compatible message format Format

4C frame Accessing from a target device to the maximum access Dedicated protocol for C24 (QnA extension frame) Formats 1 to 5
range is available.

3C frame The message format of access route is more simple than | Dedicated protocols for C24 (QnA frame) Formats 1 to 4

2C frame 4C frame. Dedicated protocols for C24 (QnA simplified frame)

Data communication software for MELSEC-QnA series
programmable controller can be used.

1C frame 1C frame is the same message structure as when Dedicated protocols for A series Computer link modules.
accessing using MELSEC-A series computer link
modules.

Data communication software for MELSEC-A series
programmable controller can be used.

Parameter settings for MC protocol communication

Set the transmission setting and the communication protocol, etc. for a target device.
Select from "MC protocol (Format 1)" to "MC protocol (Format 5)" for "Communication protocol setting".

O Navigation window = [Parameter] = [Module Information] = "Module Name" = [Module Parameter] = "Basic Settings"
= "Various control specification"

Configure other settings according to the system being used.

For details of the settings, refer to the following chapter.

[~ Page 454 PARAMETER SETTING

Applicability of multiple CPU systems

When a target device accesses to RCPU, which is a multiple CPU system, accessing to the control CPU or Non-control CPU
of the multiple CPU system is available by specifying the target RCPU in "Request destination module 1/0O number" of MC

protocol 4C frame.

o
Frame ID
No.
Station No. |
Network No. |
PC No. 7
Request
destination
module I/O No.
T Request destination
— module station No.
Self-station No. _|
Command —
Sub command
Device code
Head device —|
| Number of device
Sum check
code

| points

HL[HL|[HL|HL[H - =1L HL|H——=L|H=——=L[HL|H——=—=—=1L|[H LIH L
F 8|0 5(0 7|0 3J0 3 E 0JO OO O|O 4 0 1|0 0 O 1|X *|0 0O O 0 4 0(0 0 0536
05 |4614138+ | 3011 35| 301 37| 301 33| 301y3311 4511 304 3041 301|304 [30k | 301 34141 3041 311301304 30k 314|581 28| 30k 301 30k | 304341304 [304 |30k 30135 |3341364
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Applicability of remote password function

The remote password function prevents unauthorized access to a CPU module from a remote location.
By setting a remote password to the CPU module, this function can be applicable.

For the method for setting remote password, refer to the following manual.

[T1GX Works3 Operating Manual

Using MX Component

MX Component is an ActiveX control library that supports various types of communication paths between a personal
computer and CPU module.

By using MX Component, an arbitrary system can be configured. Furthermore, the communication program for the target
device can be created without considering the content of MC protocol (transmission/reception procedures).

For details, refer to the following manuals.

[ZIMX Component Version 4 Operating Manual

L[TIMX Component Version 4 Programming Manual

1 DATA COMMUNICATION USING MC PROTOCOL
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2 DATA COMMUNICATION USING PREDEFINED

PROTOCOL

Data can be transmitted and received between the CPU module and an target device with a protocol appropriate to the target

device (such as a measuring instrument and a barcode reader).

Since devices or buffer memory data can be taken into communication packets, this protocol communication is suitable for

data that may change every transmission.

The protocol setting required to communicate with the target device is configured in Engineering tool.

Protocols can be selected from the predefined protocol library offered or can be arbitrarily created and edited.

In addition, since the registered setting data is written to the CPU built-in memory, SD memory card, or flash ROM, the

program size in the CPU module can be reduced.

For an example of data communication using the predefined protocol, refer to the following manual.
LTIMELSEC iQ-R Serial Communication Module User's Manual(Startup)

Data communication using the predefined protocol

@ Setting protocols

The setting can be easily configured with the Predefined

protocol support function of Engineering tool.

@ Writing protocols

The set protocols are written to the C24.

© Executing protocols

Protocols can be executed with a dedicated instruction.

One dedicated instruction can execute multiple protocols.

Send
CR Data ENQ—>
STX Data CR—
Receive

Data communications using
protocols corresponding to the
target device are available.

Pointp

The number of protocols and packets that can be registered are as follows:

* Protocols: Up to 128

» Packets: Up to 256

Depending on the packet to be registered, the maximum numbers of packets above may not be registered.

The usage rate of the packet data area differs depending on the types of protocol.

It can be confirmed on the status bar of the "Protocol Setting" screen displayed by following the procedure as

follows:

« Select [Tool] = [Predefined Protocol Support Function] of Engineering tool, and set "Module Type" and

"Connection Destination CPU" on the "Predefined Protocol Support Function" window. And, add the

protocol on the "Predefined Protocol Support Function" screen.
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2.1 Data Communication Procedure

By using the Predefined protocol support function, data can be communicated with a target device in the following procedure.

Operating procedure

1. Selecta protocol in "Predefined Protocol Support Function", and write the protocol setting data.

(=5~ Page 32 Creating protocol setting data

2. Setthe module parameter to "Predefined protocol".
[=5~ Page 37 Setting method

3. Execute the protocol written with the dedicated instruction (CPRTCL).
[TIMELSEC iQ-R Serial Communication Module User's Manual(Startup)

4. Monitor the executed protocol in the Protocol execution log.
The transmitted/received data and the communication control signal status can also be checked using the Circuit trace
function.

L[TIMELSEC iQ-R Serial Communication Module User's Manual(Startup)

Communication using the modem function is not available for the predefined protocol.
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Create a protocol setting data using the Predefined protocol support function.

ESelecting target module of a protocol setting data
Select a target module of the protocol setting data.

O Engineering tool [Tool] = [Predefined Protocol Support Function]

Module Type

<Cautions
- The connection destination setting of predefined protacol
support Function is synchronous anly when the predefined
protocol support function starting, Unabls ta change
connection destination o predefined protocol support function
when change the connection destination setting In GX Works3
after starting the predefined protocol support Function, Please
start the predeFined protocol support function again F you

want te synchronize the connection destination,

ECreating new protocol setting data
Create new protocol setting data.

O [File]=[New]

i) File Edit Online Tool Debugging Support Function Window -8 X

RN = & Mles e

| 5 Send |
< Receive

Manufacturer Model Protocol Name [ Tope Packet Name Packet Setiing

< L 3

1 Send Packet Line [ Sendl Packet Line

Protocol in Predefined Protocol Library Editable Protacol
1 Frotocal Line 1 ProtocalLine
1 Receive Packet Line 1 receive Packet Line

Potaccs VL% Pkt U6 PacketDats s Usage LI Madukfor Debugging Kana chorocters | CAP | NUM | SGRL
e e
Protocol No. Displays the protocol number to be used for a predefined protocol dedicated instruction in programs.
Manufacturer Displays the manufacture's name of a device to which a protocol to be set is applied.
Model Displays the model name of a device to which a protocol to be set is applied.
Protocol Name Displays the name of a protocol to be set.
Communication Type Displays the communication type in a protocol to be set.

» Send Only: Send one send packet once.
» Receive Only: Receive a packet if it matches any of up-to-16 registered receive packets.
» Send&Receive: Send one send packet, and receives a packet if it matches any of up-to-16 registered receive packets.

—Send/«Receive Displays the packet direction.
* —: For 'Send'
* «(1) to (16): For 'Receive', a receive packet number is displayed in ().

Packet Name Displays the packet name.

Packet Setting Displays the existence or non-existence of variables in an element, and set or unset of the variables.
With 'Variable Unset', 'Element Unset', or 'Element error', the settings cannot be written to a CPU module or C24.
* No Variable: There is no variable in the element.
« Variable Set: All variables are set.
* Variable Unset: There are one or more unset variables.
» Element Unset: There is no element in the editable protocol.
« Element error: The element does not meet requirement.
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BAdding protocols
Add a protocol.

O [Edit] = [Add Protocol]

Add Protocol

Adds new protocol,

Selection of Protocal Type to Add

Twpe : Predefined Protocol Library A

* Select from Predefined Protocal Library.

Add,

Please select manufacturer, model and protocol name from Protacal to

Reference

Protacol to Add

Protace Manufacturer Model Pratocol Mame
1 MITSUBISHI ELECTRIC  FREQROL Series
Cancel

Item Description Setting range

Type Select a protocol type to be added. « Predefined Protocol Library
« User Protocol Library
« Add New

Protocol No. Set the number of the protocol to be added. 1t0 128

Manufacturer’! Set a manufacturer's name of the protocol to be added. —

Model™! Set a model of the protocol to be added. —

Protocol Name"™! Set a name of the protocol to be added. —

*1 These items can be set only when "Predefined Protocol Library" is selected in "Type".
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EConfiguring detailed setting of protocols
Set the transmission/reception parameters of the protocol.

O Select a row of any protocol on the "Protocol Setting" screen = [Edit] = [Protocol Detailed Setting].

Protocol Detailed Setting (|
Connected Device Information
Marufacturer ‘ MITSUBISHI ELECTRIC
Tupe [nverter
Mode! [FREGROL Series
Version ‘ ooo1 {0000 to FFFF)
Explanation Genaral-Purpose Tnwerter
Protocol Setting Information
Protocal No [1
Protocal Mame [ H7E:RD Operation Made
Communication Type | sendereceive
Receive Setting
Clear 05 area ireceive data area) before protocol execution & Enable " Disable
Receive wait Time a ¥ 100ms [Setting Range] 0 to 30000 (0: Infinite Wait )
send Setting
Number of Send Retries o Times  [Setting Range] 0 to 10
Send Retry Interval 500 ¥ 10ms  [Setting Range] O to 30000
Standby Time o ¥ 10ms  [Setting Range] O to 30000
Manitaring Time 200 ¥ 100ms  [Setting Range] O to 3000 (0: Infinite Wait )
Communication Parameter Batch Setting ‘
Item Description
Connected Device Manufacturer Set a manufacturer's name of the connected device.
L |
Information Type Set a device type of the connected device.
Model Set a model of the connected device.
Version Set a device version of the connected device.
Explanation Set equipment description for the connected device.
Protocol Setting Protocol No. Displays a protocol number of the selected protocol.

|
Information Protocol Name

Set a protocol name of the protocol.

Communication Type

Select a communication type of the protocol.

Clear OS area
(receive data area)
before protocol
execution

Receive Setting

Select whether to clear the OS area (receive data area) of the module before the protocol execution.
If 'Disable’ is selected, the data received in the module before the protocol execution also become a receive
target of the protocol.

Receive Wait Time

Set waiting time after the module turns to the 'waiting for reception' status.

If the communication with target devices is not available due to such as a cable disconnection and no
matched packet can be received within the set time, the module determines an error and cancels the 'waiting
for reception' status.

Number of Send
Retries

Send Setting

Set the number of times the module retries to send when the sending from the module has not been
completed within the set time of "Monitoring Time".

The module determines an error if the sending has not been completed despite the specified number of
times of sending retries.

Send Retry Interval

Set the interval between the failure of sending from the module and the retry when the sending from the
module has not been completed within the set time of "Monitoring Time".

Standby Time

Set standby time between when a protocol set to the module turns to the execution status and when it
actually sends the data. By setting this item, the send timing of the module can be adjusted to readiness of
target devices to receive data.

Monitoring Time

Set waiting time between when the module turns to the 'sending' status and when the sending is completed.
If the communication with target devices is not available due to such as a cable disconnection and the
sending cannot be completed within the set time, the module determines an error and cancels the 'sending’
status.

*1  For a protocol selected from the predefined protocol library, "Connected Device Information" and "Protocol Setting Information" cannot

be modified.
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@®Processing when the data transmitted error occurred (when the number of send retries is set to '2')
When the set value of "Number of Retries" is 2, the module determines an error at the following timing if it cannot send the
data.

CPRTCL instruction CPRTCL instruction
execution abnormal completion
| The module
i Standby Monitoring  : Retry Monitoring :  Retry Monitoring
| time time | interval time | interval time |
“—— Pt Pt———— P Pt Pt
' A A\ ZaN
Monitoring Monitoring Monitoring
timeout timeout timeout
v v v
Data transmission First retry Second retry

Point ;>

The communication parameters can be set for multiple protocols by clicking the [Communication Parameter
Batch Setting] button and setting "Setting Protocol No. Range", "Receive Setting", or "Send Setting".

Communication Parameter Batch Setting ==

Setting Protocol Mo, Range

Protocal Mo, 1 v - 1 -

Receive Setting
IV Clear OS area (receive data area) before protocol execution & Enable ¢ Disable

¥ Receive Wait Time [0 % 100ms  [Setting Range] O to 30000 (0: Infinite Wait )

Send Sstting

¥ Mumber of Send Retries |0 Times  [Setting Range] O to 10

IV Send Retry Interval 500 % 10ms  [Setting Range] O to 30000

IV Standby Time 0 % 10ms  [Setting Range] O to 30000

¥ Monitoring Time 200 % 100ms [Setting Range] 0 to 3000 (D Infinits wait )
OK
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BSetting packets
Set the packet elements to be transmitted/received on the "Packet Setting" screen.

X "Protocol setting” screen = desired packet setting

Protocol Mo, 1 Protocal Name [ H7B:RD Cperation Mode
Packet Type send Packet Packet Name |H7E:RD Cperation Mode
Element List
E'ﬁ;‘f”' Element Type Element Name: Element Seting
1 Header END ENO1Byte]
\fotiable uniset enor]-> HEX/Fized Number of Dats/Number of daia [11/Diai (21/Padded
2 Conversion Variable | Inverter Station Hurber [O1/ond/D elmiter [onel
3 Static Data Instuction Code TBV[2Byte]
4 Stalic Data Wiaiting Time “0[1Bule]
5 Check Code Sum Check [Dbiect element2-4/5 um Check/HEX/No calculation/Forward/2Bute
3 Terminator R CR](1Eute]

Change Type el Mew. Copy Baste Delete:

Close:

The screen above is an example when "Predefined Protocol Library" is selected on the "Add protocol" screen.

When "Add New" or "User Protocol Library" is selected, press the [Change Type] button or [Add New] button to configure the
packet.

For details of packet elements, refer to the following section.

[ Page 39 Packet
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HEWriting protocol setting data
Write data of the protocol settings to a CPU module or C24.

O [Online] = [Write to Module]

Madule Wit ==

Target Module Selection
Mockie Selection  [opppRi7iced vl

Target Memnary ICPU BLilt-in Memary

Please save in the protacol setting file (*,pf2)
because the data to be witten to mocile does not include the folowing
information.

[MNon-written Data in Target Memary]

Marufacturer

Packet Name

Protocol Detailed Setting Type, Version, Explanation
Packet Setting Configuration Element Name

Write the protocol setting data after selecting the module to be written and memory.
When writing data to the CPU module, the protocol setting data is written to "Module Extended Parameter”.

Point ;>

The following data is not displayed even when reading from CPU module because it will not be written as a
protocol setting data. However, the protocol selected from the predefined library is displayed.

» Manufacturer

» Packet name

* Type, Version, Explanation in the protocol detailed setting

» Element name in the packet setting

The operation when the predefined protocol setting is written to a multiple target memory is as follows:

@ When the predefined protocol setting is written to both CPU built-in memory and an SD memory card

The CPU module operates according to the settings of "Memory Card Parameter". For details on the "Memory Card
Parameter", refer to the following manual.

[TIMELSEC iQ-R Programmable Controller CPU Module User's Manual

® When the predefined protocol setting is written to a CPU built-in memory or an SD memory card, and C24

The predefined protocol settings of the CPU built-in memory or SD memory card is enabled in the following timing. (If the
predefined protocol settings are written both CPU built-in memory and SD memory card, the CPU module operates according
to the settings of "Memory Card Parameter".

When the predefined protocol is enabled, the predefined protocol settings of C24 will be overwritten with the predefined
protocol of CPU built -in memory or SD memory card.

* When the power is turned OFF—ON

* When the CPU module is reset

* When the CPU module is switched STOP—RUN

Setting method

Set the predefined protocol settings in "Various control specification" of "Basic Settings". (==~ Page 454 PARAMETER
SETTING)

O Navigation window = [Parameter] = [Module Information] = "Module Name" => [Module Parameter] = "Basic Settings”
= "Various control specification"

1. Set the "Communication protocol setting” in "Various control specification" to "Predefined protocol".

2. Setthe required parameters other than above.

Dedicated instruction to be used
Use the CPRTCL instruction.
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2.2 Communication Type of Protocols

A send packet to the target devices and a receive packet from the target devices at the time of process execution are
registered in a protocol.

The packet elements which are set to the Predefined protocol support function is applied to the actual data portion of the
packet to be transmitted.

For details of packet elements, refer to the following section.

[=5~ Page 39 Packet elements

[Ex]

Example of a packet configuration

Data area
»i A
) Ll

Number of byte

Read data Check code Terminator
to be read

Header Station No. Command

Maximum data length: 2048 bytes

d
)

\ 4

With the Predefined protocol support function, communications with target devices are performed using the following
procedures (communication types).

Communication | Processing

type name

Send Only Sends a send packet once.
One send packet is required.

Receive Only Receives a packet if it matches any of up to 16 defined receive packets.
One or more receive packets are required.

Send & Receive Sends a send packet, and then receives a packet if it matches any of up to 16 defined receive packets.
One send packet and one or more receive packets are required.

For the operation of each operation type, refer to the following section.
[=5~ Page 582 Operation Image and Data Structure of Predefined Protocol
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2.3 Packet

A packet consists of packet elements.
Up to 32 elements can be set in a packet, and the maximum data length is 2048 bytes per packet.

Packet elements

The following explains the details of the packet elements.
For data examples on packet elements, refer to the following section.
(=5~ Page 588 Data examples of packet elements

Header

Use this element when a specific code or character string exists at the head of a packet.
* When sending: Sends a specified code and character string.
* When receiving: Verifies a header and received data.

Element Setting - Header(Send) (|

Elemnent Mame [sTx

Code Type ASCIL Control Code =

Setting Vale [5TX] (1byte)

[Setting Range] 1 to SO

oK Cancel
Item Description Remarks
Element Name Set a name of the element. —
Code Type Select a data type of the setting value. —
ASCII String/ASCII Control Code/HEX
Setting Value Set data within 1 to 50 bytes. Setting example
The setting ranges that can be set for each code type are as follows: « ASCII String: 'ABC'
+ ASCII String: 20H to 7EH « ASCII Control Code: STX
* ASCII Control Code: 00H to 1FH, and control code of 7FH « HEX : FFFF

* HEX: hexadecimal data of 00H to FFH

Pointp

» Only one header can be used in a packet.
* A header can be set only at the head of a packet.
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Static Data

Use this element when a specific code or character string such as command exists in a packet.

* When sending: Sends a specified code and character string.
» When receiving: Verifies the received data.

Elernent Setting - Static Data(Send) =

Element Name

Cade Type

Setting Yalue

[ETX

ASCII Control Code

[ETX]

_Input Confrol Code ]

(1 byte)

[Setting Range] 1 to 50

Ok Cancel
Item Description Remarks

Element Name

Set a name of the element.

Code Type Select a data type of the setting value. —
ASCII String/ASCII Control Code/HEX

Setting Value Set data within 1 to 50 bytes. Setting example
The setting ranges that can be set for each code type are as follows: « ASCII String: 'ABC'
+ ASCII String: 20H to 7EH « ASCII Control Code: US
* ASCII Control Code: 00H to 1FH, and control code of 7FH « HEX : FFFF
» HEX: hexadecimal data of O0H to FFH

Pointp _ . . — .
Multiple static data elements can be placed to desired positions in the data portion.
Terminator

Use this element when a code or character string indicating the end of the packet is included.

Elernent Setting - Terminatar(Send)

=

Element Hame

Cade Type

Setting Valug

[cr

A5CI Control Code —

[CR]

(1 byte)

[Setting Ranga] 1 to 50

[0 Cancel

Item

Description

Remarks

Element Name

Set a name of the element.

Code Type Select a data type of the setting value. —
ASCII String/ASCII Control Code/HEX

Setting Value Set data within 1 to 50 bytes. Setting example
The setting ranges that can be set for each code type are as follows: « ASCII String: 'ABC'
+ ASCII String: 20H to 7EH « ASCII Control Code: ETX
+ ASCII Control Code: 00H to 1FH, and control code of 7FH * HEX : FFFF
» HEX: hexadecimal data of O0H to FFH

Pointp

* Only one terminator can be used in a packet.
» Only a check code and static data can be placed after a terminator.
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Length

Use this element when an element indicating the data length is included in a packet.
* When sending: Calculates the data length of a specified range, and adds the result to a send packet.
» When receiving: Verifies the data (value) corresponds to the length in the received data as the data length of a specified

range.
Element Setting - Length(Send) @
Elerment hame | Data Lengthl
Code Type |ASCII Hexadecimal j
Data Length |2 j
Data Flow |F0rward Direction (Upper Byte -»> Lower Byta) ﬂ
Calculating Range (Start) |2 j
Calculating Range (End) |4 j
Ok Canicel
Item Description Remarks

Element Name

Set a name of the element.

Code Type

Select a format of the data length.
ASCII Hexadecimal/ASCII Decimal/HEX

Data Length

Select the data length on the line.
The range is 1 to 4.

Data Flow

Forward Direction « When sending: Sends a calculated length from the upper byte.
(Upper Byte — Lower Byte) | * When receiving: Receives data from the upper byte.

Reverse Direction « When sending: Sends a calculated length from the lower byte.
(Lower Byte — Upper Byte) | + When receiving: Receives data from the lower byte.

word.

Byte Swap * When sending: Sends a calculated length swapping the upper byte and
(by Word) lower byte by word.
« When receiving: Receives data swapping the upper byte and lower byte by

Cannot be set when
"Data Length" is 1 byte.

Calculating | Start
Range

The range is 1 to 32.

Select the start packet element number for the calculating range.

End

The range is 1 to 32.

Select the end packet element number for the calculating range.

Pointp

» Only one length can be used in a packet.
* When there is no element other than a length, an element error occurs.

* When the number of digits of calculation result is greater than that specified in "Data Length", digits greater

than the specified digit are omitted (ignored).

Example) When "2 bytes" is specified in "Data Length" and the calculation result is "123 bytes", the data

length is considered as "23".

* When any of a Non-conversion variable (Variable length), Conversion variable (Variable number of data),
Conversion variable (Fixed number of data/Variable number of digits '), and Non-verified reception
(Variable number of characters) is placed behind a Length and they are not included in the calculating range
of the Length, place any of the following data immediate after the Non-conversion variable (Variable length),

Conversion variable (Variable length) or Non-verified reception.

Static Data
Terminator
Check code + Static Data
Check code + Terminator

* When "Code Type" is "ASCII Hexadecimal", a corresponding packet is regarded as a mismatch packet if a

string except for '0' to '9', 'A' to 'F', and 'a’ to 'f" is received.

* When "Code Type" is "ASCII Decimal”, a corresponding packet is regarded as a mismatch packet if a string

except for '0' to '9' is received.

*1 Excluding a case where "Number of Send Data" is '1' and "Delimiter" is not 'No delimiter'.
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Non-conversion Variable

Use this element to send the data in the device memory of a CPU module or buffer memory as a part of a send packet, or
store a part of a receive packet to the device memory of a CPU module or buffer memory.

Element Name

Fixed Length/variable Length

Data Length/Maximum Data Length
Urit of Stored Data

Byte Swap

Data Storage Area Specification

Send Data Storage Area

[Specifisble Device Symiol]
XML

Element Setting - Non-conversion Variable(Send)

=

[ lave Address

Fixed Length z

1 [Setting Range] 1 to 2048

Lower Byte + Upper Byte 2
Disatle (Lower -» Upper) =

o1l (1 Word)
|

Ta—

L, B, D, W, R, ZR, G (Buffer Memary)

Item

Description

Element Name

Set a name of the element.

Fixed Length/Variable
Length

Fixed Length

Sends and receives the data whose length is fixed.

Variable Length

« When sending: Specifies the data length at the time of the protocol execution and sends data.
« When receiving: Receives data whose data length is variable.

Data Length/
Maximum Data Length

Set the length of data to be transmitted and received.
(For the variable length data, set the maximum data length that can be specified to the data length storage area.)

The range is 1 to 2048.

Unit of Stored Data

Lower Byte + Upper Byte

* When sending: Sends each one word (2 bytes) data in the data storage area in the order of the lower
byte to the upper byte.

« When receiving: Stores the received data to the data storage area in the order of the lower byte to the
upper byte.

Lower Bytes Only

* When sending: Sends only lower byte of data in the data storage area. C24 ignores data in the upper
byte.

« When receiving: Stores the received data in the only lower byte of the data storage area. C24 stores
O00H in the upper byte.

Byte Swap

Disable (lower -> upper)/
Enable (upper -> lower)

* When sending: When "Enable" is selected, sends data swapping the upper byte and lower byte by
word (2 bytes).
When "Unit of Stored Data" is "Lower Byte + Upper Byte" and "Data Length" is an odd number of bytes,
sends the upper byte at transmission of the last byte.
When "Unit of Stored Data" is "Lower Bytes Only" and "Data Length" is an odd number of bytes, sends
data without any byte swap at transmission of the last byte.

« When receiving: When 'Enable’ is selected, receives data swapping the upper byte and lower byte by
word (2 bytes).
When "Unit of Stored Data" is "Lower Byte + Upper Byte" and "Data Length" is an odd number of bytes,
stores the last byte to the upper byte.
When "Unit of Stored Data" is "Lower Bytes Only" and "Data Length" is an odd number of bytes, stores
the last byte without any byte swap.

Data Storage Area
Specification

Specify a start device to store variable value.

MSettable devices
Internal user 12

* Input (X)

* Output (Y)

* Internal relay (M)

« Latch relay (L)

* Link relay (B)

* Data register (D)

« Link register (W)
File register 2

* File register (R,ZR)
Buffer memory

* G device (G)

*1 Do not set local devices.
*2 Set within the device range specified in the following screen.
Project window = [Parameter] = CPU module type = [CPU Parameter] = [Memory/Device Setting]
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The following explains the configuration of the data storage area.

EWhen "Fixed Length/Variable Length" is "Fixed Length"

An area starting from the device number which is specified on the "Element Setting" screen is considered as the data storage
area.

The data storage area to be occupied varies depending on the setting of "Unit of Stored Data".

* When "Lower Byte + Upper Byte" is selected, the same size as the data length is occupied.

(However,